

	
3GPP TSG-WG SA2 Meeting #156E	S2-2305230
Elbonia, April 17 – 21, 2023		(revision of S2-230xxxx)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.501
	CR
	4531
	rev
	-
	Current version:
	18.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	KI#5: Addressing open issues for support of PDU Set based handling

	
	

	Source to WG:
	Qualcomm Incorporated

	Source to TSG:
	SA2

	
	

	Work item code:
	XRM
	
	Date:
	2023-04-17

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	[bookmark: _Hlk124197238]Reason for change:
	In SA2#155 the agreed CR introducing the support for the PDU Set based QoS framework in TS 23.501 had some open issues captured by the following Editor's Notes:
Editor's note:	Usage of PSIHI is FFS.
Editor's note:	[XRM] The applicability and details of PDU Set handling in uplink direction is pending RAN WG's progress.
Editor's note:	The need for AN PSDB and definition of AN PSDB is FFS.
Editor's note:	The PSER definition may be subject to change if RAN2 provides any feedback on that.
Editor's note:	How to document the UPF derivation of the PDU Set Information from the RTP/SRTP header or payload is FFS in coordination with SA WG4.
Editor's note:	The PDU Set Size is pending SA WG4 progress on SA WG4 5G_RTP WI. It is up to SA4 to decide whether PDU Set Size in an SA4 defined RTP header, extension header and/or payload is in bytes and whether the PDU Set Size in an SA WG4 defined RTP header, extension header and/or payload includes the RTP and/or IP overhead.
This CR addresses the EN listed above as well as the issue of the non-homogeneous deployment of RAN nodes supporting the PDU Set based QoS Framework.

	
	

	Summary of change:
	The changes of this CR can be summarized as follows:
· In clause 5.7.7.1, the EN on the usage of the PSIHI is removed because, similarly to PSDB and PSER, the usage of the PSIHI should be left to implementation. 3GPP specification should only care about the semantics of the parameter.
· In the same clause, the EN on the applicability of the PDU Set handling in UL is removed because, their reply LS in R2-2302010, RAN2 indicated that the PDU Set concept can be applied also in UL. Consequently, no restriction should be applied. A similar change is applied to the first EN in clause 5.27.5.1.
· In clause 5.7.7.3, the EN on the definition of PSER is removed because, in the same reply LS R2-2302010, RAN2 indicated that the PSER definition is inline with the one indicated by SA2. Therefore, there is no need for further changes.
· In clause 5.8.2.4.2, the EN on the documentation of the derivation of the PDU Set Information from RTP/SRTP headers/payloads is removed and replaced by a normative text pointing to SA4's TS 26.522 because SA4 indicated in S4-230419 that they will implement the necessary changes for defining a new RTP/SRTP header for XR. In addition, details related in RTP/SRTP headers/payloads (i.e., codec details) should not be captured in an SA2 specification. A similar change is applied to the last EN in clause 5.37.5.2.
· Similarly, the EN on the PDU Set Size in clause 5.37.5.2 can be removed because SA4 is currently working on it and will introduce the suppor for it.
· Finally, to describe how non-homogenous deployments of the PDU Set QoS framework are supported, in clause 5.37.5.2 a note is added to clarify that if an NG-RAN node not supporting the PDU Set Information receives it, then it simply ignores it.

	
	

	Consequences if not approved:
	The support for the PDU Set based QoS framework is not complete.

	
	

	Clauses affected:
	2, 5.7.7.1, 5.7.7.2, 5.7.7.3, 5.8.2.4.2, 5.37.5.1, 5.37.5.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc20149624][bookmark: _Toc27846415][bookmark: _Toc36187539][bookmark: _Toc45183443][bookmark: _Toc47342285][bookmark: _Toc51768983][bookmark: _Toc122440055][bookmark: _Hlk131760205]2	References
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5.7.7	PDU Set QoS Parameters
5.7.7.1	General
[bookmark: _Hlk127797738][bookmark: _Hlk124843933]PDU Set QoS Parameters are used to support PDU Set based QoS handling in the NG-RAN. The followings are the PDU Set specific QoS characteristics:
1.	PDU Set Delay Budget (PSDB)
2.	PDU Set Error Rate (PSER)
3.	PDU Set Integrated Handling Information (PSIHI)
Editor’s NOTE: Usage of PSIHI is FFS.
For a QoS Flow supporting PDU Set based QoS handling, the QoS Profile includes the PDU Set QoS Parameters described in this clause (see clause 5.7.1.2). The PCF determines the PDU Set QoS Parameters based on information provided by AF and/or local configuration. The PDU Set QoS parameters are sent to the SMF as part of PCC rule. The SMF sends them to NG-RAN as part of the QoS Profile.
If the NG-RAN receives PDU Set QoS Parameters and supports them, it applies PDU Set QoS Parameters as described in this clause.
[bookmark: _Hlk124844250]Editor’s note: [XRM] The applicability and details of PDU Set handling in uplink direction is pending RAN WG’s progress.
5.7.7.2 PDU Set Delay Budget 
[bookmark: _Hlk124845744][bookmark: _Hlk124845759]The PDU Set Delay Budget (PSDB) defines an upper bound for the delay that a PDU Set may experience for the transfer between the UE and the N6 termination point at the UPF, i.e. the duration between the reception time of the first PDU (at the N6 termination point for DL or the UE for UL) and the time when all PDUs of a PDU Set have been successfully received (at the UE for DL or N6 termination point for UL). PSDB applies to the DL PDU Set received by the PSA UPF over the N6 interface, and to the UL PDU Set sent by the UE. 
[bookmark: _Hlk124764114]NOTE 1:	To enable support for PSDB, it is required that a maximum inter arrival time between the first received PDU and the last received PDU of a PDU Set complies with SLA. This maximum inter arrival time does not exceed PSDB. NG-RAN behavior when the SLA is not fulfilled is implementation specific and out of scope of this specification.
[bookmark: _Hlk124764140]A QoS Flow is associated with only one PDU Set Delay Budget. The value of the PDU Set Delay Budget is the same in UL and DL. PSDB is an optional parameter that may be provided by the PCF. The provided PSDB can be used by the NG-RAN to support the configuration of scheduling and link layer functions. 
[bookmark: _Hlk124846586]When the PSDB is available, the PSDB supersedes the PDB. 
[bookmark: _Hlk125046007]Editor's Note: The need for AN PSDB and definition of AN PSDB is FFS.
5.7.7.3 PDU Set Error Rate
The PDU Set Error Rate (PSER) defines an upper bound for the rate of PDU Sets that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but that are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PSER defines an upper bound for a rate of non-congestion related PDU Set losses. The purpose of the PSER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access). 
NOTE1:	In this release, a PDU Set is considered as successfully delivered only when all PDUs of a PDU Set are delivered successfully. 
A QoS Flow is associated with only one PDU Set Error Rate. If the PSER is available, the usage of PSER supersedes the usage of PER. The value of the PDU Set Error Rate is the same in UL and DL.
Editor's Note: The PSER definition may be subject to change if RAN2 provides any feedback on that.
[bookmark: _Hlk124851587]5.7.7.4 PDU Set Integrated Handling Information
The PDU Set Integrated Handling Information (PSIHI) indicates whether all PDUs of the PDU Set are needed for the usage of the PDU Set by the application layer in the receiver side.
[bookmark: _Toc20149843][bookmark: _Toc27846637][bookmark: _Toc36187765][bookmark: _Toc45183669][bookmark: _Toc47342511][bookmark: _Toc51769211][bookmark: _Toc122440314]>>>>NEXT CHANGE<<<<
5.8.2.4.2	Traffic Detection Information
The SMF controls the traffic detection at the UP function by providing detection information for every PDR.
For IPv4 or IPv6 or IPv4v6 PDU Session type, detection information is a combination of:
-	CN tunnel info.
-	Network instance.
-	QFI.
-	IP Packet Filter Set as defined in clause 5.7.6.2.
-	Application Identifier: The Application Identifier is an index to a set of application detection rules configured in UPF. 
For Ethernet PDU Session type, detection information is a combination of:
-	CN tunnel info.
-	Network instance.
-	QFI.
-	Ethernet Packet Filter Set as defined in clause 5.7.6.3.
In this Release of the specification for Unstructured PDU Session Type, the UPF does not perform-QoS Flow level traffic detection for QoS enforcement.
Traffic detection information sent by the SMF to the UPF for a PDU Session may be associated with Network instance for detection and routing of traffic over N6. In the case of IP PDU Session Type, Network Instances can, e.g., be used by the UPF for traffic detection and routing in the case of different IP domains or overlapping IP addresses. In the case of Ethernet PDU Session Type, different Network Instances can e.g. be configured in the UPF with different ways to handle the association between N6 and the PDU Sessions. 
Based on SMF instructions, UPF may identify the PDU Sets, according to the Protocol Description in PDR, to derive the PDU Set Information for DL traffics and send it to RAN via DL GTP-U header of each PDU identified as belonging to a PDU Set. The PDU Set Information, is described in clause 5.37.5. The PDU Set identification can be done by UPF implementation or by detecting RTP/SRTP header or payload. The details of the RTP/SRTP headers, header extensions and/or payloads used to identify PDU Sets are defined in TS 26.522 [TS26522].
Editor’s Note: How to document the UPF derivation of the PDU Set Information from the RTP/SRTP header or payload is FFS in coordination with SA4.
[bookmark: _Hlk130904402]>>>>NEXT CHANGE<<<<
5.37.5	PDU Set based QoS Handling
5.37.5.1	General
A PDU Set is comprised of one or more PDUs carrying an application layer payload such as, e.g. a video frame or video slice. The PDU Set based QoS handling by the NG-RAN is determined by PDU Set QoS parameters specified in clause 5.7.7 and PDU Set information provided by the PSA UPF as described in clause 5.37.5.2.
Editor's note:	The applicability and details of PDU Set handling in uplink direction is pending RAN WG's progress.
In addition to the PDU related service information, the AF may provide PDU Set related assistance information for dynamic PCC control. One or more of the following PDU Set related assistance information may be provided to the NEF/PCF using the AF session with required QoS procedures in clauses 4.15.6.6 and 4.15.6.6a of TS 23.502 [3].
-	PDU Set QoS parameters as described in clause 5.7.7
-	Protocol Description: Indicates protocol and payload type used by the service data flow.
AF provided PDU Set QoS Parameters and Protocol Description may be used in determining the QoS Profile by the PCF and identifying the PDU Set information by the PSA UPF.
Editor's note:	Whether a standardized S-NSSAI (SST) is defined for XRM or whether non-standardized S-NSSAI is used is FFS.
[bookmark: _Hlk130904410]5.37.5.2	PDU Set Information and Identification
To support PDU Set based QoS handling, the PSA UPF identifies PDUs that belong to PDU Sets and determines the below PDU Set Information which it sends to the NG-RAN in the GTP-U header. The PDU Set information is used by the NG-RAN for PDU Set based QoS handling as described above.
NOTE 1: 	If the receiving NG-RAN node does not support the PDU Set QoS Information then the NG-RAN node ignores it.
The PDU Set Information comprises:
-	PDU Set Sequence Number.
-	Indication of End PDU of the PDU Set.
-	PDU Sequence Number within a PDU Set.
-	PDU Set Size in bytes.
-	PDU Set Importance, which identifies the relative importance of a PDU Set compared to other PDU Sets within a QoS Flow.
The NG-RAN may use the PDU Set Importance within a QoS Flow for PDU Set level packet discarding in presence of congestion.
Editor's note:	Whether and how PDU Set Importance can span across QoS Flows is FFS.
Editor's note:	The PDU Set Size is pending SA WG4 progress on SA WG4 5G_RTP WI. It is up to SA4 to decide whether PDU Set Size in an SA4 defined RTP header, extension header and/or payload is in bytes and whether the PDU Set Size in an SA WG4 defined RTP header, extension header and/or payload includes the RTP and/or IP overhead.
NOTE 2:	The PDU Set Information can be different for different PDU Sets within a QoS Flow.
The SMF instructs PSA UPF to perform PDU Set marking and may provide the PSA UPF the Protocol Description indicating the header, extension header (e.g. RTP/SRTP) and payload type (e.g. H.264) used by the service data flow. The Protocol Description may be received in the PCC rule, based on information provided by the AF or by PCF local policies as described in clause 5.37.5.1.
PSA UPF can identify the PDU Set Iinformation using the Protocol Description and the received RTP/SRTP headers or using implementation specific means. The details of the RTP/SRTP headers, header extensions and/or payloads used to identify PDU Set Information are defined in TS 26.522 [TS26522].
Editor's note:	PDU Set Information in RTP/SRTP header, extension header and/or payload is pending SA WG4 progress on SA WG4 5G_RTP WI.
For each DL PDU received on N6 for which PDU Set based QoS handling is indicated from the SMF, the PSA UPF applies the rules for PDU Set identification and provides PDU Set Information which is available to the RAN in the GTP-U header.
>>>>END OF CHANGES<<<<

