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Clarify that the clause 5.15.18.3 is for both supporting UE and non-supporting UE
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FIRST CHANGE
[bookmark: _Toc131516675]5.15.18	Support for Network Slices with Network Slice Area of Service not matching deployed Tracking Areas
[bookmark: _Toc131516676]5.15.18.1	General
The network support for a Network Slice is defined on a per Tracking Area granularity. It may be beneficial to deploy some Network Slices such that the Network Slice have a limited geographical availability that is not matching existing Tracking Area boundaries.
The operator can in this case decide to change the topology of the Tracking Areas so they match the boundaries of the Network Slice, or the operator may configure resources for the Network Slices in the cells of TAs where the Network Slices are to be available, and in areas of the TAs where the network slice is defined to be not available the cells are configured with zero resources.
The AMF receives from the OAM the information on availability of a network slice when the granularity is smaller than TA, i.e. if the NS-AoS includes TAs where the network slice is not available in some cells of the TA.
In order to optimize the end-to-end behaviour, the AMF can, based on NS-AoS information received from OAM, configure supporting UEs with S-NSSAI location availability information, and the network may need to monitor the S-NSSAI usage and enforce the NS-AoS e.g. if the UE does not support the S-NSSAI location availability information.
[bookmark: _Toc131516677]5.15.18.2	S-NSSAI location availability information
S-NSSAI location availability information defines additional restrictions to the usage of an S-NSSAI in TAs where the Network Slice availability does not match the TA boundaries. The AMF is configured per S-NSSAI whether to send the S-NSSAI location availability information to supporting UEs.
Editor's note:	It is FFS whether to enable a per UE differentiation of Network Slice availability.
The S-NSSAI location availability information sent to the UE includes, for each applicable S-NSSAI of the Configured NSSAI, Location information indicating the cells of TAs in the RA where the related S-NSSAI is available if the S-NSSAI is not available in all the cells of the TA.
Editor's note:	The need for Registration level control is FFS e.g. requiring S-NSSAI to be deregistered when the UE move out of the Location.
Editor's note:	How to steer the UE to the area of the Location information is FFS.
If the UE has indicated that the UE supports S-NSSAI location availability information in the 5GMM Core Network Capability (see clause 5.4.4a), the AMF may, based on OAM configuration, configure the UE with S-NSSAI location availability information for one or more S-NSSAIs when the AMF allocates an RA where the Network Slice availability does not match whole TAs, by including the S-NSSAI location availability information in the Registration Accept message or the UE Configuration Command message. A UE that receives S-NSSAI location availability information applies the information as follows.
1.	If the S-NSSAI is rejected in the RA or rejected partially in the RA or rejected with a cause code that allows attempting to register the S-NSSAI again, the UE can request the S-NSSAI only if the S-NSSAI location availability information indicates that the S-NSSAI is available at the cell where the UE is camping.
2.	If the S-NSSAI is in the Partially Allowed NSSAI, the UE shall not activate User Plane for any already established PDU Session with that S-NSSAI if the UE is in a cell within the RA but outside the Location information of the S-NSSAI.
3.	If the S-NSSAI is in the Partially Allowed NSSAI, and the UE in CM-IDLE mode is moved to a cell outside the Location information of the S-NSSAI, and the UE has an established PDU Session with that S-NSSAI, the PDU Session is kept.
4.	If the S-NSSAI is neither rejected nor allowed, the UE can request the S-NSSAI only if the S-NSSAI location availability information indicates that the S-NSSAI is available at the cell where the UE is camping.
Editor's note:	Logic for when the S-NSSAI is in the Allowed NSSAI is FFS.
[bookmark: _Toc131516678]5.15.18.3	Network based monitoring and enforcement of Network Slice Area of Service not matching deployed Tracking Areas
OAM may configure RRM policies for S-NSSAIs on a per cell basis as defined in TS 28.541 [149], i.e. cells outside the Network Slice Area of Service while in a TA supporting the S-NSSAI are allocated with no RRM resources for the S-NSSAI.
The network may enforce the NS-AoS for both supporting UE and non-supporting UE for an S-NSSAI as follows:
1.	The network monitors the validity of the S-NSSAI for UE in CM-CONNECTED state, i.e. as per the location.
Editor's note:	The mechanism to use for monitoring the location and any NG-RAN logic is FFS and is dependent on the RAN WG3 reply.
2.	If the non-supporting UE makes a PDU Session establishment request with an S-NSSAI that is not valid as per the S-NSSAI location availability information, the AMF may reject the NAS Transport message with a back-off timer using S-NSSAI based congestion control as described in clause 5.19.7.4.
Editor's note:	Whether the AMF or SMF rejecting the PDU Session establishment is FFS.
3.	If the AMF determines that the UE in CM-CONNECTED has moved outside the NS-AoS, the AMF performs the following logic:
a)	If the non-supporting UE has other S-NSSAI(s) in the Allowed NSSAI, then the AMF may update the UE with a UE Configuration Update by removing the S-NSSAI from the Allowed NSSAI (which causes the UE to locally release the PDU Sessions) and removing the S-NSSAI from the Configured NSSAI, and then the AMF requests the SMF to locally release in the network any PDU Sessions with that S-NSSAI as per step 1f in clause 4.2.3.4 in TS 23.502 [3].
b)	If the non-supporting UE does not have any other S-NSSAI in the Allowed NSSAI, then the AMF may update the UE with a UE Configuration Update by removing the S-NSSAI from the Allowed NSSAI (which causes the UE to locally release the PDU Sessions) and removing the S-NSSAI from the Configured NSSAI, and adding a default S-NSSAI to the Allowed NSSAI, and then the AMF requests the SMF to locally release in the network any PDU Sessions with the removed S-NSSAI as per step 1f in clause 4.2.3.4 in TS 23.502 [3].
c)	For a non-supporting UE that does not have any other S-NSSAI in the Allowed NSSAI nor in the Configured NSSAI, then the AMF indicates to the SMF to release the PDU Session.
4.	If the AMF determines that the S-NSSAI becomes valid e.g. the UE has moved into the NS-AoS, the AMF updates the UE with a UCU e.g. including the S-NSSAI in the Configured NSSAI.
Editor's note:	It is FFS whether it is suitable to remove the S-NSSAI from the Configured NSSAI/Allowed NSSAI or whether to release the PDU Session when the non-supporting UE is outside the NS-AoS.
END of CHANGES

