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[bookmark: _Toc122419164][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc131158327]6.1.5.2	Analytics Exposure from HPLMN to VPLMN
Figure 6.1.5.2-1 shows the procedure that the V-NWDAF requests network analytics (i.e. slice load level analytics, NF load analytics, service experience analytics, etc.) in HPLMN from the H-NWDAF with roaming entry capability, upon receiving an analytics information/subscription request from the NF in VPLMN (e.g. AMF).
Editor's note:	The service names in the following procedure are descriptive and may need to be updated.


Figure 6.1.5.2-1: Procedure for analytics exposure from HPLMN to VPLMN
1.	Consumer NF in VPLMN (e.g. AMF) sends an Analytics request/subscribe (Analytics ID, Target of Analytics Reporting, Analytics Filter Information (HPLMN ID)) to V-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe.
NOTE 1:	The Target of Analytics Reporting sent by the consumer NF to the V-NWDAF may include both inbound roaming user(s) and non-roaming user(s).
2.	V-NWDAF discovers the H-NWDAF with roaming entry capability as described in clause 5.2. V-NWDAF sends a roaming analytics request/subscribe (Analytics ID, Target of Analytics Reporting, Analytics Filter Information) to H-NWDAF by invoking a Nnwdaf_RoamingAnalytics_Request or a Nnwdaf_RoamingAnalytics_Subscribe, based on the Analytics request/subscribe received from the Consumer NF in VPLMN. The Target of Analytics Reporting sent by the V-NWDAF to the H-NWDAF shall only contain the inbound roaming user(s). The inbound roaming user(s) can be distinguished by the V-NWDAF according to the PLMN ID of the UE IDs. If V-NWDAF has the roaming entry capability, it checks the policies and regulatory constraints between the HPLMN and the VPLMN to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the request is rejected, the following steps can be skipped.
3.	H-NWDAF checks the policies and regulatory constraints between the HPLMN and the VPLMN, and user consent for analytics as defined in clause 6.2.9 if needed, to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the roaming analytics request/subscribe is accepted, H-NWDAF collects data from the NF(s) and/or OAM in HPLMN and derives the requested analytics.
Editor's note:	The user consent check procedure and security aspects will align with SA3 WG's conclusion.
Editor's note:	If the HNWDAF with roaming entry capability can not support to generate the requested analytics, then how to exposure the requested analytics is FFS.
4.	H-NWDAF sends the HPLMN analytics information to the V-NWDAF using either Nnwdaf_RoamingAnalytics_Request response or Nnwdaf_RoamingAnalytics_Notify, depending on the service used in step 2. The H-NWDAF may restrict the exposed analytics information based on HPLMN operator polices.
5.	[Optional] V-NWDAF collects data from the NF(s) and/or OAM in VPLMN and derives the requested analytics based on the data collected from the NF(s) and/or OAM in VPLMN and the analytics from H-NWDAF. These steps can be executed in parallel with steps 3-6.
NOTE 2:	Analytics aggregation for roaming scenario is not supported in this release. How the V-NWDAF derives the requested analytics based on the analytics from H-NWDAF will depend on V-NWDAF implementation that is out of 3GPP scope.
6.	V-NWDAF sends the HPLMN analytics information received in step 64, or the together with the VPLMN analytics information derived in step 5 (if available)if step 5 are performed, to the Consumer NF in VPLMN using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
Editor's note:	Whether and how the V-NWDAF aggregates the analytics from HPLMN and the analytics derived in VPLMN is FFS.

* * * * Next change * * * *
[bookmark: _Toc131158328]6.1.5.3	Analytics Exposure from VPLMN to HPLMN
Figure 6.1.5.3-1 shows the procedure that the H-NWDAF requests network analytics (i.e. service experience analytics, slice load level analytics, etc.) in VPLMN from the V-NWDAF with roaming entry capability, upon receiving an analytics information/subscription request from the NF in HPLMN (e.g. H-PCF).
Editor's note:	The service names in the following procedure are descriptive and may need to be updated.


Figure 6.1.5.3-1: Procedure for analytics exposure from VPLMN to HPLMN
1.	Consumer NF in HPLMN (e.g. H-PCF) sends an Analytics request/subscribe (Analytics ID, Target of Analytics Reporting, Analytics Filter Information (VPLMN ID)) to H-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe.
NOTE 1:	The Target of Analytics Reporting sent by the consumer NF to the H-NWDAF may include both outbound roaming user(s) and non-roaming user(s).
2.	The H-NWDAF checks user consent for analytics as defined in clause 6.2.9 if needed, then the H-NWDAF discovers the V-NWDAF with roaming entry capability as described in clause 5.2.
	H-NWDAF sends a roaming analytics request/subscribe (Analytics ID, Target of Analytics Reporting, Analytics Filter Information) to V-NWDAF by invoking a Nnwdaf_RoamingAnalytics_Request or a Nnwdaf_RoamingAnalytics_Subscribe, based on the Analytics request/subscribe received from the Consumer NF in HPLMN. The Target of Analytics Reporting sent by the H-NWDAF to the V-NWDAF shall only contain the outbound roaming user(s). The outbound roaming user(s) can be distinguished by the H-NWDAF according to the PLMN ID of the UE IDs. If H-NWDAF has the roaming entry capability, it checks the policies and regulatory constraints between the HPLMN and the VPLMN to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the request is rejected, the following steps can be skipped.
3.	V-NWDAF checks the policies and regulatory constraints between the HPLMN and the VPLMN, to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the roaming analytics request/subscribe is accepted, V-NWDAF collects data from the NF(s) and/or OAM in VPLMN and derives the analytics.
Editor's note:	The user consent check procedure and security aspects will align with SA3 WG's conclusion.
Editor's note:	If the VNWDAF with roaming entry capability can not support to generate the requested analytics, then how to exposure the requested analytics is FFS.
4.	V-NWDAF sends the VPLMN analytics information to the H-NWDAF using either Nnwdaf_RoamingAnalytics_Request response or Nnwdaf_RoamingAnalytics_Notify, depending on the service used in step 2. The V-NWDAF may restrict the exposed analytics information based on VPLMN operator polices.
5.	[Optional] H-NWDAF collects data from the NF(s) and/or OAM in HPLMN and derives the analytics based on the data collected from the NF(s) and/or OAM in HPLMN and the analytics from V-NWDAF. These steps can be executed in parallel with steps 3-6.
NOTE 2:	Analytics aggregation for roaming scenario is not supported in this release. How the H-NWDAF derives the requested analytics based on the analytics from V-NWDAF will depend on H-NWDAF implementation that is out of 3GPP scope.
6.	H-NWDAF sends the VPLMN analytics information received in step 64, or the together with the HPLMN analytics information derived in step 5 (if available)if step 5 are performed, to the Consumer NF in HPLMN using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
Editor's note:	Whether and how the H-NWDAF aggregates the analytics from VPLMN and the analytics derived in HPLMN is FFS.

* * * * End of changes * * * *
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