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	Reason for change:
	This paper focuses on to solve three issues. 

The first one is how to renegotiate the existing PDTQ policy. In section 6.1.2.7 of TS 23.503, that procedure to renegotiate the time window for the planned transfer with QoS request to e.g., recommend a different time window is FFS. After the AF determines the PDTQ policy to be used for the application traffic, that some details or parameters in the PDTQ policy still needs further negotiation. For example, to renegotiation with the time windows or adding a new QoS requirements and etc. One possible way is, during the Nnef_PDTQNegotiated_Update request, the AF can provide the updated parameters to 5GC to trigger the negotiation of PDTQ policy. 

The second one is, during the PDTQ policy create procedure, the H-PCF queries or/and subscribes to the NWDAF as defined in clause 6.6.4 or clause 6.14.4 of TS 23.288 [50] to request the Network Performance analytics and in case of non-GBR traffic type, the DN Performance analytics can be requested as well. But the output analytics in NWDAF for example, the DN performance, can not provide the analytic per ASP ID. Only the analytic statistics is per DNN, S-NSSAI and Application Identifier. So, one possible way to solve this problem is, add the DNN, S-NSSAI and Application Identifier in PDTQ policy create procedure and the PCF can use these parameters to consume the analytic from NWDAF. Only provide ASP ID is not possible to obtain the analytic from NWDAF. 

The third one is the storage of PDTQ policy in UDR. According to the section 6.1.2.7, the PDTQ policy is stored in UDR as Data Set "Policy Data" and Data Subset "PQDT data". But in TS 23.502, there is no such information storage in UDR. 

And, in order to retrieve the PDTQ policy from the UDR, that the data key and data subkey should be determined. Considering that during the PDTQ create procedure, the PCF shall first retrieve all existing PDTQ policies stored for any ASP from the UDR. Also, the AF can determine the final PDTQ from the candidate PDTQ policy by PDTQ reference ID, so the ASP ID and the PDTQ reference ID can be settled as the Data kay and Data Subkey.


	
	

	Summary of change:
	During the Nnef_PDTQNegotiated_Update request, the AF can provide the updated parameters to renegotiate the PDTQ policy. 

Add the DNN, S-NSSAI and Application Identifier in PDTQ policy create procedure and the PCF can use these parameters to consume the analytic from NWDAF.

The PDTQ policy is stored in UDR with data key = PDTQ reference ID and data subkey = ASP ID.


	
	

	Consequences if not approved:
	It is unclear how to renegotiate the existing PDTQ policy, and it is impossible for PCF to request the analytic from NWDAF only by ASP ID. It is unclear how to store the PDTQ policy in UDR. 
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* * * Start of Change 1 * * *

[bookmark: _Toc131528183]4.16.15.1	General
The intent of this clause is to specify generic service procedures to enable the AF to negotiate viable time window for the planned application data transfer with specific QoS requirements and operational conditions via the support of the NEF.
The PDTQ policies are defined for a specific ASP which include the respective Desired Time Windows, the optional Network Area Information, the Request for Notification if the AF accepts that the PDTQ policy can be re-negotiated using the PDTQ warning notification procedure.
The Network Performance analytics or DN Performance analytics for NWDAF as described in TS 23.288 [50] will be subscribed by the PCF to assist its decision to derive the PDTQ policies for the selected time window(s).
One or more negotiated PDTQ policies could be provided by PCF to AF via NEF together with the PDTQ Reference ID. If the AF receives more than one PDTQ policies from the PCF, the AF will select one of them and inform the PCF about the selected PDTQ policy which will then be stored in the UDR to be applied to the AF session when requested by the AF. The AF can also select one of PDTQ policies and provide the updated parameters (e.g.: updated Desired Time Windows, the optional updated Network Area Information) to the PCF to renegotiate the PDTQ policy. Prior to the start of the Desired Time Window for the planned application data transfer, the AF requests the PCF to apply the selected PDTQ policy to the selected target UEs' PDU sessions. The PCF will then determine the appropriate PCC rules according to the negotiated PDTQ policy for the corresponding PDU session.

* * * Start of Change 2 * * *

[bookmark: _Toc131528185]4.16.15.2.1	Procedures for negotiation of planned data transfer with QoS requirements
This clause describes the PDTQ procedures to negotiate viable time window for the planned application data transfer via the support of the NEF.


Figure 4.16.15.2.1-1: Negotiation for planned data transfer with QoS requirements
Prior to the transport of the Application AI/ML data, the AF negotiates with the 5G Core for the PDTQ policies to provide assistance for its application data transfer. The AF discovers its serving NEF, if it has not done so, using the mechanism as described in clause 6.3.14 of TS 23.501 [2].
1a.	The AF invokes the Nnef_PDTQNegotiation_Create Request (ASP Identifier, Number of UEs, the list of Desired time windows, QoS reference or individual QoS parameters, and optionally the alternative QoS parameters, Network Area Information, Request for notification, Alternative Service Requirements, Application Identifier, DNN and S-NSSAI). The Request for notification is an indication that PDTQ warning notification can be sent to the AF. Note that, only Network Area Information is to be used for the PDTQ negotiation.
NOTE:	Based on AF's internal logic (policy). the AF may determine the Minimum Guaranteed QoS requirements based on the UEs who are to be participated in the PDTQ transfer window and the network input data and the group application data transfer trigger conditions.
1b-1c.	The NEF may authenticate the AF and authorize the PDTQ request from the AF. If the authentication/authorization of the AF's request has failed, the NEF will respond to the AF's request through the Nnef_PDTQNegotiation_Create Response with the failure result, and the following steps are skipped.
2.	Based on an AF request, the NEF may translate the information provided by the AF (e.g. QoS reference or geographical information etc.) based on the local policy and invokes the Npcf_PDTQPolicyControl_Create (ASP Identifier, Number of UEs, the list of Desired time windows, the QoS parameters, and optionally the alternative QoS parameters, Network Area Information, Request for notification, Application Identifier, DNN and S-NSSAI) with the H-PCF to authorize the creation of the policy regarding the PDTQ. If the PCF was provided with Request for notification, then PCF will send PDTQ warning notification to the AF as specified in clause 4.16.15.2.3 to notify the AF when the network performance in the area of interest goes below the criteria set by the operator as described in clause 6.1.2.7 of TS 23.503 [20].
3.	H-PCF queries the UDR to retrieve all existing PDTQ polices for the corresponding ASP using Nudr_DM_Query (Policy Data, Planned Data Transfer with QoS) service operation.
4.	The UDR provides all the stored PDTQ policies and corresponding related information (e.g. the Number of UEs, the list of Desired time windows) to the H-PCF.
5.	Based on information provided by the AF and other available information, the H-PCF queries or/and subscribes to the NWDAF as defined in clause 6.6.4 or clause 6.14.4 of TS 23.288 [50] to request the Network Performance analytics and in case of non-GBR traffic type, the DN Performance analytics can be requested as well.
	When requesting the network performance or DN performance analytics, if "any UE" is used, then the AoI information is used to identify the target gNB(s) for the prediction of the availability of the network resource.
	The DNN, S-NSSAI and Application Identifer can be consumed by H-PCF as Analytics Filter Information to queries or/and subscribes to the analytic in NWDAF.
6.	By referring to the outcome of the analytics report as described in clause 6.1.2.7 of TS 23.503 [20], H-PCF determines one or more PDTQ policies. Each PDTQ policy includes a recommended time window for the traffic transfer for each of the AF session for each of the UEs involved.
7.	The PCF sends one or more PDTQ policies to NEF in Npcf_PDTQPolicyControl_Create Response including the PDTQ Reference ID.
8.	The NEF sends a Nnef_PDTQNegotiation_Create response to the AF to provide one or more PDTQ policies together with the PDTQ Reference ID.
9.	If more than one PDTQ policies were provided to the AF, the AF selects one of the PDTQ policies and notifies NEF for the selected PDTQ policy via Nnef_PDTQNegotiated_Update together with the PDTQ Reference ID. The AF stores the PDTQ Reference ID and the selected PDTQ policy for the future interaction with the PCF. If the NEF received only one PDTQ policy from the PCF, steps 10-11 are not executed and the flow proceeds to step 12. Otherwise, the flow proceeds to step 10.
	In order to renegotiate the selected PDTQ policy, the AF can provide the updated parameters in PDTQ policy (e.g.: updated Desired Time Windows, the optional updated Network Area Information) together with the selected PDTQ reference ID to the PCF to renegotiate the PDTQ policy.
10-12.	The NEF notifies H-PCF for the selected PDTQ policy by the AF. The H-PCF acknowledges NEF. The NEF responds to the AF's request through the Nnef_PDTQNegotiation_Update Response.
	If the PCF receives the updated parameters from AF to renegotiate the PDTQ policy, the PCF turns back to step 5-6 to determine the PDTQ policy.
13.-14.	The H-PCF stores the PDTQ Reference ID together with the new PDTQ policy in the UDR by invoking Nudr_DM_Update (PDTQ Reference id, Policy Data, Planned Data Transfer with QoS). The UDR sends a response to the H-PCF as its acknowledgement.
After the PDTQ policy negotiation, if the AF decides to select an alternative PDTQ policy (e.g. data rate reduction, relaxing delay constraints of planned and event driven traffic etc.), the AF may trigger this procedure to request the corresponding H-PCF via the support of NEF to revise the PDTQ policy. In such a case, in step 1 instead of invoking Nnef_PDTQNegotiation_Create Request the AF will invoke the Nnef_PDTQNegotiation_Update Request together with the PDTQ Reference ID. Consequently, instead of invoking Npcf_PDTQPolicyControl_Create Request the NEF will invoke Npcf_PDTQPolicyControl_Update Request together with the PDTQ Reference ID.

* * * Start of Change 3 * * *

[bookmark: _Toc131528535]5.2.5.9.3	Npcf_PDTQPolicyControl_Update service operation
Service operation name: Npcf_PDTQPolicyControl_Update
Description: This service is to update the planned data transfer with QoS requirements policy to the PCF.
Inputs, Required: ASP identifier, one planned data transfer with QoS requirements policies, PDTQ Reference ID.
Inputs, Optional: Stop notification, updated parameters in PDTQ policy.
Outputs, Required: None
Outputs, Optional: None.

* * * Start of Change 4 * * *

[bookmark: _Toc131528695]5.2.6.30.3	Nnef_PDTQPolicyNegotiation_Update service operation
Service operation name: Nnef_PDTQPolicyNegotiation Update
Description: The consumer requests the selected planned data transfer with QoS requirements policy to be set.
Inputs, Required: PDTQ Reference ID, one planned data transfer with QoS requirements policies.
Inputs, Optional: Stop notification, updated parameters in PDTQ policy.
Outputs, Required: None.
Outputs, Optional: None.

* * * Start of Change 5 * * *

[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492][bookmark: _Toc45193594][bookmark: _Toc47593226][bookmark: _Toc51835313][bookmark: _Toc131528798]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
(NOTE 5)
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID, MTC Provider Information, AF Identifier

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	A2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	
	User consent
	SUPI
	Purpose

	
	ECS Address Configuration Information (See Table 4.15.6.3d-1)
	SUPI, Internal group identifier or external group identifier or any UE
	DNN, S-NSSAI, (Serving) PLMN ID (NOTE 7)

	
	MBS Subscription data
	SUPI
	-

	
	Shared data
	Shared Data ID
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information for traffic routing
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and/or
Internal Group Identifier(s) and/or Subscriber Category(s) or SUPI or "any UE" indication (NOTE 4) (NOTE 6)
	

	
	AF traffic influence request information for service function chaining
	AF transaction internal ID
	

	
	(See clause 5.6.16 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4) or "PLMN ID(s) of inbound roamer"
	

	
	EAS Deployment Information
(See clause 7.1 of TS 23.548 [74])
	DNN and/or S-NSSAI
	Application Identifier and/or Internal Group Identifier

	
	AM influence information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	AF request for QoS information (See clause 4.15.6.14)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 of TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 of TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	
	Network Slice Specific Control Data
(See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI
	

	
	Operator Specific Data
	SUPI or GPSI
	

	
	Negotiation for planned data transfer with QoS requirements Policy (PDTQ policy)
	PDTQ reference ID
	ASP ID

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	
	DNAI mapping information
	DNN and/or S-NSSAI
	

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP Identifier that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4 of TS 23.503 [20].
NOTE 4:	When the Data Key targets "any UE", then the request to UDR applies on Application data that applies on all subscribers of the PLMN. For encoding, see TS 29.519 [82].
NOTE 5:	Group Data includes 5G VN group configuration and any other data related to a group stored in the UDR.
NOTE 6:	If a list of Internal Group IDs is used, the AF traffic influence request information request applies to the UEs that belong to every one of these groups, i.e. a single UE needs to be a member of every group in the list of Internal Group IDs.
NOTE 7:	When the Data Key targets "PLMN ID", then the request to UDR applies on subscription data about subscribers roaming in this PLMN.



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in clause 5.6.7, Table 5.6.7-1 of TS 23.501 [2]. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.
Editor's note:	Related to the DNAI mapping information, it is FFS whether and how UDR is used (e.g. How UDR data is to be structured).

* * * End of Change * * *
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