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* * * Start of Change 1 * * *

4.15.4.5	Exposure of Events from UPF for UPF Data Collection
4.15.4.5.1	General
This clause contains the detailed description and the procedures for how the UPF event exposure service (see clause 5.2.26.2) is used for UPF data collection.
The list of NF consumer which may receive UPF event notifications is defined in clause 5.8.2 of TS 23.501 [2].
To get exposure data from UPF, NF consumer may subscribe to the UPF directly or indirectly via SMF. This is further defined in clause 5.8.2 of TS 23.501 [2].
The UPF event exposure events are described in clause 5.2.26.2. In this Release of the specification, the following events are used for UPF Data collection:
-	QoS Monitoring. This event provides QoS Flow performance information.
-	UserDataUsageMeasures. This event provides information of user data usage of the User PDU Session.
-	UserDataUsageTrends. This event provides statistics related to user data usage of the User PDU Session.
A consumer of UPF event exposure can subscribe to QoS monitoring event via SMF only and UPF sends the QoS Flow Performance information directly to this consumer. For this event, the interaction between SMF and UPF is over PFCP (TS 29.244 [69]). The subscription request can trigger in SMF end to end UL/DL delay measurements but only for QoS flows that have already been established. Clause 5.33.3 of TS 23.501 [2] describes how end to end UL/DL delay measurements for QoS flows are activated and measured triggered by a PCC rule received in SMF. By default, the Subscription request for QoS monitoring event refers to the QoS Flow associated to the default QoS rule. The subscription can target the QoS flows bound to an application by including an application identifier.
Editor's note:	It is FFS, how SMF identifies the QoS flows to monitor if application identifier is provided in the subscription from e.g. NWDAF, and application traffic was bound to QoS flows by PCC rules without application identifier in the service data flow detection information (see clause 6.1.3.22 of TS 23.503 [20])
Editor's note:	In TS 23.503 [20] the following is stated: "When the PCF provisions a PCC rule with QoS Monitoring Policy, the PCC rule is bound to a new QoS Flow and no other PCC rules is bound to this QoS Flow". It is FFS how this condition is met when QoS monitoring is triggered by NWDAF.
NOTE:	Extensive usage of QoS Monitoring has significant impact on load and signalling.
A consumer of UPF event exposure such as NWDAF can subscribe to User Data Usage events directly to UPF or via SMF, and UPF sends the event notifications directly to this consumer. For this event, the interaction between SMF and UPF is over SBI. For User Data Usage events, the subscription request may target specific service data flows (e.g. a specific application traffic) by including a traffic description (e.g. an Application Id). Else, the scope of the subscription is all the traffic in the PDU Session. The subscription request may indicate certain granularity for the information e.g. how many differentiated measurements are requested.
If the event notification can be delayed, i.e. delay tolerant, Reporting suggestion information is included. The Reporting suggestion information includes Report urgency and Reporting time information. Reporting urgency information indicates whether this event report can be delay tolerant, i.e. the event report can be delayed. If the Reporting urgency information indicates "delay tolerant", the Reporting time is also provided, which defines the last valid reporting time, and UPF shall report the detected event before the last valid time.
Table 4.15.4.5.1-1: Input parameters in subscription to UPF event Exposure events
	Information
	To SMF
	To UPF

	UE ID
	Y
	Y

	GroupID
	Y
	N

	AnyUE
	Y
	Y

	DNN
	Y
	Y

	S-NSSAI
	Y
	Y

	AOI
	Y
	N

	BSSID/SSID
	Y
	N

	DNAI (NOTE 3)
	Y
	N

	UPFId (NOTE 3)
	Y
	N

	Type of Measurement
	Y
	Y

	Granularity of Measurement (NOTE 2)
	Y
	Y

	Application ID (NOTE 1)
	Y
	Y

	Traffic Filtering (NOTE 1), (NOTE 2)
	Y
	Y

	Reporting suggestion information
	Y
	Y

	NOTE 1:	Application ID and Traffic Filtering are exclusive
NOTE 2:	This parameter does not apply to QoS monitoring event
NOTE 3:	This parameter is used to indicate a UP Path as defined in TS 23.288 Table 6.4.1-1.



[bookmark: _GoBack]The consumer of UPF event exposure such as NWDAF can determine the UPFId in Table 4.15.4.5.1-1 from NRF by Nnrf_NFDiscovery_Request before subscribe to events of UPF via SMF. And, if the the consumer of UPF event exposure may not provide the UPFId in the subscription request to SMF, the SMF will determine the UPFId from NRF according to the UE ID, DNN or S-NSSAI.


* * * End of Change * * *

