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	Reason for change:
	S2-2302197/S3i230106 notifies SA2 that SA3-LI agreed with the following LI requirements for UE accessing to SNPN for onboarding using untrusted non-3GPP access network:
SA3-LI have concluded that the LI requirements for UE access to SNPN for UE Onboarding are identical to the requirements for UE access to SNPN for service, a.k.a. “general access”. 
SA3-LI expect the procedure described in TS 23.501, clause 6.3.6.2a, for “general access” would apply to the UE Onboarding case, as well.
Following the mechanism defined in clause 6.3.6.2a, the UE is pre-configured with ON-SNPN selection information including SNPN ID and corresponding N3IWF FQDN used for Onboarding. The N3IWF selection for onboarding is performed as per clause 6.3.6.2a with the following differences:
-	The procedure applies when the UE is accessing the ON-SNPN N3IWF directly via untrusted non-3GPP access.
-	The configured N3IWF is replaced by the pre-configured N3IWF FQDN used for Onboarding.
-	The subscribed SNPN is replaced by the ON-SNPN.
-	If the UE determines that it is located in a country (called the visited country) different from the country where the pre-configured N3IWF FQDN used for Onboarding is located, then	
-	The UE may determine whether it is located in the same country as the country of the SNPN in the ON-SNPN is selection information. If yes, then the UE shall construct FQDN for SNPN N3IWF with Onboarding using this SNPN ID. Otherwise,
-    The UE shall construct an FQDN consisting of the SNPN ID of the ON-SNPN selection information instead of the subscribed SNPN and the Visited Country FQDN and indicating the query is for SNPN, as specified in TS 23.003 [19] and perform a DNS query for the resulting FQDN.
With the above proposal, the UE does not need to be preconfigured with N3IWF of every country. When one country does not mandate N3IWF selection in the same country, the UE can select the preconfigured N3IWF for onboarding. Moreover, the UE logic is the same for SNPN N3IWF selection, while using different input (SNPN ID and preconfigured N3IWF FQDN).
[bookmark: _GoBack]TS 23.003 clause 28.3.2.2.6.1 already defined Visited Country FQDN for SNPN N3IWF, which is used by a UE in the visited country to determine whether the visited country mandates the selection of an N3IWF in this country. It shall be constructed as follows:
"n3iwf.5gc.snpnid<SNPNID>.mcc<MCC>.visited-ountry.pub.3gppnetwork.org"
It contains a SNPN ID and MCC of the current country where the UE is located.
[bookmark: _Hlk131692325]Visited Country FQDN for SNPN N3IWF which also supports Onboarding shall be constructed as follows:
"n3iwf.5gc.snpnid<SNPNID>.mcc<MCC>.visited-country.onboarding.pub.3gppnetwork.org"
It is also clarified that the MCC used in the SNPNID is not necessarily the same (e.g. it can be 999 reserved for internal use) as the one used in coding the <MCC>.

When the UE is performing onboarding, the UE does not have subscription SNPN yet. Therefore, the UE can use SNPN ID in ON-SNPN selection information to construct this FQDN.
It is proposed to preconfigure the UE with ON-SNPN selection information including SNPN ID and corresponding N3IWF FQDN used for Onboarding.

	
	

	Summary of change:
	Clarify the N3IWF selection for onboarding with:
- Follow SA3-LI LS to reuse the current mechanism in clause 6.3.6.2a as much as possible.
- The UE is pre-configured with ON-SNPN selection information including SNPN ID and corresponding N3IWF FQDN used for Onboarding.
- If the UE determines that it is located in a country (called the visited country) different from the country where the pre-configured N3IWF FQDN used for Onboarding is located, then the UE shall construct an FQDN consisting of the SNPN ID of the ON-SNPN selection information instead of the subscribed SNPN and the Visited Country FQDN and indicating the query is for SNPN, as specified in TS 23.003 [19] and perform a DNS query for the resulting FQDN.
 
NOTE: It is to be decided whether it is enough to highlight the differences in clause 5.30.2.12 is enough or it is needed to generate a new clause 6.3.6.2b to capture the detailed description with the shown modifications in this section for SNPN N3IWF selection for onboarding. 
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FIRST CHANGE
[bookmark: _Toc20149998][bookmark: _Toc27846797][bookmark: _Toc36187928][bookmark: _Toc45183832][bookmark: _Toc47342674][bookmark: _Toc51769375][bookmark: _Toc106188106]
[bookmark: _Toc122440628]5.30.2.12	Access to SNPN services via Untrusted non-3GPP access
Access to SNPN services via Untrusted non-3GPP access network follows the specification in the previous 5.30.2 clauses with the differences as specified in this clause.
N3IWF selection is supported as follows:
-	When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a.
Emergency services are supported as follows:
-	UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:
-	If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with valid SNPN credentials, in the same way as defined in clause 6.3.6.4.2 for a UE not equipped with a UICC.
UE onboarding is supported as follows:
-	When UE registers to SNPN over Untrusted non-3GPP access for UE Onboarding, the UE shall be may select an N3IWF in the SNPN which supports UE Onboarding by using a pre-configured with ON-SNPN selection information including SNPN ID and corresponding N3IWF FQDN used for Onboarding. The N3IWF selection for onboarding is performed as per clause 6.3.6.2a with the following differences:
-	The procedure applies when the UE is accessing the SNPN N3IWF for onboarding directly via untrusted non-3GPP access.
-	The configured N3IWF is replaced by the pre-configured N3IWF FQDN used for Onboarding.
-	The subscribed SNPN is replaced by the ON-SNPN.
-	If the UE determines that it is located in a country (called the visited country) different from the country where the pre-configured N3IWF FQDN used for Onboarding is located, then 
-	The UE may determine whether it is located in the same country as the country of the SNPN in the ON-SNPN is selection information. If yes, then the UE shall construct FQDN for SNPN N3IWF with Onboarding using this SNPN ID. Otherwise,
-	the UE shall construct Visited Country FQDN for SNPN N3IWF consisting of the SNPN ID of the ON-SNPN selection information consisting of the SNPN ID of the ON-SNPN selection information instead of the subscribed SNPN, as specified in TS 23.003 [19] and perform a DNS query for the resulting FQDN.
-	If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without being connected to an N3WIF) with a PVS to obtain the SNPN credentials.
Potential NEXT CHANGE
[bookmark: _Toc131517140]6.3.6.2ab	SNPN N3IWF for onboarding selection	Comment by vivorev: Apply the above modifications in clause 6.3.6.2a to generate a new clause

To be decided whether the first change is enough or do we need to generate a new clause 6.3.6.2b to capture the detailed description with the shown modifications in this section for SNPN N3IWF for onboarding selection. Most details are the same as in 6.3.6.2a.

This procedure applies when the UE is accessing the SNPN N3IWF for onboardingin its subscribed SNPN via a PLMN or directly via untrusted non-3GPP access.
The UE shall first determine the country in which it is located. If the UE cannot determine the country in which the UE is located, the UE shall stop N3IWF selection and abort the attempt to access the SNPN via PLMN.
NOTE 1:	It is up to UE implementation how to determine the country in which the UE is located.
The UE is configured with one N3IWF address and the MCC of the country where the configured N3IWF is located as defined in TS 24.502 [48].
If the UE determines that it is located in the country where the pre-configured N3IWF FQDN used for Onboarding configured N3IWF is located, then the UE uses the pre-configured N3IWF FQDN used for Onboardingconfigured N3IWF FQDN to select an N3IWF deployed in the SNPN.
If the UE determines that it is located in a country (called the visited country) different from the country where the pre-configured N3IWF FQDN used for Onboardingconfigured N3IWF is located, then:
-	The UE may determine whether it is located in the same country as the country of the SNPN in the ON-SNPN is selection information. If yes, then the UE shall construct FQDN for SNPN N3IWF with Onboarding using this SNPN ID. Otherwise,
-	The UE shall construct an Visited Country FQDN for SNPN N3IWF consisting of the SNPN ID of the ON-SNPN selection informationsubscribed SNPN and the Visited Country FQDN and indicating the query is for SNPN, as specified in TS 23.003 [19] and perform a DNS query for the resulting FQDN.
-	If the DNS response contains no records, then the UE determines that the visited country does not mandate the selection of an N3IWF in this country for the SNPN identified by the SNPN ID provided by the UE. In this case the UE uses the pre-configured N3IWF FQDN used for Onboardingconfigured N3IWF FQDN to select an N3IWF deployed in the SNPN.
-	If no DNS response is received, the UE shall stop the N3IWF selection.
NOTE 2:	The DNS can be configured to return no records for the visited country regardless of the SNPN ID provided by the UE. This addresses the scenario that the visited country in general does not mandate selection of a local N3IWF for onboarding.
-	If the DNS response contains one or more records, then the UE determines that the visited country mandates the selection of an N3IWF for onboarding in this country. Each record in the DNS response shall contain the identity of an N3IWF for onboarding of the UE's subscribed SNPN in the visited country which may be used for N3IWF selection. In this case:
-	The UE shall select an N3IWF included in the DNS response based on its own implementation means.
-	If the UE cannot select any N3IWF included in the DNS response, then the UE shall stop the N3IWF for onboarding selection.
NOTE 3:	Visited countries which mandate the selection of an N3IWF for onboarding in the country are assumed to configure the DNS as follows:
(i)	For SNPNs that do not have any dedicated N3IWFs for onboarding in the country and which are not exempt from the requirement to select an N3IWF for onboarding in the visited country, the DNS response contains a record that cannot be resolved to an IP address;
(ii)	for SNPNs that have dedicated N3IWFs for onboarding in the country, the DNS response contains the identities of the SNPN's N3IWFs for onboarding in the visited country;
(iii)	for SNPNs that are exempt from the requirement to select an N3IWF for onboarding in the visited country, the DNS response contains no records.
NOTE 4:	Self-assigned NIDs are not supported, since a DNS cannot be properly configured for multiple SNPNs using the same self-assigned NID (i.e. in collision scenarios). If the visited country mandates the selection of an N3IWF for onboarding in the same country, the NAPTR record(s) associated to the Visited Country FQDN of SNPNs that use a self-assigned NID can be provisioned with the replacement field containing an FQDN that cannot be resolved to an IP address.
NOTE 5:	The identity of an SNPN's N3IWF for onboarding in the visited country can be any FQDN, i.e. is not required to include the SNPN ID.
NOTE 6:	It is assumed that the AMF, SMF, UPF are located in the same country as the N3IWF for onboarding and belong to the subscribed SNPN of the UE.
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