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4.10a	Differentiated services for UE devices behind 5G-RG and FN-RG
An RG connecting via W-5GAN or NG-RAN access towards 5GC can provide connectivity for a UE behind the RG to access an N3IWF or TNGF. It is assumed that the UE is 5GC capable, i.e. supports untrusted non-3GPP access and/or trusted non-3GPP access. This allows the RG, W-5GAN and the RG's connectivity via 5GC to together act as untrusted/trusted N3GPP access to support UEs behind the RG.
When FN-RG/5G-RG is serving a UE, the control and user plane packets of the UE is transported using a FN-RG/5G-RG IP PDU session and then from PSA UPF of that PDU session to an IWF. A single FN-RG/5G-RG IP PDU session can be used to serve multiple UEs.
Figure 4.10a-1 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via N3IWF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG/FN-RG is acting as an untrusted Non-3GPP access network.
Figure 4.10a-2 shows the non-roaming architecture for a UE, behind a 5G-RG, accessing the 5GC via TNGF where the combination of 5G-RG, W-5GAN and UPF serving the 5G-RG is acting as a trusted Non-3GPP access network.
NOTE  1:	FN-RG and W-5GAN acting as trusted Non-3GPP access is not considered since it is assumed that FN-RG does not support EAP-based access control (e.g. 802.1X).


Figure 4.10a-1: Architecture for UE behind 5G-RG using untrusted N3GPP access
The 5G-RG can be connected to 5GC via W-5GAN, NG-RAN or via both accesses. The UE can be connected to 5GC via untrusted non-3GPP access (via 5G-RG), NG-RAN or via both accesses.


Figure 4.10a-2: Non-roaming architecture for UE behind 5G-RG using trusted N3GPP access
The TNGF and Ta reference point are defined in TS 23.501 [2].
NOTE 2:	The reference architecture in figure 6.2.1-1 and 6.2.1-2 only shows the architecture and the network functions directly connected to W-5GAN or TNGF/N3IWF, and other parts of the architecture are the same as defined in clause 4.2 of TS 23.501 [2].
NOTE 3:	For untrusted non-3GPP access, UE connects to the overlay 5G network using the untrusted non-3GPP access approach as illustrated in Annex A of TS 23.316 [5]. For trusted non-3GPP access, UE connects to the overlay 5G network using the trusted non-3GPP access approach as illustrated in clause 4.10 of TS 23.316 [5]. In addition to being connected to the underlay 5G network, the 5G-RG also acts as TNAP with respect to the TNGF in the overlay network i.e. it has an established Ta reference point with the TNGF.
NOTE 4:	For NWu scenario, the overlay and the underlay network as described in clause D.7 of TS 23.501 [2] may be administrated by different operator's domain, hence an SLA can be used (as defined clause D.7 of TS 23.501 [2]). If the same operator deploys both overlay and the underlay network, e.g. as in the case for trusted non-3GPP access (NWt), there is no need for SLA but that operator's network configuration determines how to handle the DSCP markings in the underlay network.

* * * Next Changes * * * 

[bookmark: _Toc97155708][bookmark: _Toc100993671][bookmark: _Toc113283429][bookmark: _Toc127249593]4.10a.1	Support for differentiated charging and QoS
The QoS differentiation in the RG's PDU Session can be provided on per-IPsec Child Security Association basis. The UE's N3IWF/TNGF determines the IPsec child SAs as defined in clauses 4.12 and 4.12a of TS 23.502 [3]. The N3IWF/TNGF is preconfigured by the UE's PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
To support QoS differentiation in the W-5GAN, the mapping rules between the RG's 5GC and the UE's 5GC (where N3IWF is located) are assumed to be governed by an SLA (or network configuration in case of single operator) including:
1)	mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, and
2)	N3IWF/TNGF IP address(es) in the UE's 5GC.
NOTE 5:	If UEs behind RG belong to different PLMNs that may negotiate to RG's PLMN with several SLAs, the QoS differentiation can be still supported by applying the mapping rules.
The mapping rules may be provisioned to RG by RG's PLMN during PDU session establishment and network initiated PDU Session Modification based on the RG's subscription. The RG's PCF/SMF may e.g. provide QoS rules for the available mappings as determined by the SLA. In case of the mapping rules of N3IWF/TNGF IP address is not configured at the RG when receiving packets with the N3IWF/TNGF IP address, the RG may buffer the received packets and send the target N3IWF/TNGF IP address and indication of requesting mapping rules to SMF/PCF. The RG can be provisioned with the mapping rules by SMF/PCF.
When RG receives packets from the UE, the mapping of DSCP markings and the corresponding QoS may be determined based on the N3IWF/TNGF IP address(es) carried in the packets. The RG may translate the DSCP marking in the outer header of IPsec tunnel encapsulation into QoS parameters based on the mapping of DSCP markings and the corresponding QoS.
The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the RG's UPF can be based on the N3IWF IP address and the DSCP markings on NWu.
To enable differentiated charging similar mechanisms are applied. It is assumed that the awareness of N3IWG/TNGF IP addresses as well as RG PDU Session IP addresses are governed by SLA between UE's 5GC and RG's 5GC (or network configuration in case of single operator).
In the RG's PLMN, the IP addresses belonging to N3IWF/TNGF in UE's PLMN can be provided in packet filters to the RG's UPF together with a separate Rating Group. In addition, to enable service-based differentiation, packet detection filters in the RG's UPF can also include the DSCP markings on NWu. 
In the UE's PLMN, the N6 IP addresses available on the DNN to which the RG establishes its PDU Session are assumed to be known based on SLA (or network configuration in case of single operator). When the UE connects to N3IWF/TNGF, one of these IP addresses will be used as the UE's local IP address (i.e. N6 address of the RG's PDU Session). This local UE IP address will be known to the UE's SMF since it is part of the ULI provided from N3IWF/TNGF to AMF and forwarded to SMF. The ULI is also provided to the UE's PCF. It is thus possible for SMF/PCF to apply differentiated charging (e.g. different Rating Groups) when the UE is accessing N3IWF/TNGF via W-5GAN.
QoS differentiation in the underlying 5G-RG's PDU Session can be provided on per-IPsec Child Security Association basis by using the network requested PDU Session Modification procedure described in clause 4.3.3.2 of TS 23.502 [3].
To support QoS differentiation in the underlying 5G-RG's PDU Session, the PCF can generate separate PCC rules based on the DSCP values and the corresponding QoS. Based on this, the SMF initiates PDU Session modification procedure for an IPSec SA based on mapping between the DSCP markings for the IPsec child SAs and the corresponding QoS in the PLMN. The packet detection filters in the underlying 5G-RG's PDU Session can be based on the N3IWF/TNGF IP address and the DSCP markings.
If there is no mapping rules involving the DSCP markings for the IPsec child SAs when 5G-RG receives the packets from the UE, the 5G-RG may initiate PDU Session modification procedure. The DSCP values and the target IP address on the IP header of the IPsec child SAs may be included in the PDU Session Modification Request. The SMF may establish corresponding QoS flow based on the mapping rules between the RG's 5GC and the UE's 5GC. The SMF may also update the provisioned mapping rules in 5G-RG so as to include the DSCP markings together with the N3IWF/TNGF IP address.

* * * Next Changes * * * 

[bookmark: _Toc97155709][bookmark: _Toc100846769][bookmark: _Toc100846914][bookmark: _Toc100993672][bookmark: _Toc113263204][bookmark: _Toc113283430][bookmark: _Toc127208011][bookmark: _Toc127249594]4.10a.2	Procedures
[bookmark: _Toc127249595]4.10a.2.1	General
The procedures for 5G-RG connecting via W-5GAN and/or NG_RAN are captured in TS 23.316 [5].
The procedures for FN-RG connecting via W-5GAN are captured in TS 23.316 [5].
The procedures for a UE connecting via N3IWG and TNGF are captured in TS 23.502 [3].
[bookmark: _Toc127249596]4.10a.2.2	QoS and charging differentiation based on user location information
In order to provide differentiation based on what specific 5G-RG the UE connects via, the procedures below can be used.


Figure 6.2.2.2-1: PDU Session Establishment
1.	UE sends a PDU Session Establishment Request.
2.	TNGF forwards the NAS message to the UE's AMF in a N2 message. TNGF includes the ULI (UE local IP address, TNAP ID) in the N2 message.
3.	AMF sends a Nsmf_PDUSession_CreateSMContext to AMF, including the SM NAS container and ULI.
4.	SMF sends a Npcf_SMPolicyControl_Create Request to PCF, including the ULI.
5.	The PCF makes a policy decision, taking ULI into account. The policy decision may e.g. be based on the following considerations:
-	If the UE's policy subscription data contains the TNAP ID, the PCF considers the UE to be a "home" user of that RG.
-	If the UE local IP address is in the range of RG PDU Session IP addresses as governed by SLA, and the UE's policy subscription data does not contain the TNAP ID, the PCF considers the UE to be a "guest" user of that RG.
	PCF may e.g. select different QoS and charging parameters for "home" users and "guest" users.
	The above considerations for policy decisions are only examples and the actual policy decisions are based on operator configuration.

* * * Next Changes * * * 

[bookmark: _Toc127249597]4.10a.3	AF influence on differentiation for UEs behind RG
The AF may provide information via NEF Service Specific parameter provisioning to influence the policy decisions taken by PCF. The procedure re-uses the Service Specific parameter provisioning as defined in clause 4.15.6.7 of TS 23.502 [3], but extends to support new service parameters (TNAP ID, GPSI).


Figure 6.2.2.3-1: AF influence on differentiation for UEs behind RG
0.	This step is the same as step 0 in clause 4.15.6.7 of TS 23.502 [3].
1.	The AF provides information related to the RG location information (TNAP ID) for specific UE IDs (GPSIs). The AF may have received this information from the owner of the RG subscription via a web portal. How this is done is out of 3GPP scope.
2.	The NEF translates GPSI to SUPI and stores the information in UDR.
3.	The UDR notifies the PCF about changes in the stored data.
4.	The PCF may take the information into account for UE's PDU Sessions, as described in clause 6.2.2.2.


* * * End of Changes * * * 
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