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[bookmark: _Toc131158294]1st change
5.2	NWDAF Discovery and Selection
The NWDAF service consumer selects an NWDAF that supports requested analytics information and required analytics capabilities and/or requested ML Model Information by using the NWDAF discovery principles defined in clause 6.3.13 of TS 23.501 [2].
Different deployments may require different discovery and selection parameters. Different ways to perform discovery and selection mechanisms depend on different types of analytics/data (NF related analytics/data and UE related analytics/data). NF related refers to analytics/data that do not require a SUPI nor group of SUPIs (e.g. NF load analytics). UE related refers to analytics/data that requires SUPI or group of SUPIs (e.g. UE mobility analytics).
In order to discover an NWDAF containing AnLF using the NRF:
-	If the analytics is related to NF(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 1:	If the selected NWDAF cannot provide the requested data analytics, e.g. due to the NF(s) to be contacted being out of serving area of the NWDAF, the selected NWDAF might reject the analytics request/subscription or it might query the NRF with the service area of the NF to be contacted to determine another target NWDAF.
-	If the analytics is related to UE(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 2:	If a selected NWDAF cannot provide analytics for the requested UE(s) (e.g. the NWDAF serves a different serving area), the selected NWDAF might reject the analytics request/subscription or it might determine the AMF serving the UE as specified in clause 6.2.2.1, request UE location information from the AMF and query the NRF with the tracking area where the UE is located to discover another target NWDAF serving the area where the UE(s) is located.
If the NWDAF service consumer needs to discover an NWDAF that is able to collect data from particular data sources identified by their NF Set IDs or NF types, the consumer may query NRF providing the NF Set IDs or NF types in the discovery request.
NOTE 3:	The NF Set ID or NF Type of a data source serving a particular UE, can be determined as indicated in Table 5A.2-1.
In order to discover an NWDAF that has registered in UDM for a given UE:
-	NWDAF service consumers or other NWDAFs interested in UE related data or analytics, if supported, may make a query to UDM to discover an NWDAF instance that is already serving the given UE.
If an NWDAF service consumer needs to discover NWDAFs with data collection exposure capability, the NWDAF service consumer may discover via NRF the NWDAF(s) that provide the Nnwdaf_DataManagement service and their associated NF type of data sources or their associated NF Set ID of data sources as defined in clause 6.3.13 of TS 23.501 [2].
In order to discover an NWDAF containing MTLF via NRF:
-	an NWDAF containing MTLF shall include the ML model provisioning services (i.e. Nnwdaf_MLModelProvision, Nnwdaf_MLModelInfo) as one of the supported services during the registration in NRF when trained ML models are available for one or more Analytics ID(s). The NWDAF containing MTLF may provide to the NRF a (list of) Analytics ID(s) corresponding to the trained ML models and possibly the ML Model Filter Information for the trained ML model per Analytics ID(s), if available. In this Release of the specification, only the S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information for the trained ML model per Analytics ID(s) may be registered into the NRF during the NWDAF containing MTLF registration. For each Analytics ID, if the NWDAF containing MTLF supports ML Model interoperability, the NWDAF containing MTLF may also include, in the registration to the NRF, an ML Model Interoperability indicator.
-	The ML Model Interoperability indicator comprises a list of NWDAF providers (vendors) that are allowed to retrieve ML models from this NWDAF containing MTLF. It also indicates that the NWDAF containing MTLF supports the interoperable ML models requested by the NWDAFs from the vendors in the list.
NOTE 4:	The S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information are within the indicated S-NSSAI and NWDAF Serving Area information in the NF profile of the NWDAF containing MTLF, respectively.
-	During the discovery of NWDAF containing MTLF, a consumer (i.e. an NWDAF containing AnLF) may include in the request the target NF type (i.e. NWDAF), the Analytics ID(s), the S-NSSAI(s), Area(s) of Interest of the Trained ML Model required, ML Model Interoperability indicator and NF consumer information. The NRF returns one or more candidate for instances of NWDAF containing MTLF to the NF consumer and each candidate for instance of NWDAF containing MTLF includes the Analytics ID(s) and possibly the ML Model Filter Information for the available trained ML models, if available.
NOTE 5:	NF consumer information such as Vendor ID is defined in stage 3.
In order to discover an NWDAF containing MTLF with Federated Learning (FL) capability via NRF:
- An NWDAF containing MTLF supporting FL as a server shall additionally include FL capability type (i.e. FL server), Time interval supporting FL as FL capability information during the registration in NRF.
-	An NWDAF containing MTLF supporting FL as a client shall additionally include FL capability type (i.e. FL client), Time interval supporting FL as FL capability information during the registration in NRF, and it may also include, NF type(s) where data can be collected as input for local model training.
-	During the discovery of NWDAF containing MTLF as FL server, a consumer (e.g. a NWDAF containing MTLF) includes in the request the FL capability type as FL server, Time Period of Interest and ML model Filter information for the trained ML model(s) per Analytics ID(s), if available. The NRF returns one or more candidate for instances of NWDAF containing MTLF as FL server to the consumer.
-	During the discovery of NWDAF containing MTLF as FL client, a consumer (e.g. an FL server) includes in the request FL capability type as FL client, Time Period of Interest, ML model Filter information for the trained ML model(s) per Analytics ID(s), a list of NF type(s). The NRF returns one or more candidate for instances of NWDAF containing MTLF as FL client to the consumer.
NOTE 6:	An NWDAF containing AnLF does not support discovering an NWDAF containing MTLF with FL capability.
A PCF may learn which NWDAFs being used by AMF, SMF and UPF for a specific UE, via signalling described in clause 4.16 of TS 23.502 [3]. This enables a PCF to select the same NWDAF instance that is already being used for a specific UE.
In the roaming architecture, the NWDAF with roaming entry capability to request analytics or input data is discovered via the NRF by querying for an NWDAF supporting the specific services defined for roaming. An NWDAF discovers the NWDAF in a different PLMN (i.e. HPLMN or VPLMN) using the procedure defined in clause 4.17.5 (if delegated discovery is not used) or clause 4.17.10 (if delegated discovery is used) of TS 23.502 [3], where the detailed parameters are determined based on the analytics request or subscription from the consumer 5GC NF, operator policy, user consent and/or local configuration.
NOTE X:	The NWDAF with roaming entry capability is assumed to be not slice-specific,
Editor's note:	Its is FFS if the NWDAF with roaming entry capability will be slice-specific, and if so how slices are used in the discovery.

[bookmark: _Toc131158325]6.1.5	Analytics Exposure in roaming case
[bookmark: _Toc131158326]6.1.5.1	General
Based on operator's policy and local regulations (e.g. privacy), analytics may be exchanged between PLMNs (i.e. HPLMN and VPLMN). In this case, an NWDAF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies, and filters the information exposed in reply to the request.
The H-NWDAF with roaming entry capability may provide analytics to the V-NWDAF with roaming entry capability. The V-NWDAF with roaming entry capability may provide analytics to the H-NWDAF with roaming entry capability.
NOTE X:	It depends on the deployment whether analytics exchange between PLMNs is supported, and thus H-NWDAF and V-NWDAF with roaming entry capability are provided in a PLMN.
The H-NWDAF or V-NWDAF with roaming entry capability provides the Nnwdaf_HPLMNRoamingAnalytics and Nnwdaf_HPLMNRoamingData services for that purpose. The V-NWDAF with roaming entry capability provides the Nnwdaf_VPLMNRoamingAnalytics and Nnwdaf_VPLMNRoamingData services for that purpose.
NOTE 1:	The access to the Nnwdaf_AnalyticsSubscription service and the Nnwdaf_AnalyticsInfo service is expected to be restricted by the NRF to NF service consumers within the same PLMN to prevent bypassing checks based on user consent and operator policy
NOTE 2:	Analytics that rely on input data from the HPLMN are preferably not provided from V-NWDAF to H-NWDAF, but generated by the H-NWDAF. Analytics that rely on input data from the VPLMN are preferably not provided from H-NWDAF to V-NWDAF, but generated by the V-NWDAF.	Comment by Nokia r00: Shifted downwards
Editor's note:	Analytics exchange between HPLMN and VPLMN require updates based on feedback from GSMA.
Editor's note:	The user consent check procedure and security aspects will align with SA3 WG's conclusion.
Editor's note:	It is FFS if both H-NWDAF and V-NWDAF need to have roaming entry capability.
V-NWDAF may request or subscribe to HPLMN analytics from the H-NWDAF with roaming entry capability as described in clause 6.x.2, and then the analytics can be leveraged by the 5GC NF in the VPLMN, for example:
Editor's note:	It is FFS whether an analytics profile is required in addition to analytics.
-	In home routed roaming scenarios, HPLMN analytics (i.e. slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for network slice selection and SMF selection for PDU Session management.
-	UE-related analytics (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs.
NOTE Y:	Analytics that rely on input data from the VPLMN are preferably not provided from H-NWDAF to V-NWDAF, but generated by the V-NWDAF.
V-NWDAF may request or subscribe to a UE analytics profile from the H-NWDAF with roaming entry capability. The The UE analytics profile can be leveraged by the V-NWDAF to generate analytics information about the UE. The UE analytics profile contains precomputed information derived from analytics information about a UE:
-	UE Data usage patterns.
-	UE Mobility patterns (frequent locations of UE).
-	Optionally, expected UE behavioural parameters.
The H-NWDAF decides based on operator policy and user consent whether to provide a requested UE analytics profile may remove parts of the information in the analytics profile based on operator policy. 
H-NWDAF may request or subscribe to VPLMN analytics from the V-NWDAF with roaming entry capability as described in clause 6.x.3, and then the analytics can be leveraged by the 5GC NF in the HPLMN, for example:
-	In home routed roaming scenarios, analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.
-	Analytics (i.e. service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
NOTE Z:	Analytics that rely on input data from the HPLMN are preferably not provided from V-NWDAF to H-NWDAF, but generated by the H-NWDAF.
If an S-NSSAI is to be included in the Analytics Filter Information, the NWDAF acting as consumer 5GC NF maps the S-NSSAI of its own PLMN to the S-NSSAI of the PLMN of the NWDAF acting as producer 5GC NF and provides that mapped S-NSSAI in the Analytics Filter Information, i.e. the V-NWDAF provides an S-NSSAI of the HPLMN and the V-NWDAF provides an S-NSSAI of the VPLMN. 
The consumer 5GC NF may indicate the following parameters, if available, in addition to those defined in the analytics related clauses for non-roaming case, in the request or subscription of analytics information in a different PLMN (i.e. HPLMN or VPLMN) towards the NWDAF (which is in the same PLMN as the consumer 5GC NF):
[bookmark: _Hlk131706730]Editor's note:	It is FFS whether there is a need to restrict the parameters compared to the non-roaming case. Handling of NSSAIs is FFS. Does source or target PLMN perform a mapping, and are both mapped and original S-NSSAIs required?. It is FFS how HPLMN-ID and VPLMN ID can be provided in a safe manner. It is ffs whether an indication about inbound or outbound roaming scenario is required.
Editor's note:	How to indicate requesting roaming analytics (e.g. using Analytics Filter Information as below) by the analytics consumer is FFS.
-	to request/subscribe to HPLMN analytics, in Analytics Filter Information:
-	HPLMN ID;
-	mapped S-NSSAI of the HPLMN, if VPLMN S-NSSAI is included in the Analytics Filter Information.
-	to request/subscribe to VPLMN analytics, in Analytics Filter Information:
-	VPLMN ID;
-	VPLMN S-NSSAI which is mapped to the HPLMN S-NSSAI, if HPLMN S-NSSAI is included in the Analytics Filter Information.
Based on the analytics request or subscription from the 5GC NF in the HPLMN, or local configuration, the H-NWDAF decides whether analytics and/or input data from the VPLMN are required, and may indicate the following parameters in the analytics request or subscription to the V-NWDAF with roaming entry capability, for requesting/subscribing to analytics in the VPLMN:
Editor's note:	It is FFS whether there is a need to restrict the parameters compared to the non-roaming case
Editor's note:	The parameters are FFS and should be aligned with the service definition for roaming analytics.
-	Analytics ID;
-	HPLMN ID;
NOTE X:	It is up to SA3 to decide if a special protection of the HPLMN ID is required.
-	Analytics Filter Information:
-	if required, VPLMN S-NSSAI (which may be derived by mapping from which is mapped to the HPLMN S-NSSAI, if the HPLMN S-NSSAI and/or VPLMN S-NSSAI is provided by the consumer 5GC NF in the HPLMN);
-	other Analytics Filter Information as provided by consumer 5GC NF in the HPLMN, if applicable in the VPLMN.
-	other parameters as provided by consumer 5GC NF in the HPLMN, if applicable in the VPLMN.
Based on the analytics request or subscription from the 5GC NF in the VPLMN, or local configuration, the V-NWDAF decides whether analytics and/or input data from the HPLMN are required, and may indicate the following parameters in the analytics request or subscription to the H-NWDAF with roaming entry capability, for requesting/subscribing to analytics in the HPLMN:
Editor's note:	The parameters are FFS and should be aligned with the service definition for roaming analytics.
Editor's note:	It is FFS whether there is a need to restrict the parameters compared to the non-roaming case
-	Analytics ID;
-	VPLMN ID;
NOTE X:	It is up to SA3 to decide if a special protection of the HPLMN ID is required.
-	Analytics Filter Information:
-	if required, HPLMN S-NSSAI (which may be derived by mapping from which is mapped to the VPLMN S-NSSAI, if the VPLMN S-NSSAI and/or HPLMN S-NSSAI is provided by the consumer 5GC NF in the VPLMN);
-	other Analytics Filter Information as provided by consumer 5GC NF in the VPLMN, if applicable in the HPLMN.
-	other parameters as provided by consumer 5GC NF in the VPLMN, if applicable in the HPLMN.
[bookmark: _Toc131158327]6.1.5.2	Analytics Exposure from HPLMN to VPLMN
Figure 6.1.5.2-1 shows the procedure that the V-NWDAF requests network analytics (i.e. slice load level analytics, NF load analytics, service experience analytics, etc.) in HPLMN from the H-NWDAF with roaming entry capability, upon receiving an analytics information/subscription request from the NF in VPLMN (e.g. AMF).
Editor's note:	The service names in the following procedure are descriptive and may need to be updated.


Figure 6.1.5.2-1: Procedure for analytics exposure from HPLMN to VPLMN
1.	Consumer NF in VPLMN (e.g. AMF) sends an Analytics request/subscribe (Analytics ID, Analytics Filter Information) to V-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe. V-NWDAF with with roaming entry capability determines based on implementation and nature of the requested analytics whether analytics or input data from the HPLMN are required, or the analytics can be derived locally. The subsequent steps only apply if analytivs from the HPLMN are required. If input data from the HPLMN are required, the procedures in Clause 6.2.11 apply.
2.	V-NWDAF checks the VPLMN operator policies and regulatory constraints related to analytics from HPLMN to determine if the analytics request/subscribe can be accepted or must be rejected. If the request is rejected, the following steps can be skipped. V-NWDAF discovers the H-NWDAF with roaming entry capability as described in clause 5.2. V-NWDAF sends a roaming analytics request/subscribe (Analytics ID, Analytics Filter Information) to H-NWDAF by invoking a Nnwdaf_HPLMNRoamingAnalytics_Request or a Nnwdaf_HPLMNRoamingAnalytics_Subscribe, based on the Analytics request/subscribe received from the Consumer NF in VPLMN. If V-NWDAF has the roaming entry capability, it checks the policies and regulatory constraints between the HPLMN and the VPLMN to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the request is rejected, the following steps can be skipped.
3.	H-NWDAF with roaming entry capability checks the HPLMN operator policies and regulatory constraints related to providing analytics to HPLMNbetween the HPLMN and the VPLMN, and user consent for analytics as defined in clause 6.2.9 if needed, to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the roaming analytics request/subscribe is accepted, H-NWDAF collects data from the NF(s) and/or OAM in HPLMN and derives the requested analytics.
Editor's note:	The user consent check procedure and security aspects will align with SA3 WG's conclusion.
[bookmark: _Hlk131768037]Editor's note:	If the HNWDAF with roaming entry capability can not support to generate the requested analytics, then how to exposure the requested analytics is FFS.
4.	H-NWDAF sends the HPLMN analytics information to the V-NWDAF using either Nnwdaf_HPLMNRoamingAnalytics_Request response or Nnwdaf_HPLMNRoamingAnalytics_Notify, depending on the service used in step 2. The H-NWDAF may restrict the exposed analytics information based on HPLMN operator polices and regulatory contstraints.
5.	[Optional] V-NWDAF collects data from the NF(s) and/or OAM in VPLMN and derives the requested analytics. These steps can be executed in parallel with steps 3-6.
6.	V-NWDAF sends analytics information derived from the HPLMN analytics information received in step 6, together with the VPLMN analyticsand/or possible information obtained ifin step 5 are performed, to the Consumer NF in VPLMN using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
[bookmark: _Hlk131768175]NOTE:	It is up to implementation and possibly dependent on the nature of the requested analytics information whether and how input data from the VPLMN and analytics from the HPLMN are combined. It is also up to implementation and possibly dependent on the nature of the requested analytics information whether analytics information can be derived locally if no analytics information from the HPLMN can be obtained.
Editor's note:	Whether and how the V-NWDAF aggregates the analytics from HPLMN and the analytics derived in VPLMN is FFS.
[bookmark: _Toc131158328]6.1.5.3	Analytics Exposure from VPLMN to HPLMN
Figure 6.1.5.3-1 shows the procedure that the H-NWDAF requests network analytics (i.e. service experience analytics, slice load level analytics, etc.) in VPLMN from the V-NWDAF with roaming entry capability, upon receiving an analytics information/subscription request from the NF in HPLMN (e.g. H-PCF).
Editor's note:	The service names in the following procedure are descriptive and may need to be updated.


Figure 6.1.5.3-1: Procedure for analytics exposure from VPLMN to HPLMN
1.	Consumer NF in HPLMN (e.g. H-PCF) sends an Analytics request/subscribe (Analytics ID, Target of Analytics Reporting, Analytics Filter Information) to H-NWDAF by invoking a Nnwdaf_AnalyticsInfo_Request or a Nnwdaf_AnalyticsSubscription_Subscribe. H-NWDAF with roaming entry capability determines based on implementation and nature of the requested analytics whether analytics or input data from the VPLMN are required, or the analytics can be derived locally. The subsequent steps only apply if analytivs from the VPLMN are required. If input data from the VPLMN are required, the procedures in Clause 6.2.10 apply.
2.	The H-NWDAF checks user consent for analytics as defined in clause 6.2.9.  H-NWDAF checks the policies and regulatory constraints between the HPLMN and the VPLMN to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the request is rejected, the following steps can be skipped.
	if needed, then Tthe H-NWDAF discovers the V-NWDAF with roaming entry capability as described in clause 5.2.
	H-NWDAF sends a roaming analytics request/subscribe (Analytics ID, Analytics Filter Information) to V-NWDAF by invoking a Nnwdaf_VPLMNRoamingAnalytics_Request or a Nnwdaf_VPLMNRoamingAnalytics_Subscribe, based on the Analytics request/subscribe received from the Consumer NF in HPLMN. If H-NWDAF has the roaming entry capability, it checks the policies and regulatory constraints between the HPLMN and the VPLMN to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the request is rejected, the following steps can be skipped.
3.	V-NWDAF with roaming entry capability checks the policies and regulatory constraints between the HPLMN and the VPLMN, to determine if the roaming analytics request/subscribe can be accepted or must be rejected. If the roaming analytics request/subscribe is accepted, V-NWDAF collects data from the NF(s) and/or OAM in VPLMN and derives the analytics.
Editor's note:	The user consent check procedure and security aspects will align with SA3 WG's conclusion.
[bookmark: _Hlk131773718]Editor's note:	If the VNWDAF with roaming entry capability can not support to generate the requested analytics, then how to exposure the requested analytics is FFS.
4.	V-NWDAF sends the VPLMN analytics information to the H-NWDAF using either Nnwdaf_VPLMNRoamingAnalytics_Request response or Nnwdaf_VPLMNRoamingAnalytics_Notify, depending on the service used in step 2. The V-NWDAF may restrict the exposed analytics information based on VPLMN operator polices.
5.	[Optional] H-NWDAF collects data from the NF(s) and/or OAM in HPLMN and derives the analytics. These steps can be executed in parallel with steps 3-6.
6.	H-NWDAF sends analytics information derived from the VPLMN analytics information received in step 6, and/or possible together with the HPLMN analytics information if step 5 are performed, to the Consumer NF in HPLMN using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
[bookmark: _Hlk131773778]Editor's note:	Whether and how the H-NWDAF aggregates the analytics from VPLMN and the analytics derived in HPLMN is FFS.
NOTE:	It is up to implementation and possibly dependent on the nature of the requested analytics information whether and how input data from the HPLMN and analytics from the VPLMN are combined. It is also up to implementation and possibly dependent on the nature of the requested analytics information whether analytics information can be derived locally if no analytics information from the VPLMN can be obtained.

[bookmark: _Toc131158389]6.2.10	Data collection by H-NWDAF from V-NWDAF for outbound roaming users
This procedure may be used by the NWDAF in the HPLMN as service consumer to subscribe/unsubscribe to notifications about input data from the VPLMN for outbound roaming users (from the HPLMN perspective). H-NWDAF and V-NWDAF in the procedure are the NWDAFs with roaming entry capability.



Figure 6.2.10-1: Analytics subscription by H-NWDAF from V-NWDAF for outbound roaming users
1.	For subscription to collecting collected data related to the UE(s), the H-NWDAF checks the user consent of related users.
Editor´s note:	Whether and how the user consent to be checked needs to be aligned with SA WG3.
2.	The H-NWDAF of HPLMN discovers V-NWDAF of VPLMN that supports the Nwdaf_VPLMNRoamingData service using the NRF.
Editor´s note:	Parameters and how to discover V-NWDAF of VPLMN from NRF is FFS.
NOTE:	The access to the Nnf_EventExposure services is expected to be restricted to NF service consumers within the same PLMN to prevent bypassing checks based on user consent and operator policy.
3.	The H-NWDAF subscribes/unsubscribes to notifications about input data by invoking the Nnwdaf_VPLMNRoamingData_Subscribe / Nnwdaf_RoamingData_Unsubscribe service operation.
Editor´s note:	Parameters for the Nnwdaf_RoamingData Subscribe service operation are FFS.
4.	V-NWDAF checks if the HPLMN is authorised to request the input data based on VPLMN operator polices (that may depend on the HPLMN and may indicate permissible or restricted input data and related parameters).
5.	The V-NWDAF triggers new data collection if needed and monitors the requested input data using procedures as described in clauses 6.2.1 to 6.2.8.
6.	The V-NWDAF may restrict the exposed input data based on VPLMN operator polices (that may depend on the HPLMN).
7.	The V-NWDAF notifies input data to the H-NWDAF.
[bookmark: _Toc131158390]6.2.11	Data collection by V-NWDAF from H-NWDAF for inbound roaming users
This procedure may be used by an NWDAF in the VPLMN to subscribe/unsubscribe to notifications about input data from the HPLMN for inbound roaming users (from the VPLMN perspective). H-NWDAF and V-NWDAF in the procedure are the NWDAFs with roaming entry capability.



Figure 6.2.11-1: Analytics subscription by V-NWDAF from H-NWDAF for inbound roaming users
1.	The V-NWDAF of VPLMN discovers H-NWDAF of HPLMN that supports the Nnwdaf_HPLMNRoamingData service using the NRF.
Editor´s note:	Parameters and how to discover H-NWDAF of HPLMN from NRF is FFS.
NOTE:	The access to the Nnf_EventExposure services is expected to be restricted to NF service consumers within the same PLMN to prevent bypassing checks based on user consent and operator policy
2.	The V-NWDAF subscribes/unsubscribes to input data information by invoking Nnwdaf_HPLMNRoamingData_Subscribe / Nnwdaf_HPLMNRoamingData_Unsubscribe service operation.
Editor´s note:	Parameters for the Nnwdaf_RoamingData_Subscribe service operation are FFS.
3.	H-NWDAF checks if the VPLMN is authorised to subscribe to the indicated input data based on HPLMN operator polices (that may depend on the VPLMN and may indicate permissible or restricted input data and related parameters) and user consent of related users.
Editor´s note:	User consent check needs to be aligned with SA WG3.
4.	The H-NWDAF triggers new data collection if needed and monitors the requested input data, using procedures as described in clauses 6.2.1 to 6.2.8.
5.	The H-NWDAF may restrict the exposed input data based on HPLMN operator polices (that may depend on the VPLMN).
6.	The H-NWDAF notifies input data to the V-NWDAF.


[bookmark: _Toc131158543]7.1	General
Table 7.1-1 illustrates the NWDAF Services.
Table 7.1-1: NF services provided by NWDAF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnwdaf_AnalyticsSubscription
	Subscribe
	Subscribe / Notify
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF

	
	Unsubscribe
	
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF

	
	Notify
	
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF, MFAF

	
	Transfer
	Request / Response
	NWDAF

	Nnwdaf_AnalyticsInfo
	Request
	Request / Response
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF

	
	ContextTransfer
	Request / Response
	NWDAF

	Nnwdaf_DataManagement
	Subscribe
	Subscribe / Notify
	NWDAF, DCCF

	
	Notify
	
	NWDAF, DCCF, MFAF, ADRF

	
	Fetch
	Request / Response
	NWDAF, DCCF, MFAF, ADRF

	Nnwdaf_MLModelProvision
	Subscribe
	Subscribe / Notify
	NWDAF

	
	Unsubscribe
	
	NWDAF

	
	Notify
	
	NWDAF

	Nnwdaf_MLModelInfo
	Request
	Request / Response
	NWDAF

	Nnwdaf_MLModelMonitor
	Subscribe
	Subscribe / Notify
	NWDAF

	
	Unsubscribe
	
	NWDAF

	
	Notify
	
	NWDAF

	
	Register
	Request / Response
	NWDAF

	
	Request
	
	NWDAF

	Nnwdaf_MLModelTraining
	Subscribe
	Subscribe / Notify
	NWDAF

	
	Unsubscribe
	
	NWDAF

	
	Notify
	
	NWDAF

	Nnwdaf_MLModelTrainingInfo
	Request
	Request / Response
	NWDAF

	Nnwdaf_VPLMNRoamingAnalytics
	Subscribe
	Subscribe / Notify
	H-NWDAF, V-NWDAF

	
	Unsubscribe
	
	H-NWDAF, V-NWDAF

	
	Notify
	
	H-NWDAF, V-NWDAF

	
	Request
	Request / Response
	H-NWDAF, V-NWDAF

	Nnwdaf_VPLMNRoamingData
	Subscribe
	Subscribe / Notify
	H-NWDAF, V-NWDAF

	
	Unsubscribe
	
	H-NWDAF, V-NWDAF

	
	Notify
	
	H-NWDAF, V-NWDAF

	Nnwdaf_HPLMNRoamingAnalytics
	Subscribe
	Subscribe / Notify
	V-NWDAF

	
	Unsubscribe
	
	V-NWDAF

	
	Notify
	
	V-NWDAF

	
	Request
	Request / Response
	V-NWDAF

	Nnwdaf_HPLMNRoamingData
	Subscribe
	Subscribe / Notify
	V-NWDAF

	
	Unsubscribe
	
	V-NWDAF

	
	Notify
	
	V-NWDAF

	NOTE 1:	How OAM consumes Nnwdaf services and which Analytics information is relevant is defined in TS 28.550 [7] Annex H and out of the scope of this TS.
NOTE 2:	How CEF consumes Nnwdaf services and which Analytics information is relevant is defined in TS 28.201 [21] and out of the scope of this TS.
NOTE 3:	The Nnwdaf_MLModelProvision service and the Nnwdaf_MLModelInfo service are provided by an NWDAF containing MTLF and consumed by an NWDAF containing AnLF.



[bookmark: _Hlk131765184]Editor´s note:	It is FFS whether separate Roaming Analytics and Roaming data services for inbound and outbound roaming scenarios are required.
Table 7.1-2 shows the analytics information provided by NWDAF service.
Table 7.1-2: Analytics information provided by NWDAF
	Analytics Information
	Request Description
	Response Description

	Slice Load level information
	Analytics ID: load level information
	Load level provided as number of UE registrations and number of PDU sessions for a Network Slice and Network Slice instances as well as resource utilization for Network Slice instances.

	Observed Service experience information
	Analytics ID: Service Experience
	Observed Service experience statistics or predictions may be provided for a Network Slice or an Application. They may be derived from an individual UE, a group of UEs or any UE. For slice service experience, they may be derived from an Application, a set of Applications or all Applications on the Network Slice.

	NF Load information
	Analytics ID: NF load information
	Load statistics or predictions information for specific NF(s).

	Network Performance information
	Analytics ID: Network Performance
	Statistics or predictions on the load in an Area of Interest; in addition, statistics or predictions on the number of UEs that are located in that Area of Interest.

	UE mobility information
	Analytics ID: UE Mobility
	Statistics or predictions on UE mobility. When visited AOI(s) is included in the Analytics Filter information, only statistics on UE mobility can be provided.

	UE Communication information
	Analytics ID: UE Communication
	Statistics or predictions on UE communication.

	Expected UE behavioural parameters
	Analytics ID: UE Mobility and/or UE Communication
	Analytics on UE Mobility and/or UE Communication.

	UE Abnormal behaviour information
	Analytics ID: Abnormal behaviour
	List of observed or expected exceptions, with Exception ID, Exception Level and other information, depending on the observed or expected exceptions.

	E2E data volume transfer time
	Analytics ID: E2E data volume transfer time
	Analytics on E2E data volume transfer time.

	User Data Congestion information
	Analytics ID: User Data Congestion
	Statistics or predictions on the user data congestion for transfer over the user plane, for transfer over the control plane, or for both.

	QoS Sustainability
	Analytics ID: QoS Sustainability
	For statistics, the information on the location and the time for the QoS change and the threshold(s) that were crossed; or, for predictions, the information on the location and the time when a potential QoS change may occur and what threshold(s) may be crossed.

	Session Management Congestion Control Experience
	Analytics ID: Session Management Congestion Control Experience
	Statistics on session management congestion control experience for specific DNN and/or S-NSSAI.

	Redundant Transmission Experience
	Analytics ID: Redundant Transmission Experience
	Statistics or predictions aimed at supporting redundant transmission decisions for URLLC services.

	WLAN performance
	Analytics ID: WLAN performance
	Statistics or predictions on WLAN performance of UE.

	Dispersion
	Analytics ID: UE Dispersion
	Statistics or predictions that identify the location (i.e. areas of interest) or network slice(s) where a UE, or a group of UEs disperse their data volume, or disperse mobility or session management transactions or both.

	DN Performance
	Analytics ID: DN Performance
	Statistics or predictions on user plane performance for a specific Edge Computing application.

	PFD Determination
	Analytics ID: PFD Determination
	Statistics on PFD information for a known application identifier(s).



[bookmark: _Toc131158568]7.7	Nnwdaf_VPLMNRoamingAnalytics Service
[bookmark: _Toc131158569]7.7.1	General
Service Description: This service enables the consumer to request or to subscribe/unsubscribe for network data analytics related to roaming UE that are provided by the VPLMN.
[bookmark: _Toc131158570]7.7.2	Nnwdaf_VPLMNRoamingAnalytics_Subscribe service operation
Service operation name: Nnwdaf_VPLMNRoamingAnalytics_Subscribe
Description: Subscribes to NWDAF analytics related to roaming UE.
Inputs, Required:
	-
Inputs, Optional:
	-
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription). When the subscription is not accepted, an error response.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
[bookmark: _Toc131158571]7.7.3	Nnwdaf_VPLMNRoamingAnalytics_Unsubscribe service operation
Service operation name: Nnwdaf_VPLMNRoamingAnalytics_Unsubscribe
Description: Unsubscribe to NWDAF analytics related to roaming UE.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
[bookmark: _Toc131158572]7.7.4	Nnwdaf_VPLMNRoamingAnalytics_Notify service operation
Service operation name: Nnwdaf_VPLMNRoamingAnalytics_Notify
Description: NWDAF notifies the consumer instance of the analytics related to roaming UEs that the consumer has subscribed to.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation Id that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
	-.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
[bookmark: _Toc131158573]7.7.5	Nnwdaf_VPLMNRoamingAnalytics_Request service operation
Service operation name: Nnwdaf_VPLMNRoamingAnalytics_Request
Description: The consumer requests NWDAF operator specific analytics related to roaming UEs.
Inputs, Required:
	-.
Inputs, Optional:
	-.
Outputs, Required:
	-.
Outputs, Optional:
	-.
Editor´s note:	Parameters for the service operation are FFS.
[bookmark: _Toc131158574]7.8	Nnwdaf_VPLMNRoamingData Service
[bookmark: _Toc131158575]7.8.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe for input data of the VPLMN related to roaming UE for NWDAF analytics.
[bookmark: _Toc131158576]7.8.2	Nnwdaf_VPLMNRoamingData_Subscribe service operation
Service operation name: Nnwdaf_VPLMNRoamingData_Subscribe
Description: Subscribe to input data related to roaming UE.
Inputs, Required:
	-.
Inputs, Optional:
	-.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription). When the subscription is not accepted, an error response.
Outputs, Optional: None.
Editor's note:	Parameters for the service operation are FFS.
[bookmark: _Toc131158577]7.8.3	Nnwdaf_VPLMNRoamingData_Unsubscribe service operation
Service operation name: Nnwdaf_VPLMNRoamingData_Unsubscribe
Description: Unsubscribe to input data related to roaming UE.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor's note:	Parameters for the service operation are FFS.
[bookmark: _Toc131158578]7.8.4	Nnwdaf_VPLMNRoamingData_Notify service operation
Service operation name: Nnwdaf_VPLMNRoamingData_Notify
Description: NWDAF notifies the consumer about input data related to roaming UEs that the consumer has subscribed to.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation Id that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
	-.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
7.X	Nnwdaf_HPLMNRoamingAnalytics Service
7.X.1	General
Service Description: This service enables the consumer to request or to subscribe/unsubscribe for network data analytics related to roaming UE.
7.X.2	Nnwdaf_HPLMNRoamingAnalytics_Subscribe service operation
Service operation name: Nnwdaf_HPLMNRoamingAnalytics_Subscribe
Description: Subscribes to NWDAF analytics related to roaming UE that are provided by the HPLMN.
Inputs, Required:
	-
Inputs, Optional:
	-
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription). When the subscription is not accepted, an error response.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
7.X.3	Nnwdaf_HPLMNRoamingAnalytics_Unsubscribe service operation
Service operation name: Nnwdaf_HPLMNRoamingAnalytics_Unsubscribe
Description: Unsubscribe to NWDAF analytics related to roaming UE.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
7.X.4	Nnwdaf_HPLMNRoamingAnalytics_Notify service operation
Service operation name: Nnwdaf_HPLMNRoamingAnalytics_Notify
Description: NWDAF notifies the consumer instance of the analytics related to roaming UEs that the consumer has subscribed to.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation Id that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
	-.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
7.X.5	Nnwdaf_HPLMNRoamingAnalytics_Request service operation
Service operation name: Nnwdaf_HPLMNRoamingAnalytics_Request
Description: The consumer requests NWDAF operator specific analytics related to roaming UEs.
Inputs, Required:
	-.
Inputs, Optional:
	-.
Outputs, Required:
	-.
Outputs, Optional:
	-.
Editor´s note:	Parameters for the service operation are FFS.
7.Y	Nnwdaf_HPLMNRoamingData Service
7.Y.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe for input data of the HPLMN related to roaming UE for NWDAF analytics.
7.Y.2	Nnwdaf_HPLMNRoamingData_Subscribe service operation
Service operation name: Nnwdaf_HPLMNRoamingData_Subscribe
Description: Subscribe to input data related to roaming UE.
Inputs, Required:
	-.
Inputs, Optional:
	-.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription). When the subscription is not accepted, an error response.
Outputs, Optional: None.
Editor's note:	Parameters for the service operation are FFS.
7.Y.3	Nnwdaf_HPLMNRoamingData_Unsubscribe service operation
Service operation name: Nnwdaf_HPLMNRoamingData_Unsubscribe
Description: Unsubscribe to input data related to roaming UE.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor's note:	Parameters for the service operation are FFS.
7.Y.4	Nnwdaf_HPLMNRoamingData_Notify service operation
Service operation name: Nnwdaf_HPLMNRoamingData_Notify
Description: NWDAF notifies the consumer about input data related to roaming UEs that the consumer has subscribed to.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation Id that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
	-.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
Editor´s note:	Parameters for the service operation are FFS.
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