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Figure 6.7.2.X-1: PDU Session Update Procedure for HR-SBO re-authorization
1. The UE established a HR-SBO PDU Session described in the clause 6.7.2.2.
2. Inter-PLMN handover procedure is performed.
3. After the step 2, the UE performs the registration procedure to the Target AMF. During the registration procedure triggered by PLMN change, the AMF receives the SMF selection data including HR-SBO allowed indication per DNN/S-NSNAI of the Target PLMN from the UDM in the step 14b of the procedure in the clause 4.2.2.2.2 of TS 23.502 [3].
4. If the Target AMF detects the inter-PLMN handover, it sends the Service Network identifier (i.e. Target VPLMN ID) and HR-SBO allowed indication for the established Session for DNN, S-NSSAI in the PDUSession_SMContext Create Request to the Target V-SMF (for V-SMF insertion or change with PLMN change).
5. If the Target V-SMF detects the inter-PLMN handover, it sends Serving Network identifier (i.e. Target PLMN ID) and HR-SBO request indication in the PDUSession_Update Request to the H-SMF.
6. The H-SMF receives the PDUSession Update Request from the V-SMF. If the H-SMF identities the inter-PLMN handover, it may retrieve SM subscription data for the Target PLMN from the UDM in order to check whether the DNN/S-NSSAI of the established PDU Session is allowed in Target PLMN.
7. If the HR-SBO is authorised for Target PLMN, the H-SMF requests the VPLMN ID and HR-SBO indication to retrieve the VPLMN Specific Offloading Policy for Target PLMN from the H-PCF.
8. The H-SMF sends the VPLMN Specific Authorization Information in the Nsmf_PDUSession_Update Response message to the V-SMF.
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