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Attachments:	
1 Overall description
SA2 thanks CT3 for their LS on Issues on anonymization rules (C3-230522 / S2-2303933) and provides the following answers to CT3 questions.
Question 1: What are the specific contents of the anonymization rules?
SA2 answer to question 1:
The anonymization rules are used to anonymize the data fields to avoid exposing them. For example, the anonymization rules can be: adding, removing or replacing any information for the identifications that can identify the UEs. Detailed definitions of this attribute are left for stage 3.
Question 2: In addition to UE ID information, is there any other information that may be anonymized?
SA2 answer to question 2:
In addition to UE ID, the anonymization rules can be applied to any data fields (e.g., IP address of UE) to avoid exposing undesired information.
2	Actions
To CT3:
ACTION: 	SA2 kindly asks CT3 to take SA2 answers into account.
3	Dates of next TSG SA WG 2 meetings
3GPP TSG SA2#157	22nd - 26th May 2023	Berlin, Germany

