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	Reason for change:
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The CR is to provide additional update as follows:

· Table 6.20.3-1 shows the volume information, which contains data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall). The information is optional and needs to be included in the list of analytics subsets as Analytics Filter Information.
Table 6.20.3-1: URSP enforcement
	Information
	Description

	Traffic matching TD of URSP rule
	Identifies traffic that matches TD of URSP rule.

	> Flow descriptor
	Flow descriptor containing 3-tuple, server side (destination address, port, and protocol).

	> Volume
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).

	Traffic which does not match TD of URSP rule
	Identifies traffic that does not match Traffic Descriptor of URSP rule.

	> Flow descriptor
	Flow descriptor containing 3-tuple, server side (destination address, port, and protocol).

	> Volume
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).



· Nnwdaf_AnalyticsInfo_Request/Response services need to be added to Figure 6.20.4-1 to align with the procedures.
· The Analytics ID for URSP enforcement needs to be added to NWDAF Services table in Table 7.1-2.
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6.20	URSP enforcement analytics
6.20.1	General
This clause specifies the procedure for an NWDAF to provide statistics on whether traffic of UEs via one or multiple PDU sessions is according to provisioned URSP rules. It is assumed that the consumer is aware of URSP rules that are being provisioned to a UE, a single UE or a group of UEs.
The NWDAF collects traffic flow information of UE traffic via PDU session(s) established for a specific S-NSSAI and/or DNN and provides statistics of UEs that route traffic according to a specific URSP rule and UEs that route traffic which is not expected according to a provisioned URSP rule.
The assumption is that traffic according to a URSP rule is known (e.g. known flow description). and that there are associated Packet Detection Rule(s) for the known traffic configured in the UPF. It is also assumed that such analytics would be requested only for the case where a URSP rule includes S-NSSAI and/or DNN in the Route Selection Descriptor of the provisioned URSP rule.
NOTE 1:	How traffic from different applications/URSP rules over the same S-NSSAI/DNN and/or PDU session is discerned is implementation-specific
The service consumer may be a PCF.
The consumer of these analytics includes in the request the Traffic Descriptor and Route Selection descriptor components of a URSP rule provisioned to a UE or group of UEs as follows:
-	Analytics ID = "URSP enforcement".
-	Target of Analytics Reporting: UE, group of UEs or any UE.
-	Traffic Descriptor of the URSP rule.
NOTE 2:	Only Flow Descriptors of a URSP rule is applicable. Other Traffic Descriptors are not supported.
Editor's note:	Whether additional Traffic Descriptors can be supported is FFS.
-	Analytics Filter Information per URSP traffic descriptor list containing:
-	Area of Interest (i.e. the location of UEs where URSP rule enforcement is monitored);
-	S-NSSAI corresponding to a Route Selection Descriptor of the URSP rule;
-	DNN corresponding to a Route Selection Descriptor of the URSP rule;
-	An Analytics target period indicates the time period over which the analytics are requested.
-	Optionally, maximum number of objects.
-	Optionally, the list of analytics subsets that are requested among those specified in clause 6.20.3;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
6.20.2	Input Data
NWDAF collects input data from the SMF and/or UPF. The detailed data are described in Table 6.20.2-1.
Table 6.20.2-1: Input data to detect traffic based on a URSP rule
	Information
	Source
	Description

	SUPI
	SMF, UPF
	UE ID for the UE that established PDU sessions to an S-NSSAI/DNN.

	S-NSSAI
	SMF, UPF
	The S-NSSAI for which the PDU session is established.

	DNN
	SMF, UPF
	The DNN for which the PDU session is established.

	Traffic Filtering Information (NOTE 1)
	SMF, UPF
	Information on Service Data Flows to report according to the Traffic Descriptor of the URSP rule.

	NOTE 1:	Traffic Filtering Information includes also an indication to report traffic not matching traffic corresponding to a Traffic Descriptor of a URSP rule.



Editor's note:	Additional input data from AF and other Data Sources are FFS.
The NWDAF collects input data from the UPF either indirectly via the SMF, or directly from the UPF using the "UserDataUsageMeasures" event exposure event as described in clause 4.15.4.5 of TS 23.502 [3]. Further details about input parameters are described in Table 4.15.4.5.1 of TS 23.502 [3].
The NWDAF includes within the Traffic Filtering Information of the UserDataUsageMeasures event the Flow Description of the TD of the URSP rule. The UPF reports traffic matching the Traffic Filtering Information and traffic that does not match the Traffic Filtering Information.
6.20.3	Output Analytics
The NWDAF collects input data from the UPF and provides analytics of UEs that route traffic over a PDU session of specific S-NSSAI/DNN according to a provisioned URSP rules and UEs that route traffic not according to a provisioned URSP rule
The output analytics is shown in Table 6.20.3-1.
Table 6.20.3-1: URSP enforcement
	Information
	Description

	UE group ID or UE ID, any UE
	Identifies a UE, any UE, or a group of UEs for which analytic information is provided.

	S-NSSAI
	Identifies the Network Slice for which analytic information is provided.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided.

	Traffic Descriptor of the URSP rule
	The Traffic Descriptor of the URSP rule provided in the analytic request.

	Traffic matching TD of URSP rule
	Identifies traffic that matches TD of URSP rule.

	> Flow descriptor
	Flow descriptor containing 3-tuple, server side (destination address, port, and protocol).

	> Volume (NOTE)
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).

	Traffic which does not match TD of URSP rule
	Identifies traffic that does not match Traffic Descriptor of URSP rule.

	> Flow descriptor
	Flow descriptor containing 3-tuple, server side (destination address, port, and protocol).

	> Volume (NOTE)
	measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).

	NOTE:	This information element is an analytics subset that can be used in "list of analytics subsets that are requested"



NOTE:	Predictions are not provided as output for the URSP Enforcement analytics.
6.20.4	Procedures
The procedure for deriving URSP enforcement analytics is shown below.



Figure 6.20.4-1: NWDAF providing URSP enforcement analytics
1.	The Consumer NF (i.e. PCF) requests or subscribes to the NWDAF to request URSP Enforcement analytics. The consumer includes within analytics filter the expected traffic via a PDU session according to the Traffic Descriptors within provisioned URSP rules to the UE and the S-NSSAI/DNN of the PDU session. It is assumed that there are associated Packet Detection Rule(s) for the expected traffic listed in the analytics request, i.e. the expected traffic is known.
2.	The NWDAF determines to collect data, either directly from the UPF or indirectly via the SMF and identifies the SMF and/or UPF to retrieve input data according to the S-NSSAI/DNN and UE information in the analytics request. The NWDAF retrieves data from the UPF where the UE has established a PDU session to the DNN/S-NSSAI included in the analytics request.
3.	The NWDAF collects traffic information using the "UserDataUsageMeasures" event exposure event.
4.	The NWDAF derives analytics indicating a list of UEs that route traffic according to the provisioned URSP rule and a list of UEs which route traffic that it is not expected according to the provisioned URSP rule.
5.	The NWDAF responses or notifies URSP enforcement analytics.
*** 2nd Change ***
[bookmark: _Toc122419359]7.1	General
Table 7.1-1 illustrates the NWDAF Services.
Table 7.1-1: NF services provided by NWDAF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnwdaf_AnalyticsSubscription
	Subscribe
	Subscribe / Notify
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF

	
	Unsubscribe
	
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF

	
	Notify
	
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF, MFAF

	
	Transfer
	Request / Response
	NWDAF

	Nnwdaf_AnalyticsInfo
	Request
	Request / Response
	PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF

	
	ContextTransfer
	Request / Response
	NWDAF

	Nnwdaf_DataManagement
	Subscribe
	Subscribe / Notify
	NWDAF, DCCF

	
	Notify
	
	NWDAF, DCCF, MFAF, ADRF

	
	Fetch
	Request / Response
	NWDAF, DCCF, MFAF, ADRF

	Nnwdaf_MLModelProvision
	Subscribe
	Subscribe / Notify
	NWDAF

	
	Unsubscribe
	
	NWDAF

	
	Notify
	
	NWDAF

	Nnwdaf_MLModelInfo
	Request
	Request / Response
	NWDAF

	Nnwdaf_MLModelMonitor
	Subscribe
	Subscribe / Notify
	NWDAF

	
	Unsubscribe
	
	NWDAF

	
	Notify
	
	NWDAF

	
	Register
	Request / Response
	NWDAF

	
	Request
	
	NWDAF

	Nnwdaf_MLModelTraining
	Subscribe
	Subscribe / Notify
	NWDAF

	
	Unsubscribe
	
	NWDAF

	
	Notify
	
	NWDAF

	Nnwdaf_MLModelTrainingInfo
	Request
	Request / Response
	NWDAF

	Nnwdaf_RoamingAnalytics
	Subscribe
	Subscribe / Notify
	H-NWDAF, V-NWDAF

	
	Unsubscribe
	
	H-NWDAF, V-NWDAF

	
	Notify
	
	H-NWDAF, V-NWDAF

	
	Request
	Request / Response
	H-NWDAF, V-NWDAF

	Nnwdaf_RoamingData
	Subscribe
	Subscribe / Notify
	H-NWDAF, V-NWDAF

	
	Unsubscribe
	
	H-NWDAF, V-NWDAF

	
	Notify
	
	H-NWDAF, V-NWDAF

	NOTE 1:	How OAM consumes Nnwdaf services and which Analytics information is relevant is defined in TS 28.550 [7] Annex H and out of the scope of this TS.
NOTE 2:	How CEF consumes Nnwdaf services and which Analytics information is relevant is defined in TS 28.201 [21] and out of the scope of this TS.
NOTE 3:	The Nnwdaf_MLModelProvision service and the Nnwdaf_MLModelInfo service are provided by an NWDAF containing MTLF and consumed by an NWDAF containing AnLF.



Editor´s note:	It is FFS whether separate Roaming Analytics and Roaming data services for inbound and outbound roaming scenarios are required.
Table 7.1-2 shows the analytics information provided by NWDAF service.
Table 7.1-2: Analytics information provided by NWDAF
	Analytics Information
	Request Description
	Response Description

	Slice Load level information
	Analytics ID: load level information
	Load level provided as number of UE registrations and number of PDU sessions for a Network Slice and Network Slice instances as well as resource utilization for Network Slice instances.

	Observed Service experience information
	Analytics ID: Service Experience
	Observed Service experience statistics or predictions may be provided for a Network Slice or an Application. They may be derived from an individual UE, a group of UEs or any UE. For slice service experience, they may be derived from an Application, a set of Applications or all Applications on the Network Slice.

	NF Load information
	Analytics ID: NF load information
	Load statistics or predictions information for specific NF(s).

	Network Performance information
	Analytics ID: Network Performance
	Statistics or predictions on the load in an Area of Interest; in addition, statistics or predictions on the number of UEs that are located in that Area of Interest.

	UE mobility information
	Analytics ID: UE Mobility
	Statistics or predictions on UE mobility. When visited AOI(s) is included in the Analytics Filter information, only statistics on UE mobility can be provided.

	UE Communication information
	Analytics ID: UE Communication
	Statistics or predictions on UE communication.

	Expected UE behavioural parameters
	Analytics ID: UE Mobility and/or UE Communication
	Analytics on UE Mobility and/or UE Communication.

	UE Abnormal behaviour information
	Analytics ID: Abnormal behaviour
	List of observed or expected exceptions, with Exception ID, Exception Level and other information, depending on the observed or expected exceptions.

	E2E data volume transfer time
	Analytics ID: E2E data volume transfer time
	Analytics on E2E data volume transfer time.

	User Data Congestion information
	Analytics ID: User Data Congestion
	Statistics or predictions on the user data congestion for transfer over the user plane, for transfer over the control plane, or for both.

	QoS Sustainability
	Analytics ID: QoS Sustainability
	For statistics, the information on the location and the time for the QoS change and the threshold(s) that were crossed; or, for predictions, the information on the location and the time when a potential QoS change may occur and what threshold(s) may be crossed.

	Session Management Congestion Control Experience
	Analytics ID: Session Management Congestion Control Experience
	Statistics on session management congestion control experience for specific DNN and/or S-NSSAI.

	Redundant Transmission Experience
	Analytics ID: Redundant Transmission Experience
	Statistics or predictions aimed at supporting redundant transmission decisions for URLLC services.

	WLAN performance
	Analytics ID: WLAN performance
	Statistics or predictions on WLAN performance of UE.

	Dispersion
	Analytics ID: UE Dispersion
	Statistics or predictions that identify the location (i.e. areas of interest) or network slice(s) where a UE, or a group of UEs disperse their data volume, or disperse mobility or session management transactions or both.

	DN Performance
	Analytics ID: DN Performance
	Statistics or predictions on user plane performance for a specific Edge Computing application.

	PFD Determination
	Analytics ID: PFD Determination
	Statistics on PFD information for a known application identifier(s).

	URSP enforcement
	Analytics ID: URSP enforcement
	Statistics on URSP enforcement.



*** End of Changes ***
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