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Introduction

For 2 meetings, SA2 has discussed the incoming LS from CT1 (S2-2303916/S2-2300029/C1-227197) on "Handling of the Allowed PDU session status IE in non-allowed service area."

While there is an agreement in SA2 that the UE always includes the List Of Allowed PDU Sessions (aka "Allowed PDU session status" in stage 3), even if it is in a non-allowed area, there are different views regarding whether being in a non-allowed area should affect the setting of the List Of Allowed PDU Sessions.
The present paper argues that the setting should not be affected.

Analysis

1. Stage 2 requirements (TS 23.501 and 23.502)
According to TS 23.501, clause 5.3.4.1.1, when the UE is in a non-allowed area,
· "the UE and the network are not allowed to initiate Service Request, or any connection requests for user plane data, …"
but on the other hand,
· "The UE in a Non-Allowed Area shall respond to core network paging or NAS Notification message from non-3GPP access with Service Request."
This means sending the Service Request in response to a paging is not considered a "request for user plane resources".

Note also that when the UE is paged with non-3GPP access type (as in the scenario described in the LS from CT1) or when it receives a notification with non-3GPP access type, then the inclusion of the List Of Allowed PDU Sessions in the Service Request does not express a request from UE side to establish any user plane resources via 3GPP access type which are currently associated with non-3GPP access type.
As specified in TS 23.501, clause 5.6.8, the List Of Allowed PDU Sessions only indicates PDU sessions "whose UP connections can be re-activated over 3GPP (i.e., the list does not contain the PDU Sessions whose UP connections cannot be re-activated on 3GPP based on UE policies and whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI for 3GPP access.)" So the List Of Allowed PDU Sessions expresses a possibility or capability ("can be re-activated", see TS 21.801, annex E) from UE policy point of view and slicing point of view, but not a request.
This is not to be mixed up with the List Of PDU Sessions To Be Activated – which is used by the UE to indicate that it has UL user data pending and to request establishment of the respective user plane resources. See TS 23.502, clause 4.2.3.2:

"The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to re-activate the PDU Session(s). The List Of Allowed PDU Sessions is provided by the UE when the Service Request is a response of a Paging or a NAS Notification for a PDU Session associated with non-3GPP access and identifies the PDU Sessions that can be transferred to 3GPP access."
Note 1: There is common understanding both in SA2 and CT1 that setting a flag in the List Of PDU Sessions To Be Activated (aka "Uplink data status" in stage 3) expresses a request to activate the respective user plane resources, and that this is not allowed when the UE is in a non-allowed area (except when the request is related to an emergency call or a regulartory priortized service).

The List Of Allowed PDU Sessions in the Service Request also does not express a request from UE side, because when the UE is paged (or notified) by the network, then it is the network which has pending DL user data or signalling. – If it is signalling only, the network can deliver this signalling via the radio connection via 3GPP access type without activating any user plane resources (i.e., without transferring the PDU session to 3GPP access type) and release the radio connection once the signalling procedure is completed. So it can happen that the network does not activate any user plane resources, and this does not trigger any further activities on the UE side, because the UE did not request any such resources, nor did it request for a transfer of the PDU session from non-3GPP access type to 3GPP access type. This lack of UE activities is a further confirmation that there was no request from the UE side.
Note 2: Indeed, if the UE wants to request for the transfer of a PDU session from non-3GPP access type to 3GPP access type and activation of the related user plane resources, the UE needs to initiate a quite different procedure – a PDU session establishment procedure with request type "handover" (see TS 23.502, 4.3.2.2.1). In our view, when we are discussing about the List Of Allowed PDU Sessions we should avoid referring to a "UE request", as this will only create confusion.

Conclusion 1: Sending the List Of Allowed PDU Sessions in the Service Request does not express a request from UE side. Therefore, the current requirements for service area restrictions in TS 23.501 are not applicable to this information element. Instead, this information element indicates a possibility or capability from UE policy and slicing point of view. This is different from the List Of PDU Sessions To Be Activated which indicates the UE's request to establish certain user plane resources.
2. Responsibility for the control of service area restrictions

Service area restrictions are a specific form of a mobility restriction. As for any other mobility restriction (RAT restrictions, forbidden areas, core network type restrictions), it is primarily the responsibility of the network to control and enforce such a restriction.

For some of these restrictions, the UE can provide some support to achieve this functionality, but generally this is – and should be – limited to cases where either network resources need to be protected against requests or access attempts that will be rejected anyway or where it is possible to save battery on the UE side by avoiding unnecessary signalling.
In the present case, these 2 reasons do not apply, because the UE is mandated to respond to the paging and, according to common understanding in SA2, it is also mandated to include the List Of Allowed PDU Sessions. Furthermore, if the UE sets a flag to indicate that a PDU session is allowed to be transferred from non-3GPP to 3GPP access type, this will not have a measurable effect on the energy required to send the message, nor does it relieve the network from the obligation to check whether the UE is in a non-allowed area and, if yes, whether the pending signalling or DL user data is allowed to be delivered to the UE, e.g., because it is related to a regulatory prioritised service.
Conclusion 2: It is primarily the responsibility of the network to enforce mobility restrictions. It is not the UE's task to "supervise" the network. For the present case we do not see any argument why the UE should implement any special handling of the List of Allowed PDU sessions when it is in a non-allowed area, as there will not be any savings in the signalling and the network will anyway perform the same checks which the UE would need to do to decide which of the bits in the List of Allowed PDU sessions to set to zero.
Note 3: In the past, CT1 did not have a good experience with "over-restrictive" UE implementations. E.g., a few years ago, CT1 had to deal with a UE implementation which triggered a release of an ongoing IMS call, if the UE moved to a tracking area for which the network did not indicate the support of IMS voice services in the TAU Accept message. This was an excessive interpretation of the requirement to not initiate any new IMS voice calls in such a tracking area, which created a bad user experience of dropped calls (about which neither users nor operators were very happy) and triggered hectic activities in the form of conference calls, CT1 contributions and UE software updates. All of this could have been avoided, if modem developers had followed the principle that it is the network's responsibility to decide whether and where a certain service can be offered or maintained – not the UE's one.
3. Possible side-effects of a special handling in non-allowed service areas

Initially it was argued in SA2 that specifying a requirement that the UE shall set all the bits in the List of Allowed PDU Sessions to zero would not change the UE behaviour. However, this is not correct, as there are some scenarios where the setting of these bits can indeed make a difference.
3.1
Mobile terminated MPS or MCX service

According to TS 23.501, clause 5.16.5 and 5.16.6, mobile terminated regulatory prioritised services, i.e., MPS or MCX service sessions, can also be delivered to a normal user – i.e., a user without subscription to MPS or MCX services:

"The terminating network identifies the priority of the MPS session [MCX Service session] and applies priority treatment, including paging with priority, to ensure that the MPS session [MCX Service session] can be established with priority to the terminating user (either a Service User or normal user)."
Now assume that the PDU session for the delivery of the MT service is currently associated with non-3GPP access type. For an MPS, this will probably be the IMS PDU session, for MCX services it is not so clear (see note 5 below).
If the network performs paging with non-3GPP access type for an MPS or MCX service session – either because the UE is in IDLE mode via non-3GPP access or because the network is supporting regulatory prioritised services via 3GPP access only and thus wants to transfer the PDU session to 3GPP access type – , then it is important that the UE indicates the "true" possibilities/capabilities in the List of Allowed PDU Sessions, independent of whether the UE is in an allowed area or not. I.e., when it is possible from UE policy and network slicing point of view that the PDU session can be transferred to 3GPP access type, the UE needs to set the respective bit to "1".
Otherwise, it can happen that the delivery of a regulatory prioritised service fails, although the service is allowed while the UE is in a non-allowed area.
Admittedly, we do not expect that such a scenario will occur very frequently. – But we also do not expect that the "basic" scenario, i.e., that the UE will be paged with non-3GPP access type while it is in a non-allowed area, will occur very frequently. And in our view, the question is rather:

What is the justification for specifying and implementing a possibly complicated special handling for the case of non-allowed area on the UE side, when this is not only unnecessary from functional point of view (as explained in section 3.2), but there is indeed a risk that in some cases this can result in a service degradation.

Conclusion 3: Specifying a special handling for the List Of Allowed PDU Sessions for the case of non-allowed area on the UE side, can result in a service degradation for certain corner cases.
Note 4: Neither the priority of the service nor the PDU session ID is indicated in the paging. I.e., it is not possible for the UE to determine that it is paged for an MPS or MCX service session, nor for which PDU session it would need to set the flag in the List of Allowed PDU Sessions to "1". For the case of MCX service session, see also note 5.
Note 5: According to TS 23.501, clause 5.16.6, "MCX Services are not restricted only to the ones defined in this clause and such services can also have priority treatment, if defined via operator's policy and/or local regulation." Therefore, it is hardly possible to define criteria for the UE how to determine that the network wants to deliver an MCX service to a normal user.
Note 6: It was argued that MPS and MCX service via non-3GPP access is not supported prior to Rel-18. But firstly, the above scenario is not about service delivery via non-3GPP access. It involves a paging via 3GPP access "for non-3GPP access type", and the reason for this specific paging could be that the network wants to transfer the PDU session to 3GPP access type, because only then it can ensure a prioritised handling in the RAN. We could not find anything in the Rel-17 specification that would forbid such a handling by the network. Secondly, the LS from CT1 is related to Rel-18 where MPS and MCX service via non-3GPP access are supported. I.e., CT1 does not have any intention to modify earlier releases.
3.2
Risk of outdated allowed area information on the UE side
According to TS 23.502, it is possible that the UE has an outdated allowed area information. This was the reason for the following requirement in clause 4.2.3.2, introduced with the pCR S2-177287 at SA2#123:
"The Service Reject message may include an indication or cause code requesting the UE to perform Registration procedure."
In the reason for change of this pCR it was argued that the "out-of-sync" case can occur for a UE operating in MICO mode, because it cannot be paged by the network and informed about the new allowed/non-allowed service area configuration when the change becomes effective on the network side. When the Service Reject causes the UE to perform a registration procedure, the network will then be able to provide the UE with the latest service area information.

In our view, such an "out-of-sync" case can also occur in other cases. E.g., when a larger group of UEs is affected by a re-configuration of the allowed/non-allowed service areas or by a change of the related UE's subscription data, it will take some time for the AMF to update all the UEs with the new service area information. In the meantime, if any of the UEs is paged for non-3GPP access type – for any DL user data – and the UE sets all bits in the List of Allowed PDU Sessions to zero, because it erroneously assumes that it is in a non-allowed area, then delivery of the DL packet will fail. Of course, once the UE is in Connected mode the network can update the service area information by means of a UE configuration update procedure, but this will not make the UE send an updated List of Allowed PDU Sessions IE, so the harm will be done.
We do not intend to suggest any repair mechanism for such a rare corner case. Our point is rather that this is another example showing that specifying a special handling for the List Of Allowed PDU Sessions for the case when the UE is in a non-allowed area can result in a service degradation – whereas on the other hand, such a special handling is completely unnecessary from a functional point of view.

Conclusion

Conclusion 1: Sending the List Of Allowed PDU Sessions in the Service Request does not express a request from UE side. Therefore, the current requirements for service area restrictions in TS 23.501 are not applicable to this information element. Instead, this information element indicates a possibility or capability from UE policy and slicing point of view. This is different from the List Of PDU Sessions To Be Activated which indicates the UE's request to establish certain user plane resources.

Conclusion 2: It is primarily the responsibility of the network to enforce mobility restrictions. It is not the UE's task to "supervise" the network. For the present case we do not see any argument why the UE should implement any special handling of the List of Allowed PDU sessions when it is in a non-allowed area, as there will not be any savings in the signalling and the network will anyway perform the same checks which the UE would need to do to decide which of the bits in the List of Allowed PDU sessions to set to zero.

Conclusion 3: Specifying a special handling for the List Of Allowed PDU Sessions for the case of non-allowed area on the UE side, can result in a service degradation for certain corner cases.

In sum, specifying a special handling for the List Of Allowed PDU Sessions for the case when the UE is in a non-allowed area can result in a service degradation – whereas on the other hand, it is unnecessary from a functional point of view, as the network will anyway perform all the necessary checks itself, and the special handling does not bring any savings in the signalling.

Therefore, we propose:

1) to clarify (i.e., explicitly specify) that the setting of the List Of Allowed PDU Sessions is independent of any service area restrictions,
2) and to inform CT1 in the response LS about this.
Corresponding CRs to TS 23.501 and TS 23.502 have been submitted in S2-2304060 and S2-2304061, and a proposed response LS to CT1 in S2-2304059.
Annex: quotes from stage 2 and stage 3
TS 23.501, 5.3.4.1.1
General

…
-
Service Area Restriction:


Defines areas in which the UE may or may not initiate communication with the network as follows:

-
Allowed Area:


In an Allowed Area, the UE is permitted to initiate communication with the network as allowed by the subscription.

-
Non-Allowed Area:


In a Non-Allowed Area a UE is service area restricted based on subscription. The UE and the network are not allowed to initiate Service Request, or any connection requests for user plane data, control plane data, exception data reporting, or SM signalling (except for PS Data Off status change reporting) to obtain user services that are not related to mobility.

The UE shall not use the entering of a Non-Allowed Area as a criterion for Cell Reselection, a trigger for PLMN Selection or Domain selection for UE originating sessions or calls. The RRC procedures while the UE is in CM-CONNECTED with RRC_INACTIVE state are unchanged compared to when the UE is in an Allowed Area. The RM procedures are unchanged compared to when the UE is in an Allowed Area. The UE in a Non-Allowed Area shall respond to core network paging or NAS Notification message from non-3GPP access with Service Request and RAN paging. The UE in a Non-Allowed Area may initiate MA PDU Session establishment or activation over a non-3GPP access other than wireline access, but the User Plane resources on the 3GPP access for the MA-PDU shall not be established or activated. The handling of Non-Allowed Area when using wireline access is described in TS 23.316 [84].

TS 23.501, 5.6.8
Selective activation and deactivation of UP connection of existing PDU Session

…

Network Triggered re-activation of UP connection of existing PDU Sessions is handled as follows:

-
If the UE CM state in the AMF is already CM-CONNECTED on the access (3GPP, non-3GPP) associated to the PDU Session in the SMF, the network may re-activate the UP connection of a PDU Session using a Network Initiated Service Request procedure.
Otherwise:

-
If the UE is registered in both 3GPP and non-3GPP accesses and the UE CM state in the AMF is CM-IDLE in non-3GPP access, the UE can be paged or notified through the 3GPP access for a PDU Session associated in the SMF (i.e. last routed) to the non-3GPP access:

-
If the UE CM state in the AMF is CM-IDLE in 3GPP access, the paging message may include the access type associated with the PDU Session in the SMF. The UE, upon reception of the paging message containing an access type, shall reply to the 5GC via the 3GPP access using the NAS Service Request message, which shall contain the list of PDU Sessions associated with the received access type and whose UP connections can be re-activated over 3GPP (i.e. the list does not contain the PDU Sessions whose UP connections cannot be re-activated on 3GPP based on UE policies and whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI for 3GPP access). If the PDU Session for which the UE has been paged is in the list of the PDU Sessions provided in the NAS Service Request and the paging was triggered by pending DL data, the 5GC shall re-activate the PDU Session UP connection over 3GPP access. If the paging was triggered by pending DL signalling, the Service Request succeeds without re-activating the PDU session UP connection over the 3GPP access and the pending DL signalling is delivered to the UE over the 3GPP access;

-
If the UE CM state in the AMF is CM-CONNECTED in 3GPP access, the notification message shall include the non-3GPP Access Type. The UE, upon reception of the notification message, shall reply to the 5GC via the 3GPP access using the NAS Service Request message, which shall contain the List of Allowed PDU Sessions that can be re-activated over 3GPP or an empty List of Allowed PDU Sessions if no PDU Sessions are allowed to be re-activated over 3GPP access.

NOTE:
A UE that is in a coverage of a non-3GPP access and has PDU Session(s) that are associated in the UE (i.e. last routed) to non-3GPP access, is assumed to attempt to connect to it without the need to be paged.

…
TS 23.501, 5.16.5
Multimedia Priority Services

…

The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user).
…

TS 23.501, 5.16.6
Mission Critical Services

… MCX Services are not restricted only to the ones defined in this clause and such services can also have priority treatment, if defined via operator's policy and/or local regulation.
…

The terminating network identifies the priority of the MCX Service session and applies priority treatment, including paging with priority, to ensure that the MCX Service session can be established with priority to the terminating user (either an MCX User or normal user).

…
TS 23.502, 4.2.3.2
UE Triggered Service Request

…

1.
UE to (R)AN: AN message (AN parameters, Service Request (List Of PDU Sessions To Be Activated, List Of Allowed PDU Sessions, security parameters, PDU Session status, 5G-S-TMSI, [NAS message container], Exempt Indication, [Release Request indication], [Paging Restriction Information], [Reject Paging Indication])).


…

The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to re-activate the PDU Session(s). The List Of Allowed PDU Sessions is provided by the UE when the Service Request is a response of a Paging or a NAS Notification for a PDU Session associated with non-3GPP access and identifies the PDU Sessions that can be transferred to 3GPP access.
2. Stage 3 requirements (TS 24.501)
Currently: none. 
