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1. [bookmark: _Toc327548005][bookmark: _Toc327548205][bookmark: _Toc330993688]Overall description
GSMA 5GMRR thanks 3GPP SA3 for their reply LS (S3-231389) on PRINS middle boxes. This LS response focuses on the requirements from IPX providers, one of the roles in the roaming eco-system.
2. Background
IPX carriers provide interconnectivity between mobile network operators and bring considerable roaming expertise and tooling, to efficiently support roaming connections for several hundreds of roaming partners globally.
3. General Requirements
In response to the requests made by 3GPP SA3 to ask 5GMRR to provide a stable set of requirements that cover all GSMA use cases for roaming & interconnect security and functionality, 5GMRR would like to provide the following list of general requirements from IPX Providers’ perspective.
IPX Providers shall have the ability to:
1. provide IP transport to route roaming signalling and payload messages between PLMNs and their roaming partners, to avoid the need for direct physical connections between PLMNs.
2. connect to a Roaming Hub, or another IPX provider, each serving different customers.  VPLMN and HPLMN using different IPX providers shall be supported. At most two intermediaries shall be supported.
3. provide passive tracing of signalling messages.
4. identify visited and home operators of a signalling message.
5. identify source and destination of signalling messages with attributability.
6. identify QoS requirements in signalling and payload traffic for QoS enforcement.
7. identify operator and subscriber identity in signalling messages for analytic services and troubleshooting purposes.
8. allow or reject traffic due to policy or commercial agreements between operators or IPX peering partners.
9. route traffic to redundant sites/nodes of customer
10. validate authenticity and integrity of received signalling messages.
11. establish and maintain connections between PLMN and IPX providers for multiple roaming relationships of a PLMN in an efficient and scalable manner (while also supporting redundancy as described in bullet 10) , for example by serving multiple roaming relations over a single N32 connection.
12. visibility to Information Elements (IE) in signalling messages that are required to perform its function.
13. support an operator protection policy that includes visibility to specific IEs to provide outsources services to the operator.
14. reject NF requests with response codes that are passed along to consumer Network Function.
15. provide a multi-tenant environment for cost and operational efficiency.
16. track number of requests and response signalling messages for analytic services (or something of the sort).
17. track number of roaming connections between customers and their roaming partners.
18. operate as a standalone entity without owning a PLMN ID.
19. provide IPX service without requiring mobile operators to outsource their SEPP to IPX providers.

Operators can choose which IPX provider to use for which roaming relation. Furthermore, operators may choose different IPX providers for different types of traffic, e.g. currently packet data (i.e. GTP-U and GTP-C) can be routed over a different IPX provider from signalling (i.e. Diameter). 
4. Requirements for Specific Services 
There are some services of interest in 5G SA roaming context that must be specifically considered, for example, Hosted SEPP and Regional Breakout. 
IPX providers shall have the ability to provide a hosted SEPP service to mobile operators who want to out-source their SEPP entities and roaming connection management to a trusted third party, in most cases their preferred IPX provider.  In this case, the IPX provider takes up the mobile operator’s role in roaming management and assumes the operator’s PLMN_ID in its hosted SEPP instance. 
5GMRR therefore proposes the following list of requirements to consider for enhancement of the 5G SA roaming eco-system. 
	Service
	Requirements

	Management of roaming connections
	The IPX provider shall be able to provide a hosted SEPP service to manage roaming connections on behalf of the client MNO. As far as the roaming partners of the client MNO are concerned, the 5G SA roaming connection terminates at IPX provider, while the connection between client MNO and IPX provider can considered to be private, 5GMRR is looking for a single standard solution based on SEPP/N32. 

	Regional Breakout (RBO) 
	RBO is a well-established service in 3G/4G that allows IPX providers to deliver low latency user-plane breakout services without full LBO interconnection.  RBO breakout all the user plane traffic of a homed-routed PDU session from a roaming UE to the data network via IPX providers, as an alternative to the current Local-breakout and Home-routed models.  IPX providers usually have regional coverage so RBO reduces the round-trip times compared to “normal” home routed model when all the user plane traffic is home-routed.   



5. Request to 3GPP
GSMA NRG 5GMRR kindly requests 3GPP SA1, SA2 and SA3 to consider the above requirement for IPX providers and to provide advice on how they can be supported using current specifications.  Moreover, the group kindly requests SA1, SA2 and SA3 to update their specifications in order to support requirement that are currently not covered.
Once the 3GPP specifications support the requirement, the GSMA will be able to support the IPX use cases that are established in roaming to date and that should be provided for 5G SA roaming and interconnect, too.
5GMRR would like to work together with 3GPP in order to develop solutions that meet these requirements while complying to the 5GS architecture and security specifications.
6. Actions:
GSMA 5GMRR kindly asks 3GPP to take the following actions:
3GPP SA1 to update their specifications in order to support IPX provider requirements that are currently not covered.

3GPP SA2 to enhance the 5G architecture to meet the IPX provider requirements.
3GPP SA3 to define a security solution that includes the IPX providers requirements
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