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Abstract of the contribution: This contribution proposes texts for a new clause on security aspects of TS 23.586v0.1.0. 
1.
Discussion
A new clause of TS 23.586 is proposed based on the security issues identified in TR 23.700-86v1.3.0.
2.
Text proposal
It is proposed to agree the following changes to TS 23.586:
* * * * First change * * * *

5.X
Security
Ranging based services and Sidelink Positioning mainly concern the location related information of the involved UEs which is privacy sensitive. Hence privacy protection is of essential importance for Ranging/SL positioning services. Privacy protection is a feature to control which UE or AF is allowed or not allowed to acquire the Ranging/Sidelink Positioning information.
Ranging based services and Sidelink Positioning are normally carried out by the UEs of various roles, each of which has different executive functions. Any UE in a service playing unauthorized role may lead to service impediment, privacy violation or charging invalidation. Service access authorization is needed to assure UEs involved in the Ranging/Sidelink Positioning procedure is authorised to use or to provide the service performing in the authorised role. 

The details are specified in TS 33.xxx [aa].
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