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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc122416702][bookmark: _Toc70079009][bookmark: _Toc66391722][bookmark: _Toc122416713][bookmark: _Toc70929965]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [5] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
CDN	Content Delivery Network
FEC	Forward Error Correction
FSA	Frequency Selection Area
LL SSM	Lower Layer SSM
MBMS	Multimedia Broadcast/Multicast Service
MBS	Multicast/Broadcast Service.
MBSF	Multicast/Broadcast Service Function.
MBSTF	Multicast/Broadcast Service Transport Function.
MB-SMF	Multicast/Broadcast Session Management Function.
MB-UPF	Multicast/Broadcast User Plane Function
MSK	MBS Service Key
MTK	MBS Traffic Key
PTM	Point To Multipoint
PTP	Point To Point
SSM	Source Specific IP Multicast address.
TMGI	Temporary Mobile Group Identity
* * * * First change * * * *
5.3.0	Service-based interfaces
The 5G System Architecture for MBS contains the following service-based interfaces:
Nmbsmf:	Service-based interface exhibited by MB-SMF. Further details are described in clause 9.1.
Npcf:	Service-based interface exhibited by PCF. Further details are described in clause 9.2.
Namf:	Service-based interface exhibited by AMF. Further details are described in clause 9.3.
Nnef:	Service-based interface exhibited by NEF. Further details are described in clause 9.4.
Nmbsf:	Service-based interface exhibited by NEF. Further details are described in clause 9.5.
NOTE X:	For the interfaces related to MBS security, see TS 33.501 [20].
* * * * Second change * * * *
[bookmark: _Toc122416714]5.3.1	Reference point
The 5G System Architecture for MBS contains the following new reference points:
N3mb:	Reference point between the RAN and the MB-UPF.
N4mb:	Reference point between the MB-SMF and the MB-UPF.
N6mb:	Reference point between the MB-UPF and the AF/AS.
N7mb:	Reference point between the MB-SMF and the PCF.
N11mb:	Reference point between the AMF and the MB-SMF.
N16mb:	Reference point between the SMF and the MB-SMF.
N19mb:	Reference Point between the UPF and the MB-UPF.
N29mb:	Reference point between the MB-SMF and the NEF.
Nmb1:	Reference point between the MB-SMF and the MBSF.
Nmb2:	Reference point between the MBSF and the MBSTF.
Nmb5:	Reference point between the MBSF and the NEF.
Nmb8:	Reference point between the MBSTF and the AF.
Nmb9:	Reference point between the MB-UPF and the MBSTF.
Nmb10:	Reference point between the MBSF and the AF.
Nmb12:	Reference point between the MBSF and the PCF.
Nmb13:	Reference point between the MB-SMF and the AF.
[bookmark: _Toc70079021]5G System Architecture for MBS reuses the existing reference points of N1, N2, N4, N10, N11, N30 and N33 with enhancement to support MBS.
NOTE X:	For the interfaces related to MBS security, see TS 33.501 [20].
* * * * Second change * * * *
[bookmark: _Toc122416763]6.11	Service Announcement
Service Announcement provides the UE with descriptions specifying the multicast or broadcast services to be delivered as part of MBS Session.
The Service Announcement includes the MBS Session ID(s), which is represented by TMGI or a Source Specific IP Multicast Address, for the service. When the MBS Session ID is Source Specific IP Multicast Address, the Service Announcement may include the PLMN ID of the PLMN and NID for an SNPN in which the service is delivered.
The Service Announcement includes an MBS Service Type, which indicates whether the MBS Session for the service is multicast or broadcast.
NOTE 1:	A Source Specific IP Multicast Address as MBS Session ID indicates a Multicast MBS session.
For local MBS service, the Service Announcement may include the MBS service area. The MBS service area used by AF can be Cell ID list, TAI list, geographical area information or civic address information. Amongst them, Cell ID list and TAI list shall only be used by AFs who reside in trust domain, and when the AFs are aware of such information.
If the MBS Session is multicast, the Service Announcement may include the DNN and S-NSSAI of the PDU Session to indicate which PDU Session is associated with the MBS Session.
NOTE 2:	For multicast, AF or MBSF provides Service Announcement only after the MBS information is available to 5GC or the start time need be included, to avoid potential rejection sent by SMF of the MBS session join request.
NOTE 3:	The MBS Service related information, e.g. default PLMN ID, DNN and S-NSSAI can be pre-configured in the UE.
NOTE 4:	If DNN and S-NSSAI information is not provided in the service announcement or pre-configured, how UE determines the PDU session to join the MBS Session is implementation specific.
If the MBS Session is broadcast, the Service Announcement may include the MBS FSA ID(s) and optional frequency information associated with the broadcast MBS session.
The Service Announcement may be provided to a UE by AF or MBSF, or may be retrieved by the UE from those entities.
NOTE 5:	How the UE can get the Service Announcement from other entities is not specified.
NOTE 6:	Service announcement can comply with TS 26.502 [18] and TS 23.289 [21] or follow an application specific format.
NOTE X:	For supporting MBS security function, information included in Service Announcement is defined in TS 26.502 [18].  
* * * * Third change * * * *	Comment by Huawei user: Changes on this clause can be merged into the documents from Qualcomm. 
[bookmark: _Toc122416765]6.13	MBS Security function
Security function may be used to protect MBS related signalling/data. Detailed descriptions of security requirements, procedures and handling for 5G Multicast/Broadcast Service (MBS) are provided in TS 33.501 [20].
MBS security function is implemented in the MBSF/MBSTF so that it can be applied only when MBSF/MBSTF are used (i.e. Configuration option 2 and 3). For configuration option 1 how to support MBS security is out of 3GPP scope of this specification.
For supporting security function for control plane procedure, The the following additions for MBS multicast control plane procedures in the present specification apply if the MBS security function for multicast as defined in TS 33.501 [20] is used:
-	The multicast session security context, as defined in TS 33.501 [20], is used to protect MBS traffic of an MBS session. During the session establishment and when a UE joins, the multicast session security context contains MSK and MTK.
-	The UEs in the MBS session use the received multicast session security context to process the protected MBS traffic.
-	MBSF distributes the multicast session security context to the MB-SMF via the Nmbsmf_MBSSession_Create Request or Nmbsmf_MBSSession_Update Request message.
-	The SMF interacts with the MB-SMF to obtain the multicast session security context. The MB-SMF provides the security context in the Nmbsmf_MBSSession_ContextStatusSubscribe response message and in the Nmbsmf_MBSSession_ContextStatusNotify request message.
-	If the UE is authorized to join the Multicast MBS session, the SMF shall provide the multicast session security context to the UE in N1 SM container if it received the multicast session security context from the MB-SMF.
-	When the MSK needs to be updated, MBSF shall send the updated multicast session security context to the MB-SMF, and then the MB-SMF shall trigger the session update as specified in clause 7.2.6 to provide the updated multicast session security context to the UEs in the related MBS session. The updated multicast session security context shall contain an updated MSK and may contain an updated MTK in addition.
NOTE 1:	If no MSK but only the MTK is to be updated, the session update described in the previous bullet is not triggered and the MTK is updated as defined in TS 33.501 [20].
NOTE 2:	Interaction between MBSF and MBSTF will be defined in TS 33.501 [20] and TS 26.502 [18].
NOTE 3:	Clause 9.1 defines the services for supporting security function for control plane procedure. The additions to the user plane procedure to support the security function for multicast and broadcast can be used as defined in TS 33.501 [20].
* * * * Fourth change * * * *
[bookmark: _Toc122416908]Annex A (normative):
Configuration options at Service and/or Application for MBS
Figure A-1 provides the reference architecture with all configuration variants for Application Function interaction with 5G Core Network, usage of NEF or MBSF in the control plane, and usage of N6, MB2-U or xMB-U in user plane.


Figure A-1: Configuration options at Service and/or Application
The following characteristics describe each of the Configuration options:
-	Configuration Option 1: No MBSF:
-	This configuration is used for Transport Only Mode (i.e. MBS provides only transport of MBS data in a transparent manner without modifying the data), when the Multicast service or Broadcast service does not require service layer interworking with LTE MBMS.
-	The control plane entry point for the Application Function outside the trusted domain towards 5GC to request establishment of an MBS session is the NEF via N33.
-	An application function within the trusted domain can directly use the N30, N5 and N29mb service based interfaces. In this case some NEF functionality related to PCF and MB-SMF interaction is incorporated in AF.
NOTE 1:	Application function within the trusted domain selects MB-SMF based on e.g. its local configuration, or query NRF based on location, etc.
-	The user plane entry point for the Application Function towards 5GC is the MB-UPF via N6mb.
-	Configuration Option 2: MBSF, N33 towards AF:
-	This configuration may be used for Service Mode (i.e. MBS provides service layer capability, allows to modify the data), or when service layer interworking with LTE MBMS is required, or when MBS security function is used (see clause 6.13).
-	When interworking with LTE MBMS for Transport Only Mode services, N33/Nmb5 and Nmb8 provide the same functionalities as N33/N13mb and N6mb respectively.
-	The control plane entry point from the Application Function to request establishment of an MBS session is the NEF via N33.
-	The user plane entry point for the Application Function towards 5GC is the MBSTF via MB2-U, xMB-U or Nmb8.
-	The NEF and MBSF may be collocated.
-	If the MBSF is not collocated with the NEF, the reference point between the NEF and MBSF is Nmb5.
-	An application function within the trusted domain may be collocated with MBSF.
-	Configuration Option 3: MBSF, MB2-C/xMB-C/Nmb10 towards AF:
-	This configuration may be used for Service Mode (xMB-C or Nmb10), or when interworking with LTE MBMS is required (MB2-C, xMB-C or Nmb10), or when MBS security function is used (see clause 6.13).
-	When interworking with LTE MBMS for Transport Only Mode services, Nmb10 and Nmb8 provide the same functionalities as Nmb13 and N6mb respectively.
-	The control plane entry point from the Application Function to request establishment of an MBS session is the MBSF via MB2-C, xMB-C or Nmb10.
-	The user plane entry point for the Application Function is the MBSTF via MB2-U, xMB-U or Nmb8.
For service mode, MBSF shall be used, i.e. either Configuration 2 or Configuration 3 shall be used. In this case, the MBSF instructs the MBSTF to modify the MBS data (e.g. including the FEC or MBS data transcoding).
For Configuration Option 2 and Option 3, when interworking with LTE MBMS is used, LTE MBMS and MBS use the same mode (i.e. both use Transport Only Mode or Service Mode).
For Transport Only mode:
-	If interworking with LTE MBMS at 5GC is required for the service, MBSF and MBSTF shall be used, i.e. either Configuration 2 or Configuration 3 shall be used.
-	If interworking with LTE MBMS is not required for the service, MBSF and MBSTF are optional.
NOTE 2:	Interworking providing by AF is out of scope of this specification.
MBSTF shall be used when MBSF is used.
Any particular deployment may support any combination of these configurations.
* * * * End of changes * * * *
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