3GPP TSG-WG SA2 Meeting #155 	S2-2302522
Athens, Greece, 20 – 24 February 2023

Title:	[DRAFT] LS on PDU Set Identification

Response to:	
Release:	Release 18
Work Item:	XRM

Source:	SA2
To:	CT3
Cc:	SA4

Contact Person:	
Name:	Dario S. Tonesi
Tel. Number:	
E-mail Address:	dtonesi AT qti DOT qualcomm DOT com

Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org 	

Attachments:	CR4046RX vs. TS 23.501


1. Overall Description:
Within the context of the Rel-18 work on extended reality and multimedia services (XRM), SA2 has concluded the following (see TS 23.700-60 clause 8.4)

[bookmark: _Toc117496843][bookmark: _Toc122518065]8.4.2.2 PDU Set Information identification on UPF and supported N6 protocols
The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-	By matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking/AV1 RTP payload format [68] are supported).
NOTE 1:	In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
NOTE 2: Support of new RTP header extension for PDU Set identification depends on progress in SA4 5G_RTP WI.
-	By UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.

SA2 has then agreed the attached CR.


2. Actions:
To CT3: 
ACTION: 	SA2 kindly ask CT3 to take the above into account and to update their specifications to enable the PDU Set Information detection by the UPF according to the headers and payloads indicated above.

3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #156	17-21 April 2023		e-meeting
TSG-SA2 Meeting #157	22-26 May 2023		Berlin, Germany
