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Abstract of the contribution: it is proposed conclusion proposal for KI#8.
1. Discussion
There is two ENs needs to be fixed in KI#8.
Editor's note:
How 5GC derives the above information is FFS.
Editor's note:
How 5GC derives the above information is FFS.
The following EN related to Traffic jitter/periodicity was left from TR 23700-60 v1.2 to be resolved:
SA4 (S4aV220921) replied to S2 with the following:

	Q4: SA2 discussed the possibility to receive a jitter range associated with Data Burst periodicity by AF/AS to 5GS. SA2 would like SA4 whether it is feasible for the AF/AS to provide such jitter range to 5GS. 

SA4 response:

· Assuming the jitter as being the variance on the release of the Coded Picture Buffer or the RTP output buffer 

· the application server cannot recognize the jitter range happened in the intermediate path between the application server and the UE within 5GS. The application server can only recognize the jitter range at the server side.

· Such a jitter may vary during operation depending on cloud encoder load, content complexity, and many other factors. Obviously, it will be the attempt of a good video encoder to minimize the delay of encoding for each frame and make sure that real-time encoding can be maintained. However, SA4 does neither have a study nor any requirements on the performance of video encoders in real-time XR services.




<How 5GC derives Periodicity>
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Figure1: RTP header 
As shown in the RTP header, a timestamp is present to reflect the sampling instant of the first octet in the RTP data packet. It is added by the RTP sender, i.e. the server or the client of the application. Also the timestamp increment is the time interval between sending the second RTP packet and sending the first RTP packet. The timestamp is used for the desired synchronization accuracy and for measuring packet arrival jitter.
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Figure2: An example of a XR flow with periodicity  
An example is shown in figure2, according the timestamp of each packet of a XR flow, obviously, the following information can be detected: 

· whether the flow with the characteristic of periodicity.

· which packet belong to which data burst, e.g. the start packets of each burst.  

Observation1: by using the PDU header information e.g. timestamp, the following information can be detected:1) whether the flow with the characteristic of periodicity. 2)which packet belong to which data burst, e.g. the start packets of each burst.  
In case of the XR flow with with the characteristic of periodicity, as long as detecting the arrival time 1st arrived packet of each burst, the periodicity can be derived, as shown in Figure3.
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Figure3: periodicity estimation based on the arrival time interval between 1st arrived packet of bursts
Observation2: The periodicity can be detected, e.g. based on the statistics of the time interval between 1st arrived packet of two successive bursts. the 1st arrived packet of each burst can be detected based on the T2 and the time stamp.
<How 5GC derives jitter associated periodicity>
Ideally, jitter range due to the encoding process should be closed to zero. Main jitter is due to the intermedia path between the server and RAN.
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Figure4: estimation of jitter associated periodicity
The Jitter can be = the real burst start time (i.e. the arrival time of 1st arrived packet of burst) – the predicted burst start time. as shown in the jitter in the Figure4 
· When the periodicity is known, the predicated Nth burst start time can be the (N-1)* periodicity+1st arrived packet of 1st burst.

· The real burst start time (i.e. the arrival time of 1st arrived packet of the burst) should be recorded by the RAN. But RAN cannot distinguish which packet belong to which burst, e.g. 5th packet and 6th packet in Figure4. UPF knows 6th packet is 2nd burst’s packet based on its timestamp but doesn’t know the arrival time at RAN. However, thanks to QoS monitoring as described in TS 23.501[2] clause 5.33.3.2, RAN has support to record the arrival time T2 of DL packet and respond it to the UPF, so the UPF can detect the T2 of 1st arrived packet of each burst.
Observation3: The jitter range can be detected, e.g. based on the statistics of each jitter (e.g. the real burst start time (i.e. T2 of the 1st arrived packet of burst) – the predicted burst start time).
	5.33.3.2
Per QoS Flow per UE QoS Monitoring

-
The NG-RAN records the local time T1 received in the GTP-U header and the local time T2 at the reception of the DL monitoring packets.
-
When receiving an UL packet from UE for that QFI or when the NG-RAN sends a dummy UL packet as monitoring respondse (in case there is no UL service packet for UL packet delay monitoring), the NG-RAN encapsulates QMP indicator, the RAN part of UL/DL packet delay result, the time T1 received in the GTP-U header, the local time T2 at the reception of the DL monitoring packet and the local time T3 when NG-RAN sends out this monitoring respondse packet to the UPF via N3 interface, in the GTP-U header of the monitoring respondse packet.


<burst boundary when EOB is not provided>
In some scenario, e.g. the number of packets is unequal within different data bursts, the End of burst indication cannot be accurately identified based on the RTP header. When EOB cannot be provided, Data burst identify is beneficial for RAN identify the boundary. 
Furthermore, in previous LS, RAN used to identify the useful information for power saving, all of them are PDU Set level, including PDU Set identity, PDU Set periodicity, PDU set end indication, etc. In SA2 reply LS, we correct the granularity from PDU Set to data burst. The Data burst identify should follow the principle of RAN requirement.

Observation4: Data burst identify is beneficial for RAN identify the boundary, especially when EOB cannot be provided.

2. Summary 
Observation1: by using the PDU header information e.g. timestamp, the following information can be detected:1) whether the flow with the characteristic of periodicity. 2)which packet belong to which data burst, e.g. the start packets of each burst.  
Observation2: The periodicity can be detected, e.g. based on the statistics of the time interval between 1st arrived packet of two successive bursts. the 1st arrived packet of each burst can be detected based on the T2 and the time stamp.
Observation3: The jitter range can be detected, e.g. based on the statistics of each jitter (e.g. the real burst start time (i.e. T2 of the 1st arrived packet of burst) – the predicted burst start time).
Observation4: Data burst identify is beneficial for RAN identify the boundary, especially when EOB cannot be provided.

Proposal1: it is proposed the following update to the conclusion for KI#8.

3. Proposal

This paper proposes the following conclusion update for KI#8 to TR 23.700-60.

* Start of change * 

8.8
Interim Conclusion for Key Issue #8

The following information, to be provided to the NG-RAN at PDU Session Establishment/Modification via an NGAP Message, is taken as baseline for normative work:

-
Periodicity for UL and DL traffic of the QoS Flow. In addition to integer periodicity values, non-integer values associated to, e.g. 15 FPS, 30 FPS, 45 FPS, 60 FPS, 72 FPS, 90 FPS, 120 FPS, shall be supported. Such information shall be exchanged by re-using/extending the TSCAI/TSCAC definitions in clause 5.27.2.1 of TS 23.501 [2].

NOTE 1: 
The above information can be provided to the 5GC by the AF via an NEF API. The 5GC can further derive, or be configured, with such information.


-
Traffic jitter information (e.g. jitter range) associated with each periodicity. The SMF requests the UPF to measure jitter for a given periodicity. Based on the jitter measurements, 5GC derives jitter information and forwards it to the RAN along with periodicity via CP signalling.

NOTE 2: 
How the 5GC derives the jitter information is left for normative phase.
The AF may provide assistant information to 5GC and assist the UPF to detect the end of Data Burst: 

NOTE 3:
Whether this assistant information based on indication of only one media unit within each data burst or based on RTP extension header or both can be discussed in normative work.

The following information for DL traffic, to be provided to the NG-RAN with in-band signaling via GTP-U header, is taken as baseline for normative work:

-
Optional, End of Data Burst indication in the header of the last PDU of the Data Burst.
NOTE 4:
It is assumed that the PDU with the End of data burst indication is received by the NG-RAN after all other PDUs of the Data Burst.

The UPF detects the end of a Data Burst the and marks the End of Data Burst indication over GTP-U based on information provided by the AS in the PDU (e.g. "End" in the RTP extended header when only one media unit (e.g. NAL Unit) within each data burst).
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