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1.	Background
According to solution#13 in TR 23.700-80, the AIML transport routing configuration information is defined, per AIML Application ID, to be provisioned to the UE via PCO and consists of:
-	The AI/ML AF address: This can be FQDN(s) and/or IP address(es) and or non-IP address(es) that the UE or the AI/ML application client on the UE can communicate to the AI/ML AF or any associated AI/ML applications server(s).
-	The AI/ML DNS server address: This can be optionally used by the UE or the AI/ML Application client on the UE to resolve the AI/ML AF address from a FQDN to the IP address of the AI/ML AF or any associated AI/ML application server(s).
-	The authentication information that enable the AI/ML AF (or any associated AI/ML applications servers) and the UE (or the AI/ML Application client on the UE) to verify the authenticity the AI/ML traffic exchanged.
NOTE 1:	The authentication, authorization and user consent info is out of SA WG2 scope.
The AI/ML transport routing configuration information may be provided by the AI/ML AF using Nnef_TrafficInfluence.
The following Editor´s Note was added to KI#5 Conclusions:
Editor's note:	Whether the need to extend AFinfluenceontrafficrotuing to provide the AI/ML transport routing configuration information is FFS.
This document discusses how to resolve this Editor´s Note in relation of AI/ML AF address and AI/ML DNS server address, and assumes that the authentication information is not in the scope of SA2 work as per description in the TR.
2.	AI/ML AF address provisioning via PCO to the UE
TS 23.548 already defines how to provision the ECS configuration information to the UE via PCO. The ECS configuration information includes both the ECS address and may include the identifier of the service provider. The ECS configuration information is considered similar to the AI/ML AF address provisioning to the UE via PCO that aims to provide the AI/ML AF address per AI/ML Application ID.
Regarding the procedure to enable the AF to provide the AF configuration information, that is used by SMF to provide it to the UE via PCO, this is also defined in 23.502 and in 23.548 clause 6.5.4.3 to be using Nnef_ParameterProvision service. On the other hand, Nnef_TrafficInfluence is defined to influence UPF (re-)selection and routing traffic to a local access identified by a DNAI and not to build the PCO towards the UE. 
Proposal 1: Provision AF configuration information using Nnef_ParameterProvisioning, instead of Nnef_TrafficInfluece. The AF configuration information contains the AF address and optionally the identifier of the service provider.
Proposal 2: Define AF configuration information, not specific for AIML AF, it is already supported to provide AF address configuration information using Nnef_ParameterProvisioning.
3.	AI/ML DNS server address provisioning via PCO to the UE
The SMF provides a list of DNS Server(s) addresses(es) to the UE via PCO during the PDU Session establishment or modification procedure. This list of DNS Servers addresses is used to resolve any FQDN, identifying any Application, into an IP address(es). In our view, there is no reason to define a DNS server that is specific for AIML AF FQDN into IP address resolution.
Proposal 3: The Address(es) of the DNS server(es) provided for the PDU Session are used for all Applications, including AI/ML Applications. As such there is no need for the AI/ML server to provide it to the SMF via UDM or UDR either.
2.	Text proposal
It is proposed to agree the following changes vs. TS 23.700-80:
[bookmark: _Hlk67396857]* * * * First change * * * *
[bookmark: _Toc117601959][bookmark: _Toc113178249]8.5	Key Issue #5: 5GC Enhancements to enable Application AI/ML Traffic Transport
First Step: AI/ML data transfer window negotiation mechanism: It is agreed to consider the following principles some of them are based on solution#10, this principle are the basis for KI#5 conclusions:
	When the AF requests the network to provide QoS with individual QoS parameters, one or more Requested Alternative QoS Parameter Set(s) in a prioritized order. Each Requested Alternative QoS Parameter Set is comprised of the following individual parameters: Requested 5GS Delay and Requested Guaranteed Flow Bitrate.
-	Principle 1: A new Application Data Transfer (ADT) policy is adopted to support application data transfer. The ADT policy includes a list of recommended time window(s) with predicted QoS parameters per UE per time window for the Application data transfer to start. The predicted QoS corresponds to one of the Requested QoS or Requested Alternative QoS that was requested by the AF.
-	Principle 2: The AF includes QoS requirements and possibly Alternative QoS Profile(s) with a combination of QoS parameters to which the application data traffic transmission is able to adapt , in the ADT policy negotiation request.
NOTE 1:	The Alternative QoS Profile also includes the GFBR, however this is part of the AF request for ADT negotiation as it is not possible to derive a GFBR from the Network Performance Analytics and the Data Network Performance Analytics.
NOTE 2:	AF includes the expected minimum QoS requirement from the network.
-	Principle 3: The PCF uses the extended Network Performance Analytics of NWDAF to derive the candidate time window(s) that may fulfil the requirements requested from AF. The PCF generates the list of ADT policies and feedback it to the AF. The QoS parameters in the ADT policy are determined by PCF based on the list of individual QoS parameters and the requested Alternative QoS Profile(s) from the AF.
-	The Network Performance Analytics support the following analytics outputs (other outputs may be discussed during normative phase). If and how to extend Network Performance Analytics and which input data to use will be discussed in normative phase.
-	Overall Average and Maximum Packet Delay for UL/DL per UE per time window;
-	Overall Average and Maximum Packet Loss Rate for UL/DL per UE per time window;
-	Overall Average, Minimum and Maximum Traffic rate for UL/DL per UE per time window.
-	Principle 5: The AF selects one of the ADT policies provided by PCF which may most fit for its requirement and indicate it to the PCF.
-	The Application traffic could be non GBR type or GBR type. The AF can provide Alternative QoS profile(s) for GBR flows only.
Second step - Application Data Transmission:
-	When the Application AI/ML begins e.g. to transport intermediate data, local training data, inference results, or model performance data, through 5GS, the AF can leverage the either existing service Nnef_AFsessionWithQoS_Create request message as described in clause 4.15.6.6 of TS 23.502 [4], including the specific QoS parameters for the AF session or new AF service which will be further determined during the normative phase.
Editor's note:	Whether the need to extend AFinfluenceontrafficrotuing to provide the AI/ML transport routing configuration information is FFS.
Charging for Application AIML traffic transport:
-	Based on operator policy, charging of different Application AI/ML traffic needs to be perform, however, do not expect any normative work on this aspect in the SA WG2 specifications.
NOTE 3:	An alignment can be required (if any) in the normative based on the outcome of SA WG5.
The AF configuration information ,used for application AI/ML transport, is provisioned by the AF to the UE via application layer and may contain AF address(es), so no normative work is required.


The resolution of the AF address from a FQDN to the IP address of the AF or any associated AI/ML application server(s) is performed using the DNS server address for the PDU Session that is provided to the UE as defined in TS 23.501 [3] clause 5.6.10.1. 
No normative work is needed to provide authentication information to the UE for the UE to AI/ML traffic exchange.
* * * * End of changes * * * *
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