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[bookmark: _Toc20203939][bookmark: _Toc27894624][bookmark: _Toc36191691][bookmark: _Toc45192777][bookmark: _Toc47592409][bookmark: _Toc51834490][bookmark: _Toc83303923]* * * Start of Changes * * * 

[bookmark: _Toc20204193][bookmark: _Toc27894882][bookmark: _Toc36191960][bookmark: _Toc45193050][bookmark: _Toc47592682][bookmark: _Toc51834769][bookmark: _Toc114668144]4.15.3	Event Exposure using NEF
[bookmark: _Toc20204194][bookmark: _Toc27894883][bookmark: _Toc36191961][bookmark: _Toc45193051][bookmark: _Toc47592683][bookmark: _Toc51834770][bookmark: _Toc114668145]4.15.3.1	Monitoring Events
The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection and the event reporting to the requested party.
To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. If the AMF/SMF in the VPLMN determine that normalisation of an event report is required, the AMF/SMF normalises the event report before sending it to the NEF.
The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM, the AMF, the SMF, the NSACF and the GMLC enables NEF to configure a given Monitor Event at UDM, AMF, SMF, NSACF or GMLC and reporting of the event via UDM and/or AMF, SMF, NSACF or GMLC. Depending on the specific monitoring event or information, it is the AMF, GMLC, NSACF or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.
The following table enumerates the monitoring events and their detection criteria:
Table 4.15.3.1-1: List of events for monitoring capability
	Event
	Detection criteria
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication (see NOTE 4).
The AF may provide a Maximum Detection Time, which indicates the maximum period of time without any communication with the UE after which the AF is to be informed that the UE is considered to be unreachable (see NOTE 7).
	AMF

	UE reachability
	Detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g. Periodic Registration Update timer. It indicates when the UE becomes reachable for sending downlink data to the UE.
The AF may provide the following parameters:
[bookmark: _PERM_MCCTEMPBM_CRPT36040002___2]1)	Maximum Latency;
2)	Maximum Response Time;
3)	Suggested number of downlink packets. (see NOTE 5 and NOTE 7).
This event requires the Reachability Filter set to UE reachable for DL traffic" (see clause 5.2.2.3.1-1). For the usage of this event, see clauses 4.2.5.2 and 4.2.5.3.
When requesting UE reachability monitoring, the AF may in addition request Idle Status Indication to be included in the UE reachability event reporting.
	AMF, UDM

	Location Reporting
	This event is detected based on the Event Reporting Information Parameters that were received in the Monitoring Request (one-time reporting, maximum number of reports, maximum duration of reporting, periodicity, etc. as specified in clause 4.15.1).
It reports either the Current Location or the Last Known Location of a UE.
When AMF is the detecting NF:
One-time and Continuous Location Reporting are supported. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location (see NOTE 1).
For One-time Reporting with immediate reporting flag set, AMF reports the Last Known Location immediately.
When AMF is the detecting NF:
If the immediate reporting flag is not set, the AMF reports the UE Current Location (In case the AMF does not have the UE current location in the granularity as requested by the location report, the AMF retrieves the information via NG-RAN Location reporting procedure as defined in clause 4.10).
When GMLC is the detecting NF:
Immediate and Deferred Location Reporting is supported. For Deferred Location Reporting the event types UE availability, Area, Periodic Location and Motion are supported.
	AMF, GMLC

	Change of SUPI-PEI association
	This event is detected when the association between PEI and subscription (SUPI) changes (USIM change).
	UDM

	Roaming status
	This event is detected based on the UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification is sent when that status changes. (see NOTE 2).
If the UE is registered via both 3GPP and N3GPP Access Type, then both instances of Roaming status are included.
	UDM

	Communication failure
	This event is detected when RAN or NAS level failure is detected based on connection release and it identifies RAN/NAS release code.
	AMF

	Availability after Downlink Data Notification failure
	This event is detected when the UE becomes reachable again after downlink data delivery failure.
When requesting Availability after Downlink Data Notification failure monitoring, the AF may in addition request Idle Status Indication to be included in the UE reachability event reporting.
	AMF

	PDU Session Status
	This event is detected when PDU session is established or released. (see NOTE 6)
	SMF

	Number of UEs present in a geographical area
	This event is detected based on the Event Reporting Information Parameters that were received in the Monitoring Request (Level of aggregation, Sampling ratio, see clause 4.15.1).
It indicates the number of UEs that are in the geographical area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	CN Type change
	The event is detected when the UE moves between EPC and 5GC. It indicates the current CN type for a UE or a group of UEs when detecting that the UE switches between being served by a MME and an AMF or when accepting the event subscription. (see NOTE 3)
	UDM

	[bookmark: _PERM_MCCTEMPBM_CRPT36040005___2][bookmark: _PERM_MCCTEMPBM_CRPT74120003___2]Downlink data delivery status
	It indicates the downlink data delivery status in the core network. Events are reported at the first occurrence of packets being buffered, transmitted or discarded, including:
[bookmark: _PERM_MCCTEMPBM_CRPT36040003___2]-	Downlink data in extended buffering, including:
[bookmark: _PERM_MCCTEMPBM_CRPT36040004___2]-	First data packet buffered event
-	Estimated buffering time, as per clause 4.2.3.3
-	First downlink data transmitted event
-	First downlink data discarded event
	SMF

	UE reachability for SMS delivery
	For SMS over NAS, this event is detected when an SMSF is registered for a UE and the UE is reachable as determined by the AMF and the UDM.
For SMS over IP, the event is detected when the UE is reachable as determined by the AMF and the UDM regardless of an SMSF being registered.
This enables the UE to receive an SMS. See clauses 4.2.5.2 and 4.2.5.3 (see NOTE 8).
	UDM

	UE memory available for SMS
	This event is detected when the UE memory is available for SMS as determined by the AMF and the UDM. This enables to trigger Alert for SMS. See clause 5.1.8 of TS 23.540 [84]
	UDM

	Number of registered UEs or established PDU Sessions
	It indicates the current number of registered UEs or established PDU Sessions for a network slice that is subject to NSAC.
For One-time Reporting with Immediate Reporting Flag set, NSACF reports the number of registered UEs or established PDU Sessions immediately.
	NSACF

	Area Of Interest
	It indicates change of the UE presence in the Area Of Interest.
	AMF, GMLC

	Group-MBR monitoring
	The bit rates of a set of specific QoS flows of a group of UEs’ PDU sessions are reported by the UEs’ respective serving PSA UPFs to NEF. The collected bit rates  reported by UPFs are aggregated by the NEF.  The aggregated bit rate is then compared against the AF provisioned Group-MBR threshold.   If the aggregated bit rate exceeds the Group-MBR threshold, the NEF notifies the AF for such NEF event. 
	NEF

	NOTE 1:	Location granularity for event request, or event report, or both could be at cell level (Cell ID) or TA level. The granularity can also be expressed by other formats such as geodetic uncertainty shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF to AMF specific granularity levels.
NOTE 2:	Roaming status means whether the UE is in HPLMN or VPLMN based on the most recently received registration state in the UDM.
NOTE 3:	CN type of CN Type change event is defined in clause 5.17.5.1 of TS 23.501 [2].
NOTE 4:	In the case of UDM service operation information flow, the UDM should set the subscribed periodic registration timer to a smaller value than the value of Maximum Detection Time, since the value of the mobile reachable timer is larger than the value of the periodic registration timer.
NOTE 5:	Maximum Latency, Maximum Response Time and Suggested number of downlink packets are defined in clause 4.15.6.3a.
NOTE 6:	The NEF makes a mapping between the 5GS internal event "PDU Session Status" and the T8 API event "PDN Connectivity Status".
NOTE 7:	The preferred method for provisioning Network Configuration Parameters is External Parameter Provisioning specified in clause 4.15.6.3a. Provisioning event specific parameters as part of Monitoring Request is expected to be used only by the AF that does not support Parameter Provisioning procedure specified in clause 4.15.6.3a.
NOTE 8:	The NEF maps between the T8 API event "UE reachability" with reachability type SMS and the 5GS internal event "UE reachability for SMS delivery" for SMS over NAS.
	The event "UE reachability for SMS delivery" for SMS over IP is used by HSS as described in clause 5.5.6.3 of TS 23.632 [68].




* * * Next Changes (all new) * * * 

[bookmark: _Toc114668162]4.15.3.2.X	Information flow for Group-MBR Monitoring support by NEF 
This clause describes how AF subscribes to the new Group-MBR monitoring event from NEF Event Exposure service which is responsible for coordinating a group of UPFs to report their respective bit rates of a specific set of QoS flows that are specified by the AF.  The AF identifies the set of QoS flows among the group of PDU sessions which serve a group of target UEs selected by the AF to support the specific application group transmission.   The AF may update the Group-MBR threshold, the frequency of the reporting and the maximum duration of the reporting which may have been provisioned in the UDR of the 5GC.    
The PCF(s) which serve the target UE(s) will be notified of the update of the application data set information triggered by the NEF as the result of the Group-MBR monitoring event.   The PCF will then trigger the N4 rules update between the respective SMF(s) and the UPF(s) which serve the target UE(s) to initiate the new individual UPF event, QoS Monitoring for Bit Rate Reporting for specific QoS flow(s).   
Based on the specified Frequency of Reporting cycle and the Target of Reporting, the UPF will report the bit rate for the specific QoS flow to the target NEF.   The NEF will then perform the aggregation among the group of reports from the UPFs and determine whether the aggregated bit rate exceeds the Group-MBR threshold.  If the aggregated bit rate exceeds the Group-MBR threshold, the NEF will then notify the AF for the subscribed event.  



Figure 4.15.3.2.X-1: Information Flow for extending the NEF Event Exposure as well as the UPF Event Exposure to support Group-MBR Monitoring
1.	Before the target Application group transmission operation is about to start, the AF which controls the operation initiates the Group-MBR monitoring event by subscribing to the NEF Event Exposure Service with 5G Core as described in clause 4.15.3.1 for the specific set of QoS flows of a group of PDU sessions that support a group transmission for an Application (e.g. FL operation). 
The AF’s request includes the Application Identifier, the target event which is the Group-MBR monitoring, the group of target UEs identified their IP addresses, the Application Identifier and the traffic filtering information, DNN, S-NSSAI, as well as the Maximum Duration of Reporting, Group Reporting Guard Time and Reporting Threshold as defined in the Event Reporting Information as specified in clause 4.15.1.   More specifically, the Reporting Threshold is corresponding to the Group-MBR threshold specified by the AF for the condition to receive the event notification from the NEF that the Group-MBR threshold is crossed.  The Group-MBR threshold may have different values for uplink and downlink.
2.&3. NEF authorizes the AF request, and may query BSF to map the UE IP addresses to the corresponding SUPIs as described in clause 4.15.10.  In the case of NEF Event Exposure request is for Group-MBR monitoring, the NEF stores or updates the data subset information (i.e.  the Group-MBR monitoring event, the SUPIs of group of target UEs, the Application Identifier and the traffic filtering information, DNN, S-NSSAI, as well as the Maximum Duration of Reporting, Reporting Guard Time) provided by the AF as described in step 1 above in the UDR together with the address of the NEF via the support of the UDR Data Management service as described in clause 5.2.12.2.
4.&5. The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = Group-MBR Monitoring, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and SUPI, Data sub key = IP address(es) of each of the corresponding SUPIs, Notification Target Address = NEF address information) as described in Table 5.2.12.2.1-1.
	In the case of Nnef_EventExposure_Unsubscribe: The NEF deletes the AF requirements in the UDR.
	The NEF responds to the AF.  
6.	The PCF(s) that have subscribed to modifications of UDR update (Data Set = Application Data; Data Subset = Group-MBR Monitoring, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and SUPI, Data sub key = IP address(es), Notification Target Address) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
7.&8. PCF authorizes and identify if existing target PDU session is subject to the Group-MBR Monitoring data subset by performing session binding, then for each of these PDU Sessions.  Then PCF triggers the QoS Monitoring for Bit Rate Reporting per QoS flow and updates the associated SMF with corresponding policy information as described in clauses 6.1.3.21 and 6.3.1 of TS 23.503 to trigger QoS Monitoring for Bit Rate Reporting per QoS Flow event for the corresponding PDU Session by invoking Npcf_SMPolicyControl_UpdateNotify service operation towards SMF.  The target of the QoS Monitoring report is NEF. 
	SMF acknowledges the PCF request with a Npcf_SMPolicyControl_UpdateNotify response.
9.&10. When the SMF receives the update of the policy information for the PDU session provided by the PCF as described in step 7 above, SMF initiates the requested action to trigger the QoS Monitoring for Bit Rate Reporting per QoS Flow in PSA UPF over N4 for the UPF service as described in clause 5.33.3 and in clause 5.2.26.2 of TS 23.501[2]. 
NOTE: The SMF first performs QoS Flow binding as described in TS 23.503[20] clause 6.1.3.2.4
11. The N4 policy enables SMF to provision the PSA UPF to report the bit rate for the specific QoS flow via Nupf_EventExposure_Notify to the NEF periodically between the Group Reporting Guard Times until Maximum Duration of Reporting is expired, or the NEF explicitly cancel the event. 
12.	The NEF sums up the bit rates of all the active QoS flows which are reported by the UPFs according to the frequency of reporting that is set to Group Reporting Guard Time.  If the given Application AI/ML traffic is asymmetric, the bit rate aggregation is done per uplink and downlink separately; otherwise, the bit rate aggregation is done per either uplink or downlink. NEF compares the aggregated bit rate of the uplink or downlink against the provisioned Group-MBR threshold for the uplink or downlink, accordingly.
13. If the aggregate bit rate exceeds the Group-MBR threshold specified by the AF, the NEF will notify the Application AI/ML AF via Nnef_EventExposure_Notify with the AF transaction Identifier.
14. AF may apply traffic mediation action in responding to the Group-MBR monitoring report (e.g. requesting 5G Core to apply traffic gating on specific QoS flow such as asking 5GC to block some of the flows) or may decide not to take any action other than using it for its own statistics or charging. The decision is local implementation decision is not within the scope of this procedure. 
15. The UPF bit rate monitoring event continues until the time for Maximum Duration of Reporting is expired, the time left until the Maximum duration of reporting is less than the Group Reporting Guard Time, or AF terminates the Group-MBR monitoring. The Group Reporting Guard Timer will restart and the UPF continues to perform the Bit Rate Reporting for the given QoS flow to the NEF periodically as described in steps 11-12 above. 
If AF wants to terminate the Group-MBR monitoring, AF sends either Nnef_EventExposure_Unsubcribe as described in clause 4.15.3.1 of TS 23.502.

* * * Next Changes * * * 
[bookmark: _Toc114668923]5.2.26.2.1	General
Service description: This service can expose UPF related information to other NFs. There is one operation for this service:
-	Notifying events on the PDU Session to the NFs.
The following events can be notified to a NF consumer:
-	QoS Monitoring for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2].
	The event notification may contain following information:
-	QoS monitoring result e.g. end to end delay for specific QoS flow or for specific PDU session.
-	QoS Monitoring for Bit Rate Reporting for specific QoS Flow:
	The event notification contains the bit rate for specific QoS Flow which could be GBR or non-GBR QoS flow as described in 5.16.X.1 of TS 23.501[2]. The SMF may provision the following information in UPF to support the reporting:
-	Traffic filter to indicate the target QoS flow required for the reporting
-	Frequency of reporting
-	Maximum Duration of Reporting.
-	Target of the QoS Monitoring Report
NOTE: This can be IP address of the UE or/and SUPI of the subscriber
-    Indication for direct event notification 


* * * Next Changes * * * 

[bookmark: _Toc20204674][bookmark: _Toc27895388][bookmark: _Toc36192491][bookmark: _Toc45193593][bookmark: _Toc47593225][bookmark: _Toc51835312][bookmark: _Toc114668811]5.2.12.2	Nudr_DataManagement (DM) service
[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492][bookmark: _Toc45193594][bookmark: _Toc47593226][bookmark: _Toc51835313][bookmark: _Toc114668812]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
(NOTE 5)
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID, MTC Provider Information, AF Identifier

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	
	User consent
	SUPI
	Purpose

	
	ECS Address Configuration Information (See Table 4.15.6.3d-1)
	SUPI, Internal group identifier or external group identifier or any UE
	DNN, S-NSSAI

	
	MBS Subscription data
	SUPI
	-

	
	Shared data
	Shared Data ID
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	EAS Deployment Information
(See clause 7.1 of TS 23.548 [74])
	DNN and/or S-NSSAI
	Application Identifier and/or Internal Group Identifier

	
	AM influence information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	Group-MBR Monitoring (See clause 4.15.3.2.x)
	AF transaction internal ID
	UE IP address 

	
	
	S-NSSAI and DNN
and/or
SUPI,
Notification Target Address
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 of TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 of TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	
	Network Slice Specific Control Data
(See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI
	

	
	Operator Specific Data
	SUPI or GPSI
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP Identifier that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4 of TS 23.503 [20].
NOTE 4:	When the Data Key targets "any UE", then the request to UDR applies on Application data that applies on all subscribers of the PLMN. For encoding, see TS 29.519 [82].
NOTE 5:	Group Data includes 5G VN group configuration and any other data related to a group stored in the UDR.



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in clause 5.6.7, Table 5.6.7-1 of TS 23.501 [2]. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.

* * * End of Changes * * * 
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