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[bookmark: _Hlk526665839][bookmark: _Hlk513714389]Abstract of the contribution: This paper proposes to update the conclusion 8.4.5 for Key Issue#4  
1 Discussion
UE may determine to use the default Credentials for Onboarding mechanism as Rel-17 due to fail to re-use the home network credentials. After authentication in the ON-SNPN with default Credentials, UE can obtain the localized service information from ON-SNPN AMF /PCF that stored the localized service information, or from PVS together with Credential by using the PVS address. 
Editor's note 5-1:	It is FFS whether an extension of the Rel-17 onboarding mechanism is needed to support provisioning of credentials to use for localized services. Onboarding configuration information (which Includes PVS address(es) stored in UPF/AMF/PCF may need to be stored corresponding to different Localized services.

Proposal: to support following enhancement for Rel-17 onboarding mechanism.
UE can use default Credentials defined in Rel-17 for Onboarding mechanism to obtain the localized service information via ON-SNPN. 
a) ON-SNPN AMF/PCF stored the localized service information 
b) UE can obtain the Credential along with localized service information from PVS as specified in Rel-17
2 Proposal
It is proposed to agree the proposed text for inclusion in TR 23.700-08.

[bookmark: _Toc112764623][bookmark: _Toc16839376][bookmark: _Toc19722242]*** Start of changes ***

[bookmark: _Toc116980816]8.4.5	Conclusion for what credentials are used to access hosting network and how to obtain them
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in case of SNPN as hosting network:
1.	The UE checks whether it is possible to re-use home network credentials to access the hosting network:
a.	If the hosting network related information indicates support of CH credentials, the UE determines that home network credential can be used if the SNPN ID of the hosting network is included in the SNPN priority lists associated with home network subscription.
b.	If the UE obtains hosting network selection information from the home network, the UE uses the credentials provided by the home network to access the hosting network.
2.	If new credentials for accessing hosting network are needed, the UE may use the existing credential onboarding mechanism as per Rel-17.
3, UE can use default Credentials defined in Rel-17 for Onboarding mechanism to obtain the localized service information via ON-SNPN. 
a. ON-SNPN AMF/PCF stored the localized service information 
b. UE can obtain the Credential along with localized service information from PVS as specified in Rel-17

Editor's note 5-1:	It is FFS whether an extension of the Rel-17 onboarding mechanism is needed to support provisioning of credentials to use for localized services. Onboarding configuration information (which Includes PVS address(es) stored in UPF/AMF/PCF may need to be stored corresponding to different Localized services.
NOTE:	The method of delivering credentials needs to be evaluated by SA3.
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in case of PNI-NPN as hosting network:
3.	Only UEs equipped with a USIM configured with PLMN credentials can access a hosting network which is a PNI-NPN. When the UE requests to access the hosting network, the home PLMN credential(s) are used during authentication procedure.
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