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Abstract of the contribution: This pseudo-CR updates the conclusions of Key Issue #4 and #5 (PDU Set based QoS Framework) by addressing some of the open issues.
1.
Discussion
In SA2#153E several aspects of Key Issues #4 and #5 were left open.
1.1
Criteria for determining if a PDU Set is successfully delivered

Currently, in TR 23.700-60 clause 8.4.1.1 it is captured the following text:

-
PDU Set Error Rate: The PSER defines an upper bound for the ratio between the number of PDU Sets not successfully received and the total number of PDU Sets sent towards a recipient measured over a measurement window.

Editor's note:
the criteria for determining whether a PDU Set is successfully delivered or not are FFS 

and

-
Whether all PDUs are needed for the usage of PDU Set by application layer (PDU Set Integrated Indication).

In LS S2-2203568/S4-220505 sent by SA4 before SA2#151E, it is captured that

In yet another example, a PDU Set may be mapped to all source and repair packets of an Application Layer FEC source block. Application Layer FEC is for example used in multicast/broadcast (for details refer to 3GPP TS 26.346) or in conversational applications (see TS 26.114). Typically, for an applicational layer, source block packets from 0 to K-1 identify the source symbols of a source block in sequential order, where K is the number of source symbols in the source block.  Encoding Symbol IDs K onwards identify repair symbols generated from the source symbols using an FEC encoder, erg, Raptor. Typically, N >= K packets are sent, carrying an FEC source or repair symbols. Typically, the decoder requires only any K or only a small amount more than K packet of the N packets to recover the source packets. Based on this, the definition of a PDU Set applies to all packets of a source block (A PDU Set is composed of one or more PDUs carrying the payload of one unit of information generated at the application level (e.g., a frame or video slice for XRM Services), …) and any K packets are sufficient to recover, i.e. all packets are of same importance (which are of same importance requirement at application layer). As only K out N are required, the first definition does not hold (All PDUs in a PDU Set are needed by the application layer to use the corresponding unit of information.), but more the second (In some cases, the application layer can still recover parts of the information unit, when some PDUs are missing). Actually, note that in this example of an Application Layer FEC not only parts of the information unit but the full information unit can be recovered.
In addition, in LS S2-2210181/S4aV220921, replied as follows to this SA2’s question:

Q1: Packet ratio for FEC

SA2 discussed some candidate solutions proposing packet transmission based on the ratio of source symbol packets, i.e., K/N in the above example. SA2 would like to ask SA4 whether the above ratio is static for a specific XRM service, and whether application layer can provide such a ratio to 5GS. 

SA4 response:

· Generally, on the usage of AL-FEC for XRM services

· SA4 until now has not done any analysis on applying FEC codes to XRM services. Our example and context of PDU sets relates to experience in MBMS services. For example, in TR 26.881 “Study on Forward Error Correction (FEC) for Mission Critical Services”, it is recommended that services with latencies below 1 second are sufficiently supported by well-dimensioned physical layer FEC.

· In real-time services, in particular with RTP and WebRTC as considered in Release 18 normative work in SA4, applying a “fixed” FEC scheme is quite often not possible as RTP source packets are typically not of identical size.

· Also note that FEC codes applied in Real-time service may quite often not be maximum distance separable (MDS) and hence, the reception of how many and which packets are necessary for recovery is quite dependent on a specific PDU set.

· In general, SA4 discourages to apply “active” packet dropping to FEC protected information as it may negatively impact receiver operations (e.g., confuse the receiver (for example asking for even more FEC packets), result in additional delay, lead to wrong measurement of the network capacity, or harm fast decoding). The 5G System should provide the requested/expected QoS and not rely on application layer FEC.

· Specifically on the question

· Although some FEC codes allow for static redundancy ratio, the K/N ratio is not always static during a media delivery session. For example, Video usually relies on Flex-FEC configurations. In such a case, the application is expected to update the 5GS with any configuration change.

Observation 1: The text above from the two reply liaisons clearly requires the NG-RAN to be aware of how many PDUs, bytes or bits of a PDU Set are needed, in percentage, to be successfully delivered in order to consider the PDU Set successfully delivered too. Notice that not only a static, per QoS flow indication is needed, but also a dynamic one (i.e., per PDU Set).
The percentage of PDUs/bytes/bits required to be successfully delivered (i.e., the ratio K/N described in the SA4 LS) was defined PDU Set Content Ratio in Solution 20 (see TR 23.700-60 clause 6.20). While potentially PDU Sets of the same QoS Flow could have different (see Solution 25 in clause 6.25 of TR 23.700-60), for simplicity in Rel-18 it can be assumed that all PDU Sets carried by a given QoS Flow have the same PDU Set Content Ratio. 
Notice that the introduction of the PDU Set Content Ratio allows the properly define the PDU Set Error Rate (PSER) by taking into account if enough PDUs/bytes/bits of the PDU Set are successfully delivered

Because of that, it is proposed

Proposal 1:

-
introduce the Default PDU Set Content Ratio to the list of PDU Set QoS Parameters that define the QoS characteristics of a given QoS Flow.

-
introduce the PDU Set Content Ratio as an optional PDU Set information parameter to be signaled over N6 to the UPF and over GTP-U to the NG-RAN.
-
amend the definition of PSER so that it properly takes into account the definition of Default PDU Set Content Ratio and of PDU Set Content Ratio.

1.2
Definition of PSDB

Clause 8.4.1.1 of TR 23.700-60 currently includes the following editor’s note:

-
PDU Set Delay Budget.

Editor's note:
The definitions of PSER and PSDB are FFS. For PSDB, it needs further study the impact due to N6 jitter.

The authors of this paper believe that the definition of PSDB needs to consider the impact due to the time difference, at the UPF, between the time of arrival of the first PDU of the PDU Set and the time of arrival of the last PDU of the PDU Set. As discussed in the previous meeting, such definition would be affected by jitter at the AF and over N6 and, in general, by an excessing delay between the first and the last PDU of the PDU set. 

Notice, in addition, that since we need to define the concept of PDU Set Content Criteria, the actual time difference to be considered is not the one between the arrival time of the first PDU and the one of last PDU of the PDU set, rather it must be the difference between the arrival time of the first PDU and the arrival time of the PDU of the PDU set that meets the PDU Set Content Criteria requirement.

To address the EN above, it is proposed.

Proposal 2: amend the PSBD definition based on the principle above and capture the assumption that the difference between the arrival time at the UPF of the first PDU set and the arrival time of a sufficient numbers of PDUs is limited and that the actual value(s) of such difference is to be captured in TS 23.501.

Editor's note:
It is FFS "Whether a PDU Set is still valid in case PSDB is exceeded" is needed. It should be discussed together with the definition of PSDB, specially about the boundary of PSDB.

Proposal 3: if not enough PDUs of the PDU Set, according to the (Default) PDU Set Content Criterion, are not successfully delivered within the PSDB, then the PDU Set needs to be considered lost.

1.3
PDU Set importance

Clause 8.4.2.3 currently reads:

PDU Set Information (listed in clause 8.4.2.1) are informed by UPF to RAN via GTP-U header of user plane packet.

Editor's note:
Whether PDU Set importance is used for mapping different QoS Flows, sub-QoS Flows, or included in GTP-U header is FFS. (Potential SoH).

Before deciding how the PDU Set importance is used we need to define what it is. So far, it seems that the only clear definition of importance is associated with the concept of discardability of a PDU. Such information, as explained in Solutions 7, 12 and 24 as well as in S2-2210223, can be provided by the AS to the UPF by using existing fields of the RTP header extension or of the RTP payload (in the Network Abstraction Layer (NAL) Unit). 
Proposal 4: The PDU Set importance indicates whether (the PDUs of) a certain PDU Set can be discarded by the NG-RAN scheduler in case of congestion. As such it should be renamed PDU Set Discardability.
Proposal 4a: it is to be decided by RAN2 how the PDU Set Discardability can be used concurrently with the other PDU and PDU Set related QoS Parameters (e.g., the PDB).

S2-2210223 points out some potential drawbacks of this approach, namely the duplication of the number of QoS Flows, the coordination between the QoS flows and the need for new traffic filters that are not relying on the simple 5-tuple mechanism, which would impact the UE. However, the following aspects should be considered:
-
Duplicating the number of QoS Flows does not have any standard impact and also from the deployment point of view does not seem to be a serious concern.

-
For downlink traffic, there is not impact on the UE since the new filters would need to be set up in the UPF. From the UE side, the establishment of two QoS Flows vs. one QoS Flow does not have any standard impact and it does not affect the used traffic filters. If UL support for PDU Set QoS Flows is introduced in Rel-18, then the UE will in any case be impacted and having newly defined traffic filters will not be critical. The only impact for DL traffic is on the UPF side, in which new traffic filters which would include the 5-tuple plus the discardability flag would need to be defined.

-
The coordination between QoS flows can be mitigated with the solutions for KI#1 and 2, which are addressing the case in which the same application provides data over multiple QoS Flows.
On the other hand, carrying PDU Sets with different discardability flag value within the same QoS Flow would increase the complexity of the NG-RAN scheduler. .

Consequently, it is proposed the following:

Proposal 4b: Use the PDU Set Discardability to map different QoS Flows and define the PDU Set importance as a QoS characteristic of the QoS Flow in clause 8.4.1.1.

1.4
Optionality of PDU Set information parameters

Clause 8.4.2.1 includes the following Editor’s Note:

Editor's note:
Which above PDU Set information parameters is optional is FFS.

The following table summarizes the proposals and related justifications for each parameter.

Table 1.4-1: Optionality of PDU Set information parameters

	Parameter
	Comments

	PDU Set Identifier
	Mandatory.

The PDU Set identifier needs to be mandatory, otherwise, in case of PDUs of different PDU Sets arriving at (almost) the same time, it is impossible for the NG-RAN to determine to which PDU Set a certain PDU belongs.

	PDU Sequence Number within the PDU Set
	Mandatory.

This parameter must be mandatory to allow to re-order PDUs (of the same PDU Set) that arrived out of order.

	Start PDU of the PDU Set
	Not needed.

Since the PDU Set Identifier and PDU Sequence Number within the PDU Set are mandatory this parameter is not necessary. The Start PDU of a certain PDU Set is anyway identified by the PDU Set Identifier of the PDU set and by the PDU Sequence Number = 0.

	End PDU of the PDU Set
	Optional, but either one needs to be mandatorily used.
To determine the end of the PDU Set size the NG-RAN can apply two methods:

· Use the PDU Set size and compare it to the number of PDUs of the PDU Set received and/or to the Sequence Number of the PDUs received. If no PDUs of the PDU Set are lost, then the NG-RAN can determine that the PDU Set is fully received.

· Wait for the End PDU. This method works if a) the last PDU of the PDU Set is not lost and b) it arrives after all other PDUs of the PDU set. If a) is not true, then the end of PDU Set cannot be detected. If b) is not true, then the PDUs of the PDU Set arriving after the End PDU could be mistakenly discarded.

	PDU Set size
	


1.5
PDU Set Size in bytes vs. PDU Set Size as number of PDUs

Clause 8.4.2.1 also includes the following note.

NOTE 2:
Either PDU Set Size expressed in bytes or PDU Set Size expressed as number of PDUs, needs further determined.

This should be solved before the conclusion of the study phase and not in the normative phase. While theoretically expressing the size in number of bytes or in number of PDUs should be equivalent, it seems that using the number of PDUs requires a simpler logic in keeping track of the how much information of the PDU Set has already been received at a given time, especially if the PDU Sequence Numbers are to be considered for that.
Proposal 5: The PDU Set Size shall be expressed in number of PDUs.

1.6
PDU Set Information identification on UPF and supported N6 protocols
Clause 8.4.2.2 includes the following two Editor's Notes:

PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:

-
by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).

Editor's note:
Whether support PDU Set identification information in new RTP is pending to SA WG4 5G_RTP WI.

NOTE:
In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.

-
by UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.

Editor's note:
Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH).

Since SA2#153E sent an LS to SA4 to inform them about the current agreement and the need for further work in SA4 and since this is now out of scope of SA2, the first Editor's Note can be simply converted into a NOTE stating the dependency on SA4’s work.
Proposal 6: Convert the first Editor’s Note of clause 8.4.2.2 into a NOTE stating the dependency on SA4’s progress.
The second Editor's Note is about whether there is a need to introduce one of the tunnel-based solutions for the communication between AS and UPF. The main proposals in this direction are:
-
Sol. 22 (based on a GTP-U tunnel between AS and UPF);

-
Sol. 55 (based on a HTTP3/MASQUE tunnel between AS and UPF).

The main benefit of these two solutions is that they would enable the AS to provide the UPF with the necessary PDU Set information independently of the type of traffic exchanged between AS and UE and independently of whether such traffic is (fully) encrypted or not. However, the following points need to be made clear:

-
During the study item no agreement was reached on the assumption that the XRM traffic is (fully) encrypted. While some solutions assume that 5GS enhancements for XRM should support public Internet traffic/applications, the scenarios addressed in this study item envision specific service providers that have service level agreements (SLA) with specific operators to deliver a certain QoS level for their XRM applications. In addition to that, SA4 replied that fully encrypted XRM traffic is not foreseeable for Rel-18 (see S2-2210181/S4aV220921):
Q6: SA2 would like to ask SA4 whether there are XRM use cases where RTP/SRTP could be transferred over TLS/DTLS/QUIC and whether it implies encryption of the entire XRM media packet headers?

SA4 response:

- There are 3 identified cases:

     - TLS is more used for non-latency-critical cases (e.g., HTTP Streaming)
     - In the case of WebRTC/MTSI transport, RTP headers can be seen, which is the practical case for XR in Release18.
     - In the case of RTP over QUIC (RTP over DTLS) everything is encrypted, thus no visibility on the packet headers.
-
These two solutions require the AS to become ‘3GPP aware’, in the sense that not only the AS would need to prepare the necessary PDU Set Information for the UPF, but also it would need to be capable to support an interface that is, in practice, 3GPP defined. This would most likely lead to a very unlikely adoption of such solutions.
Because of the reasons above, it is proposed the following:

Proposal 7: Do not standardize any UPF-AS tunnel-based solution for providing the UPF with the PDU Set Information.

2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-60:
>>>>BEGINNING OF CHANGES<<<<

8.4
Conclusions for KI#4 and KI#5

8.4.0
General

The following aspects are concluded as principles for the normative work to support the following two key issues:

-
Key Issue #4: PDU Set integrated packet handling.

-
Key Issue #5: Differentiated PDU Set Handling.

NOTE:
Further PDU Set handling for Uplink will be studied and led by RAN WGs. SA WG2 can align with RAN's progress and decision for Uplink, if any.

Editor's note:
Whether and how to address the charging offset issue of DL PDU set eligible dropping by the NG-RAN is FFS.

8.4.1
Control plane enhancements for supporting PDU Set in downlink

8.4.1.1
PDU Set QoS Parameters

PDU Set QoS treatment is determined using dynamic or non-dynamic PCC.

The following PDU Set QoS parameters are defined to support PDU Set handling:

-
PDU Set Error Rate (PSER): The PSER defines an upper bound for the ratio between the number of PDU Sets not successfully received and the total number of PDU Sets sent towards a recipient measured over a measurement window. A PDU Set is considered successfully delivered if enough PDUs of the PDU Set according to the Default PDU Set Content Ratio or to the PDU Set Content Ratio, if available, have been successfully delivered within the PSDB.

-
PDU Set Delay Budget (PSDB). The PSDB applies to the DL PDU Sets received by the UPF over the N6 interface and represents the difference between the time when the last bit of the first PDU of the PDU Set is injected into the UPF and the time when enough PDUs of the PDU Set, according to the Default PDU Set Content Criteria or according to the PDU Set Content Criteria, if available, are successfully delivered to the UE. 
NOTE 1:
It is assumed that there is a limited time difference between the arrival at the UPF of first and of the last PDU of the PDU set. The actual value(s) of such time difference(s) need to be captured in TS 23.501.

-
Whether all PDUs are needed for the usage of PDU Set by application layer (PDU Set Integrated Indication).
-
The Default PDU Set Content Ratio indicates the percentage of PDUs of the PDU Set that needs to be successfully delivered in order to consider the PDU Set successfully delivered. If all PDUs are needed for the usage of the PDU Set, then the Default PDU Set Content Ratio is implicitly 100%. The Default PDU Set Content Ratio applies to all the PDU Sets transported in the QoS Flow, unless a different PDU Set Content Ratio is indicated.

-
PDU Set Discardability. The PDU Set Discardability flag indicates whether, from the application point of view, the PDU Sets of the QoS Flow may be discarded by the NG-RAN scheduler in case of congestion. This enables the scheduler in case of congestion to first discard PDUs of PDU Sets for which the PDU Set Discardability flag is set.
NOTE 2:
How the PDU Set Discardability flag is used concurrently with the other PDU and PDU Set related QoS Parameters (e.g., PDB and PSDB) is to be specified by RAN2. 
NOTE 3:
The PDUs and the PDU Sets discarded count towards the PER and PSER, irrespective if they have been marked as discardable or not.
If PDU Set based QoS handling is used, PCF determines the above PDU Set QoS Parameters based on information provided by AF (described in 8.4.2) and/or local configuration. The PDU Set QoS parameters are sent to SMF as part of PCC rule, then SMF sends them to RAN.

8.4.1.2
AF Information Provisioning

PDU Set related assistance information provisioning by AF is supported for dynamic PCC. AF may provision one or more of the following PDU Set related assistance information to NEF/PCF during AF QoS request procedure:

-
PDU Set QoS parameters listed in clause 8.4.1.1.

-
Burst periodicity.

8.4.2
User plane enhancements for supporting PDU Set in downlink

8.4.2.1
PDU Set Information

The following PDU Set related information may be identified by UPF to support PDU Set based handling:

-
PDU Set Identifier.

NOTE 1:
Neighbor PDU Sets in sequence will use different PDU Set identifiers.

-
Optional, End PDU of the PDU Set.

-
PDU SN within a PDU Set.

-
Optional, PDU Set Size expressed in number of PDUs.
-
Optional, PDU Set Content Ratio. When provided it overrides the Default PDU Set Content Ratio for the affected PDU Set.

NOTE 2:
Either one among End PDU of the PDU Set and Number of PDUs within a PDU Set needs to be supported.



8.4.2.2
PDU Set Information identification on UPF and supported N6 protocols

The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.

PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:

-
by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).


NOTE 1:
The support for transporting PDU Set identification information in new RTP/SRTP headers is pending SA4 work in the 5G_RTP WI.
NOTE 2:
In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.

-
by UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.


8.4.2.3
Delivering PDU Set Information to RAN

PDU Set Information (listed in clause 8.4.2.1) are informed by UPF to RAN via GTP-U header of user plane packet.


8.4.3
PDU Set based QoS handling

RAN performs PDU Set based QoS handling based on received PDU Set QoS Parameters via control plane, and PDU Set Information received via user plane. The details of RAN behaviours are defined in RAN WGs.
8.4.X
Packet Filter for PDU Set based traffic

The packet filters for DU Set based downlink traffic consist of 5-tuple and of the PDU Set Discardability flag. 
>>>>END OF CHANGES<<<<
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