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Abstract: This contribution discusses PIN use case and proposes to update WID.
1. Discussion
[bookmark: _Toc519004414]In addition to the ongoing study for XRM in SA2, it is important to discuss a pratical use case where the XR device is connected with the smart phone (i.e. UE) via mobile hotsport e.g., non-3GPP technology supporting very high data rate such as WiFi 6.
To our understanding, the use case connecting the XR device via the smartphone matches the architecture for Person IoT Network (PIN) where the XR device is corredponding to the PIN Element (PINE) connected to the PIN and the smart phone is corresponding to the PIN Element with Gateway Capability (PEGC) as depected Figure 1.
[image: ]
Figure 1. A use case of XR device tethered via UE and their functional mapping to the PIN architecture
In order to support the XR traffic requiring high datarate and low latency to the XR device connected in the PIN, it is very important to enhance 5G System’s QoS architecture to support the XR traffic for PIN Element via PEGC. It is also important to consider the feature enhancements such as L4S support in PIN Gateway Capability for XR traffic, consideration of QoS characteristics of PIN (e.g. the datarate and delay) also applies to the PIN architecture.
With regards to the PIN session model discussed during the last SA2#153e meeting, it is agreed that one PIN is serviced by the one PDU Session, therefore, it is also beneficial to discuss how to support the differentiation of the PINE traffic using 5GS QoS Flow architecture.
We believe that the conclusion or its potential enhancements for the KI#4 covers the such requirements with the above consideration and it is expected to specify the such enhancement to support the use case in normative phase for the PIN work item.
Therefore, it is proposed to update the justification and objects of WID with this consideration accordingly.



2. Proposal
It is proposed to update the justification and objectives of PIN WID as followings on top of the agreed version during SA2#153e [S2-2209989].
* * * * 1st change * * * *
3	Justification
There are types of IoT device that can be placed around the body (i.e., wearable devices such as cameras, headsets, watches, earphones, health monitors), be scattered in the home (e.g., smart lights, cameras, thermostats, door sensors, voice assistants, speakers, fridge, washing machines, lawn mower, robots), or reside in the office or factory of a small enterprise (e.g., printers, meters, sensors). Some of the IoT devices have very specific requirements in terms of size (e.g., earbuds), some of the IoT devices have very specific requirements in terms of weight (e.g., glasses), and some of the IoT devices have very specific requirements in terms of power consumption (e.g., door sensors, earbuds, glasses, etc.). Furthermore, some IoT devices have very specific requirements across multiple domains (i.e., size, weight, and power consumption). Based on the greatly increasing number of IoT devices, users create (e.g., plan, change the topology) networks out of all these IoT devices mainly in their homes, offices, factories, and/or around their body. 
Nowadays, except some wearable devices, IoT devices can only access the internet via relays or gateways that use wireline access, or via UEs that access the mobile network. In both cases, the mobile core network is unaware of the IoT devices. In order to leverage the 5G services and increase the operator’s “value add” options, the 5G system needs to be aware of the IoT devices. The user created network is composed by devices forming the Personal IoT Network and devices that are part of the customer premises network. There are three types of devices (A.K.A PIN Element) in the Personal IoT Network: device with communication capability, device with gateway capability (A.K.A PIN Element with Gateway Capability), and device with management capability (A.K.A PIN Element with Management Capability). The device with communication capability (e.g., earphone, camera) can communicate with other devices either directly or via device with gateway capability, or can communicate with UEs via a device with gateway capability, which is capable of accessing 5GS, and the device with management capability can manage the Personal IoT Network with assistance of 5GS, which also is a UE. The device with management capability may also be a device with communication capability in some ways, e.g., when it accesses the 5GS via the device with gateway capability, and the device with communication capability may also be a UE in some ways, e.g., smartwatch, when it accesses the 5GS directly if it has the capability. 
Due to some constraints such as those illustrated by the examples described in first paragraph, a lot of IoT devices could only have limited capabilities, e.g., lack of USIM facilitation, for accessing 5G system with assistance of, e.g., a device with management capability. This work item aims at specifying system enhancements required for 5GC to support Personal IoT Network.
In addition to the ongoing study for XRM in SA2, it is important to discuss a pratical use case where the XR device is connected with the smart phone (i.e. UE) via mobile hotsport e.g., non-3GPP technology supporting very high data rate such as WiFi 6. In order to support the XR traffic requiring high datarate and low latency to the XR device connected in the PIN, it is very important to enhance 5G System’s QoS architecture to support the XR traffic for PIN Element via PIN Gateway Capability. It is also important to consider the feature enhancements such as L4S support as a QoS extension for supporting XR traffic with consideration of QoS characteristics of PIN (e.g. the datarate and delay).

* * * * 2nd change * * * *

4	Objective
The objective is to specify enhancements to 5GC for Personal IoT Network (PIN) as per the conclusions reached within TR 23.700-88 including the following aspects:
-	5GC architecture enhancements to support PIN.
-	Support of PIN management and PIN communication.
-  Support of QoS and policy architecture enhancements for suppoting PIN related QoS with consideration of XR traffic and PIN traffic charateristics (e.g. data rate and delay for Non-3GPP technologies of PIN, L4S support)
-	Support of authorization for PIN service.
-	Support of policy and parameters provisioning to the PEGC for PIN.
-	Support identification of PIN.

* * * * End of changes * * * *
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