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1. Introduction/Discussion
At SA2#153 initial conclusions were drawn for KI#3.
There are several open issues needing resolution. 
1) For the topic of Network Slices with AoS not matching deployed TAs, there are 4 options on the table:
Option 1: it requires the Slice customers to control the UE population to be capable to interpret the sending of >1 TAC in the SIB1 by cells (the primary TAC sent today, which all UEs can understand,  and the new secondary TACs). RAN2 and RAN3 reported this is technically feasible. It has some NG, Xn impact and SIB1 impact but other than that the secondary TAIs are handled in the system exactly as the primary TACs so we obtain the benefit of not impacting the TAs that are deployed for other customers while enabling the same behaviour as TA reconfiguration. The open issues quoted by RAN 3 can be rather easily addressed:
	For RAN3 comments:

· The solution adds complexity on the handling of mobility restriction list . It remains to be studied whether this can be addressed by means of new solutions.

[NOKIA] this can be based 9if it is slice based) considering only the TAs where a slice is supported in MRL (i.e. if UE is only using slices in secondary TAs but only primary TAs are restricted, then the UE can use the slices). Otherwise, if this is at UE level independent of used slices, the most stringent restriction applies based on the TAIs in the cell (i.e. if any TA is restricted, the UE is restricted). it is not a big issue, can be addressed in normative phase. 

· For UEs supporting this feature, this solution increases the UE/network signaling overhead and possibly the RRC state transitions when the UE moves in/outside of secondary TAIs to update its registration area. 

[NOKIA] This is actually the same as if the TAs were reconfigured to match the AoS, so it should be not an issue as it is needed to operate the system properly as established by existing specifications.

· The solution may also require reconfiguration of secondary TAIs or introduction of new third TAIs (or even more) whenever new slices are deployed.
[NOKIA]  this assumes that the slices are unrelated to physical location of served customers reasons... in practice it is extremely rare that we would have in a cell a nesting of many TACs as  this radiates on physical locations where it is unlikely e.g. that inside a Nokia campus we have a smaller slice for Ericsson campus that has inside the area for Ericsson a  slice of Huawei campus. In any case, it is possible to nest up to 12 TACs in a cell but we do not expect this is needed and in rare case we should provision a third TAC on a cell. in short this is a not frequent occurrence and proper planning based on topographic understanding of potential customer reasonable locations in relation to deployed cells can avoid issues.




Option 2 is not really a standalone solution as it implies using the part of Option 3 (option 3b below)  that configures cells with the network slice resources consistently with the AoS. Also it still requires controlling the UE population like in Option 1 as the existing UE behaviour is NOT to revaluate the URSP validity rules at cell change. Also, it requires the HPLMN to know the RAN topology in a VPLMN in roaming case. this seems difficult to achieve realistically. It is also a very computing intensive effort for the UE to re-evaluate the URSP rules at every cell change. In short this is not a standalone solution and shares the downside of option 1 that the UE population needs to be controllable by the slice customer.
Option 3 is really not a clear-cut option as it breaks down into two very much conceptually different  options:
3a) reconfiguration of TAs: this of course is possible today with no standards impact but the KI#3 was to address the case such reconfiguration of existing TAs topology should not be impacted. So while this is feasible it is not addressing the KI as such and of course cannot be subject of further normative work.
3b) is instead NOT reconfiguring TAs at all, rathe the resource allocation for the network slices available at cells in the TAs affected by the AoS of the network slice. this option also is transparent to SA2 standards and can use existing SA5 specifications but it suffers from several issues: the MO/MT behaviour is not controllable like with option 1 as the UE does not know where in the TA the slice works (and of course other methods are required for MO aspects). The network however still believes the slice is supported in the whole TAs and therefore several downsides can happen:
	Impact on NSAC
	The CN does not know which PDU sessions or registrations with the slice are related to UEs that are outside the AoS

	Impact on KI#6
	If the UE cannot muse data outside ethe AoS because the Resource allocation is set to zero, the network and UE based inactivity timers of KI#6 if the UE is not allowed to experience data transmission due to zero resource allocation outside the AoS or to restriction imposed e.g. via solution 2/4 are triggered to release the connection and the slice so really this may cause the UE to establish the connectivity again in a loop while outside the AoS. this has C-plane load issues.

	Impact on charging
	If the UE uses data outside the AoS it is not known in the CN when the data was considered inside the AoS or outside and where the SLA was met and where not. 

	Impact on the support of subscription based restriction of simultaneous registration with network slices 
	The UE is not aware that a slice is no longer working so it may not execute alternative slices registrations as its policy prioritises the current slice.

	The operator configures all aspects of network slicing support in cells so anyhow has to have independent control of configuration from sharing partners
	This does not alleviate the need to configure the RAN independently from sharing partners. so there is little benefit in not additionally configuring the new TAC values. if the issue is not changing the TAC for other slice customers then the only alternative seems to go for option 1 which allows that secondary TAC to not impact existing TACs allocated for existing/other network slices.



Option 4: This proposal is based on providing per S-NSSAI a location-based restriction or authorization to use to the UE. However if this location-based information was per TA, it does not address the issue and is of course not needed for Option 1 unless it is connected to KI#5 (in which case it is basically a Partially allowed S-NSSAI type of approach). if the location is at cell level, then the AMF has to become cell aware and RAN3 provides this feedback in there LS reply:

	RAN3 answer to 2a): 
RAN3 does not prefer to report cell level configuration to Core network due to increased NGAP signaling and due to a well-established principle, that AMF shall remain cell agnostic.




Therefore we conclude this cell based location approach should not be pursued.
If on the other hand this was based on geolocation, the UE should be able to locate itself at all times for this solution to work, hence we do not believe it can be relied upon to complement e.g. 3b).
Proposal:
Proceed with reconfiguration of TAs (option 3a) if no control of UE population is achievable for a S-NSSAI, adopt option 1 for the long-term solution for supporting UEs which can be used when the UE population for a network slice customer is known to be supporting this feature. Option 2 also requires UE population control but is inferior from feasibility and end to end control standpoint, Option 3b is problematic and seems not to address any operational pain points (the issue of network sharing partners unable to reconfigure TAs autonomously) anyhow as it needs UE support of the Option 2 or 4 to work properly and additional it requires new charging work and resolution of other features interactions.

2) For the topic of temporary network slices: 
Option 1 is an energy efficient approach providing the UE and network functions involved with the same timing information related to the network slices in the allowed NSSAI or in the configured NSSAI. This allows the UE and network to be up to date on actual slice availability and to silently update the status locally without additional signalling. It is similar conceptually to the implicit timers of KI#6 that are already agreed for normative work so really we should allow the timing information to include inactivity timers and also availability timers. The AMF, RAN, UE and SMF and UDM status are all updated based on timing info provided.
Option 2 is not feasible as the existing UE behaviour using the existing rules is not determined (so much so option 3 existed and was proposed to resolve this). Then it also does not cover the need to update the network status and the UE status on allowed and configured NSSAIs.  Hence it is incomplete and non workable solution due to UE implementations uncertainties.
Option 3: is a proposal to remove the UE implementation uncertainties that affect option 2 but it does not really remove the issues related to the need to update the network status and the UE status on allowed and configured NSSAIs.  Hence it is incomplete and requires active network behaviour to update the status based on timing information hence it is less energy efficient than option 1 and really the benefit of upgrading the UE is not clear as the network has still to do a lot of work to update the network and UE status in SMFs, AMF, RAN. 
Option 4 is similar to option 1 but fails to update automatically the RAN and SMFs as the aMF is responsible to do so. so it is less energy efficient than option 1
Proposal:
Proceed with option 1. For companies that are worried of RAN impact we can make the RAN impact and SMF impact optional for Option 1. also Option 1 applies to the configured NSSAI (if provided to the UE) so it can avoid the need of reconfiguring the UE that are not using the affected slice yet (option 4 seems to apply to compositional S-NSSAIs in the RA). Hence, we believe it is more complete to proceed with option 1 and make it optional to use the parts of the solution that may be of concern.

3) For the topic of graceful release: 
The slice termination for a UE can be due to several reasons: subscription based termination, decommissioning of a slice in HPLMN, causing termination of a deployed slice end to end, temporary issues that cannot be resolved by remapping to another slice (not always it is possible to remap to another slice as per KI#1).
The URSP based solution in Option 1 is problematic as the claim it reuses existing URSPs behaviour is difficult to accept as the URSP RSD evaluation is done at session establishment time and when the timer elapses and in between there is no other standard behaviour specified. Also if the issue arises for a slice to be temporarily removed, the reconfiguration of all the affected UEs with new URSPs can be challenging as this also is not going to work e.g. in a VPLMN. In short this solution is not dependable and also incomplete.
On the other hand we can benefit from the timing information provided in Option 1 of bullet 2 above as specified in Option 2, to also drive a graceful release if we specify that the timing information shall be used by the UE also to warn the user of impending connection loss for affected applications. Of course this can apply only to supporting UEs.

Proposal:
Proceed with option 2

2. Text Proposal
It is proposed to capture the following changes to TR 23.700-41
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[bookmark: _Toc117492803]8.3	Conclusions for KI#3
Editor's note:	These are interim conclusions.
For support of limited AoS slices not matching deployed TAs it is proposed that:
	Option1: Secondary TAs per cell based solution:
-	If the access to the network slice can be limited to only supporting devices (i.e. the slice customer can control the UE population): to retain the same behaviour as in current system (homogenous support in TA) a new feature is introduced in the system to handle secondary TAs for supporting UEs and networks.
-	If the UE population cannot be controlled the existing standards should apply (reconfiguration of TAs with uniform support in TA)
Editor's note:	The above bullet is FFS and subject of feedback from RAN WGs.
	Option 2: reuse existing URSP rules with per cell level granularity:
-	Clarify that URSP rules allows a per cell level granularity that the UE is required to validate before using a URSP including an S-NSSAI, and also that the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. This would then ensure cell level granularity of service availability without any protocol impacts, unless URSP rules is to be explicitly enhanced with new indication that the UE is to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. If the UE does not support enhancement of URSP to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic, SM policies are enhanced to release the PDU Sessions for the concerned S-NSSAI when the UE moves out of the AoS.
NOTE:	How the handover can be optimized to prevent the UE from leaving the slice service area (or entering into the slice service area) will be considered during normative phase based on RAN WG feedback.
	Option 3: Reconfiguration of TAs:
-	Reconfiguration of TAs to keep the end-to-end significance of slice unchanged, but an operator configures the cells of a TA that are outside AoS to have no or limited resources using existing NG-RAN OAM configuration. The solution can be combined with a mechanism that limited the SM signalling for slices when the UE is outside the AoS e.g. Option 2.
	Option 4: AMF is configured with S-NSSAI availability policies that the AMF sends to the UE:
-	Availability validity can be time and location. The UE uses the policies and when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on information in the received policy.
Editor's note:	It is FFS which option(s) are adopted for normative work (option 3 is already supported by current specifications).
[bookmark: _PERM_MCCTEMPBM_CRPT96880020___5]For improved support of temporary network slices:
	Option 1: Sending “Timing Information” about the configured/allowed slices to the UE:
-	"Timing Information" as described in Solution #24 can be used to track the start time, end time, and periodicity of the availability of the network slice, including any related temporary TA. A solution will be standardized that enabled the UE, AMF, UDM, SMF,RAN to be updated with timing information related to the availability of the configured/allowed slices. It is proposed to specify that the UE can be updated with timing information about the configured/allowed slices and this same timing information can also be provided from the RAN to the AMF when the serving PLMN RAN is configured with the timing information. The timing information can be associated to TAs, S-NSSAIs for temporary slices that also require deployment/support of temporary TAs. If the termination of a network slice is HPLMN initiated, then this information is passed to UE and RAN UE context in addition to AMF and SMF. If both VPLMN and HPLMN timing information applies the most constraining timing determines a slice availability.
-	When the timer associated with a S-NSSAI expires, then the UE and network removes the S-NSSAI locally from the allowed NSSAI if the S-NSSAI present in the allowed NSSAI.
-	When a slice is periodically available/unavailable, the principles of Solution #24 can be followed so that the associated PDU session can be retained and restored.
-	The UE sends capability that it supports timing information to the network. The network provides timing information to the supported UE. 
-	If the UE does not support timing information, then the UE is updated by the network using existing procedures. 
-	the timing information for KI#6 and this KI can use similar approach in normative work on how to signal the timing information. inactivity timers and availability timers cna be provided at the same time for a network slice.
	Option 2: URSP rule is enhanced with indication to request the UE to re-evaluation the URSP rules:
-	For timing restriction of the use of a network slice, URSP rules are enhanced with the requirement for the UE to re-evaluate the URSP rules periodically as per a standardized value or according to a value indicated by the PCF, and for the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. As to enable enforcement in the network, the SMF enforces the UP of PDU Sessions and deactivates the UP according to the timing information that the SMF receives from PCF as part of the SM Policy.
	Option 3: Reusing existing URSP rule:
-	The PCF should generate URSP based on Temporary network slices related information stored in the UDR. UE can be aware of the validity timer of the slice or applicable area of the service in the validation criteria in URSP and manage the PDU Sessions for the related S-NSSAI accordingly based on the current design as described in clause 6.6.2.3 of TS 23.503 [12].
	Option 4: AMF is configured with S-NSSAI availability policies that the AMF sends to the UE:
-	Availability validity can be time and location. The UE uses the policies and when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on information in the received policy.
Editor's note:	It is FFS which option are adopted for normative work.
NOTE:	Temporary network slices does not mean that the network slices are decommissions and created as per the timing information, but the network slices are not meant to be available for use by the UE.
[bookmark: _PERM_MCCTEMPBM_CRPT96880021___5]For the graceful and gradual termination aspect:
	Option 1:
-	For decommission of a network slice, OAM and NF implementation (e.g. by updating URSP rules and to deregister not used S-NSSAIs) can handle the functionality without further standardization. Whether OAM provides timing information to an NF as to allow the NF to apply a change of resource utilization in advance, e.g. a time for how long time a Shutting Down state is to be valid, would be up to SA WG5.
-	UE can be aware of the validity timer of the slice or applicable area of the service in the validation criteria in existing URSP and release the PDU Sessions for the related S-NSSAI gracefully based on the current design as described in clause 6.6.2.3 of TS 23.503 [12].
	Option 2:
-	When a slice is decommissioned, or no longer available for a UE, the PDU Sessions of the slice should be gracefully (for supporting UEs of the timing information) and gradually released (for no supporting UEs of the timing information):
-	If the UE supports the timing information indicating time of network slice availability, the network may provide the timing information to the UEs so the UE knows in advance when a network slice ceases to be supported. In this case, the UE can take the necessary actions to prepare for the slice not becoming available.
-	In addition, the AMF, for non-supporting UEs and for the case of UE not performing any actions despite of the timing information provided by the network, may be triggered by the OAM to start gradually terminating PDU Session(s) associated with S-NSSAI subject to be terminated. The AMF releases PDU Session(s), associated with the S-NSSAI subject to be terminated, based on operator’s policy available at the AMF.
Editor's note:	Whether UDM need to signal anything to AMF is FFS.
Editor's note:	The above bullet is FFS and depends on the conclusion of temporary network slices.
Editor's note:	It is FFS which option are adopted for normative work.
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