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[bookmark: _Toc517082226]* * * * 1st change * * * *
[bookmark: _Toc11137286]6.2.1	AMF
The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of an AMF:
-	Termination of RAN CP interface (N2).
-	Termination of NAS (N1), NAS ciphering and integrity protection.
-	Registration management.
-	Connection management.
-	Reachability management.
-	Mobility Management.
-	Lawful intercept (for AMF events and interface to LI System).
-	Provide transport for SM messages between UE and SMF.
-	Transparent proxy for routing SM messages.
-	Access Authentication.
-	Access Authorization.
-	Provide transport for SMS messages between UE and SMSF.
-	Security Anchor Functionality (SEAF) as specified in TS 33.501 [29].
-	Location Services management for regulatory services.
-	Provide transport for Location Services messages between UE and LMF as well as between RAN and LMF.
-	EPS Bearer ID allocation for interworking with EPS.
-	UE mobility event notification.
-	S-NSSAIs per TA mapping notification.
-	Support for Control Plane CIoT 5GS Optimisation.
-	Support for User Plane CIoT 5GS Optimisation.
-	Support for restriction of use of Enhanced Coverage.
-	Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).
-	Support for Network Slice-Specific Authentication and Authorization.
-	Support for charging.
-    Support for management of 5G ASTI.
NOTE 1:	Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and Mobility Management.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:
-	Support of N2 interface with N3IWF/TNGF. Over this interface, some information (e.g. 3GPP Cell Identification) and procedures (e.g. Handover related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.
-	Support of NAS signalling with a UE over N3IWF/TNGF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
-	Support of authentication of UEs connected over N3IWF/TNGF.
-	Management of mobility, authentication, and separate security context state(s) of a UE connected via a non-3GPP access or connected via a 3GPP access and a non-3GPP access simultaneously.
-	Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over a 3GPP access and a Non 3GPP access.
-	Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE 2:	Not all of the functionalities are required to be supported in an instance of a Network Slice.
In addition to the functionalities of the AMF described above, the AMF may include policy related functionalities as described in clause 6.2.8 of TS 23.503 [45].
The AMF uses the N14 interface for AMF re-allocation and AMF to AMF information transfer. This interface may be either intra-PLMN or inter-PLMN (e.g. in the case of inter-PLMN mobility).
In addition to the functionality of the AMF described above, the AMF may include the following functionality to support monitoring in roaming scenarios:
-	Normalization of reports according to roaming agreements between VPLMN and HPLMN (e.g. change the location granularity in a report from cell level to a level that is appropriate for the HPLMN); and
-	Generation of charging/accounting information for Monitoring Event Reports that are sent to the HPLMN.
In addition to the functionality of the AMF described above, the AMF may provide support for Network Slice restriction and Network Slice instance restriction based on NWDAF analytics.
In addition to the functionalities of the AMF described above, the AMF may provide support for the Disaster Roaming as described in clause 5.40.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support Network Slice Admission Control:
-	Support of number of UEs per network slice admission control as defined in clause 5.15.11.1.
In addition to the functionality of the AMF described above, the AMF may include the following functionality to support SNPNs:
-	Support for Onboarding of UEs for SNPNs.

* * * * End of 1st change * * * *

* * * * 2nd change * * * *
6.2.29	TSCTSF
The Time Sensitive Communication and Time Synchronization Function (TSCTSF) supports the following functionality:
-	Associating the time synchronization service request (see clause 5.27.1.8) from the NF consumer to the AF sessions with the PCF (the session between the PCF and TSCTSF).
-	Managing the DS-TT and NW-TT via exchange of PMIC and UMIC as described in Annex K.
-	Detecting availability of 5GS Bridge information (including user plane node ID that applies also for IP type PDU Sessions) as reported by PCF for both Ethernet and IP type PDU Sessions (including the need to (un)subscribe 5GS Bridge information Notification from PCF).
-	Creating the TSC Assistance Container based on individual traffic pattern parameters from the NEF/AF and providing it to the PCF.
-	Determining the Requested PDB by subtracting the UE-DS-TT Residence Time from the Requested 5GS Delay provided by the NEF/AF and providing the determined Requested PDB to the PCF.
· Retrieving the Time Synchronization Subscription data from the UDM when receiving an AF request for the time synchronization service (either ASTI or (g)PTP). 
· Provisioning the time synchronization service to meet both of the requirements of UE subscription data and AF request to enable an AF to request ASTI service if there is also an ASTI subscription in the Access and Mobility Subscription data.
· Enabling the time synchronization service (either ASTI or (g)PTP) in the requested coverage area.
· Enabling or disabling the time synchronization service (either ASTI or (g)PTP) upon expiry start or stop time .
· Determining if one or more of the PTP instance configurations match with the DNN/S-NSSAI of the given PDU Session.
* * * * End of 2nd change * * * *


