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Abstract: Proposal for a minimal conclusion on KI#2 based on a modified Solution #8, limited to QoS Sustainability Analytics.
1. Introduction/Discussion
In the last meeting SA2-153-e, no conclusion was agreed for KI#2 mainly because of the following issues/concerns:
1. Authorization to the UE may need subscription, affecting the UDM.
2. UE is not trustable. Therefore, it is not guaranteed that the UE will not share the analytics with applications that should not receive it. 3GPP should not mandate application behaviour in response of receiving the analytics.
For the issue/concern n.1, the issue is valid and applies in principle to all of the new 5GC information and analytics that the network may expose to the UE, but does not apply to the information that is already exposed to the UE for fulfilling its functionality. In this context, the network already shares QoS information with the UE. Specifically, every time the network modifies the QoS of a PDU Session of a specific UE, the information on the new QoS is already shared to such UE within a PDU Session modification command, as specified in TS 24.501. In case of QoS Sustainability Analytics, Solution #8 proposes to anticipate the very same PDU Session modification command, triggered by a potential QoS change notification from NWDAF. Such message and its content would be sent in any case to the UE, later, when the actual QoS change happens. Of course under the assumption that the QoS change happens according to how it was predicted by the NWDAF. In case the QoS change does not happen as predicted (or does not happen at all) such message still contains only QoS information that cannot be considered sensitive content, nor requires authorization.
For the issue/concern n.2, it should be noted that according to TS 27.007 cl.10.1.19, UE is already sharing QoS change information with the application. MT provides report on QoS changes to the TE according to TE’s subscription. This information includes QoS change information. Solution #8 proposes to use the same report for the same QoS changes that in such case will be anticipated, according to the information that is available in the network in the moment in which such information is anticipated (that is, when the potential QoS change notification is triggered). No new application behaviour is considered by 3GPP with respect to such information that is exposed. In reality, it is expected that the application will use such information to decide on potential actions that may be triggered also when when the QoS is actually changed. However the anticipated information - thanks to the exposure of the potential QoS change to the UE - may provide the benefit to enable the anticipation of some of those actions, according to application discretion.
In conclusion, the specifics of the information that can be exposed on QoS Sustainability analytics according to Solution #8 consist in an anticipation of information that is already exposed by the network to the UE, therefore the issue/concerns 1 and 2 do not apply in such case. 
It is important to consider that the anticipated exposure of QoS change information is key for V2X applications, as already stated by 5GAA in document A-200061 “Predictive QoS Areas of improvement”, attached to S2-2002800 “LS on QoS Sustaiinability Analytics” and submitted in meeting SA2#138. Section “Area of improvement 1” of the above document is summarized below:
3GPP Rel-16 Solution does not currently enable delivery of potential QoS change notification to the vehicle for UE-side application adaptation.[…] Potential improvements for future 3GPP consideration include delivery of potential QoS change notification to the vehicle (UE-side) for application adaptation […]:
In order to enable UE-side adaptation, 5GAA suggested a solution listed as “Option 1” in the same document:
A possibility to enable potential QoS change notification to the UE is the usage of the already existing (or modified) Notification Control procedure where the notification itself is triggered by the prediction of a potential QoS change instead of a QoS change that has already happened. […] The usage of a modified extended NG-RAN Notification as specified by TS 23.501 in Section 5.7.2.4 and TS 23.287 Section 5.4.5.3 where NAS signalling is used to inform the UE about potential changes in the QoS parameters (i.e., 5QI, GFBR, MFBR) that the NG-RAN is currently fulfilling for the QoS Flow, where the notification to the UE is not triggered by a QoS change that has already happened but by a prediction of a potential QoS change […].
The reasons why UE-side adaptation is important for automotive use cases, according to 5GAA, are summarized as follows:
· the ultimate intended recipient of the IQN and the entity supposed to react in the vehicle is the V2X Application in the UE
· for time horizons in the order of few seconds other mechanisms such as the one described in Option 1 could be evaluated as they could potentially perform better under critical radio conditions, compared to the existing notification mechanism where the notification is sent to the AF and later shared to the application in the UE using user plane protocols..
Later 5GAA listed this requirement as input to 3GPP SA Rel-18 workshop in SP-210619 as “Suggested enhancements on QoS Prediction & Sustainability analytics”:
· Investigate harmonization of QoS change notifications for V2X application (e.g., QoS change notification sent to the UE via NAS/RRC)
A new incoming LS from 5GAA S-2200772 “LS on QoS Sustainability analytics and V2X service adaptations” submitted at this meeting continues to highlight the importance of this requirement. In Q.1.3 it asks 3GPP:
· In the context of Requirement 6 “Investigate harmonization of QoS change notifications for V2X application (e.g., QoS change notification sent to the UE)” and 3GPP study item [3], KI#2, some of the proposed solutions include the possibility to share QoS Sustainability with the UE directly:
· Q.1.3.1: Will [3], KI#2 will conclude and select solution in the scope of Release 18?
· Q.1.3.2: Does 3GPP envision that for the above KI#2 3GPP can select a solution that can deliver QoS Sustainability to the UE via NAS or other control plane protocol?
· Q.1.3.3: Does 3GPP envision that above solution may be used also for non-AIML specific applications, and specifically support also V2X use cases?  
· Q2: whether additional clarifications are needed by 3GPP in order to cover those requirements in Release 18 or later releases.
The new 5GAA PRESA TR attached to the latest LS confirmed that the time horizons of V2X application reactions are in the order of seconds, specifically between 6 to 18 seconds for the use cases that have been analysed in such TR, and therefore a mechanism where direct UE notifications are enabled would perform better compared to the existing solutions.
In this context, being direct notifications to the UE on potential QoS change important for the automotive market, as stated by numerous LS and documents from 5GAA, it is proposed to consider a minimum set of conclusion for KI#2 based on a subset of Solution #8, according to the following considerations:
· when limited to the exposure of QoS Sustainability analytics to the UE, the changes proposed by Solution #8 are very limited, do not require additional messages on the UE-5GC interface, do not require modification on interfaces, do not require new NFs.
· according to the changes proposed in this contribution Solution #8 does not provide exposure of information to the UE which is not already exposed (with the exclusion of a “predicted/anticipated” flag). In fact, since the notification to the UE is based on a PDU Session Modification command containing the new predicted QoS information, such information is already exposed in the message that would be later sent to the UE when the QoS is actually changed. An additional flag in such “anticipated” (triggered on the prediction) message is the only new information. Such flag is required in order to notify the UE that the QoS changes contained in the PDU Session Modification command are only predicted/anticipated and not actually policed as in the current solution.
For these reasons, it is proposed to include a limited conclusion for KI#2, based on a modified Solution #8 that only provides exposure of information that is already exposed to the UE.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-80.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc117601740]6.8	Solution #8: 5GC information/analytics notification to the AF and the UE
[bookmark: _Toc117601741]6.8.1	Introduction
This solution addresses Key Issue #2 "5GC information exposure to UE" and Key Issue #3 "5GC Information Exposure to authorized 3rd party for Application Layer AI / ML Operation".
UE and AF may be notified on 5GC information or analytics with the purpose of triggering decisions on AI/ML operation or application adaptation. Notifications can be related to specific AF Sessions/PDU Sessions, in such case the AF can subscribe to such information via the PCF when the AF Session is created or modified and receive the notification via the PCF. New direct UE notifications on 5GC information or analytics are introduced via SMF/AMF.
[bookmark: _Toc117601742]6.8.2	Description
As described in clause 6.2.1 of TR 22.874 [8], AI accelerators are expected to enable the execution of complex AI/ML models directly on UE. The AI/ML models may need to be changed if the environmental conditions are not stable (light distribution in the scene, background noise, time of the day, number and type of objects in the view-field, etc.). Downloading new ML models may be needed as environmental conditions change and also when new ML models become available. AI/ML model size, maximum latency and user experienced DL data rate can be different across different models. If the UE starts to download a model and the DL data rate suddenly decreases after the decision has been made, the download of the new model may be affected with impact on the latency and overall performance of the application. If the application/UE knows that there is a potential QoS change in the DL data rate in the future, it can decide to instruct the UE to pre-fetch in-advance a higher number of AI/ML models to be used for different sets of environmental conditions, or to choose more general AI/ML models that can work under different sets of environmental conditions. The information that is needed in this case is the likelihood of a potential QoS change in the future and information on the estimated upcoming DL data rate in relation to the DL data rate requirements of the different AI/ML models that are supported.
As described in clause 7.4.3 of TR 22.874 [8], 5GS can adjust the QoS policies of individual UEs in a Flock to allocate more resources to the UEs that lag and less resources for those that are ahead of the flock, so that the overall result is more efficient for the Synchronous Federated Learning service and for the network operator. The UE can benefit of knowing about the upcoming QoS change due to policy change, for example by anticipating specific tasks that require the current QoS conditions so that they can be finished before the planned QoS change. The information that is needed in this case is the likelihood of a potential QoS change in the future and optionally the information on the QoS profile that the network is planning to apply in the future.
In addition to the QoS Sustainability analytics, the AF may subscribe to the UE Mobility analytics from NWDAF to determine if the UE moves out of an AoI or the Network Performance analytics for an AoI to determine when it is suitable to train ML model in the AoI. The UE may subscribe to the QoS monitoring result from UPF to help UE determine if it can join the FL group.
For all these reasons the UE and 3rd party applications (close to the UE and/or in the cloud) may need to obtain 5GC information or data analytics by subscribing or requesting e.g. QoS Sustainability Analytics from NWDAF to assist its local decision on application AI/ML operations. For example, UE may download V2X AI/ML model from V2X AF/AS. To perform real-time AI/ML inference operations locally to determine application parameters (e.g. automatic driving level, inter-vehicle distance), the UE may need to obtain 5GC information or data analytics, e.g. QoS Sustainability analytics from NWDAF. The problem is how to subscribe 5GC information to the 5GC for the UE, and how the 5GC exposes such information or data analytics to the UE and to the AF. In this solution AF subscribes for both the AF and the UE on the 5GC information and analytics that relate to an AF Session/PDU Session. AF subscribes by operating on the specific AF Session.
The potential solution for 5GC information exposure to UE is shown in Figure 6.8.2-1:
-	UE and AF make some negotiations in the application layer and potentially may determine that:
-	5GC information (such as network data analytics from NWDAF, UE Location from AMF, etc.) is required for the UE's local decision on application AI/ML operations;
-	UE allows AF to subscribe the 5GC information on behalf of itself.
NOTE:	The negotiation between UE and AF is out of 3GPP scope.
-	AF subscribes 5GC information to 5GC for the UE based on application layer negotiation between UE and AF.
-	5GC information or data analytics can directly be exposed to UE through control plane (i.e. AMF/SMF) or user plane (i.e. UPF).
-	The UE can use 5GC information to make decisions on application AI/ML operations locally.


Figure 6.8.2-1: 5GC information exposure to UE for the subscription by AF
[bookmark: _Toc117601743]6.8.3	Procedures
[bookmark: _Toc117601744]6.8.3.1	AF Subscription for 5GC information or analytics
When the AF wants to subscribe on the 5GC information or analytics for the AF and the UE it triggers the subscription with a request which is addressed to the PCF.
In case the AF is not trusted, the request can reach the PCF or NF/NWDAF through NEF.


Figure 6.8.3.1-1: Procedure of 5GC information/analytics exposure to UE and AF: AF subscription
1.	UE and AF make some negotiations in the application layer.
2a-2b.	AF subscribes to network analytics/network information or data analytics.
 a. In case of 5GC information that relate to an AF Session/PDU Session (e.g. Analytics on potential QoS change for a specific AF Session/PDU Session), AF can subscribe via PCF in order to set up or modify an AF application session context for the service (e.g. as in clause 4.2.2.2 of TS 29.514 [9]). The AF shall include the information that is requested. As an example, for the analytics on potential QoS change for a specific AF Session/PDU Session, the AF shall include the information needed to identify the specific AF Session/PDU Session, the QoS flows in the AF Session and relevant QoS KPIs for which analytics are requested. The AF may include additional relevant information in this request such as the time interval for the analytics notifications or information that can be used to determine the location(s) for the analytics subscription.
 b. In case of other 5GC information (apart from potential QoS change notification), the AF may directly subscribe the 5GC information for itself or for the UE. The AF may find the NF or NWDAF serving the UE by first querying the UDM.
-	If the notification endpoint is the AF, the subscription procedure is the same as in clause 6.1.1.2 of TS 23.288 [6] or clause 4.15.6 of TS 23.502 [4].
-	If the notification endpoint is the UE, according to the request of UE, AF subscribes network information to NF using Nnf_EventExposure_Subscribe (Notification Indication(GPSI)) or data analytics to the NWDAF using Nnwdaf_AnalyticsSubscription_Subscribe(Notification Indication(GPSI)). The subscription service operation contains a notification indication (including UE ID, i.e. GPSI) which indicates the NF or NWDAF to send the 5GC information (i.e. network information or data analytics) to the corresponding UE.
3.	PCF decides to update the policy of the PDU Session associated with the AF Session, including also the information provided by the AF in the previous step.
4.	PCF updates policy information to SMF, and instructing also the SMF to subscribe to related network analytics from NWDAF for the PDU Session.
5.	SMF subscribes to the related analytics from NWDAF for the PDU Session. The SMF can use the information in the PDU Session (e.g. 5QIs of related QoS flows, GFBR, MFBR) and the information provided by the AF in step 2 to determine the analytics filter information and/or the analytics target period for the subscription and the relevant thresholds for the QoS Sustainability Analytics.
6.	NWDAF starts to collect and process data for the received request and derives data analytics.
NOTE:	SMF may need to update the subscription to NWDAF when the PDU Session is modified and cancel the subscription when the PDU Session or the related QoS flow for which the 5GC information/analytics have been requested is released.
Option B:
In the procedure described in Figure 6.8.3.1-1, only steps 2a, 3a, 4a, 5a and 6 are considered. In step 5a, SMF subscribes only for QoS Sustainability Analytics.
[bookmark: _Toc117601745]6.8.3.2	5GC information or analytics notification to the AF and the UE


Figure 6.8.3.2-1: Procedure of 5GC information exposure to UE and AF: notification to AF and UE
1.	NWDAF or NF decides to trigger a notification for an active subscription, according to collected 5GC information.
2a.	In the case of AF Session/PDU Session specific subscription, the NWDAF notifies SMF, e.g. using potential QoS change notification as in clause 6.9 of TS 23.288 [6] or according to a notification related to other analytics. The SMF can match the information in the subscription for analytics and the notification received by the NWDAF (e.g. 5QI, QoS KPI information or prediction, time interval information) with the managed PDU Sessions and QoS flows to determine the PDU Sessions for which the analytics apply and the UE that needs to be notified.
2b. In the more general case (e.g. non-AF Session/PDU Session specific subscription):
-	If the notification endpoint is the AF, the NF/NWDAF notifies the AF directly by using Nnf_EventExposure_Notify or Nnwdaf_AnalyticsSubscription_Notify according to the subscription.
-	If the notification endpoint is the UE, the NF/NWDAF notifies the SMF who serves the UE by using Nnf_EventExposure_Notify or Nnwdaf_AnalyticsSubscription_Notify according to the subscription.
3a.	The SMF sends an AF Session/PDU Session specific notification to the AF via the PCF. For example in case of potential QoS change notification which is specific for an AF Session/PDU Session, it could be a QoS Prediction Information with the prediction of a specific QoS change event, according to the information received by the NWDAF and the initial subscription performed by SMF on the specific GBR QoS flows, using relevant 5QI, thresholds and other analytics filter information.
	UE is notified about the assistance information by either option A or option B. Option A includes step 4 to step 6 and option B includes step 7.
Option A:
4.	[Conditional] If UE is to be notified and it is in IDLE state, the network will trigger service request, and page the UE.
5.	If the UE needs to be notified, SMF carries the 5GC information received from step 2a (i.e. AF Session/PDU Session specific information) or step 2b_2 (i.e. non-AF Session/PDU Session specific information)  for the UE in the PDU Session Modification Command. As an example, in case of a QoS change prediction notification which is specific for a PDU Session, the SMF may send to the UE a PDU SESSION MODIFICATION COMMAND with an additional flag "predicted" indicating a potential change to the PDU Session which may happen in the immediate future. The information in this message may include (e.g. for a GBR flow) the information that the GBR could not be fulfilled in the near future and the information on the QoS that is predicted to be fulfilled. Other information can include an indication of the likelihood of the change to happen and time-related information of when the change is expected to happen. This message can trigger potential AI/ML operation or adaptation in the UE and in the application close to the UE if the UE can use this message to trigger the application. The flag "predicted" allows UE to know this is for the moment "just a prediction" and actual modification may happen in the future.
6.	UE responds with a PDU SESSION MODIFICATION COMPLETE to confirm the reception of the above message.
	The UE and the AF may use the information received respectively in step 5 and 3 to trigger AI/ML specific operations in the UE or in the application. As an example, as described in clause 6.2.1 of TR 22.874 [8], the UE or the application may decide to pre-fetch in-advance a higher number of AI/ML models to be used for different sets of environmental conditions, or to choose more general AI/ML models that can work under different sets of environmental conditions, if the DL data rate is predicted to drop at some point in the future. These decisions may be implemented because the predicted potential QoS change may prevent UE or application to download new models after the QoS change takes place.
Option B:
7.	The AF may inform the UE, via application layer communication, about the assistance information based on the received information from step 2b_1 (i.e. non-AF Session/PDU Session specific information) or step 3a (i.e. AF Session/PDU Session specific information) and local configuration. The application layer communication between the AF and the UE is out of scope of 3GPP.
Option C:
In the procedure of Figure 6.8.3.2-1 only steps 1, 2a, 3a, 4, 5 and 6 are considered. Step 2a is only triggered for QoS Sustainability Analytics.
[bookmark: _Toc117601746]6.8.4	Impacts on services, entities and interfaces
UE:
-	Need to negotiate with AF to enable the AF to subscribe network information or data analytics to 5GC for the UE.
-	Can now receive analytics via a PDU SESSION MODIFICATION COMMAND. In case of potential QoS change notification, the flag "predicted" allows the UE to know this is for the moment "just a prediction" and actual modification may happen in the future.
[bookmark: MCCTEMPBM_00000028]-	Need to identify the application running over the Packet Filter or the QoS flow for which the predicted QoS change notification is received in NAS message, and notify the corresponding application. Since applications are already notified of QoS change events (as in clause 10.1.19 of TS 27.007 [14]), the same existing mechanism can be extended to support additional notifications such as those related to AF Session/PDU Session specific information (e.g. potential QoS change events).
SMF/PCF:
-	For AF Session/PDU Session specific information, support subscription to analytics from NWDAF and sending the network information or data analytics to the corresponding UE according to the notification indication.
AF:
-	Support subscribing for network information or data analytics from 5GC for the UE, and need to carry notification indication for the UE in the subscription service operation.
NF/NWDAF:
-	Notify AMF/SMF about network information or data analytics.
-	Notify AF or SMF about the non-AF Session/PDU Session specific network information or data analytics.
* * * * Second change * * * *
[bookmark: _Toc117601944]7.2	Key Issue #2: 5GC information exposure to UE
Table 7.2-1: Evaluated based on the NAS based solution vs IEAF/AF based solution
	Evaluation Criteria
	Suggest to use NAS based solution to subscribe/request to network information and expose network information to UE
	Suggest to use IEAF/AF based solution to subscribe/request to network information and expose network information to UE
	Suggest to use NAS based solution to subscribe/request to network information and IEAF/AF based solution to expose network information to UE
	Suggest to use IEAF/AF based solution to subscribe/request to network information and NAS based solution to expose network information to UE
	Pros:
	Cons:

	Solution#2
	Not mentioned.
	The UE Application Client can Subscribe/Request to NWDAF via IEAF to request the information from 5GC, and the analytics result of NWDAF can be delivered to the UE Application via DCAF.
	Only mentioned IEAF based solution.
	Only mentioned IEAF based solution.
	Less complexity for UE to request the information via the IEAF.
Due to the analytic information from NWDAF are all user plane data, so it is more preferred to use the user plane to deliver the data.
	

	Solution#3
	Proposed to leverage the SMF serving the PDU Session for AI/ML based services/applications provides analytics information obtained from the NWDAF to the UE. The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure which will impact these two procedures.
	Not mentioned.
	Only mentioned NAS based solution.
	Only mentioned NAS based solution.
	Solution#3 leverages existing NAS signalling and SM procedures to enable network communication with the UE with built-in NAS security.
	Impact the NAS signalling. The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure which will impact these two procedures.
The SMF should understand or recognize the newly introduced parameters in UE request,
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.

	Solution#4
	Only mentioned that network information exposure to UE via NAS.
	For the request phase, the AF subscribes to the NWDAF on behalf of UE including UE identifier, Analytics ID, Area of Interest, Notification Target Address (+ callback URI), Target UE IP Address, UE's subscription correlation ID, and the analytics data of NWDAF can be delivered by the AF to the UE over application layer.
	Only mentioned that network information exposure to UE via NAS.
	The request is based on AF and the notification is based on NAS.
	No need for 5GC to translate UE's request as in Solution#2 and hence less complexity for UE to request the information via the AF.
The network information exposure to UE via NAS may have relatively low notification delay.
	Carry the same concern as Solution#2 w.r.t. IEAF related issues.
Impact the NAS signalling. The analytics information exposure to UE during PDU Session Modification procedure.
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.

	Solution#5
	Proposed to let SMF on behalf of the UE to subscribe specific Analytics to the NWDAF. The UE provides the input parameter required for these Analytics during the PDU Session Establishment Request or it may provide the input parameters using UL NAS TRANSPORT message, through the AMF. The SMF sends PDU Session Establishment accept including the analytics results or the AMF send the DL NAS transport including the analytics results.
	If the information delivery mode indicates the UE may use only "UP" or "Both", the UE may request a PDU Session Establishment to enable connectivity toward an AF (e.g. IEAF) and request Analytics and/or Event Notification and have those Analytics and Event Notification delivered over the UP, using the IEAF or other AF as an anchor.
	Based on policy or access to Network Analytics, e.g. showing high CP load, the SMF may route Analytics of Network Exposure notification through the UP, either directly through the UPF (via N4) or through and AF such as IEAF.
	Both NAS based solution and IEAF/AF based solution are mentioned. The UE may provide its capability (NAS/IEAF) upon registration. AMF checks if the UE is allowed to request and get Network Exposure information, and whether notifications/responses can be sent over the CP, UP or both.
	Similar considerations as the Solution#2 and Solution#3 for the pros.
	Supporting both UP and CP solutions may bring higher complexity to the network and the UE over proposals addressing UP or CP only solutions. It needs negotiation of the UE capability support for network exposure.
Existing NAS procedures are extended to enable authorization for delivery of Network analytics and to determine delivery mechanism, either CP or UP.
Similar concern as the Solution#2 and Solution#3 for the cons.

	Solution#8
	Partially applicable as the solution uses NAS to expose network information to UE in option A.
	Partially applicable.
For 5GC information that relate to an AF Session/PDU Session, the AF on behalf of UE subscribers via the PCF. The SMF sends an AF Session/PDU Session specific notification to the AF via the PCF. For other info, the AF directly subscribes the info to the NF/NWDAF for the UE, and the NF/NWDAF notifies the AF directly.
The AF may inform the UE, via application layer communication, about the assistance information based on the received information from 5GS and local configuration for option B.
	Partially applicable. The AF can notify the UE in option B for 5GC information.
	The request/subscription is based on AF and the notification to the UE is based on NAS in option A and C and via AF in option B.
	Same benefit as Solution#4.
For notifications according to options A and C, lLimited impact on NAS signalling for AF Session/PDU Session specific information, while reusing existing NFs and procedures for QoS change notification.
The network information exposure to UE via NAS may have relatively low notification delay. For notifications according to option C, no additional information is shared with the UE which is not already shared by 5GC (QoS flow information). The Qos flow information after the potential QoS change is anticipated towards the UE with respect to a following QoS change notification and according to the information that is already available in 5GC at the moment the notification is triggered by QoS Sustainability.
	

	Solution#29
	Not mentioned.
	Not mentioned.
	Not mentioned.
	UE and AI/ML application servers negotiate the AI/ML task to be performed and the task related parameters, AF provides the subscription data of the AI/ML task to UDM via NEF. When the subscription data of the AI/ML task is changed, the UDM notify SMF. SMF determines the recommended service transmission time duration and exposes such parameter to UE via NAS.
Other option is the PCF requests analytics from NWDAF and then exposes network information (i.e. information based on network analytics) to the UE using UE policy.
	The network information exposure to UE via NAS may have relatively low notification delay.
	The request is not from UE directly, instead it is from UDM when the subscription data of the AI/ML task is changed. This solution only mentioned how to send the information to the UE, and hence it is only a partial solution.

	Solution#30
	Not mentioned.
	The UE Application Client can Subscribe/Request to NWDAF via IEAF to request the information from 5GC.
	Not mentioned.
	Only mentioned DCAF based solution.
	Sub-set of the solution#2 with similar considerations.
	Carry the same concern as Solution#2.

	Solution#31
	Proposed to leverage the AMF for provisioning of AI/ML assistance information to UE based on the analytics from the NWDAF. UE requests AI/ML assistance information in the registration procedure. AMF subscribes to NWDAF for a UE and support a NAS message to deliver results to UE.
	Not mentioned.
	Only mentioned NAS based solution.
	Only mentioned NAS based solution.
	Same advantage as solution #3 except using AM NAS. The solution leverages existing NAS signalling to enable network communication with the UE with built-in NAS security.
	NAS signalling is extended to support the new parameters for delivery of AI/ML assistance information.
Massive network analytics notification may cause control plane congestion.
It requires to define new interaction between UE NAS and UE Application Client for data exposure.



Table 7.2-2: Evaluated based on other specific criteria
	Evaluation Criteria
	The authorization control or network consent for network information or data analytics exposure to the UE
	The discovery and negotiation of the UE capability support for network exposure.
	Support for Multiple IEAFs
	Support the AI/ML translator (AIML-T)
	Pros:
	Cons:

	Solution#2
	The NWDAF determines the authorization information for the UE based on local policy and the network consent as a UE subscription data from the UDM about whether the UE has subscribed to the service that obtaining some specific analytics ID from network.
	Not mentioned.
	There could be more than one IEAF to support the given application at different service areas. The NWDAF can use the NRF to discover the IEAF serving the UE currently.
	Not mentioned.
	Solution #2 suggest to support the authorization control or network consent for network information or data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
	Dependency on SA WG3 to finalize the secured user plane based approach to expose network info to UE.
Need further discussions to understand the necessity to support multiple IEAF s. Needs further discussion on DEC deployment cases.

	Solution#3
	The authorization control and network consent are performed by the SMF based on subscription data.
	The SMF provides 5GC info to the UE only when the UE requests it. (Enabling request for analytics information exposure from the UE can be considered as UE capability)
	Not mentioned.
	Not mentioned.
	Solution #3 supports the authorization control or network consent for data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
	

	Solution#4
	Not mentioned.
	Not mentioned.
	Not mentioned.
	Not mentioned.
	
	

	Solution#5
	There should be a Network controlled mechanism to enable the UE access to data collection as a whole or more specific data collection, through data collection policies, that pertains to certain Network capabilities/services, Operator policies may be used to determine which analytics a UE is allowed to collect.
	The UE may indicate its capability during the Registration procedure by including a new IE, e.g. "Network Exposure capability. The UE may also indicate whether it is capable of receiving Network Exposure Capability Notifications and or Analytics over the CP, UP or both". The UE capability may be used by the AMF/UDM to determine whether to check if the UE is allowed to request and get Network Exposure information, and whether notifications/responses can be sent over the CP, UP or both.
	Not mentioned.
	Not mentioned.
	Solution #5 suggest to support the authorization control or network consent for network information or data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
It provides a flexible mechanism that allows both CP and UP alternatives.

	In order to support both CP and UP solution, negotiate the UE capability with the network to support the AIML service is needed.

	Solution#8
	Not mentioned.
	UE and AF make some negotiations in the application layer to determine that 5GC information is required for the UE's local decision on application AI/ML operations and UE allows AF to subscribe the 5GC information on behalf of itself.
	Not mentioned.
	Not mentioned.
	The negotiation happens in the app layer which will have less complexity. Applications in the UE may reuse the same mechanism to trigger adaptation to potential QoS change and to QoS change notifications. This may simplify application layer implementation e.g. implement procedures to prepare adaptation when QoS change is predicted and finally execute adaptation when QoS actually change.
It uses built-in NAS security mechanism.
	TBD

	Solution#29
	Not mentioned.
	If UE has ability to perform AI/ML service, it will indicate to request AI/ML service notification.
	Not mentioned.
	Not mentioned.
	TBD
	Unclear the benefit for the new indicator and need further discussion.

	Solution#30
	Not mentioned.
	Not mentioned.
	Not mentioned.
	The AIML-T is responsible for translating (mapping) the Application layer AI/ML related requests received from UE(s) to the requests for 5GC and converting the information or analytics produced at 5GC to AI/ML assistance information for UE(s). The AI/ML translator could be integrated into IEAF/AF or NEF.
	The translator can effectively ensure that the core network understands the UE's request and also the raw analysis ID will not directly exposure to the UE.
	If the AIML-T resides at the 3rd party domain, it may introduce more signalling overhead because the 5GC cannot apply any filtering before information is sent to the AF.

	Solution#31
	The authorization control and network consent are performed by the AMF based on UE subscription data from UDM. The NWDAF may further check authorization of a specific analytics IDs for the UE.
	Not mentioned. The UE may indicate its capability during the Registration procedure by including request for AI/ML assistance information. The AMF can check the inclusion of such parameters to determine UE's capability, and further confirm if the UE is allowed to request and get AI/ML assistance information by referring to subscription data.
	Not mentioned.
	Not mentioned.
	The solution supports the authorization control or network consent for data analytics exposure to the UE. The network can prevent the UE from receiving the information which is not related to the UE itself.
	



Editor's note:	Evaluation would need to be updated after SA2#153E based on approved solutions updates and based on the LS out to SA WG1/SA WG3/SA WG4.

* * * * Third change * * * *
[bookmark: _Toc117601956]8.2	Key Issue #2: 5GC information exposure to UE
No normative work will be progressed in Rel-18 for Key Issue #2.
Proposal for the conclusions for KI#2 are based on solution evaluation in Clause 7.2 and to be used as basis for normative work based on the following principles: i.e.
-	Notification triggered on QoS Sustainability analytics and containing only the predicted QoS information can be shared with the UE by 5GC because:
- such information can be considered an anticipation of information which is already shared with the UE in the QoS change itself, according to TS 24.501 cl. 8.3.9.
- no new signalling is required to provide such information to the UE, since the mechanism already used for QoS change can be reused to anticipate such info when triggered by QoS Sustainability analytics.
-	For what concerns the sharing of the information from the UE to the application, it can be assumed that the UE can share such information according to the mechanism described in TS 27.007 cl.10.1.19, which is already used to share QoS change information to the application.
-	Solution #8 Option B of 6.8.3.1 “AF Subscription for 5GC information or analytics” and Option C of 6.8.3.2 “5GC information or analytics notification to the AF and the UE” is considered as the basis for normative work.

NOTE:	To facilitate Application AI/ML operation, how and which information are exposed from the AI/ML application server to the UE application via application layer is out of 3GPP scope.

* * * * End of changes * * * *
3GPP
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