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Abstract of the contribution: This paper proposes additional conclusions for KI#4 and KI#5 related to PDU Set Identification.
1	Discussion on PDU Set Information identification
In TR 23.700 60 the following Editor’s Note is added on conclusion of PDU Set Information identification
Editor’s Note: Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH)
In general, the mechanism used over N6 is operator deployment specific and not be specified in 3GPP. See the following sentence in TS 23.503
The SMF instructs the UPF to perform necessary actions to enforce the traffic steering policy referenced by the PCF. The actual traffic steering applies at the UPF. For enforcing the traffic steering policy, the UPF may support traffic steering related functions as defined by other standard organizations. The mechanism used for routing the traffic over N6 is out of 3GPP scope.
Therefore in SA2 we cannot exclude the possibility of all N6 protocols listed in the Editor’s Note above. 

In study FS_SFC, an optional Metadata is agreed to be used in UPF to forward the uplink data over N6. The following is the conclusions on the metadata:
· 5GC may receive from the AF policies associating for one UE, a group of UE(s) or all UE(s) some traffic (filter) with SFC policy IDs together with optional metadata. 
· PCF checks whether the indicated SFC policy IDs and Metadata correspond to an authorized SFC policy. 
· The PCF provides the TSP ID(s) and the metadata (if available) in the PCC rules to SMF. The TSP ID refers to a traffic steering behaviour that is configured in the SMF/UPF.
· The SMF creates a FAR with the Forwarding Policy parameters set to the TSP ID, and the FAR includes the metadata (if available). 
· The UPF serving as PSA uses TSP ID to steer traffic over N6-LAN. The UPF performs the necessary actions to enforce the Forwarding Policy, e.g., performing packet encapsulation, packet marking and routing the traffic towards the service functions in the N6-LAN. The UPF provides the metadata (if available) together with the traffic sent to the N6-LAN service functions. 
NOTE 1:	How the UPF transforms the metadata into actual information sent with the traffic (e.g., NSH header, etc.) is based on local policies related with the TSP ID and not specified.
NOTE 2:	The NEF, PCF and SMF do not need to understand the metadata.

It is proposed to use metadata concept for downlink XR traffic identification in UPF. The AF provides metadata to the UPF via PCF/SMF to instruct how to identify the PDU Set information. For example: 
1) The metadata may indicate whether GTP-U is used over N6 and instruct the UPF how to forward the downlink traffic.
2) The metadata may indicate whether MASQUE is used between UE and UPF. 

How the UPF uses the metadata to identify the PDU Set information is not specified. The NEF, PCF and SMF do not need to understand the metadata.

	Proposal
It is proposed to agree the proposed text for inclusion in TR 23.700-60.
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The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-  by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported). 
Editor’s Note: Whether support PDU Set identification information in new RTP is pending to SA4 5G_RTP WI.
NOTE 1: In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
-  by UPF implementation, e.g., PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.
The AF may provide optional Metadata to PSA UPF via the NEF/PCF/SMF to assist the PDU Set information identification. How the UPF uses the metadata is not specified. The NEF, PCF and SMF do not need to understand the Metadata
Editor’s Note: Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH)
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