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1. Introduction/Discussion
[bookmark: OLE_LINK14][bookmark: _Hlk78619731]The following conclusions have been agreed for the Support of Emergency for UE-to-Network Relaying (Key Issue 7 of TR 23.700-33 v1.1.0):
[bookmark: OLE_LINK26]-	   A 5G ProSe enabled UE acting as Relay shall have a normal registration (including also normal registration for a 5G ProSe Relay enabled UE in Non-Allowed Area).
-       RSC(s) dedicated for emergency service needs to be provisioned in the 5G ProSe enabled UEs with capability of Relay UE and Remote UE using procedure as specified in clause 5.1.4 of TS 23.304 [3]. The dedicated RSC(s) are used by the 5G ProSe UE-to-Network Relay UE and Remote UE during discovery and PC5 link establishment.
[bookmark: OLE_LINK16][bookmark: OLE_LINK17]While the current TR 23.700-33 takes somewhat into account the conditions for the creation of an emergency PDU session, no consideration was made with regards to the IMS emergency session. 
We will show how the discovery message can be enriched to convey information about the local regulations and operator policy that enhance the probability of the Remote UE successfully setting up an emergency call via a UE to Network Relay. 
1.1 Overview of IMS emergency call
When setting up an IMS Emergency call, the UE needs to clear two hurdles that depend on the policy of the PLMN that is selected to connect the emergency call according to Figure 7.1 of TS 23.167:
Step 3 – Bearer registration. If the UE does not have a bearer, it needs to obtain an emergency PDU session
Step 6 – IMS registration. If the UE is not IMS registered already and has sufficient credentials it needs to perform IMS Registration before initiate IMS Emergency Session establishment
IMS Emergency Session establishment may fail at either of these steps.


Figure 7.1, TS 23.167
For the Emergency PDU session establishment, PLMN policy determines whether the UE is allowed to obtain an Emergency PDU session, the 4 types of policy are defined in TS 23.401 clause 4.3.12.1 and referenced in TS 23.501 clause 5.16.4.1.
A) Only UEs with valid IMSI, authenticated and authorises are allowed
B) Only UEs with valid IMSI are allowed (i.e. successful authentication needed). UE can be in limited service state (LSS)
C) UE needs to provide an IMSI for authentication (may not be valid). UE can be in Limited Service State.
D) Any UE allowed (including SIM-less UE). UE identified via IMEI/PEI.
Observation 1: Whether an emergency PDU session can be established depends on the different network behaviour, UE subscription and service status.
For the IMS Emergency Session Establishment described in section 7.1 of TS 23.167, the UE is required to perform IMS registration based on PLMN policy, if the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS emergency registration request, but instead immediately establish an emergency session towards the P‑CSCF. According to section 7.4 of TS 23.167, the P‑CSCF may reject "anonymous user" emergency session establishment based on local regulation.
Observation 2: Whether the P-CSCF of the PLMN selected for IMS emergency session accept the establishment of an IMS emergency session without registration is part of the PLMN policy. 
[bookmark: OLE_LINK21]1.2 Emergency service provision in relay scenarios 
Come to relay scenario, it is assumed that the local regulation and associated operator policy of the Relay UE's serving PLMN will apply to the Remote UE as well.
Scenario 1: Layer2 relay 
[image: ]
Figure 1.2-1 Emergency service provision in Layer2 relay scenario
Figure 1.2-1 illustrates the procedure for the setup of an IMS Emergency Session using a Layer 2 UE to Network Relay. 
In step4, the remote UE attempts emergency registration and emergency PDU session, during this step, if the remote UE does not meet the requirements corresponding to the network behaviours, the emergency PDU session could not be established successfully.
If Step 4 is successful, in step5, the remote UE attempts IMS registration if it has sufficient credentials or starts IMS emergency session establishment without registration. When the remote UE without sufficient credentials and starts IMS emergency session establishment without registration, it is not known whether the P-CSCF supports "IMS emergency Session without registration" or not.
[bookmark: OLE_LINK27]Scenario 2: Layer 3 relay 
[image: ]
Figure 1.2-2 Emergency service provision in Layer3 relay scenario
Figure 1.2.-2 illustrates the procedure for the setup of an IMS Emergency Session using a Layer 3 UE to Network Relay.
As described in TR 23.700-33, even if the Emergency PDU session in step 4 is established by the L3 Relay on behalf of the Remote UE, the PLMN behaviour is based on the credentials of the Remote UE. In step5, the remote UE attempts IMS registration if it has sufficient credentials or starts IMS emergency session establishment without registration. When the remote UE without sufficient credentials and starts IMS emergency session establishment without registration, it is not known whether the P-CSCF supports "IMS emergency Session without registration" or not. 
Observation 3: In both Layer 2 UE to Network Relay and Layer 3 UE to Network relay scenarios, the Remote UE should preferentially select a Relay that connects to an IMS that allows IMS emergency Session without registration to maximise the chances of successfully setting up an IMS Emergency Session. Conversely, if the Remote UE is aware that the IMS does not allow IMS Emergency Session without registration and the Remote UE does not have sufficient credentials, the Relay should not be used. 
Observation 4: for Layer 2 relay scenario, the emergency PDU session establishment might fail if the PLMN behaviour is such that the UE credentials are insufficient or the status is invalid. Prior knowledge of the PLMN behaviour would allow the remote UE to discard relays that connect to a PLMN that will not allow the setup of an emergency PDU session.
Observation 5: for Layer 3 relay scenario, the PLMN is expected to check the credentials and status of the Remote UE in order to decide whether to create an emergency PDU session or not. Prior knowledge of the PLMN behaviour would allow the remote UE to discard relays that connect to a PLMN that will not allow the setup of an emergency PDU session
2. Proposal
To maximize the probability of a successful EMC for remote UE, it is proposed the remote UE can be made aware of the PLMN behaviour with regards to emergency PDU session setup as specified in 23.501 clause 5.16.4.1 as well as the PLMN policy with regards to IMS Emergency Session without registration. This information can be made available by the Relay UE to Network in the discovery message so that the Remote UE can select the Relay which has the highest likelihood of enabling the setup of an IMS Emergency Session. 
Proposal: The Relay UE includes in the discovery message information regarding the PLMN behaviour type and IMS registration policy for emergency calls. The Remote UE uses this information along with the PLMN ID of the PLMN serving the relay and the available credentials (from USIM, ISIM) to select a relay that maximises the probability of establishing a successful IMS emergency session.  
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc104480145][bookmark: _Toc113266051][bookmark: _Toc117226932]6.42	Solution #42: Emergency Services for UE to Network Relaying
[bookmark: _Toc104480146][bookmark: _Toc113266052][bookmark: _Toc117226933]6.42.1	Description
This solution address Key Issue #7 for "Support of Emergency Services for UE to Network Relaying".
When a 5G ProSe enabled UE acts as Relay, based on the SA WG1 response (S2-2205433), it is assumed that the Relay UE registered to a PLMN, i.e. the relay UE has a SIM/USIM/ISIM.
Under the assumptions that a UE responsible for another UE's emergency service is compliant with local regulation and the Relay UE and the Remote UE belong to the same PLMN, this solution contains the following aspects:
-	Provisioning emergency service support using the Rel-17 policy and parameter providing with the following additions:
-	ProSe Relay Discovery policy/parameters for 5G ProSe UE-to-Network Relay/Remote UE includes a dedicated emergency Relay Service Code associated with emergency service (as Emergency RSC). The Emergency RSC needs to be defined as a unique value in 3GPP standards.
-	A 5G ProSe Layer-3 UE-to-Network Relay advertises its support of emergency service only when the UE receives Emergency Support Indicator in Registration Accept, and has been provisioned with the policy for the dedicated emergency RSC.
-	A 5G ProSe Layer-2 UE-to-Network Relay advertises its support of emergency service when NG-RAN support of emergency services is indicated as the Layer Remote UE may select a different PLMN from the Layer-2 Relay and has been provisioned with the policy for the dedicated emergency RSC.
Editor's note:	When the L2 Relay UE advertise emergency RSC, whether the L2 Relay needs to check if its serving PLMN's supports relaying of emergency service is FFS.
-	A 5G ProSe Remote UE becomes aware whether a 5G ProSe UE-to-Network Relay can support emergency services during discovery from the dedicated emergency RSC.
-	A 5G ProSe Remote UE indicates emergency access request to the 5G ProSe UE-to-Network Relay using the dedicated emergency RSC during PC5 link establishment, and 5G ProSe UE-to-Network Relay informs its network of the emergency service access.
-	If the 5G ProSe Remote UE completes the emergency call, it may wait for a configurable period of time before initiating release of PC5 link for emergency service. This is to prepare for any possible call back.
-	A dedicated PC5 link needs to be established for the dedicated RSC for emergency service.
-	When the PC5 link for emergency service is released if the 5G ProSe UE-to-Network Relay is not involved in emergency service from any Remote UE, the Relay UE inform its AMF it is no longer relaying for emergency service.
For emergency service from a Remote UE, it is assumed that the local regulation and associated operator policy of the Relay UE's serving PLMN will apply to the Remote UE as well, e.g.:
-	if the Relay UE's serving PLMN does not allow emergency service from a UE without a SIM/USIM/ISIM, then the emergency request from such UE is also rejected by the Layer-3 Relay. If the Remote UE includes SUCI or PRUK ID in PC5 link establishment (see clause 6.3.3 of TS 33.503 [24]), then the Layer-3 Relay UE knows that the Remote UE may have a SIM.
-	if authentication is optional in Relay UE's serving PLMN, then the authentication security procedures as specified in clause 5.1.4.3 of TS 23.304 [3], for the Remote UE during PC5 link establishment for emergency service can be skipped.
-	During discovery procedure, the UE-to-Network Relay includes information about its serving PLMN behaviour type and IMS registration policy for emergency calls. The Remote UE uses this assistance information together with the PLMN ID of the PLMN serving the relay and the available credentials in the USIM, ISIM for the selection of a suitable UE-to-Network Relay. If the Remote UE is aware that it does not have sufficient credentials to establish an emergency call via the UE-to-Network Relay, then the Remote UE will not select it.
Editor's note:	Whether any PC5 security procedures are requires is FFS.
NOTE:	If local regulation and associated operator policy allows emergency calls without the SIM/USIM/ISIM, the IMSI check can be skipped.
[bookmark: _Toc104480147][bookmark: _Toc113266053][bookmark: _Toc117226934]6.42.2	Procedures
This clause captures the changes to the following (existing) procedures in TS 23.304 [3]:
-	clause 5.1.4.1: Policy/Parameter provisioning for 5G ProSe UE-to-Network Relay.
-	The dedicated Relay Service Code is used to support and identify emergency services over a UE-to-Network Relay. ProSe Relay Discovery policy/parameters for 5G ProSe UE-to-Network Relay includes the dedicated emergency Relay Service Code and any associated parameters.
-	clause 5.4.3: Mobility Restrictions for 5G ProSe UE-to-Network Relaying.
-	Reflect the support of emergency service as follows:
-	If a 5G ProSe enabled UE with UE-to-Network Relay capability has a normal registration but in Non-Allowed Area, it can perform relay operation for emergency service from a remote UE. This applies to both Layer-2 and Layer-3 5G ProSe UE-to-Network relaying.
-	For Layer-3 Remote UE, service Area Restrictions are not applicable.
-	For Layer-2 remote UE which has normal registration but in Non-Allowed Area, the remote UE can initiate emergency service.
-	For Layer-2 remote UE in forbidden area, the L2 remote UE can initiate emergency service if its serving PLMN supports emergency service.
-	clause 6.3.2.3: 5G ProSe UE-to-Network Relay Discovery.
-	A dedicated emergency RSC is included in the UE-to-Network Relay Discovery messages including Model A and Model B discovery, if the Relay Discovery is for emergency service. The 5G ProSe UE-to-Network Relay and the 5G ProSe Remote UE can recognise the discovery and the subsequent procedure (e.g. PC5 connection setup or management) which are for emergency service based on the dedicated emergency RSC.
-	A 5G ProSe Layer-3 UE-to-Network relay includes a dedicated emergency RSC when it receives the Emergency Services Support indication from AMF in the Registration Accept message. Emergency Services Support indication indicates that the 5G ProSe Layer-3 UE-to-Network Relay can setup emergency PDU Session to obtain emergency services. For Layer-2 UE-to-Network Relay case, a UE-to-Network relay includes the dedicated emergency RSC when the serving NG-RAN indicates the support of emergency services, such as ims-EmergencySupport in SIB1 message as defined in TS 38.331 [14].
-	For 5G ProSe UE-to-Network Discovery with Model B, 5G ProSe Remote UE requests for emergency service for relaying.
-	clause 6.4.3.6: Layer-2 link management over PC5 reference point for 5G ProSe UE-to-Network Relay.
-	When the Remote UE sets up the PC5 link for emergency service towards the Relay UE, the Relay UE may check the network support of emergency service for Remote UE.
-	During PC5 Layer-2 link establishment, the Relay UE will check the AMF provided network support of remote UE emergency service to determine whether to reject the link establishment or to continue the link establishment. When the Relay UE determine to continue the link establishment, whether the security procedure should be performed or can be skipped for 5G ProSe Communication via 5G ProSe UE-to-Network Relay (see clause 5.1.4.3 of TS 23.304 [3] for the security procedure) is based on Relay UE's serving AMF indication in registration procedure (as described below for updates to clause 6.6.2).
Editor's note:	Whether any PC5 security procedures are requires is FFS.
-	clause 6.5.1.1: 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF.
-	The connection establishment defined in clause 6.5.1.1 and clause 6.5.1.2 of TS 23.304 [3] is reused. When the Remote UE sends the Direct Communication Request message including the dedicated emergency RSC, the UE-to-Network Relay sets up the emergency PDU session for relaying or modifies the emergency PDU session for support of Remote UE's emergency service.
-	If the 5G ProSe UE-to-Network Relay UE's state is in RRC_IDLE, then the Relay UE set RRC establishment cause to "emergency" when establishing a Uu connection to RAN.
-	The 5G ProSe Layer-3 UE-to-Network Relay needs to establish an emergency PDU Session for emergency service from the 5G ProSe Layer-3 UE-to-Network Remote UE.
-	When a 5G ProSe Layer-3 UE-to-Network Remote UE initiates emergency service, if the 5G ProSe Layer-3 UE-to-Network Relay has its own emergency service ongoing, the 5G ProSe Layer-3 UE-to-Network Relay should prioritize its own emergency service and reject the Remote UE's request. The 5G ProSe Layer-3 UE-to-Network Remote UE can attempt to select other 5G ProSe Layer-3 UE-to-Network Relay.
Editor's note:	It if FFS whether the emergency PDU Session of Layer-3 Relay UE can be used to transmit the Layer-3 Remote UE's emergency service and the Layer-3 Relay UE's emergency service simultaneously or whether a Remote UEs emergency session should be terminated in favour of an emergency session from the Relay UE.
-	clause 6.5.1.2: 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay with N3IWF support.
-	A 5G ProSe Layer-3 Remote UE shall attempt to use 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF procedures before attempting to establish an emergency PDU Session via 5G ProSe Layer-3 UE-to-Network Relay with N3IWF support.
-	If 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF can't be used then 5G ProSe Layer-3 UE-to-Network Relay with N3IWF support can be used however there is no enhancement to the 5G ProSe Layer-3 Relay UE to support this, i.e. if the 5G ProSe UE-to-Network Relay UE's state is RRC_IDLE, then the Relay UE does not set RRC establishment cause to "emergency" when establishing a Uu connection to RAN and PC5 security procedures will be performed.
-	clause 6.5.2: 5G ProSe Communication via 5G ProSe Layer-2 UE-to-Network Relay.
-	If the 5G ProSe UE-to-Network Relay UE's state is in RRC_IDLE, then the Relay UE set RRC establishment cause to "emergency".
-	If the 5G ProSe UE-to-Network Relay UE's state is in RRC_CONNECTED, the 5G ProSe UE-to-Network Relay needs to inform its CN over NAS that the UE is involved in emergency service for a 5G ProSe UE-to-Network Remote UE, so that the 5G ProSe UE-to-Network Relay UE can be exempted from e.g. overload control.
-	Connection establishment defined in clause 6.5.2.2 of TS 23.304 [3] is reused. If the Layer-2 Remote UE does not receive the Emergency Services Support indication from AMF in the relayed Registration Accept message, the Layer-2 Remote UE may release the PC5 connection associated with Emergency RSC with the Layer-2 UE-to-Network Relay.
-	clause 6.6.2: Registration procedure.
-	To apply the local regulation and operator policy of the Relay UE's serving PLMN to the Remote UE as well, the following addition is needed:
	During Registration from a 5G ProSe enabled UE, if the UE is authorized to act as a Relay, the AMF provides the network support of emergency service for Remote UE based on behaviours defined in clause 4.3.12.1 of 23.401 [25]. The AMF also provides the information regarding the PLMN behaviour type and IMS registration policy for emergency calls to the UE-to-Network Relay. 
Editor's note:	Whether this is required for Layer-2 Relay is FFS.
NOTE:	The above network support indications are used by the Relay UE to accept or reject the PC5 link establishment from the Remote UE for emergency service, and to determine whether security procedure can be skipped during PC5 link establishment from the Remote UE for emergency service.
[bookmark: _Toc104480148][bookmark: _Toc113266054][bookmark: _Toc117226935]6.42.3	Impacts on services, entities and interfaces
UE:
-	5G ProSe-enabled UE that is capable of UE-to-Network Relay receives information from AMF the network support of remote UE's emergency service
-	A 5G ProSe Layer-2 UE-to-Network Relay also receives information from NG-RAN about support whether any PLMN access via the RAN node the relay is using supports emergency access
-	During PC5 Layer-2 link establishment, the Relay UE will check the AMF provided network support of remote UE emergency service to determine whether to reject the link establishment or to continue the link establishment. When the Relay UE determine to continue the link establishment, whether the security procedure should be performed or can be skipped for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay.
-	If 5G ProSe-enabled UE that is capable of UE-to-Network Relay has a normal registration but in Non-Allowed Area, it can act as Relay for emergency service from the remote UE.
-	During discovery procedure, the UE-to-Network Relay includes information about its serving PLMN behaviour type and IMS registration policy for emergency calls.
-	The Remote UE uses the assistance information regarding the PLMN behaviour type and IMS registration policy for emergency calls, the PLMN ID of the PLMN serving the relay and the available credentials in the USIM, ISIM for the selection of a suitable UE-to-Network Relay.
AMF:
-	Provide the network support of remote UE's emergency service to a 5G ProSe-enabled UE that is capable of UE-to-Network Relay
-	Provide the information regarding the PLMN behaviour type and IMS registration policy for emergency calls to the UE-to-Network Relay.

* * * * Second change * * * *
[bookmark: _Toc117226980]8.7	Key Issue #7: Support of Emergency for UE-to-Network Relaying
For Key Issue #7: Support of Emergency for UE-to-Network Relaying, the following are concluded.
The following conclusions are common to Layer-2 and Layer-3 UE-to-Network Relaying:
-	For emergency service, the UE shall prioritise direct connection to network. If direct connection is not possible, the UE shall attempt to obtain emergency service via UE-to-Network Relay
-	A 5G ProSe enabled UE acting as Relay shall have a normal registration (including also normal registration for a 5G ProSe Relay enabled UE in Non-Allowed Area). A 5G ProSe Relay enabled UE in limited-service state shall not act as Relay. Mobility Restrictions that are overruled for UE requesting direct emergency service are overruled also for 5G ProSe UE-to-Network Relay that is relaying emergency service.
-	5G ProSe Remote UE in limited service state may request emergency service.
Editor's note:	Whether limited service state applies to Layer-3 Remote UE, and if yes, whether the Remote UE in this case can request emergency service via 5G ProSe Layer-3 Relay is FFS.
-	RSC(s) dedicated for emergency service needs to be provisioned in the 5G ProSe enabled UEs with capability of Relay UE and Remote UE using procedure as specified in clause 5.1.4 of TS 23.304 [3]. The dedicated RSC(s) are used by the 5G ProSe UE-to-Network Relay UE and Remote UE during discovery and PC5 link establishment.
-	A dedicated PC5 link associated with an emergency RSC is only used for emergency service
Editor's note:	It is FFS whether the Dedicated RSC(s) are needed for Layer-2 relay and whether a 5G ProSe Layer-2 Relay UE can set its RRC establishment cause to "emergency" when connected from RRC_IDLE based on the "emergency" RRC establishment cause received from the 5G ProSe Layer-2 Remote UE.
-	Emergency call back for 5G ProSe UE-to-Network Remote UE regulatory requirements will be supported using existing functionality defined for Emergency Services.
-	The existing positioning function are reused for the 5G ProSe Remote UE. If no other information is available, the location of the 5G ProSe UE-to-Network Relay can be used as Remote UE location estimate.
Editor's note:	Whether and how PC5 security is used for emergency services is to be determined in the normative phase.
[bookmark: _GoBack]-	The UE-to-Network Relay includes information of its serving PLMN behaviour type and IMS registration policy for emergency calls in discovery message.
The following conclusions apply to Layer-2 UE-to-Network Relaying:
-	For a 5G ProSe Layer-2 UE-to-Network Relay to advertise its support of emergency service, the serving NG-RAN support of emergency services is required as the Layer Remote UE may select a different PLMN from the Layer-2 Relay.
Editor's note:	When the L2 Relay UE advertise emergency RSC, whether the L2 Relay needs to check if its serving PLMN supports the relaying of emergency service is FFS.
-	A 5G ProSe Layer-2 Remote UE will set its RRC establishment cause to "emergency" when connected from RRC_IDLE.
-	When NG-RAN receives an emergency RRC establishment from a 5G ProSe Layer-2 Remote UE it may need to direct the initial UE message towards its PLMN as in legacy.
-	To ensure the prioritized handling of the emergency service for the L2 Remote UE, the L2 Relay UE needs to get prioritized handling in the L2 Relay UE's serving AMF to be exempted e.g. from congestion control for this L2 Relay UE, if the L2 Relay is in CM-CONNECTED.
Editor's note:	How the 5G ProSe Layer-2 Relay UE's serving AMF get the information that the Relay is involved in emergency service from a Remote UE is FFS.
-	The Layer2 Remote UE selects the UE-to-Network Relay by inspecting the PLMN ID of the PLMN serving the UE-to-Network Relay, the information of PLMN behaviour type and IMS registration policy for emergency calls in discovery message and the available credentials.
The following conclusions apply to Layer-3 UE-to-Network Relaying:
-	A 5G ProSe Layer-3 UE-to-Network Relay participates the relay discovery procedure for emergency service only when it receives the Emergency Service Support indicator in Registration Accept.
-	The emergency number(s) may be preconfigured in the 5G ProSe Remote UE
Editor's note:	It is FFS if the Remote UE can obtain the local emergency number(s) from the Relay.
-	For Layer-3 UE to Network Relaying, the Remote UE may obtain P-CSCF address from the Relay UE via DHCP or may be preconfigured with P-CSCF address.
NOTE 2:	Remote UE obtaining P-CSCF address via DHCP is specified in clause 14A.2.1 of TS 24.379 [26].
-	A Layer-3 UE-to-Network Relay sets up or modifies an emergency PDU session to support the Remote UE's
-	The Layer3 Remote UE selects the UE-to-Network Relay by inspecting the PLMN ID of the PLMN serving the UE-to-Network Relay, the information of PLMN behaviour type and IMS registration policy for emergency calls in discovery message and the available credentials.
* * * * End of change * * * *
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