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Abstract of the contribution: The contribution proposes updates to the conclusions for KI#3, i.e. resolving the editor's notes.
1. Introduction
There are two Editor's notes in current conclusions for Key Issue #3: Data and analytics exchange in roaming case.
1)Regarding the following EN:
Editor's note:
Whether other NF can also be the central NF is FFS.
Considering that the NWDAF is responsible for analytics exposure and user consent checking as specified in Rel-17, which can be further enhanced for network analytics in roaming scenarios in Rel-18, it is proposed to use the NWDAF as the default central NF. So it is suggested to remove this EN.
2)Regarding the following EN:
Editor's note:
It is FFS if the analytics information is analytics, analytics profiles or both.
This Editor's note is actually about whether the VPLMN may consume the UE analytics profiles generated by HPLMN (See Solution #38), in addition to other analytics information generated by the HPLMN.

As proposed in Solution #38,

"The "UE analytics profile" is generated by the NWDAF of the HPLMN (H-NWDAF) and stored in the ADRF of the HPLMN (H-ADRF).

The NWDAF of the VPLMN (V-NWDAF) can retrieve the UE analytics profile from the H-NWDAF for an inbound roaming UE and use it for determining analytics related to that UE for consumers NFs in the VPLMN. It may store the profile in the ADRF of the VPLMN (V-ADRF).

The UE analytics profile may contain:

-
UE Mobility patterns.

-
UE Location patterns.

-
Expected UE behavioral parameters.

-
UE QoS / Congestion Experience patterns.

-
UE Data usage patterns (e.g. indicating where a UE disperses most of its data volume and session transactions).

-
Data related to the UE that the V-NWDAF can use to generate its own analytics about the UE. "
However, the analytics information in UE analytics profile (except the "Data related to the UE that the V-NWDAF can use to generate its own analytics about the UE") is actually analytics related to the UE, see the mapping between UE analytics profile and the existing analytics defined in TS 23.288 in Table 1.

Furthermore, it is already described in the conclusions for KI#3 that "UE-related analytics information provided by the HPLMN (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs".
So it is suggested to remove this EN.

Table 1: Mapping between UE analytics profile and the existing analytics in TS 23.288
	UE analytics profile
	Corresponding analytics information
	Comments

	UE Mobility patterns
	UE Mobility analytics, see TS 23.288 clause 6.7.2
	Covered by existing analytics defined in TS 23.288

	UE Location patterns
	UE Mobility analytics, see TS 23.288 clause 6.7.2
	

	Expected UE behavioral parameters
	Expected UE behavioral parameters related network data analytics, see TS 23.288 clause 6.7.4
	

	UE QoS / Congestion Experience patterns
	QoS Sustainability Analytics, User Data Congestion Analytics, see TS 23.288 clause 6.9 and 6.8
	

	UE Data usage patterns (e.g. indicating where a UE disperses most of its data volume and session transactions)
	Dispersion Analytics, see TS 23.288 clause 6.10
	

	Data related to the UE that the V-NWDAF can use to generate its own analytics about the UE
	-
	Not analytics information. Also it is unclear/undescribed what types of data are contained in "data related to the UE that the V-NWDAF can use to generate its own analytics about the UE".


2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-81.
* * * Start of Change * * * *

8.3
Key Issue #3: Data and analytics exchange in roaming case

For KI#3, the following conclusions are reached:

The following architectural principles are applied to data and analytics exchange in roaming scenarios: 
-
A central NF is used as entry point to exchange analytics in roaming scenario between HPLMN and VPLMN. It authorizes the request according to operator policies and user consent and it filters the information exposed in reply to the request.
-
An NWDAF is the default central NF.

NOTE:
How to discover the central NF is determined in normative phase.


-
The central NF offers new services to be accessed by the peer PLMN. This allows the NRF to be configured in such a manner that only access to those services is authorized from outside the PLMN. The new services will be defined with as much communality as possible to existing services to ease the implementation.
-
Exposure of input data for analytics is allowed from VPLMN to HPLMN and vice versa. It may be restricted based on operator policy and user consent.

-
The HPLMN may provide analytics to the VPLMN. The VPLMN may provide analytics to the HPLMN.

NOTE 1:
Analytics that rely on input data from the HPLMN are preferbly not provided from VPLMN to HPLMN but generated in the HPLMN. Analytics that rely on input data from the VPLMN are preferbly not provided from HPLMN to VPLMN but generated in the VPLMN.
NOTE 2:
Data and analytics exchange between HPLMN and VPLMN may be furter updated based on feedback from GSMA.
NOTE 3:
The user consent check procedure and security aspects will align with SA WG3's conclusion during normative work.


The following use cases are supported in roaming scenarios:

-
VPLMN may consume analytics information generated by HPLMN:

-
In home routed roaming scenarios, HPLMN analytics information (i.e. slice load level analytics, NF load analytics, etc.) can be leveraged by the AMF in the VPLMN for Network Slice selection and SMF selection for PDU Session management.

-
UE-related analytics information provided by the HPLMN (e.g.. service experience analytics, etc.) can include statistics or predictions for outbound roaming UEs.

-
HPLMN may consume analytics information generated by the VPLMN or request raw data and generate analytics on its own.
-
In home routed roaming scenarios,  analytics information with statistics or predictions for outbound roaming UEs can be leveraged by the H-PCF for QoS control of the PDU Session.

-
Analytics information (i.e. service experience analytics, slice load level analytics, etc.) can be leveraged by the H-PCF for decision of NSSP in URSP rules provisioned to the UE roaming in the VPLMN.
* * * End of Change * * * *

