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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20203975][bookmark: _Toc27894660][bookmark: _Toc36191727][bookmark: _Toc45192813][bookmark: _Toc47592445][bookmark: _Toc51834526][bookmark: _Toc114667894]4.3.2.2.2	Home-routed Roaming
This procedure is used in the case of home-routed roaming scenarios.


Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios
1.	This step is the same as step 1 in clause 4.3.2.2.1.
2.	For NR satellite access, the AMF may decide to verify the UE location as described in clause 5.4.11.4 of TS 23.501 [2].
	As in step 2 of clause 4.3.2.2.1 except that, if the UE does not include an S-NSSAI in the PDU Session request, both a Serving PLMN S-NSSAI (in the Allowed NSSAI) and its corresponding HPLMN S-NSSAI values are selected by the AMF. Also, the AMF in the serving PLMN selects both an SMF in the Serving PLMN using the S-NSSAI of the Serving PLMN mapping to the S-NSSAIs of the HPLMN used for the PDU Session, and, additionally an SMF in the HPLMN using the S-NSSAI of the HPLMN used for the PDU Session, as described in clause 4.3.2.2.3. The AMF may also receive alternative H-SMFs from the NRF. If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, the AMF selects V-SMF and H-SMF that supports the Control Plane CIoT 5GS Optimisation (see clause 6.3.2 of TS 23.501 [2]). The AMF stores the association of the S-NSSAI(s), the DNN, the PDU Session ID, the SMF ID in VPLMN as well as Access Type of the PDU Session. Whether to perform DNN replacement is based on operator agreement.
	In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this step and may select an SMF in the VPLMN different from the V-SMF selected earlier.
3a.	As in step 3 of clause 4.3.2.2.1 with the addition that:
-	the AMF also provides the identity of the H-SMF it has selected in step 2 and both the VPLMN S-NSSAI from the Allowed NSSAI and the corresponding S-NSSAI of the HPLMN, which is in the mapping the VPLMN S-NSSAI from the Allowed NSSAI. The H-SMF is provided when the PDU Session is home-routed. The AMF may also provide the identity of alternative H-SMFs, if it has received in step 2.
-	The V-SMF does not use DNN Selection Mode received from the AMF but relays this information to the H-SMF.
	If the AMF is reusing an already established association with a V-SMF for the PDU Session ID provided by the UE (e.g. when Request Type indicates "existing PDU Session"), the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request.
	The AMF may include the H-PCF ID in this step and V-SMF will pass it to the H-SMF in step 6. This will enable the H-SMF to select the same H-PCF in step 9a.
	If Control Plane CIoT 5GS Optimisation is used for the PDU Session and the "Invoke NEF indication" in the subscription data is set for the S-NSSAI / DNN combination, the AMF includes an "Invoke NEF" flag in Nsmf_PDUSession_CreateSMContext Request.
	If Disaster Roaming service indication is received, the V-SMF stores the indication in PDU session context and includes the indication in charging data. V-SMF may also apply policy and charging control based on the indication according to roaming agreement.
3b:	This step is the same as step 5 of clause 4.3.2.2.1. If the PDU Session Type is Unstructured and the V-SMF received an "Invoke NEF" flag in step 3a, then it skips steps 4 and 5.
4.	The V-SMF selects a UPF in VPLMN as described in clause 6.3.3 of TS 23.501 [2].
5.	The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:
5a.	The V-SMF sends an N4 Session Establishment Request to the V-UPF. The V-SMF provides Trace Requirements to the V-UPF if the V-SMF has received Trace Requirements from AMF.
5b.	The V-UPF acknowledges by sending an N4 Session Establishment Response. The CN Tunnel Info is provided to V-SMF in this step.
6.	V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), V-SMF SM Context ID, DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU Session Type, PCO, Number Of Packet Filters, User location information, Access Type, RAT Type, PCF ID, [Small Data Rate Control Status], SM PDU DN Request Container, DNN Selection Mode, Control Plane CIoT 5GS Optimisation Indication, [Always-on PDU Session Requested], AMF ID, Serving Network, the QoS constraints from the VPLMN, Satellite backhaul category, Disaster Roaming service indication, [ECS Address Configuration Information]) or Nsmf_PDUSession_Update Request (V-CN-Tunnel-Info, PCO, User location information, Access Type, RAT Type, SM PDU DN Request Container, Control Plane CIoT 5GS Optimisation Indication, [Always-on PDU Session Requested], Serving Network, Satellite backhaul category, [ECS Address Configuration Information]). Protocol Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3). The H-SMF may use DNN Selection Mode when deciding whether to accept or reject the UE request. If the V-SMF does not receive any response from the H-SMF due to communication failure on the N16 interface, depending on operator policy the V-SMF may create the PDU Session to one of the alternative H-SMF(s) if additional H-SMF information is provided in step 3a, as specified in detail in TS 29.502 [36]. The Small Data Rate Control Status is included if received from the AMF. The Control Plane CIoT 5GS Optimisation Indication is set by the V-SMF, if the PDU Session is intended for Control Plane CIoT 5GS Optimisation. The QoS constraints from the VPLMN contains a 5QI and corresponding ARP value that the VPLMN can accept for the QoS Flow associated with the default QoS rule and the highest Session-AMBR that the VPLMN can accept. The Disaster Roaming service indication is included if the indication is received from AMF in step 3a above.
NOTE 1:	The QoS constraints from the VPLMN are provided by the VPLMN to avoid the risk that V-SMF rejects the PDU Session in step 13 when controlling SLA with the HPLMN.
	V-SMF SM Context ID contains the addressing information it has allocated for service operations related with this PDU Session. The H-SMF stores an association of the PDU Session and V-SMF Context ID for this PDU Session for this UE.
	If the H-SMF needs to use V-SMF services for this PDU Session (invoking Nsmf_PDUSession_Update Request) before step 13, at the first invocation of Nsmf_PDUSession_Update Request the H-SMF provides the V-SMF with the H-SMF SM Context ID it has allocated for service operations related with this PDU Session.
	If the RAT type was included in the message, then the H-SMF stores the RAT type in SM Context.
	If the V-SMF has an association with the H-SMF for the indicated PDU Session ID, the V-SMF invokes Nsmf_PDUSession_Update Request. Otherwise the V-SMF invokes Nsmf_PDUSession_Create Request.
	The V-SMF sends the VPLMN ECS Address Configuration Information to the H-SMF, as described in clause 6.5.2 of TS 23.548 [74].
7-12b.	These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Home PLMN;
-	The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9a in clause 4.3.2.2.1.
-	If the QoS constraints from the VPLMN is provided in step 6 and PCF is deployed, the H-SMF provides the QoS constraints from the VPLMN to PCF. The PCF takes this into account when making policy decisions. In case dynamic PCC is not deployed, the SMF takes this into account when generating the default QoS rule.
-	Step 5 of clause 4.3.2.2.1 is not executed.
-	If Disaster Roaming service indication is received, the SMF stores the indication in PDU session context and includes the indication in charging data. H-SMF may also apply policy and charging control based on the indication according to roaming agreement.
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
12c.	This step is the same as step 16c in clause 4.3.2.2.1 with the following difference:
-	The H-SMF registers for the PDU Session with the UDM using Nudm_UECM_Registration (SUPI, DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID).
13.	H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule(s), QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s), PCO including session level information that the V-SMF is not expected to understand, selected PDU Session Type and SSC mode, Reliable Data Service Support, H-CN Tunnel Info, QFI(s), QoS profile(s), Session-AMBR, Reflective QoS Timer (if available), information needed by V-SMF in the case of EPS interworking such as the PDN Connection Type, User Plane Policy Enforcement)
	If the PDU Session being established was requested to be an always-on PDU Session, the H-SMF shall indicate to the V-SMF whether the request is accepted or not via the Always-on PDU Session Granted indication in the response message to V-SMF. If the PDU Session being established was not requested to be an always-on PDU Session but the H-SMF determines that the PDU Session needs to be established as an always-on PDU Session, the H-SMF shall indicate it to the V-SMF by including Always-on PDU Session Granted indication that the PDU Session is an always-on PDU Session.
	The information that the H-SMF may provide is the same than defined for step 11 of Figure 4.3.2.2.1-1.
	The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.
	Multiple QoS Rules and QoS Flow level QoS parameters for the QoS Flow(s) associated with the QoS rule(s) may be included in the Nsmf_PDUSession_Create Response.
	The V-SMF may apply VPLMN policies related with the SLA negotiated with the HPLMN or with QoS values supported by the VPLMN to evaluate the QoS parameters received from H-SMF; such policies may result in that V-SMF does not accept the PDU Session or does not accept some of the QoS Flows requested by the H-SMF. If the V-SMF does not accept the PDU Session, the V-SMF triggers the V-SMF initiated PDU Session Release procedure from step 1b-3b as defined in clause 4.3.4.3. When the V-SMF accepts at least one QoS flow, it transfers (via the AMF) the corresponding N2 (and NAS) request towards the 5G AN (and the UE) but does not issue requests for the QoS Flow(s) it has rejected due these policies. The V-SMF notifies the H-SMF about the rejected QoS Flows in step 23 below.
NOTE 2:	QoS enforcement in V-UPF is not expected on the QoS parameters received from H-SMF.
	If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, certain information, e.g. H-CN tunnel info, is not provided in the response to V-SMF.
	V-SMF stores the indication of Small Data Rate Control applicability on this PDU Session, if it is received in Nsmf_PDUSession_Create Response.
13a-13b.	The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF may provide N4 rules to the V-UPF for this PDU Session, including rules to forward UL traffic to the H-UPF.
14-18.	These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:
-	These steps are executed in Visited PLMN;
-	The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE;
-	If the H-SMF indicates the PDU Session can be established as an always-on PDU Session, the V-SMF shall further check whether the PDU Session can be established as an always-on PDU Session based on local policies. The V-SMF notifies the UE whether the PDU Session is an always-on PDU Session or not via the Always-on PDU Session Granted indication in the PDU Session Establishment Accept message.
-	If the N2 SM information indicates failure of user plane resource setup and the V-SMF rejected the PDU session establishment as described in step 15 in clause 4.3.2.2.1, step 19 is skipped and instead the V-SMF releases the N4 Session with V-UPF.
-	If an alternative H-SMF is selected for the PDU Session and the corresponding selected alternative H-SMF ID has not been previously provided to the AMF, the V-SMF provides the selected alternative H-SMF ID to the AMF.
NOTE 3:	The selected alternative H-SMF ID can be provided to AMF earlier, e.g. in step 8 if PDU Session Authentication/Authorization is performed.
-	If Control Plane CIoT 5GS Optimisation is enabled for the PDU Session, steps 19, 20 and 23 below are omitted.
19a.	The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF may provide N4 rules to the V-UPF for this PDU Session, including rules to forward DL traffic to the AN.
19b.	The V-UPF provides a N4 Session Modification Response to the V-SMF.
	After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.
20.	This step is the same as step 17 in clause 4.3.2.2.1 with the following differences:
-	The SMF is a V-SMF. The H-SMF and V-SMF subscribe to UE reachability event from AMF.
21.	This step is same as step 18 in clause 4.3.2.2.1. In addition, if during the procedure, after step 14, the PDU Session establishment is not successful as specified in step 15 of clause 4.3.2.2.1, the V-SMF triggers the V-SMF initiated PDU Session Release procedure from step 1b-3b as defined in clause 4.3.4.3.
22.	H-SMF to UE, via H-UPF and V-UPF in VPLMN: In the case of PDU Session Type IPv6 or IPv4v6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF. If the Control Plane CIoT 5GS Optimisation is enabled for this PDU session the V-UPF forwards the IPv6 Router Advertisement to the V-SMF for transmission to the UE using the Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedures (see clause 4.24.2).
23.	If the V-SMF received in step18 an indication that the (R)AN has rejected some QFI(s) or if the V-SMF has rejected some QFI(s) in step 13, the V-SMF notifies the H-SMF via a Nsmf_PDUSession_Update Request. The H-SMF is responsible of updating accordingly the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE.
24.	This step is the same as step 20 in clause 4.3.2.2.1 with the following differences:
-	this step is executed in the Home PLMN;
-	the SMF also deregisters for the given PDU Session using Nudm_UECM_Deregistration (SUPI, DNN, PDU Session ID). The UDM may update corresponding UE context by Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data).
NOTE 4:	The SMF in HPLMN can initiate H-SMF initiated PDU Session Release procedure as defined in clause 4.3.4.3, already after step 13.
* * * * Second change * * * *
[bookmark: _Toc20203981][bookmark: _Toc27894667][bookmark: _Toc36191734][bookmark: _Toc45192820][bookmark: _Toc47592452][bookmark: _Toc51834533][bookmark: _Toc114667902]4.3.3.3	UE or network requested PDU Session Modification (home-routed roaming)
The UE or network requested PDU Session Modification procedure (home-routed roaming scenario) is depicted in figure 4.3.3.3-1.


Figure 4.3.3.3-1: UE or network requested PDU Session Modification (for home-routed roaming scenario)
1.	The procedure is triggered by one of the following events:
1a.	(UE or serving network requested) As in step 1a of clause 4.3.3.2 with the addition that:
-	The V-SMF checks whether it can accept the request from the UE;
-	The V-SMF invokes an Nsmf_PDUSession_Update Request (SM Context ID, UE request for PDU Session Modification or the QoS modification request from the VPLMN, UE location information, Time Zone, the current Access Type, PCO, [Always-on PDU Session Requested], [ECS Address Configuration Information]) service operation to inform the H-SMF to update the PDU Session. The H-SMF responds to the request immediately. If the AMF notified the V-SMF that the access type of the PDU session can be changed, as described in the UE Triggered Service Request procedure in clause 4.2.3.2, the V-SMF shall also indicate that the access type can be changed.
	The PS Data Off status, if changed, shall be included in PCO (Protocol Configuration Option) in the PDU Session Modification Request message.
	When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in TS 23.503 [20].
1b.	(HPLMN requested) This step is the same as step 1b in clause 4.3.3.2. If the H-SMF received the indication that the access type of the PDU session can be changed, the H-SMF shall indicate the target access type to the PCF in the Access Type information of the Npcf_SMPolicyControl_Update Request.
1c.	(HPLMN requested) This step is the same as step 1c in clause 4.3.3.2.
1d.	(HPLMN requested) This step is the same as step 1d in clause 4.3.3.2.
1e.	As in step 1e of clause 4.3.3.2 with addition that:
-	The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM context ID, N2 SM information) and sends it to the V-SMF;
-	The V-SMF invokes an Nsmf_PDUSession_Update Request (SM context ID, ULI, AN type, QoS Flow to be released) service operation to inform the H-SMF to update the PDU Session. The H-SMF responds to the request immediately. For AN initiated notification control in step 1e of clause 4.3.3.2, the V-SMF includes also QoS Flow notification information as specified in clause 5.7 of TS 23.501 [2].
NOTE 1:	SM Context ID between AMF and V-SMF and between V-SMF and H-SMF are different. SM Context ID has local significance per SMF instance.
2.	This step is the same as steps 2 in clause 4.3.3.2 with the SMF is H-SMF.
3.	(UE or serving network requested or HPLMN requested) The H-SMF invokes the Nsmf_PDUSession_Update Request (SM Context ID, QoS profiles, [Alternative QoS profile(s)], Session-AMBR, information needed to build the SM PDU Session Modification Command message towards the UE including the QoS rule(s) and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) and QoS rule operation and the QoS Flow level QoS parameters operation) service operation to the V-SMF.
	Based on operator policies and roaming agreements, the V-SMF may decide to fully accept or reject the QoS information provided by the H-SMF. The V-SMF shall also be able to accept a subset of the QoS flows requested to be created or modified within a single H-SMF request i.e. V-SMF can accept some QoS flows and reject other QoS flows in same response to H-SMF.
3a-3b (HPLMN requested) These steps are executed if new QoS Flow(s) are to be created. The SMF updates the UPF with UL Packet Detection Rules of the new QoS Flow.
NOTE 2:	This allows the UL packets with the QFI of the new QoS Flow to be transferred.
	If an Always-on PDU Session Granted indication was provided by the H-SMF to indicate that the PDU Session is to be changed to an always-on PDU Session, the V-SMF decides whether to accept or reject the request from the H-SMF based on local policies.
4a-4b.	These steps are the same as step 3a-3b in clause 4.3.3.2 but controlled from the V-SMF. The V-SMF uses the information received in step 3 to generate any N1 and/or N2 signalling to be sent towards the UE and/or the (R)AN.
5-7.	These steps are the same as step 4-6 in clause 4.3.3.2.
8.	This step is the same as step 7a in clause 4.3.3.2 with the difference that the SMF is V-SMF.
	If the N2 SM information indicates modification failure and the V-SMF rejected the PDU session modification as described in step 7 in clause 4.3.3.2, step 9 is skipped.
9a-9b are the same as step 8a-8b in clause 4.3.3.2 but executed in Visited PLMN
10.	This step is the same as step 7b in clause 4.3.3.2 with the difference that the SMF is V-SMF.
11-12.	These steps are the same as steps 8-9 in 4.3.3.2.
13-14.	These steps are the same as step 11a-11b in clause 4.3.3.2 but executed in Visited PLMN.
15.	V-SMF responds to the H-SMF with an Nsmf_PDUSession_Update response carrying the information like PCO provided by the UE in the SM PDU Session Modification Command Ack message from the UE to the V-SMF, Secondary RAT usage data. The H-SMF shall modify the PDU Session context.
	If the V-SMF has rejected QFI(s) (step3) or the (R)AN has rejected QFI(s) in step 6 of Figure 4.3.3.2-1, the H-SMF is responsible of later updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE.
16-17.	These steps are the same as steps 12-13 in clause 4.3.3.2 with the difference that the SMF is H-SMF.

* * * * Third change * * * *
[bookmark: _Toc114668176]4.15.6.3d	ECS Address Configuration Information Parameters
AF provided ECS Address Configuration Information that an AF may provide to the 5GC is described in Table 4.15.6.3d-1. The AF may associate ECS Address Configuration Information with a group of UE or with any UE.
Multiple AF may configure 5GC with AF provided ECS Address Configuration Information.
The Subscription provided ECS Address Configuration Information that a SMF may receive is described in Table 4.15.6.3d-2
[bookmark: _Hlk118120207]If AF provides ECS Address Configuration Information via NEF in HPLMN, ECS Address Configuration Information is provided to SMF as Session Management Subscription data, as described in clause 4.15.6.2. The ECS Address Configuration Information is associated with a DNN and S-NSSAI included in the message from UDM.
If AF provides ECS Address Configuration Information via NEF in VPLMN, ECS Address Configuration Information is provided to SMF in VPLMN via NEF in VPLMN, as described in clause 6.2.3.X of TS 23.548 [74].
The SMF is not expected to understand the internal structure of ECS Address Configuration Information.
Table 4.15.6.3d-1: Description of ECS Address Configuration Information provided by the AF
	Parameters
	Description

	ECS Address Configuration Information
	One or more ECS Configuration Information as defined in clause 8.3.2.1 of TS 23.558 [83].

	[bookmark: _PERM_MCCTEMPBM_CRPT36040011___2][bookmark: _PERM_MCCTEMPBM_CRPT74120005___2]Target
	This may correspond to one of:
-	a group of UE identified by an external group Id;
-	any UE.



Table 4.15.6.3d-2: Description of Subscription provided ECS Address Configuration Information (as sent to the SMF)
	Parameters
	Description

	ECS Address Configuration Information
	As defined in Table 4.15.6.3d-1. The SMF is not expected to understand the internal structure of ECS Address Configuration Information.



* * * * Fourth change * * * *
5.2.6	NEF Services
5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_EASDeployment
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Unsubscribe
	
	SMF

	
	Notify
	
	SMF

	Nnef_ECSAddress service
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Unsubscribe
	
	SMF

	
	Notify
	
	SMF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
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* * * * Fifth change * * * *
[bookmark: _Toc114668717]5.2.6.X	Nnef_ECSAddress service
[bookmark: _Toc114668718]5.2.6.X.1	General
Service description: The ECS Address service in the NEF provides functions for ECS Address Configuration Information provision for a group of UE or any UE from AF and for subscribing and retrieving ECS Address Configuration Information and providing ECS Address Configuration Information to the SMF. For related procedures see clause 6.5.2.X of TS 23.548 [74].
[bookmark: _Toc114668719]5.2.6.X.2	Nnef_ECSAddress_Create service operation
Service operation name: Nnef_ECSAddress_Create
Description: The NF consumer requests to create ECS Address Configuration Information.
Inputs, Required: ECS Address Configuration Information.
Inputs, Optional: AF-service-identifier.
Outputs, Required: Result Indication.
Outputs, Optional: None.
[bookmark: _Toc114668720]5.2.6.X.3	Nnef_ECSAddress_Update service operation
Service operation name: Nnef_ECSAddress_Update
Description: The NF consumer requests to update ECS Address Configuration Information.
Inputs, Required: ECS Address Configuration Information.
Inputs, Optional: AF-service-identifier, External Group Identifier.
Outputs, Required: Result Indication.
Outputs, Optional: None.
[bookmark: _Toc114668721]5.2.6.X.4	Nnef_ECSAddress_Delete service operation
Service operation name: Nnef_ECSAddress_Delete
Description: The NF consumer requests to delete ECS Address Configuration Information.
Inputs, Required: Either:
-	AF-identifier;
-	S-NSSAI and DNN;
	-	ECS Address Configuration Information.
Inputs, Optional: External Group Identifier.
Outputs, Required: Result Indication.
Outputs, Optional: None.
[bookmark: _Toc114668723]5.2.6.X.5	Nnef_ECSAddress_Subscribe service operation
Service operation name: Nnef_ECSAddress_Subscribe
Description: provided by the NEF for NF consumers to explicitly subscribe the notification of changes of ECS Address Configuration Information.
Inputs, Required: Event ID, Notification Target Address (+Notification Correlation ID).
Inputs, Optional: DNN, S-NSSAI, Internal Group Identifier.
Outputs, Required: Result Indication. When the subscription is accepted: Subscription Correlation ID (reference of the subscription).
Outputs, Optional: None.
[bookmark: _Toc114668724]5.2.6.X.6	Nnef_ECSAddress_Unsubscribe service operation
Service operation name: Nnef_ECSAddress_Unsubscribe
Description: provided by the NEF for NF consumers to explicitly unsubscribe the notification of changes of ECS Address Configuration Information.
Inputs, Required: Subscription Correlation ID (reference of the subscription).
Inputs, Optional: None.
Outputs, Required: Result Indication.
Outputs, Optional: None.
[bookmark: _Toc114668725]5.2.6.X.7	Nnef_ECSAddress_Notify service operation
Service operation name: Nnef_ECSAddress_Notify
Description: Provides subscribed event information, e.g. updated ECS Address Configuration Information to the NF Consumer.
Inputs, Required: Event ID, Notification Correlation ID, ECS Address Configuration Information.
Inputs, Optional: None.
Outputs, Required: Result Indication.
Outputs, Optional: None.

* * * * Sixth change * * * *
[bookmark: _Toc20204633][bookmark: _Toc27895339][bookmark: _Toc36192442][bookmark: _Toc45193545][bookmark: _Toc47593177][bookmark: _Toc51835264][bookmark: _Toc114668762]5.2.8.2.2	Nsmf_PDUSession_Create service operation
Service operation name: Nsmf_PDUSession_Create.
Description: Create a new PDU Session in the H-SMF or SMF or create an association with an existing PDN connection in the home SMF+PGW-C.
Input, Required: SUPI, V-SMF ID or I-SMF ID, V-SMF SM Context ID or I-SMF SM Context ID, DNN, V-CN Tunnel Info or I-UPF Tunnel Info, addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session or addressing information allowing the SMF to request the I-SMF to issue further operations about the PDU Session, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.18 of TS 23.501 [2]).
Input, Optional: S-NSSAI, PCO, Requested PDU Session Type, 5GSM Core Network Capability, Requested SSC mode, PDU Session ID, Number Of Packet Filters, UE location information, subscription get notified of PDU Session status change, PEI, GPSI, AN type, PCF ID, PCF Group ID, DNN Selection Mode, UE's Routing Indicator optionally with Home Network Public Key identifier or UDM Group ID for the UE, Always-on PDU Session Requested, Control Plane CIoT 5GS Optimisation Indication, information provided by V-SMF related to charging in home routed scenario (see TS 32.255 [45]), AMF ID, EPS Bearer Status, extended NAS-SM timer indication, DNAI list supported by I-SMF (from I-SMF to SMF), HO Preparation Indication. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses; QoS constraints from the VPLMN (see clause 4.3.2.2.2), Satellite backhaul category, Notification of the SM Policy Association Establishment and Termination, PCF binding information, Disaster Roaming service indication, ECS Address Configuration Information.
Output, Required: Result Indication and if success a SM Context ID and in addition: QFI(s), QoS Profile(s), Session-AMBR, QoS Rule(s), QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s), H-CN Tunnel Info or PSA UPF Tunnel Info, Enable pause of charging indication, Selected PDU Session Type and SSC mode.
Output, Optional: PDU Session ID, S-NSSAI, Cause, PCO, UE IP address, IPv6 Prefix allocated to the PDU Session, information needed by V-SMF in the case of EPS interworking such as the PDN Connection Type, EPS bearer context(s), linked EBI, Reflective QoS Timer, Always-on PDU Session Granted, information provided by H-SMF related to charging in home routed scenario (see TS 32.255 [45]), DNAI(s) of interest for this PDU Session (from SMF to I-SMF), indication of multi-homing support (from SMF to I-SMF). MA PDU session Accepted indication, Indication on whether Small Data Rate Control applies or not.
The V-SMF SM Context ID in the Input provides addressing information allocated by the V-SMF (to be used for service operations towards the V-SMF for this PDU Session).
The I-SMF SM Context ID in the Input provides addressing information allocated by the I-SMF (to be used for service operations towards the I-SMF for this PDU Session).
See clause 4.3.2.2.2 clause 4.11.1.2.2 clause 4.11.1.3.3 and clause 4.24 for details on the usage of this service operation.
[bookmark: _Toc20204634]See clauses 4.22.2.2 and 4.22.3 for detailed usage of this service operation for ATSSS.
[bookmark: _Toc27895340][bookmark: _Toc36192443][bookmark: _Toc45193546][bookmark: _Toc47593178][bookmark: _Toc51835265][bookmark: _Toc114668763]5.2.8.2.3	Nsmf_PDUSession_Update service operation
Service operation name: Nsmf_PDUSession_Update.
Description: Update the established PDU Session.
This service operation is invoked by the V-SMF towards the H-SMF in the case of UE or serving network requested PDU Session Modification in order for the V-SMF to transfer the PDU Session Modification request. It can also be invoked by the V-SMF to indicate to the H-SMF that the access type of the PDU session can be changed.
This service operation is invoked by the I-SMF towards the SMF in the case of UE or serving network requested PDU Session Modification in order for the I-SMF to transfer the PDU Session Modification request. It can also be invoked by the I-SMF to indicate to the SMF that the access type of the PDU session can be changed. This service operation is also invoked by the I-SMF towards the SMF to insert or remove ULCL or BP controlled by the I-SMF or to report usage offloaded via UL CL or BP controlled by I-SMF.
This service operation is invoked by the H-SMF towards the V-SMF for both UE initiated and HPLMN initiated PDU Session Modification and PDU Session Release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE. It can also be invoked by the H-SMF towards the V-SMF to release the 5GC and 5G-AN resources in e.g. handover from 5GC-N3IWF to EPS and from 5GS to EPC/ePDG, wherein the UE is not notified.
This service operation is invoked by the SMF towards the I-SMF for both UE initiated and SMF/PCF initiated PDU Session Modification and PDU Session Release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE. It can also be invoked by the SMF towards the I-SMF to release the 5GC and 5G-AN resources in e.g. handover from 5GC-N3IWF to EPS and from 5GS to EPC/ePDG, wherein the UE is not notified. This service operation is also invoked by the SMF towards the I-SMF to provide updated N4 information or updated DNAI list of interest for this PDU Session when SMF receives updated PCC rules.
This service operation is invoked by the V-SMF or I-SMF and the H-SMF or SMF in the case of PDU Session Establishment authentication/authorization by a DN-AAA Server defined in clause 4.3.2.3: it is used to carry DN Request Container information between the DN-AAA Server and the UE.
Input, Required: SM Context ID.
Input, Optional: UE location information (ULI), UE Time Zone, AN type, indication of PDU Session Release, H-SMF SM Context ID (from H-SMF to V-SMF) or SMF SM Context ID (from SMF to I-SMF), QoS Rule and QoS Flow level QoS parameters if any for the QoS Flow associated with the QoS rule (from H-SMF to V-SMF or from SMF to I-SMF), EPS bearer context(s) and Linked EBI (from H-SMF to V-SMF or from SMF to I-SMF), N9 Tunnel Info (from V-SMF to H-SMF or from I-SMF to SMF), Information requested by UE for e.g. QoS (from V-SMF to H-SMF or from I-SMF to SMF), 5GSM Core Network Capability, Information necessary for V-SMF or I-SMF to build SM Message towards the UE (from H-SMF to V-SMF or from SMF to I-SMF), Trigger PDU release indication (V-SMF to H-SMF or from I-SMF to SMF), Start Pause of Charging indication, Stop Pause of Charging indication, DN Request Container information, indication that the UE shall not be notified, EBI Allocation Parameters (ARP list), Secondary RAT usage data, indication that the access type of the PDU session can be changed (V-SMF to H-SMF or from I-SMF to SMF) or from SMF to I-SMF), extended NAS-SM timer indication, DNAI list supported by I-SMF (from I-SMF to SMF), indication of multi-homing support (from SMF to I-SMF), indication of ULCL or BP insertion (from I-SMF to SMF), indication of ULCL or BP removal (from I-SMF to SMF), IPv6 prefix @local PSA (from I-SMF to SMF), DNAI(s) supported by local PSA (from I-SMF to SMF), Tunnel info of ULCL or BP (from I-SMF to SMF), N4 information (from I-SMF to SMF or from SMF to I-SMF), Handover Complete Indication, Relocation Cancel Indication. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses, MA PDU session Accepted indication, access for MA PDU Session Release, access type for GBR QoS flow, Indication of access unavailability (with access type), QoS Monitoring Indication (from SMF to I-SMF), QoS Monitoring reporting frequency(from SMF to I-SMF), QoS monitoring policy (from SMF to I-SMF), QoS Monitoring Result from (I-SMF to SMF), Notification of the SM Policy Association Establishment and Termination, PCF binding information, N9 forwarding tunnel to support the EAS session continuity required (from SMF to I-SMF), traffic filter for N9 forwarding (from SMF to I-SMF), value of the timer to detect the end of activity on the N9 forwarding tunnel to support the EAS session continuity (from SMF to I-SMF), ECS Address Configuration Information.
Output, Required: Result indication, <ARP, Cause> pair.
Output, Optional: UE location information, AN Type, SM information from UE (from V-SMF to H-SMF or from I-SMF to SMF), list of Rejected QoS Flows (from V-SMF to H-SMF or from I-SMF to SMF), a list of <ARP, EBI> pair, Secondary RAT Usage Data, DNAI(s) of interest for this PDU Session (from SMF to I-SMF), N4 Information (from SMF to I-SMF), QFI(s), QoS Profile(s), Session-AMBR, QoS Rule(s), QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s), EPS bearer context(s), linked EBI, DNAI(s) of interest for this PDU Session.
The H-SMF SM Context ID in the Input provides addressing information allocated by the H-SMF (to be used for service operations towards the H-SMF for this PDU Session).
The SMF SM Context ID in the Input provides addressing information allocated by the SMF (to be used for service operations towards the SMF for this PDU Session).
See clause 4.3.3.3 for an example usage of this service operation.
See clauses 4.22.6.3, 4.22.7, 4.22.8.3 and 4.22.10.3 for detailed usage of this service operation for ATSSS.

* * * * End of changes * * * *
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