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1. Discussion
[bookmark: _Toc352077766]The conclusions for key issue #1 include the following text and editor’s notes.
The procedure for AF session setup with required QoS, is reused for XRM applications (untrusted AFs) interacting with NEF. However, current Nnef_AFsessionWithQoS service shall be extended to allow the AF to provide information for multiple medias.
-	Normative impact to AF and NEF/PCF: extend the existing Nnef_AFsessionWithQoS service to allow the AF to provide, at the same time, service requirements, alternative service requirements, a common ID and any additional requirements for multiple IP data flows associated to a multi-modal (XRM) application.
Editor's note:	Additional impacts are FFS.
Editor's note:	Whether the AF can provide maximum 5GS delay difference threshold to 5GS to guarantee the flows delay difference is FFS.
Both editor’s notes are related, as additional system impacts need to be identified if the second editor’s note is resolved positively. Hence the key question is how to meet XRM requirements on media synchronization (i.e., 50 ms visual-to-tactile sync).
Media synchronization ensures that related tactile and multi-modal data (e.g., audio, video and haptic data related to a specific time) is delivered by the application to the user at a similar time. There are requirements about the synchronization threshold between two or more modalities (for example audio-tactile, or visual-tactile) specified in 3GPP TS 22.261 and 3GPP TS 22.847. Those requirements apply to the end-to-end path, from UE (application client) to AF (application server), and not only to the 5GS contribution to the media delivery delay (transmission cost). Hence it is the responsibility of the end-user application to guarantee that media synchronization requirements are met.
Media synchronization is best achieved by using application-level mechanisms, reuse the mechanisms used by IMS for media synchronization (refer to 3GPP TS 26.114, chapter 7.5.3, that mandates to use RTCP Sender Reports for media synchronization according to RFC 3550). The requirement is to have a common wall-clock time for all data flows that need to be in sync.
Different modalities may require different packet delay budget (PDB). The PCF can set the same PDB or similar PDB for different QoS flows, according to service requirements. To ensure correct media delivery, the application may need to monitor the packet delay budget of each modality. This can be achieved by reusing existing mechanisms specified in 3GPP TS 23.501 clause 5.33.3. When the Nnef_AFsessionWithQoS service is extended to support multiple media data flows (as required in current conclusions), this may generate multiple QoS flows and the AF needs to receive QoS monitoring reports per each QoS flow. Hence, the current Nnef_AFsessionWithQoS service shall be extended to support QoS monitoring for multiple QoS flows to the AF.
In addition, there is a misalignment between the Nnef_AFsessionWithQoS service and the Npcf_PolicyAuthorization service, with respect to the number of IP flows that can be provisioned. The Nnef_AFsessionWithQoS service allows the application to provide 0 to N IP flows per media, however the Npcf_PolicyAuthorization service only allows a maximum of two flows (one for UL and one for DL) to be specified per media sub-component. This misalignment must be corrected by extending the number of flow descriptions in the Npcf_PolicyAuthorization service.

The conclusions for key issue #1 also include the following text and editor’s notes
PCF generates policies to support the following:
-	PCF performs the flow authorization.
-	PCF provisions QoS information considering the requirements provided by the AF for all data flows associated to a multi-modal (XRM) application.
-	PCF enforces the policy for the use of Alternative QoS parameters.
-	These policies above are enforced only according to the AF provided explicit requirements.
Editor's note:	The details on how the PCF enforces the flow admission, QoS fulfilment and alternative QoS profiles are FFS.
Editor's note:	Whether the PCF sends the policy information to SMF/NG-RAN, and Whether the NG-RAN should support the additional policies and how NG-RAN uses them is FFS.
3GPP TS 23.503 details the procedures for policy control, including AF service authorization, PCC rule authorization, provisioning of QoS information, handling of Alternative QoS, QoS notification control and QoS monitoring. As no additional requirements and no impacts on the Npcf_PolicyAuthorization service have been identified for key issue #1, there is no need to extend existing policy control procedures, to send additional policy information to SMF/NG-RAN, or to specify new policies.
1.1 Analysis of procedures and enhancements included in other solutions to key issue #1
This section provides an analysis of enhancements proposed in other papers in relation to key issue #1, and details the reasons why they should be discarded.
1.1.1 Joint admission and QoS fulfilment for the related data flows
Joint admission means admission control for the related data flows together. This means, either admitting all data flows successfully, or rejecting all data flows. The functionality requires explicit indication from the AF. If any of the data flows fail to be admitted, then all data flows are rejected.
The intention is to make sure network resources are allocated successfully for data flows together. If some of the data flows are allocated with network resource successfully, but others fail to be allocated with network resource, then there is no way to delivery data flows to the user at a similar time.
The first observation is that joint admission and QoS fulfilment is not really required for XRM services to work, as current multi-media applications (such as IMS voice) work successfully without this enhancement. Hence, the solution must also work without this enhancement, as it is proposed as an optional indication from the AF. The key question is if this enhancement provides benefits to the application
Joint admission control and QoS fulfilment for all data flows has no benefits for the application, for the reasons stated below. Therefore, the proposal is to discard this enhancement.
· It is up to the application layer to decide what to do in case one data stream fails or cannot be granted the necessary resources. For example, if the video stream fails, the conference call continues, but if the audio stream fails the conference call is terminated.
· The logic to evaluate alternative QoS requirements and actions to take in case the QoS requirements for a data stream cannot be met, reside in the AF. Pushing application business logic into 5GC is not feasible, as each application/AF may apply different logic and take different actions.
· Joint procedures imply higher end-to-end delay to establish an application session. Each data flow may setup a separate QoS flow, so 5GC needs to wait for the outcome of all flow procedures before providing feedback to the AF.
· A better approach is that 5GC notifies the AF when one of the data streams fails to be established or can no longer be maintained (by following existing procedure in Npcf_PolicyAuthorization service), so that the application layer can take the necessary actions.
· Supporting joint admission and QoS control implies high impacts on 5GC and RAN, and require development of new network procedures, as opposed to reusing the existing Rel-17 mechanisms.
[bookmark: _Hlk118387175]1.1.2 PDB alignment among data flows
The intention is that PDBs for each data flows should be aligned. For example, if PDB for data flow#1 is increased, then PDB for data flow#2 should also be increased (in case bad network condition), or if PDB for data flow #1 is decreased, then PDB for data flow #2 should also be decreased (in case network condition becomes better again).
Together with Alternative QoS Profiles (AQP) this means that if the PDB of one data flow changes and RAN indicate the reference to the matching AQP, then RAN should also indicate the reference AQPs that can be fulfilled for other data flows accordingly.
However, the benefit for the application that 5GC performs such PDB alignment autonomously is not clear, for the reasons stated below. Therefore, the proposal is to discard this enhancement.
· The AF currently provides the PDB requirement for each modality (e.g., 5 ms for haptic data). Such PDB requirement must be met for each modality independently,
· Each data flow may setup a separate QoS flow. If NG-RAN cannot fulfil the QoS requirements, then RAN shall send a notification including AQP for this particular QoS flow. But other QoS flows shall not be affected,
· It is up to the application to take actions (if needed) upon reception of QNC. Pushing application business logic into 5GC is not feasible, as each application/AF may apply different logic and take different actions,
· Adjustments may not be needed if the application decides that the matching AQP for one data flow can interwork fine with other data flows,
· Currently 5GC/NG-RAN performs admission control and resource allocation per QoS flow. Performing joint admission, QoS fulfilment and AQP handling across multiple QoS flows is a completely new procedure with significant impacts on 5GC and RAN.

2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes to update the conclusions for key issue #1 and remove the editor’s notes.

* Start of change * 
[bookmark: _Toc117260031]8.1	Conclusions for Key Issue#1
The following aspects are concluded as principles for the normative work:
For Key issue#1, single UE case.
The following aspects are concluded as principles for the normative work:
-	Those data streams that are closely related and require strong application coordination are transmitted in a single PDU session by a single UE. However, those data streams that contribute to the immersive experience, but may still be valid stand-alone, may be transmitted over separate PDU sessions from multiple UEs. In order to ensure that the UE selects the correct DNN/S-NSSAI combination for the XRM traffic, the existing URSP Rule evaluation framework can be reused. A traffic descriptor (e.g. an FQDN) for the XRM session will be used during URSP rule.
-	The procedure for AF session setup with required QoS, is reused for XRM applications (untrusted AFs) interacting with NEF. However, current Nnef_AFsessionWithQoS service shall be extended to allow the AF to provide information for multiple medias.
-	Normative impact to AF and NEF/PCF: extend the existing Nnef_AFsessionWithQoS service to allow the AF to provide, at the same time, service requirements, alternative service requirements, a common ID and any additionalQoS monitoring requirements for multiple IP data flows associated to a multi-modal (XRM) application.
· The existing procedure for QoS monitoring shall be extended to allow the AF receive packet delay measurements for each QoS Flow that is established as a result of the AF interaction via Nnef_AFsessionWithQoS service, which may include service requirements for multiple modalities at the same time.
· Normative impact to AF/NEF and PCF: extend the existing Npcf_PolicyAuthorization service to support provisioning of N flow descriptions per media sub-component
Editor's note:	Additional impacts are FFS.
Editor's note:	Whether the AF can provide maximum 5GS delay difference threshold to 5GS to guarantee the flows delay difference is FFS.
-	PCF generates policies to support the following:
-	PCF performs the flow authorization.
-	PCF provisions QoS information considering the requirements provided by the AF for all data flows associated to a multi-modal (XRM) application.
-	PCF enforces the policy for the use of Alternative QoS parameters.
-	These policies above are enforced only according to the AF provided explicit requirements.
Editor's note:	The details on how the PCF enforces the flow admission, QoS fulfilment and alternative QoS profiles are FFS.
Editor's note:	Whether the PCF sends the policy information to SMF/NG-RAN, and Whether the NG-RAN should support the additional policies and how NG-RAN uses them is FFS.

* End of changes * 




