[bookmark: _Toc97274375]3GPP TSG-WG SA2 Meeting #154	S2-2210310
Toulouse, France, Nov 14 - Nov 18, 2022	

Source:	Ericsson
Title:	KI #4: Evaluation update on business models
Document for:	Agreement
Agenda Item:	9.4.1
Work Item / Release:	FS_eNPN_Ph2 / Rel-18
Abstract: This paper has analysed what are needed to enable localized service in different business models and different variants of hosting network and proposed update of the key issue#4 evaluation.
Discussion
1.	Introduction
The conclusion for KI#4 has a number of open issues since last meeting. This paper has enumerated the business entities and business models for localized service. Then it has analysed what are the high level capabilities that are needed to support different business models among the business entities for localized service, and also to support the different variants of hosting network´s.
2.	Discussion
2.1	Business Entities
There are several entities may be involved in the localized service use cases.
	Localized service provider 
(LSP)

	This entity provides the localized service to end user.


	[bookmark: _Hlk117587044]Hosting network operator
(HOST-NO)

	This entity deploys a 5GS and provides the UE with access to the localized service via the 5GS.


	Home network operator
(HOME-NO)

	This entity provides the UE with regular subscription/credential, so that UE can use this subscription/credential to access a 5GS, including home network, or other 5GS.
Home network can be either PLMN or SNPN.
NOTE:	The home network for UE of a PNI-NPN is a PLMN.


	Serving network operator
(SERV-NO)

	This entity is the deploys a 5GS and serves "visiting subscribers" (i.e. UEs are using subscription/credential of another entity to access the network deployed by SERV-NO).
NOTE:	This entity also has its own subscribers, while the corresponding function role is the same as HOME-NO. The focus here is to discuss the functional role to serve visiting subscribers.
NOTE:	Serving network in this paper is not necessarily roaming, it can be e.g. UE accesses an SNPN using PLMN as CH where the SNPN is the serving network.




NOTE:	The names/abbreviations of the entities above are only intended to facilitate the discussion within this paper.

2.2	Business Relationships
Business relationship between LSP and HOST-NO:
-	A business relation between Localized service provider and Hosting network operator is always needed to provide localized services to the UE.
Business relationship between LSP and HOMN-NO:
-	In some scenarios, the localized service may only be valid temporarily once, in a limited time period and a limited area. There is also scenario that the UE needs to obtain a new set of subscription/credential to access hosting network for localized service, without using home network subscription/credential. In these cases, it is not always necessary for localized service provider to establish business relationship with home network all over the world.
-	But the business relationship between LSP and HOME-NO is still beneficial. Particularly, when the network deployed by HOMN-NO is in the vicinity of the localized service to be provided, localized service provider will be able to utilize the existing network infrastructure owned by HOME-NO to perform localized service information provisioning to UEs that are currently registered in the network. Another benefit is that the localized service information provisioning will not be restricted by the UE's location, i.e. no matter if the UE is registered in home network or registered in other 3GPP networks, it is always possible for the UE to retrieve information from home network.
-	If business relationship between LSP and HOME-NO does not exist, the subscribers belonging to HOME-NO will need other means to obtain localized service information, e.g. via application mechanisms outside 3GPP, via current visited network, etc.
Business relationship between LSP and SERV-NO:
-	The benefit of such business relationship relieves the need for localized service provider to establish business relationship with all home network operators, instead localized service provider can focus on establishing business relationship with local network operators. Since the serving network deployed locally by SERV-NO at where localized service is to be provided, can be utilized to perform localized service information provisioning towards the "visiting subscribers", as well as towards its own subscribers as discussed in before.
-	If such business relationship does not exist, the visiting UE will not be able to get the valid and relevant local information from the serving network. Other means are needed, such as relying upon the business relationship between LSP and HOME-NO, application mechanisms outside 3GPP, etc.
Business relationship between HOST-NO and HOME-NO:
-	If business relationship between HOST-NO and HOME-NO exists, it enables the UE to use home network subscription/credential to access hosting network, except the scenario 4)
1).	home network is PLMN, hosting network is SNPN.
2).	home network is PLMN, hosting network is PNI-NPN.
3).	home network is SNPN, hosting network is SNPN.
4).	home network is SNPN, hosting network is PNI-NPN (not supported by current specification).
-	Such business relationship between HOST-NO and HOME-NO can also enable other functionalities, e.g. if both networks of HOST-NO and HOME-NO are deployed in the same area, then the UE registered in the network deployed by HOME-NO can be assisted to discover the hosting network at the proper location where the hosting network is deployed. While this functionality can benefit not only the subscribers belonging to this home network operator, but also the subscribers from other network operators that are registered in this network.
-	If business relationship between HOST-NO and HOME-NO does not exist, the UE needs to obtain subscription/credential to access hosting network, using Rel-17 onboarding and/or remote provisioning procedure, or mechanisms outside 3GPP.
Business relationship between HOST-NO and SERV-NO:
-	The business relationship between HOST-NO and SERV-NO can enable functionalities applied for visiting UE, e.g. assistance to discover hosting network if both networks have the knowledge of the network deployment from each other. As discussed previously, these functionalities can in general be applicable for both visiting subscribers and the home subscribers.
Business relationship between HOME-NO and SERV-NO:
-	It is always needed to allow UE equipped with home network subscription/credential to access the visited network.
2.3	High level capabilities needed in different business models
2.3.1	Hosting network is SNPN
I	For UE, business relationship exists between (LSP, HOMN-NO) and between (HOST-NO, HOME-NO) :
-	Localized service information to include i) a list of SNPN, and ii) localized service id that the list is associated with.
-	Home network to store localized service information.
-	UE requests and then home network provisions localized service information to home subscribers via NAS signalling.
-	UE accesses the hosting network using Rel-17 CH function.

II	For UE, business relationship exists between (LSP, HOME-NO) , but not between (HOST-NO, HOME-NO):
-	Localized service information to include i) a list of SNPN, and ii) localized service id that the list is associated with.
-	Home network to store localized service information.
-	UE requests and then home network provisions localized service information to home subscribers via NAS signalling.
NOTE:	SoR procedure is not used, as UE does not use home network credential to access hosting network due to no business relationship between (HOST-NO, HOME-NO).
-	UE uses user plane of the serving network and performs remote provisioning to obtain SNPN subscription/credential, or UE disconnects from the serving network and performs SNPN onboarding procedure to obtain SNPN subscription/credentials.
-	UE switches to SNPN subscription/credential to access the hosting network.

III	For UE, business relationship does not exist between (LSP, HOME-NO), but exist between (HOST-NO, HOME-NO):
-	Localized service information to include i) a list of SNPN, and ii) localized service id that the list is associated with.
-	UE to request and obtain localized service information via application layer, or via serving network using NAS signalling if business relationship exists between (LSP, SERV-NO).
-	UE requests SoR procedure and indicates which SNPNs can be used as hosting network to home network, based on received localized service information .
-	Home network authorizes the SoR procedure based on the business relation between (HOST-NO, HOME-NO) and provides corresponding priority list.
-	UE accesses the hosting network using Rel-17 CH function.

IV	For UE, business relationship does not exist between (LSP, HOME-NO), neither between (HOST-NO, HOME-NO):
-	Localized service information to include i) a list of SNPN, and ii) localized service id that the list is associated with.
-	UE to request and obtain localized service information via application layer, or via serving network using NAS signalling if business relationship exists between (LSP, SERV-NO).
-	UE uses user plane of the serving network and performs remote provisioning to obtain SNPN subscription/credential, or UE disconnects from the serving network and performs SNPN onboarding procedure to obtain SNPN subscription/credentials.
-	UE switches to SNPN subscription/credential to access the hosting network.

Observation:
-	SoR procedure can be used for provisioning the localized service information to UE, but it is only applicable in case of I. 
-	In case of II, SoR procedure is not suited as there is no business relationship between (HOST-NO, HOME-NO), UE will not use home network credential to access hosting network SNPN. (SoR procedure is to provision network selection rules where UE uses home network credential to access the selected network).
-	In case of III and IV, there is no business relationship between (LSP, HOME-NO), SoR is not suited for the localized service information provisioning as home network does not have the information.
-	In case of III, SoR procedure can be used for home network to control the network selection, while the localized service information provisioning can be done via other channels, e.g. serving network.

Proposals:
-	As there are different business models for localized service:
-	It is recommended to separate the procedure for "localized service information provisioning" from the "network selection provisioning". Such separation of localized service information from network selection information also has the possibility to enable the UE to obtain additional information via NAS layer for manual hosting network selection.
-	It is recommended to use a universal procedure to perform the "localized service information provisioning", which can be applicable for different business models, and applicable for both home network and serving network.
-	SoR procedure is used to maintain the home network control on "network selection provisioning", when business relationship exists between (HOST-NO, HOME-NO) including both I and III. 

2.3.2	Hosting network is PNI-NPN
When hosting network is PNI-NPN, only one scenario is supported by current specifications.
-	home network is PLMN, hosting network is PNI-NPN.
It is assumed that business relationship between (HOST-NO, HOME-NO) always exists, as:
-	If the hosting network PNI-NPN is deployed by a different PLMN operator than the home network operator, there is usually roaming relationship among PLMNs.
-	If the hosting network PNI-NPN is deployed by the same PLMN operator as the home network operator, home network subscription/credential is used to access the PNI-NPN.
-	If there is no business relationship between (HOST-NO, HOME-NO), a new PLMN subscription/credential is needed to access Hosting network PNI-NPN.
So, if there is hosting network PNI-NPN related data that needs to be provisioned towards UE (e.g. allowed CAG ID list, S-NSSAI, etc), it can be done based on such business relationship between (HOST-NO, HOME-NO).

I	For UE, business relationship exists between (LSP, HOME-NO)
-	Localized service information to include i) a list of PNI-NPN, and ii) localized service id that the list is associated with.
-	Home network to store localized service information.
-	UE requests and then home network provisions localized service information to home subscribers via NAS signalling.
-	When the hosting network PNI-NPN is deployed by a different PLMN operator than home network operator, SoR procedure can be used to enable home network control of hosting network selection and enable UE to select among the valid hosting network PNI-NPN when end user intends to use localized service.

II	For UE, business relationship does not exist between (LSP, HOME-NO)
-	Localized service information to include i) a list of PNI-NPN, and ii) localized service id that the list is associated with.
-	UE to request and obtain localized service information via application layer, or via visited network using NAS signalling if business relationship exists between (LSP, SERV-NO) .
-	When the hosting network PNI-NPN is deployed by a different PLMN operator than home network operator, SoR procedure can be used to enable home network control of hosting network selection and enable UE to select among the valid hosting network PNI-NPN when end user intends to use localized service.

Proposals:
-	It is recommended to use a universal procedure to perform localized service information provisioning applicable for different business models, and applicable for both home network and visited network.
-	It is recommended to use a universal procedure to cover the two variants of hosting network (SNPN or PNI-NPN) to perform localized service information provisioning.
-	SoR procedure is recommended to enable home network control of network selection, when the hosting network PNI-NPN is deployed by a different PLMN operator than home network operator.
-	Existing procedure is recommended to update UE with PNI-NPN related data (e.g. CAG ID, S-NSSAI etc), given business relationship assumed to be always exists between (HOST-NO, HOME-NO).

3.	Conclusion and Proposal
It is proposed to progress the study for key issue#4 based on the proposals described in clause 2, and update the evaluation for KI#4 regarding the business models, and to clarify the benefits of separation the information for localized services.
Proposal
Add the following evaluation to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc117258454]7.4.2	Evaluation for the content of the localized service information
Construct the information on localized service basis (Sol #11, #12, #13, #15, #24, #26, #27, #31, #32, #34, #42).
-	The information includes an element to distinguish different localized service (e.g. identifier, name of the localized service), service availably (e.g. time, duration and location), validity conditions (time/location), local service captive portal address, associated hosting networks' information (e.g. hosting network identifier, temporary credential or credential type for accessing hosting network, CAG IDs, QoS, cost, information transmitted in the Hosting network's SIB, etc.).
-	The localized service information may include either (a) a list of one or more Hosting Network Identifiers, or (2) information which is broadcasted by the Hosting Network (e.g. CAG IDs, localized service ID) used by the UE to select the Hosting network.
NOTE:	Credential provisioning mechanisms need to be evaluated by SA WG3.
-	The benefit of this principle is to provide UE/end user with relationship between localized services and hosting networks, so that it enables the possibility for UE/end user to make request on specific localized service and for network to inform UE what are the available localized services and over which hosting networks these localized services are provided.
Construct the information based on priority list for Hosting network selection (Sol #10, #14, #18, #25, #29, #30, #33, #36, #43).
-	The information is a new priority list for Hosting network selection. Each entry on the list includes hosting network identifiers, validity conditions (time/location), etc.
-	This principle requires other solution components (e.g. Sol #12, #13, #24, #30) to complement, since the information does not include reference to the localized services available over the different hosting networks included in the priority list and therefore it assumes that either UE or the network providing this information knows beforehand which localized service end user intends to access or what are the localized services supported by the hosting network on the priority list.
The two principles listed above can be combined and complement each other. The first principle can be used mainly to provide a mapping information to the UE (for the UE to understand which localized service is provided by which hosting network). The second principle can be used to enable home network control of automatic network selection information provisioning, when UE uses home network credential to access hosting network. Also, separating the mapping information from the network selection information enables the possibility for UE to obtain additional information for manual/user hosting network selection, via NAS layer.
The localized service information in Sol #22 and Sol #46 provided by hosting network to UE, is not used for selecting hosting networks (instead the UE has registered to a hosting network based on a prioritized list of Hosting network), but rather for UE to know how to access a service in the hosting network which can be addressed by existing functionality, such as URSP rules.
According to existing mechanisms, network selection and traffic offload (to another access network) are two separated mechanisms and controlled by different rules/policies.
Normally, a UE would request to use a specific application (for a specific Localized service) when the UE is in the coverage of the corresponding hosting network. After a UE selects and accesses into a hosting network, the UE would obtain Allowed S-NSSAI from the hosting network. The UE can use the URSP (received from the home network or hosting network) to determine which S-NSSAI/DNN is used for a localized service.
To support a UE selecting and accessing into a hosting network, a hosting network list is needed.
*** NEXT CHANGES ***
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UE can obtain the localized service information from application server, serving network, home network, or hosting network.
UE fetches the information from an application server (Sol #14, #28, #31, #40).
-	When a full set of new subscription/credential is provided to UE via application server, this principle has less system impact on 5GS. But on the other hand, home network subscription/credential is utilized for the UE to establish PDU connection with the application server and the UE needs to handle co-existence of multiple subscriptions/credentials on device.
-	When the information includes a list of hosting networks and an indication that home network credential is to be used, there will be impact on network selection. Application server obtaining such information via network exposure is not necessary, since it is covered as part of the SLA between localized service provider and hosting network operator.
UE fetches the information from home network (Sol #10, #13, #14, #15, #18, #23, #24, #29, #30, #31, #33, #36, #43).
-	This principle assumes that home network is capable of managing the localized service information data.
-	The impact is about how home network is provisioned with the localized service information data, and how UE is provisioned by the home network.
-	Most of the solutions following this principle propose that the home network provides the localized service information to UE via SoR procedure in combination with the principle that the localized service information is constructed based on a priority list for (hosting) network selection as described in clause 7.4.2.
-	Some solutions assumed that the SoR-AF within the home network should be involved as the data source and the mechanism regarding how SoR-AF obtains such data should be out of 3GPP scope. Some solutions (Sol #14, #43) assumed the data source for SoR procedure is obtained from other NFs than SoR-AF.
NOTE 1:	In the current specifications, SoR-AF is the only entity that creates the SoR message if there is a need to dynamically change the content of the SoR information.
-	Since SoR procedure is mainly used for network discovery and selection, it is not suitable to be extended to provision UE with data more than required for the UE's actual network discovery and selection.
NOTE 2:	The current specifications provide the means for the serving network to provision the UE with information relevant for the serving network once the UE has registered to the hosting network e.g. network slicing information.
-	Sol #24 proposes another variant for UE to fetch the information from home network, that is via home network UDR and new UE policy. UE policy has the potential to include necessary data of the localized service, and possibility to be extended in the future. The new UE policy can be delivered to UE by PCF in home network, or PCF in serving network using N24.
UE fetches the information from serving network (Sol #11, #12, #24, #27, #32, #42, #44).
-	This principle assumes serving network (either home network or another network which UE is accessing using home network credential) is capable of storing the localized service information data. This principle enables multiple information sources for UE to obtain localized service information.
-	If the current serving network is not the home network, this principle also provides mechanisms for home network to authorize or determine the final data that UE will receive, where the serving network either checks a subscription flag (Sol #12, #24, #32) or passes the localized service data to home network for authorization and delivery to UE (Sol #12, #42).
-	The impact is about how serving network is provisioned with the localized service information data, and how UE is provisioned by the serving network.
-	Some solutions following this principle proposes to use AMF/SMF in serving network to store the localized service information data. In this case, the provisioning to serving network is based on configuration which has less impact, but it requires the UE is served by the correct AMF/SMF configured with such information (e.g. UE is located in the overlapping area where the hosting network is available) or requires all the AMF/SMF in the serving network are configured with such information. The data is provisioned to UE via MM NAS or SM NAS message (it is TBD which procedures/messages are impacted).
-	Other solutions following this principle, proposes to use UDR in the serving network to store the localized service information data as application data for any UE registered to the serving network. This enables the flexibility that if the serving network is not the home network, UE can obtain localized service information data from either the serving network, or from the home network, or from both. The impact is to extend service specific parameter provisioning for the serving network to receive the data (see clause 4.15.6.7 of TS 23.502 [4]) and new UE policy to provide the data to the UE.
UE fetches the information from hosting network (Sol #22, #26, #34, #41).
-	This principle assumes a hosting network is selected prior to a localized service is selected, since the localized services information arrives later from the hosting network. It can happen that the fetched information is not interesting for the end user.
-	The impact is to extend broadcast with capability for localized service, service discover policy that allows UE to query information from hosting network while in RRC-IDLE/INACTIVE with serving network, new on-demand SIB, or code for URL. Another impact is to deliver localized service information via registration reject/accept message.
NOTE:	Privacy aspect needs to be evaluated by WG SA3.
-	This principle implies that in some scenarios the UE needs to suspend the connection with or suppress the paging from the serving network when getting information from hosting network, which can cause service interruption.
There are different triggers to provision the information to UE:
-	UE request as trigger (Sol #11, #13, #15, #24, #27, #32, #34, #42).
-	UE location as trigger (Sol #11, #12, #18, #27, #32).
-	UE subscription data change via external parameter provisioning as trigger (Sol #14, #23, #43).
-	UE Steering of Roaming information update (SoR based solutions).
UE request as trigger assumes UE/end user is aware of the desired localized services. UE location as trigger requires the serving network is aware of which hosting network is available in which serving network tracking areas, and the information sent to UE is unsolicited. UE subscription data change and SoR based solutions restrict the information source to home network only.
There are different architectures/business relationships between home network and hosting network or between home network and Localized service provider.
A.-	Business relationship / roaming interface exists between home network and hosting network, i.e. (roaming) interface between PNI-NPN and PLMN for PNI-NPN hosting network, CH interface for SNPN hosting network, and business relationship exists between home network and or Localized service provider.
-	In this scenario, the home network knows about the hosting network or and the Localized services. Therefore, it is reasonable for the home network to provision obtain hosting network information/localized service information to the UE.
-	Moreover, UE can use its home network credentials to access hosting network via roaming interface or CH function.
-	To allow flexible deployment and use of Localized service, it would be benefit to allow update the above information to the UE timely, after the UE requesting for the Localized service. The UE can request via OTT, then LSP can notify the home network of the UE to send the above information to the UE.
B.-	No business relationship / roaming interface between home network and hosting network, neither between home network and localized service provider.
	In this scenario, the home network does not know about the hosting network, neither or the Localized services directly, and UE cannot use subscription/credentials from home network to access the hosting network. There are two sub-scenarios regarding the business relationship between visiting serving network (another network than home network) and hosting network or Localized service provider:
1)-	Business relationship / roaming interface exists between visiting serving network (another network than home network) and hosting network or Localized service provider
-	In this scenario, the serving visiting network (another network than home network) knows about the hosting network or the Localized services. Therefore, UE can obtain hosting network information/localized service information from the visiting network. In order to enable control from home network, hHome network authorization is not necessary, as UE does not use home network subscription/credential to access hosting network. required before sending the information to the UE.
-	In this scenario, UE cannot uses credentials from home network to access hosting network. Therefore, other subscription/credentials (e.g. default credentials) can be used to access hosting network.
2)-	No business relationship between serving visiting network (another network than home network) and hosting network/ Localized service provider
	In this scenario, neither home network or serving visiting network (another network than home network) know about the hosting network or the Localized service. The UE can only obtain hosting network information/ localized service information from hosting network or the Localized service provider.
-	UE obtains localized service information from hosting network
-	in this scenario, manual network selection is used for hosting network discovery and selection;
-	default credentials are used for the first time accessing to hosting network;
-	credentials of hosting network can be provision to the UE.
-	UE obtains hosting network information/ localized service information from Localized service provider
-	In this scenario, the UE may also obtain the following information from the Localized service provider:
-	default credentials to access hosting network;
-	credentials to access localized service from the Localized service provider;
-	configurations to access localized service from the hosting network;
-	The above procedure is considered as OTT solution and would have no standard specifications.
C.	Business relationship / interface exists between home network and hosting network, i.e. (roaming) interface between PNI-NPN and PLMN for PNI-NPN hosting network, CH interface for SNPN hosting network, but no business relationship between home network and Localized service provider.
	In this scenario, home network does not know about the localized service. UE obtains localized service information from other channels than home network, e.g. serving network (another network than home network), application layer, etc.
-	UE can use home network subscription/credential to access hosting network. Home network authorization is needed for hosting network selection.
D.	No business relationship / interface exists between home network and hosting network, but business relationship exists between home network and Localized service provider.
-	In this scenario, home network can provide UE with localized service information.
-	UE uses other subscription/credential to access hosting network.
Although the first scenario A (i.e. Business relationship / roaming interface exists between home network and hosting network or and between home network and Localized service provider) is considered as the main scenario, it would be benefit to consider the other scenarios to support flexible deployments of hosting networks e.g. hosting networks having business relationships with some home networks and/or some serving networks in the area of the hosting network.
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