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Abstract of the contribution: discussion aiming at progressing for the 5WWC_Ph2 WID update
· Discussion: deployment cases for TNGF access
· Discussion: AMF to get aware when PCF has updated UE policies
1 Discussion: deployment cases for TNGF access
During last SA2 there has been debate about 2 points in the conclusions of TR 23.700-17
1. (the AMF receives from the TNGF over N2 information on the set of slices associated to / supported by a SSID that the TNGF supports). (item 1 finally removed due to one objection)
2. Editor's note:	It is FFS whether TNGF ID is provided as part of TNAN information and the UE needs to use it to build the target NAI. (item 2)
This debate corresponds actually to deployment assumptions taken for TNGF access.
It is recalled that 23.501 clause 5.3.2.3 specifies “Each N3IWF, TNGF, TWIF and W-AGF is locally configured with one TAI value.”

2 configurations are depicted below:
1 in the first configuration, 


· the 5G RG (TNAP) broadcasts 2 SSID(s) where each SSID supports a set of UE slices
· each SSID is associated at the 5G RG (TNAP) with a PDU Session established to a 5G RG slice that supports a set of UE slices
· Thus, we have the mapping: set of UE slices 1 – SSID 1 – PDU Session 1 of the 5G RG
· Multiple sets of UE slices may  supported by the same TNGF or each set of UE slices 1 – SSID 1 – PDU Session 1 of the 5G RG is associated with a different TNGF
This configuration ensures per slice traffic splitting/segregation between the UE and the TNGF including on the WLAN interface (SSID). It thus requires Ue configuration per SSID
TNGF Id does not help supporting this configuration
Item 1 aims at supporting this configuration


2 In the second configuration,

· the 5G RG (TNAP) broadcasts a single SSID that supports all sets of UE slices
· each set of UE slices is associated with a TNGF Id
· each TNGF Id is associated at the 5G RG (TNAP) with a PDU Session established to a 5G RG slice that supports a set of UE slices
· Thus, we have the mapping: set of UE slices 1 -- TNGF ID 1 –– PDU Session 1 of the 5G RG
· Different sets of UE slices are supported by different TNGF
· TNGF Id is meant to support that configuration 


Conclusion: see the updated WID in S2-2210283


2 Discussion: AMF to get aware when PCF has updated UE policies
There is a question on how the AMF can determine when the PCF has updated policies on the UE; this question is related with R18 5WWC where the AMF is assumed
· to be able during UE registration to detect that the UE is mis configured (wrong or absent WLANSP/ANDSP)
· to trigger the PCF to update the UE policies
· once AMF knows that the UE policies have been updated, to send a registration reject to the UE (with the expectation that once the UE policies have been updated, the UE will be able to send registrations via a proper N3IWF/TNGF)
Hence the question has been debated, on whether today the AMF can determine that the PCF has finished updating UE policies
This relates with of TS 23.502 §4.2.4.3  “UE Configuration Update procedure for transparent UE Policy delivery” (provided for information in Annex of this discussion document)
If there is a single UE policy update at a time and if this UE policy update requires a single NAS "MANAGE UE POLICY COMMAND" message then the AMF can guess when receiving step 3 of TS 23.502 Figure 4.2.4.3-1 that a requested WLANSP or ANDSP policy update has been carried out.
BUT
· 23.503 states that 
“The PCF includes the UE policy information delivered to the UE into a Policy Section identified by a Policy Section Identifier (PSI). The PCF may divide the UE policy information into different Policy Sections, each one identified by a PSI. Each Policy Section provides a list of self-contained UE policy information to the UE, via AMF. The PCF ensures that a Policy Section is under a predefined size limit, known by the PCF.
NOTE 3:	The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.”	
Thus, WLANSP or ANDSP policy information may be sent via multiple Policy Sections
· TS 29.525 states (even when there is a single UE policy to update): “The (V-)(H-)PCF may deliver the UE policy to the UE in several "MANAGE UE POLICY COMMAND" messages.” And also
“If the (V-)(H-)PCF determines that changes are required and/or the V-PCF receives possible new or modified policy sections determined by the H-PCF in the roaming case, it shall send the determined new, updated or deleted policy sections using one or several "MANAGE UE POLICY COMMAND" messages towards the NF service consumer [the AMF].”
“The UE Policy is transferred to the UE using the UE policy delivery protocol defined in Annex D of 3GPP TS 24.501 [15]. The (V-)(H-)PCF shall send UE policy using the "MANAGE UE POLICY COMMAND" message and will receive the "MANAGE UE POLICY COMPLETE" or the "MANAGE UE POLICY COMMAND REJECT" messages in the response. Those messages are transparently forwarded by the AMF.
-	the requested (by AMF) WLANSP or ANDSP policy update may overlap with another policy update (e.g. URSP, V2X, etc…) to the UE initiated by the PCF

[bookmark: _Hlk118303896]If PCF needs to send multiple "MANAGE UE POLICY COMMAND"  i.e. needs to send multiple step 1 (and 3 ) of 23.502 §4.2.4.3  ), the UE acks each instance of step 4 / 5 of 23.502 §4.2.4.3
Thus the AMF cannot (and even should not try to) “guess” when the PCF has completed to update of WLANSP or ANDSP policies on the UE
As a conclusion, both for N3IWF and TNGF cases, 
-	The AMF may trigger the UE Policy Association Establishment procedure to provide the UE with updated WLANSP/ANDSP if the selected SSID (TNGF) or selected N3IWF does not support the slices requested by UE. The AMF requests the PCF to receive a notification when the PCF has completed the WLANSP/ANDSP update; once the AMF has received this notification from the PCF, the AMF can issue a registration reject.

[bookmark: _Toc20203944][bookmark: _Toc27894629][bookmark: _Toc36191696][bookmark: _Toc45192782][bookmark: _Toc47592414][bookmark: _Toc51834495][bookmark: _Toc114667855]Annex 23.502 clause 4.2.4.3	UE Configuration Update procedure for transparent UE Policy delivery
This procedure is initiated when the PCF wants to update UE policy information (i.e. UE policy) in the UE configuration. In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF.


Figure 4.2.4.3-1: UE Configuration Update procedure for transparent UE Policy delivery
0.	PCF decides to update UE policy based on triggering conditions such as an initial registration, registration with 5GS when the UE moves from EPS to 5GS, or need for updating UE policy as follows:
-	For the case of initial registration and registration with 5GS when the UE moves from EPS to 5GS, the PCF compares the list of PSIs included in the UE policy information in Npcf_UEPolicyControl_Create request and determines, as described in clause 6.1.2.2.2 of TS 23.503 [20], whether UE policy information have to be updated and be provided to the UE via the AMF using DL NAS TRANSPORT message; and
-	For the network triggered UE policy update case (e.g. the change of UE location, the change of Subscribed S-NSSAIs as described in clause 6.1.2.2.2 of TS 23.503 [20]), the PCF checks the latest list of PSIs to decide which UE policies have to be sent to the UE.
	The PCF checks if the size of the resulting UE policy information exceeds a predefined limit:
-	If the size is under the limit, then UE policy information are included in a single Namf_Communication_N1N2MessageTransfer service operation as described below.
-	If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller, logically independent UE policy information ensuring the size of each is under the predefined limit. Each UE policy information will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations as described below.
NOTE 1:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.
NOTE 2:	The mechanism used to split the UE policy information is described in TS 29.507 [32].
0a.	If the PCF has not subscribed to be notified by the AMF about the UE response to an update of UE policy information, the PCF subscribes to the AMF to be notified about the UE response to an update of UE policy information.
1.	PCF invokes Namf_Communication_N1N2MessageTransfer service operation provided by the AMF. The message includes SUPI, UE Policy Container.
2.	If the UE is registered and reachable by AMF in either 3GPP access or non-3GPP access, AMF shall transfers transparently the UE Policy container to the UE via the registered and reachable access.
	If the UE is registered in both 3GPP and non-3GPP accesses and reachable on both access and served by the same AMF, the AMF transfers transparently the UE Policy container to the UE via one of the accesses based on the AMF local policy.
	If the UE is not reachable by AMF over both 3GPP access and non-3GPP access, the AMF reports to the PCF that the UE Policy container could not be delivered to the UE using Namf_Communication_N1N2TransferFailureNotification as in the step 5 in clause 4.2.3.3.
	If AMF decides to transfer transparently the UE Policy container to the UE via 3GPP access, e.g. the UE is registered and reachable by AMF in 3GPP access only, or if the UE is registered and reachable by AMF in both 3GPP and non-3GPP accesses served by the same AMF and the AMF decides to transfer transparently the UE Policy container to the UE via 3GPP access based on local policy and the UE is in CM-IDLE and reachable by AMF in 3GPP access, the AMF starts the paging procedure by sending a Paging message described in the step 4b of Network Triggered Service Request (in clause 4.2.3.3). Upon reception of paging request, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2).
3.	If the UE is in CM-CONNECTED over 3GPP access or non-3GPP access, the AMF transfers transparently the UE Policy container (UE policy information) received from the PCF to the UE. The UE Policy container includes the list of Policy Sections as described in TS 23.503 [20].
4.	The UE updates the UE policy provided by the PCF and sends the result to the AMF.
5.	The AMF forwards the response of the UE to the PCF using Namf_Communication_N1MessageNotify.
	The PCF maintains the latest list of PSIs delivered to the UE and updates the latest list of PSIs in the UDR by invoking Nudr_DM_Update (SUPI, Policy Data, Policy Set Entry, updated PSI data) service operation.
	If the PCF is notified about UE Policy delivery failure from the AMF, the PCF may initiate UE Policy Association Modification procedure to provide a new trigger "Connectivity state changes" in Policy Control Request Trigger of UE Policy Association to AMF as defined in clause 4.16.12.2. The PCF may re-initiate the UE Configuration Update procedure for transparent UE Policy delivery as in step 1 when the PCF is notified of the UE connectivity state changed to CONNECTED.
NOTE 3:	For backward compatibility the PCF may subscribe the "Connectivity state changes (IDLE or CONNECTED)" event in Rel-15 AMF as defined in clause 5.2.2.3.
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