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1.
Discussion

Release 17 performed admission for inbound roamers to a VPLMN for slices subject to NSAC exclusively in VPLMN (VPLMN control), both for number of registered UEs, and for LBO PDU established sessions. The applicable quota for these inbound roamers had to be configured in the VPLMN. It was also not possible to update this configured information real time.

In Release 18, a new feature is added to fulfill GSMA requirements for the VPLMN to perform admission with HPLMN for inbound roamers from the HPLMN. This implies that when an inbound roamer registres in the VPLMN for a slice subject to admission control, the VPLMN has to check with the HPLMN for admission before proceeding with the registration. Similalry, when an inbound roamer initiates an LBO PDU session using a slice subject to admission control, the VPLMN has to validate admission with the HPLMN. This enables the HPLMN to have full control. This is referred to as HPLMN control.
In addition to the above, it is expected that an HPLMN can have different agreements with different VPLMNs. This implies that for some VPLMNs the HPLMN selects local admission only a la Release 17 (VPLMN Control) for its inbound roamers, while for others VPLMNs, HPLMN selects HPLMN admision for inbound roamers to these VPLMNs. This is depicted in the Figure below by way of an example. In this Figure. HPLMN requires only VPLMN3 to perform admission with it, while VPLMN1, and VPLMN2 can continute to perform local admission in accordance with Release 17. 
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Finally the proposed solution eliminates the need for quota (number of Registered UEs and number of LBO PDU sessions) to be configured. Rather the quota can be acquired when needed, and be updated with the HPLMN modified quota.

HPLMN Admission Procedure 

VPLMNs that have to locally perform admission for inbound roamers, subscribe to the HPLMN central NSACF or HPLMN primary NSACF depending on the deployment to acquire the needed information.

In this procedure, the VPLMN central NSCAF or primary NSACF depending on VPLMN deployemnt, subscribes to the HPLMN central NSACF or primary NSCAF using the existing NSACF subscription procedure but for a new event to fetch the quota (number of Registered UEs and number of LBO PDU sessions) to be handed locally by the VPLMN. This quota information is assumed to be configured in the HPLMN for all VPLMNs that the HPLMN has designated to perform local admission. This step of preconfiguration is not shown in the Figure. The VPLMN has to submit its VPLMN ID as part of the event information during subscription to enable the HPLMN to return the applicable quota. 

The VPLMN receives the quota to be handled locally for inbound roamers from this HPLMN through a NOTIFY to the subscription. This subscription also enables the VPLMN to be fully updated and notified with any changes to the quota information, being the number of LBO sessions or the total number of registered UEs.

The Figure below illustrates the above
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The trigger for the VPLMN to subscribe to the HPLMN to acquire the quota can be based on SLA between the HPLMN and VPLMN, and configured in the VPLMN as an example. The VPLMN central or primary NSACF has the option then to subscribe any time to the HPLMN central or primary NSACF. Optionally, the VPLMN can wait until an inbound roamer registers in for the first time as the call flow below shows.
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It is assumed in the call flow that the VPLMN has a primary NSACF and an NSACF per service area. So in this call flow the VPLMN has multiple service areas. This need not be the case but the call flow illustrates the more complicated deployment scenario.  It is also assumed the all NSACFs in the VPLMN are aware that for inbound roamer from this HPLMN local admission is performed. This information is configured in all NSACFs in the VPLMN.

This following is a brief description of the steps in the call flow:

· Steps 1 and 2 enables the primary NSACF in VPLMN to acuqire quota to be handled locally by the VPLMN, i.e delegated from HPLMN.
· In step 3 an inbound roamers registers in AMF for a slice subject to admission using the procedure in TS 23.502. 
· In step 4 AMF performs admission with NSACF allocated for the AMF and slice subject to admission.
· In step 5 NSACF is aware that it does not have yet the qutota information, so it subscribes to the VMPLN central NSACF to acquire the quota. Now at this point, if the VPLMN primary NSACF does not have the quota than it can indeed sunscribe to fetch the information. So this is another trigger for the VPLMN to acquire the quota to be handled locally.
· In step 6, the VPLMN central NSACF returns the quota to be enforced by the NSACF.
· In step 7 the NSCAF returns an admission response, and finally the AMF returns the UE registration response in step 8.

Now both the NSACF and VPLMN primary NSACF are fully updated with any changes to the quota by HPLMN.

Finally, to avoid the need to configure in NSACF or VPLMN primary NSACF whether VPLMN control or HPLMN control is to be performed for inbound roamers from an HPLMN, AMF can fetch the information from UDM at registration time. This information can be passed subsequently to the NSACF during admission.

The SMF can also acquire the same information at PDU sesion session up. The AMF can pass the information to the SMF or the SMF subscription data can include it. The former approach is the more relastic approach to avoid any additional configuration information. Although the SMF can also fetch it from UDM as well.

FIRST CHANGE

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

8.4
Conclusions for KI#4
For operators implementing a single centralized solution, solution 12 is proposed. The central NSACF reuses the Release 17 NSACF extended with optional attributes for the AMF to convey the Service Area and PLMN during the Update operation. The Release 17 NRF discovery procedure is to be extended to allow the central NSACF to register multiple Service Areas to be supported by central NSACF

For operators implementing hierarchical NSACF architecture as defined in solution13, there are two types of NSACF, i.e. the Primary NSACF and NSACF. An NSCAF can be configured to support quota-based control (option 1), or UE admission threshold based control (options 2) as described below

-
Option 1: UE admission quota based control, admission of any UE is accepted up to the local maximum number.

-
Option 2: UE admission threshold based control, admission of new UEs registering in for the first is accepted only below UE admission threshold.

The following applies to both options:

-
The Primary NSACF handles overall NSAC for an S-NSSAI at the global level (i.e. it is ultimately responsible for the NSAC for an S-NSSAI).

-
The Primary NSACF registers its NF profile to the NRF with the service area information as the global service Area. A consumer NF may utilise the NRF to discover the central NSACF by using the serving area information set to "global", and additional home PLMN ID information in roaming case.

-
To enable Primary NSACF to update the local maximum number and established PDU session for NSCAFs configured with option (1), NSACFs subscribes to Primary NSCAF for that purpose. The primary NSACFs updates the NSACFs with the needed information via an explicit NOTIFY or in responses to requests initiated from the NSACF.

-
To enable Primary NSACF to update the new UE admission threshold for NSCAFs configured with option (2), NSACFs subscribes to Primary NSCAF for that purpose. The primary NSACFs updates the NSACFs with the needed information via an explicit NOTIFY or in responses to requests initiated from the NSACF.

-
The Primary NSACF subscribes from the NACFs that it is in contact with to obtain the number of registered UEs or established PDU sessions admitted at the NSACF.

NSAC for the maximum number of UEs

For NSACF supporting option 1, if the local maximum number has been reached, or the UE entry is managed by the Primary NSACF, the NSACF interacts with the Primary NSACF for the delegation of NSAC request for a UE.

For NSACF supporting option 2, if UE admission is at or above the threshold level stored at the NSACF, NSACF immediately rejects UEs registering in for the first time. If the local maximum number has been reached but the registering UE already admitted in a previous service area, or the UE entry is managed by the Primary NSACF, the NSACF interacts with the Primary NSACF for the delegation of NSAC request for a UE.

The Primary NSACF supports the following capabilities depending on the NSACF configuration it interacts with:

-
Returning a new updated local maximum number for the NSACF if the NSACF is configured to support that feature. Or 

-
Returning a new updated UE admission threshold if the NSACF is configured to support that feature. 

The Primary NSACF handles and stores entries only related to UEs that are already admitted in an existing service area but cannot be admitted in the new service area due to no remaining local maximum number.
NSAC for the maximum number of PDU session
The NSACF interacts with the Primary NSACF when the local maximum number is exceeded.

The Primary NSACF supports the following capabilities:

-
Returning a new updated local maximum number for the NSACF.

To enable Primary NSACF to update the local maximum number PDU session, NSACFs subscribes to Primary NSCAF for that purpose. At any time, in the response to a request from NSACF, or via a Notification, the Primary NSACF can update the local maximum number of PDU sessions per the current registered number of PDU session.
Support for NSAC with HPLMN while Roaming

VPLMNs shall support NSAC with HPLMN if the SLA requires that. If a VPLMN is configured or choses to fetch the applicable NSAC mode from HPLMN (see next section), to perform NSAC admission with an HPLMN, then every AMF in this VPLMN shall perform NSAC admission for the number of registered UEs with the HPLMN central or primary NSACF for all inbound roamers from that HPLMN when they register in this VPLMN. The AMFs shall discover the HPLMN primary or central NSACF or optionally be configured with the needed information.

Additionally, every SMF in this VPLMN shall perform NSAC admission for the number of LBO PDU sessions with the HPLMN central or primary NSACF for all inbound roamers from that HPLMN when they initiate an LBO PDU session. The SMFs shall discover the HPLMN primary or central NSACF or optionally be configured with the needed information.
Support for VPLMN Acquisition of applicable NSAC Mode

To enable a VPLMN, not configured with the NSAC mode to apply for an inbound roamer, to acquire the applicable NSAC mode, ie HPLMN or VPLMN control, AMF fetches the information from UDM at registration time. This information is passed subsequently to the NSACF during admission.

The AMF passes the information to the SMF the information at PDU session set up.
Support for Quota update for Local NSAC with VPLMN while Roaming
For VPLMNs performing NSAC admission within the VPLMN, and inorder to acquire the maximum number of registered UEs, and maximum number of LPO PDU sessions for admission for inbound roamers for an HPLMN, every NSAC in this VPLMN subscribes to the VPLMN primary NSACF for this information. Subsequently, the VPLMN primary or central NSACF subscribes to the HPLMN central or primary NSACF for this information.
END OF CHANGES
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