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Abstract of the contribution: Remove the EN for KI#1 conclusion. 
1. Discussion
[bookmark: _Toc352077766]For the conclusion of KI#1 we have the following ENs
Editor's note:	This clause includes interim conclusions.
Editor's note:	whether the UE Policy based MBSR configuration is needed is to be confirmed after further analysis. PDU session configuration could use PCF based URSP (a roaming agreement is needed anyhow so S-NSSAI of HPLMN  for OAM can be configured in UE - VPLMN based configuration can also be done via registration accept of the geographic area restriction (see KI#4 for the solution for that), the PLMN Id list should be provide by HPLMN using PLMN lists that are preferred or forbidden in (U)SIM, time windows of operation or speed should be configurable by OAM.
Editor's note:	This conclusion needs further discussion and is not final.
RAN3 response provides the following:
[bookmark: _Hlk117752033]RAN3’s feedback on point #1: For the non-roaming case, RAN3 assumes that the OAM configures the mobile IAB-node in the same way as a Rel-16/17 IAB-node. The OAM-based parameter configuration is out-of-scope for RAN3. Some parameters may also be configured by the IAB-donor as specified in TS 38.473 and TS 38.331. RAN3 further achieved the following agreement: 
RAN3 to discuss which of the OAM-configured and network-configured parameters may be pre-configured at a mobile IAB-node, after a baseline procedure for IAB-DU migration is developed.
The roaming case is out-of-scope for Rel-18 mIAB. Therefore, OAM-configuration and OAM-connectivity for roaming mobile IAB-nodes have not been discussed.
For the 2st EN, the responses in S2-2210197/R3-226048 are not conclusive at the moment in terms of configuration needed for mobile IAB-node. But it seems clear that RAN does not consider roaming is part of the work scope. Based on this and considering IAB-node is rather a network entity, our view is that SA2 can use the existing (pre-)configuration approach as base for non-roaming and roaming without specifying any extra method (as already specified in the 4th bullet). If RAN WGs provide further information on the configuration, SA2 can further synch with RAN WGs. Thus, the EN can be removed with further update in the conclusion text to indicate this.
For the 1st and 3rd ENs, it can be removed if no other ENs. 
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes to replace the EN with a NOTE.  

* Start of change * 
[bookmark: _Toc112738622][bookmark: _Toc117260025]8.1	Conclusions for KI#1
Editor's note:	This clause includes interim conclusions.
Proceed with OAM configuration that is largely borrowing what was developed for IAB nodes in previous releases with the addition of new security measures to establishing trusted access to the serving PLMN OAM based on pre-configured information.
Editor's note:	whether the UE Policy based MBSR configuration is needed is to be confirmed after further analysis. PDU session configuration could use PCF based URSP (a roaming agreement is needed anyhow so S-NSSAI of HPLMN  for OAM can be configured in UE - VPLMN based configuration can also be done via registration accept of the geographic area restriction (see KI#4 for the solution for that), the PLMN Id list should be provide by HPLMN using PLMN lists that are preferred or forbidden in (U)SIM, time windows of operation or speed should be configurable by OAM.
The MBSR IAB-UE configuration using the existing UE Policy framework mechanism (as defined in TS 23.503 [7]) or other existing mechanism (e.g. configuration of preferred or forbidden PLMNs) can be used together with the OAM based configuration.
Editor's note:	This conclusion needs further discussion and is not final.
* End of changes * 




