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If the AMF is aware that a satellite backhaul with long delay is used towards 5G AN, the AMF may report this to SMF as part of the PDU Session establishment procedure as described in clause 4.3.2 of TS 23.502 [3]. If AMF is aware that satellite backhaul category changes (e.g. at handover), the AMF reports the current satellite backhaul category and indicates the satellite backhaul category change to SMF.
Satellite backhaul category refers to the type of the satellite (i.e. GEO, MEO, LEO or OTHERSAT) used in the backhaul. Only a single backhaul category can be indicated.
NOTE:	It is assumed that the AMF can determine the Satellite backhaul category for the notification to the SMF based on local configuration, e.g. based on Global RAN Node IDs associated with satellite backhaul.
The AMF determines whether the delay of satellite backhaul networks used in between 5G AN and 5GC can be changed in a PDU Session, based on the RAN ID (e.g. Global RAN Node ID) or its configuration. The AMF determines that the satellite backhaul network delay can be dynamic in following cases:
· When the AMF is aware that more than one type of backhaul networks (e.g. GEO, MEO, LEO, or multiple satellites with inter-satellite connections) can be used with the NG-RAN.
· When the AMF is aware that different backhaul networks can be used in control plane (i.e. N1/N2 connection) and in user plane (i.e. N3 connection).
During PDU Session establishment, if the AMF determines that the satellite backhaul network delay can be dynamic, the AMF provides “dynamic satellite backhaul delay control request” to SMF. The SMF forwards this request to PCF. The PCF generates the QoS Monitoring policy to measure the packet delivery latency on N3 interface. The PCF includes the QoS Monitoring policy in the PCC rule and provides it to the SMF. The SMF activates the GTP-U Path between the RAN and UPFs. The measured latency is used by the SMF for UPF selection for the PDU Session, and is used by the PCF for policy control.
* * * * Second change * * * *
[bookmark: _Toc20150184][bookmark: _Toc27846992][bookmark: _Toc36188123][bookmark: _Toc45184030][bookmark: _Toc47342872][bookmark: _Toc51769574][bookmark: _Toc114665631]6.2.1	AMF
The Access and Mobility Management function (AMF) includes the following functionality. Some or all of the AMF functionalities may be supported in a single instance of an AMF:
-	Termination of RAN CP interface (N2).
-	Termination of NAS (N1), NAS ciphering and integrity protection.
-	Registration management.
-	Connection management.
-	Reachability management.
-	Mobility Management.
-	Lawful intercept (for AMF events and interface to LI System).
-	Provide transport for SM messages between UE and SMF.
-	Transparent proxy for routing SM messages.
-	Access Authentication.
-	Access Authorization.
-	Provide transport for SMS messages between UE and SMSF.
-	Security Anchor Functionality (SEAF) as specified in TS 33.501 [29].
-	Location Services management for regulatory services.
-	Provide transport for Location Services messages between UE and LMF as well as between RAN and LMF.
-	EPS Bearer ID allocation for interworking with EPS.
-	UE mobility event notification.
-	S-NSSAIs per TA mapping notification.
-	Support for Control Plane CIoT 5GS Optimisation.
-	Support for User Plane CIoT 5GS Optimisation.
-	Support for restriction of use of Enhanced Coverage.
-	Provisioning of external parameters (Expected UE Behaviour parameters or Network Configuration parameters).
-	Support for Network Slice-Specific Authentication and Authorization.
-	Support for charging.
NOTE 1:	Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and Mobility Management.
In addition to the functionalities of the AMF described above, the AMF may include the following functionality to support non-3GPP access networks:
-	Support of N2 interface with N3IWF/TNGF. Over this interface, some information (e.g. 3GPP Cell Identification) and procedures (e.g. Handover related) defined over 3GPP access may not apply, and non-3GPP access specific information may be applied that do not apply to 3GPP accesses.
-	Support of NAS signalling with a UE over N3IWF/TNGF. Some procedures supported by NAS signalling over 3GPP access may be not applicable to untrusted non-3GPP (e.g. Paging) access.
-	Support of authentication of UEs connected over N3IWF/TNGF.
-	Management of mobility, authentication, and separate security context state(s) of a UE connected via a non-3GPP access or connected via a 3GPP access and a non-3GPP access simultaneously.
-	Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over a 3GPP access and a Non 3GPP access.
-	Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
NOTE 2:	Not all of the functionalities are required to be supported in an instance of a Network Slice.
In addition to the functionalities of the AMF described above, the AMF may include policy related functionalities as described in clause 6.2.8 of TS 23.503 [45].
The AMF uses the N14 interface for AMF re-allocation and AMF to AMF information transfer. This interface may be either intra-PLMN or inter-PLMN (e.g. in the case of inter-PLMN mobility).
In addition to the functionality of the AMF described above, the AMF may include the following functionality to support monitoring in roaming scenarios:
-	Normalization of reports according to roaming agreements between VPLMN and HPLMN (e.g. change the location granularity in a report from cell level to a level that is appropriate for the HPLMN); and
-	Generation of charging/accounting information for Monitoring Event Reports that are sent to the HPLMN.
In addition to the functionality of the AMF described above, the AMF may provide support for Network Slice restriction and Network Slice instance restriction based on NWDAF analytics.
In addition to the functionalities of the AMF described above, the AMF may provide support for the Disaster Roaming as described in clause 5.40.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support Network Slice Admission Control:
-	Support of NSAC for maximum number of UEs as defined in clauses 5.15.11.1 and 5.15.11.3.
In addition to the functionality of the AMF described above, the AMF may include the following functionality to support SNPNs:
-	Support for Onboarding of UEs for SNPNs.
In addition to the functionalities of the AMF described above, the AMF may also include following functionalities to support satellite backhaul:
-	Support for reporting satellite backhaul category (i.e. GEO, MEO, LEO or OTHERSAT) and its modification based on AMF local configuration to SMF as defined in clause 5.8.2.15.
-	Support for requesting dynamic satellite backhaul delay control based on RAN ID to SMF as defined in clause 5.8.2.15.
* * * * Third change * * * *
[bookmark: _Toc20150218][bookmark: _Toc27847026][bookmark: _Toc36188158][bookmark: _Toc45184069][bookmark: _Toc47342911][bookmark: _Toc51769613][bookmark: _Toc114665684]6.3.3.3	Selection of an UPF for a particular PDU Session
If there is an existing PDU Session, and the SMF receives another PDU Session request to the same DNN and S-NSSAI, and if the SMF determines that interworking with EPC is supported for this PDU Session as specified in clause 4.11.5 of TS 23.502 [3], the SMF should select the same UPF, otherwise, if the SMF determines that interworking with EPC is not supported for the new PDU Session, a different UPF may be selected.
For the same DNN and S-NSSAI if different UPF are selected at 5GC, when the UE is moved to EPC network, there is no requirement to enforce APN-AMBR. Whether and how to apply APN-AMBR for the PDN Connection associated with this DNN/APN is implementation dependent, e.g. possibly only AMBR enforcement per PDU Session applies.
The following parameter(s) and information may be considered by the SMF for UPF selection and re-selection:
-	UPF's dynamic load.
-	Analytics (i.e. statistics or predictions) for UPF load, Service Experience analytics and/or DN Performance analytics per UP path (including UPF and/or DNAI and/or AS instance) and UE related analytics (UE mobility, UE communication, and expected UE behavioural parameters) as received from NWDAF (see TS 23.288 [86]), if NWDAF is deployed.
-	UPF's relative static capacity among UPFs supporting the same DNN.
-	UPF location available at the SMF.
-	UE location information.
-	Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.
-	Data Network Name (DNN).
-	PDU Session Type (i.e. IPv4, IPv6, IPv4v6, Ethernet Type or Unstructured Type) and if applicable, the static IP address/prefix.
-	SSC mode selected for the PDU Session.
-	UE subscription profile in UDM.
-	DNAI as included in the PCC Rules and described in clause 5.6.7.
-	Local operator policies.
-	S-NSSAI.
-	Access technology being used by the UE.
-	Information related to user plane topology and user plane terminations, that may be deduced from:
-	5G-AN-provided identities (e.g. CellID, TAI), available UPF(s) and DNAI(s);
-	Identifiers (i.e. a FQDN and/or IP address(es)) of N3 terminations provided by a W-AGF or a TNGF or a TWIF;
-	Information regarding the user plane interfaces of UPF(s). This information may be acquired by the SMF using N4;
-	Information regarding the N3 User Plane termination(s) of the AN serving the UE. This may be deduced from 5G-AN-provided identities (e.g. CellID, TAI);
-	Information regarding the N9 User Plane termination(s) of UPF(s) if needed;
-	Information regarding the User plane termination(s) corresponding to DNAI(s).
-	RSN, support for redundant GTP-U path or support for redundant transport path in the transport layer (as in clause 5.33.2) when redundant UP handling is applicable.
-	Information regarding the ATSSS Steering Capability of the UE session (ATSSS-LL capability, MPTCP capability, or both) and information on the UPF support of RTT measurements without PMF.
-	Support for UPF allocation of IP address/prefix.
-	Support of the IPUPS functionality, specified in clause 5.8.2.14.
-	Support for High latency communication (see clause 5.31.8).
-	User Plane Latency Requirements within AF request (see clause 5.6.7.1 and clause 6.3.6 of TS 23.548 [130]).
-	Information regarding the dynamic satellite backhaul delay and packet delivery latency on N3 interface (see clause 5.8.2.15).
NOTE 1:	How the SMF determines information about the user plane network topology from information listed above, and what information is considered by the SMF, is based on operator configuration.
NOTE 2:	In this release the SMF uses no additional parameters for UPF selection for a PDU Session serving TSC. If a PDU Session of a specific DS-TT needs to connect to a specific UPF hosting a specific TSN 5GS bridge, this can be achieved e.g. by using a dedicated DNN/S-NSSAI combination.
A W-AGF or a TNGF may provide Identifiers of its N3 terminations when forwarding over N2 uplink NAS signalling to the 5GC. The AMF may relay this information to the SMF, as part of session management signalling for a new PDU Session.
* * * * End of changes * * * *


