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Abstract of the contribution: This contribution proposes updates to evaluation and conclusion for KI#1.  
1.
Discussion
As discussed in previous meetings, the configuration of the MBSR includes two different aspects:

- Operation parameters for the IAB-DU part of the MBSR;
- Configuration for the IAB-UE part of the MBSR:

Based on the response from RAN3 in LS (S2-2210197/R3-226048), the first aspect is provided via the OAM system and/or the IAB-donor via procedures defined in TS 38.473 and TS 38.331. 

On the other hand, the second part of the configuration is about how the IAB-UE can establish the connection towards the OAM system. Therefore, such information cannot be provided to the UE by OAM system itself.

The following discussion focuses on the second part of configuration for the MBSR, especially on the PDU based connection to access the OAM as defined in TS 23.501.

A few possible methods could be used to configure the MBSR:
-
pre-configured in the ME of the IAB-UE;

-
stored in the UICC of the IAB-UE;

-
provisioned via UE Policy framework (from PCF via AMF);

-
provided to UE via NAS signaling from AMF during registration;

-
configure an always-on PDU session for the MBSR, and the serving PLMN ensures that it is routed to OAM.
The pre-configuration approach may work for the fixed IAB case. It is not suitable for MBSR due to the following considerations:

-
The MBSR can operate in a roaming scenario, the HPLMN or device vendor may not always have accurate information to configure the MBSR on how to access the OAM, e.g. the PDU session parameters, OAM server address/FQDN, credentials to access the OAM. 
-
In addition, during the lifetime of a MBSR, the VPLMN’s configuration may change. Therefore, it cannot be assumed that the pre-configuration can always be accurate. 

Therefore, a dynamic configuration method for the MBSR is desirable. 

The UE Policy based provisioning, as defined in TS 23.503, works in a compatible way with the pre-configuration. As V2X (TS 23.287) and ProSe (TS 23.304) defined, the policy could be provided by PCF via NAS signalling after UE successfully registered to the network. This dynamically provisioned policies, if provided, would take precedence over the pre-configured parameters. This addressed the above issue of pre-configuration quite well. 

Such a mechanism has already been defined and could be directly re-used, with a new MBSR policy type defined by CT1, similar to that of the V2X Policy, ProSe Policy, etc. 
In the simplest form, this MBSR policy only need to include the PDU session parameters to be used for accessing OAM system in the serving PLMN. This is equivalent to the RSD component of the URSP as defined in TS 23.503.

The validity criteria of the RSD defined in TS 23.503 could be also used in controlling when the MBSR can establish the connection to the OAM, e.g. based on location or time period. 

Given that the MBSR policy is only used for OAM access, there is no need for the TD component of the URSP. Additionally, as RAN3 LS indicated, the OAM access would be for the VPLMN in the roaming case. Therefore, the MBSR policy should be provided by the VPLMN PCF directly. For this reason, having MBSR separated from the URSP would be a better choice (which needs to always come from HPLMN). 

As for the option of providing configuration from AMF via NAS signalling during registration procedure, it is not fundamentally different than the above UE Policy based option. However, it would require change to the NAS signalling message itself and also have impacts to AMF. From this perspective, it may be easier to use the UE Policy framework (that doesn’t impact AMF). 

On the other hand, the option of using a default configuration of an always-on PDU session and rely on serving PLMN to manipulate the PDU session to allow access to OAM would put a lot of burden on the serving network AMF and SMF, and requires extra coordination between HPLMN and VPLMN. It may limit the deployment flexibility. 
Due to the above considerations, it is proposed to update the evaluation and conclusion for KI#1 in the TR 23.700-05.        

2.
Text proposal
It is proposed to agree the following changes to TR 23.700-05:
>>>>BEGINNING OF 1st CHANGES<<<<
8.1
Conclusions for KI#1


Proceed with OAM configuration that is largely borrowing what was developed for IAB nodes in previous releases with the addition of new security measures to establish trusted access to the serving PLMN OAM.

The MBSR IAB-UE configuration using the UE Policy framework (as defined in TS 23.503 [7]) can be used together with the OAM based configuration, and pre-configuration. 
A MBSR policy will be defined, containing an RSD defined in TS 23.503 (clause 6.6.2.1) for establishing PDU sessions to access the serving PLMN OAM. The MBSR policy can be provided by V-PCF in roaming case.   

NOTE: additional contents of the MBSR policy may be defined in normative phase based on RAN WG feedbacks. 

>>>>END OF CHANGES<<<<
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