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Abstract of the contribution: This paper provides updates to the conclusions for Key Issue#4 (clause 8.4.5) related to enhancements to UE on-boarding procedure to enable provisioning of Credentials for using Localized services.
1	Discussion
For the scenarios where business relationship does not exist between Hosting Network (HOST-NO) and UE’s Home network (HOME-NO) (Business Models II and IV in Ericsson’s evaluation update on Business Models), following points can be observed:
1. UE cannot use Home network credentials for accessing the Hosting Network (which is an SNPN)
2. UE may be provided credentials by the LSP (Localized Service Provider).
3. UE may use user plane of the serving network and performs remote provisioning to obtain SNPN subscription/credential, or UE may disconnect from the serving network and performs SNPN onboarding procedure to obtain SNPN subscription/credentials.
The following discussion implies on the scenario when UE tries to obtain credentials for the Localized services by performing onboarding in Hosting Network which also takes the role of an ON-SNPN. In particular the following EN is addressed: 
Editor's note 5-1:           It is FFS whether an extension of the Rel-17 onboarding mechanism is needed to support provisioning of credentials to use for localized services. Onboarding configuration information (which Includes PVS address(es) stored in UPF/AMF/PCF may need to be stored corresponding to different Localized services.

We propose to remove the above EN by suggesting the extensions to the current Onboarding Procedure discussed hereinafter. The extensions discussed are based on the Solution#41 and Solution#22.









First we discuss what are the issues related with the current Onboarding Procedure:
1. PVS information stored by the ONN-SNPN to the UE may not be related to the Localized service which User desires to use.
2. In the current Onboarding procedure User cannot indicate the Localized Service (Identifier or Name) so that it can know the Provisioning server address for the UE desired Localized service.

The main points for the extension to the Onboarding procedure are:
1. The ON-SNPN (which may be the Hosting Network taking the role of ON-SNPN), in addition to the usual PVS address information may also store PVS addresses per Localized service (e.g as a mapping from Localized service ID to PVS IP address(es) and/or PVS FQDN(s)). 
2. In case UE want to avail the credentials for a particular Localized service, UE may include a “Localized Service ID” in the Onboarding Request ID while performing Registration on the ON-SNPN.
3. In the event UE included a “Localized Service ID” in the Onboarding Request, and the ON-SNPN does not have stored mapping for UE provided Localized service ID, the ON-SNPN would not provide UE any PVS information. In this case UE may use PVS information configured for the Localized service on UE (if any) for the onboarding PDU Session.

1.1 Addressing the issue of PVS information provided by DCS taking precedence
The current specification includes the following statement:
The PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN.
Since the DCS may not have any information related to the Localized service, it may provide the PVS address(es) which has no relation with the Localized service. Thus we need that the PVS information from the DCS can only override the configured information in ONN during the normal Onboarding Procedure and not when UE performs Onboarding for Localized Services credentials.  
So to address this point, the current specification may be changed as (will be discussed further during Normative Phase):
For the case when the UE did not include any Localized service ID in the Onboarding Registration request (i.e. Registration Type “SNPN Onboarding”), the PVS IP address(es) and/or PVS FQDN(s) provided by the DCS take precedence over the locally configured PVS IP address(es) and/or PVS FQDN(s) in the ON-SNPN.
This solves the case where the PVS address information (which is stored per Localized service ID) may be overrided by the PVS information received from the UE.

SUMMARY
Summary of the proposed extensions are as follows: 
NOTE:	The extensions are basically useful for the scenario when the Hosting network also takes the role as the ON-SNPN and UE performs Onboarding on it for getting credentials to avail Localized services. 
1. Hosting Network which also acts as an ONN mays store PVS information per Localized Service. This can be stored as an mapping between Localized Service ID and PVS information (i.e. PVS address(es) and/or PVS FQDN(s)). 
Note: This information is in addition to the usual PVS information already stored in the ONN as per the current Rel-17 standards
2. UE while performing Onboarding in Hosting Network may include Localized service ID in the Registration Request.
3. If UE included the Localized Service ID in the Onboarding Registration request, network may provide UE with PVS information for the user requested Localized service if the corresponding PVS information is available in the Network, otherwise the netw
4. Onboarding Network will ignore the PVS information received from the DCS in the case Onboarding is for provisioning of credentials for Localized services (i.e. if UE included a Localized Service ID during Onboarding Registration Request).
Thus the proposed changes have no impact when:
1. A UE performs normal Onboarding on a ON-SNPN which does not have any configured PVS information per Localised service. (The current Rel-17 procedure)
2. A UE performs normal Onboarding on a ON-SNPN which have the configured PVS information per Localized service (i.e. the Hosting Network which also takes role of an ON-SNPN)
Note: The reason is that UE does not include any Localized service ID in the Registration request while perform Onboarding on ON-SNPN
Also, if the UE included Localize Service ID while perform Onboarding on an ON-SNPN, which do not have configured PVS information, UE will use its Preconfigured PVS information (if any), since network do not provide PVS information to the UE and will ignore the PVS information if any received from the DCS.

2	Proposal
It is proposed to agree the proposed changes in TR 23.700-08.
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[bookmark: _Toc117258471]8.4.5	Conclusion for what credentials are used to access hosting network and how to obtain them
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of SNPN as hosting network:
1.	The UE checks whether it is possible to re-use home network credentials to access the hosting network:
a.	If the hosting network related information indicates support of CH credentials, the UE determines that home network credential can be used if the SNPN ID of the hosting network is included in the SNPN priority lists associated with home network subscription.
b.	If the UE obtains hosting network selection information from the home network, the UE uses the credentials provided by the home network to access the hosting network.
2.	If new credentials for accessing hosting network are needed, the UE may use the existing credential onboarding mechanism with the following extensions. 
a. ON-SNPN may store PVS information per localized service. This list may be stored as a mapping from Localized service ID to PVS address(es) and/or PVS FQDN(s).
NOTE:  This information/list is stored in addition to the PVS information already stored for normal Onboarding.
b. [bookmark: _GoBack]UE may additionally include Localized Service ID while performing Registration to ON-SNPN.
c. In the case UE provided Localized service ID while performing Registration on ON-SNPN, ON-SNPN may provide stored PVS information for the Localized service ID, only if present. 
d. In the case UE provided Localized service ID while performing Registration on ON-SNPN, ON-SNPN may ignore PVS information received (if any) from the DCS (Default Credential Server).
NOTE:	The above extensions are only for the case when UE includes a Localized Service ID while performing Registration on ON-SNPN. Thus it has no impacts on the normal Onboarding procedure defined in the current specifications. 
Editor's note 5-1:	It is FFS whether an extension of the Rel-17 onboarding mechanism is needed to support provisioning of credentials to use for localized services. Onboarding configuration information (which Includes PVS address(es) stored in UPF/AMF/PCF may need to be stored corresponding to different Localized services.
NOTE:	The method of delivering credentials needs to be evaluated by SA WG3.
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of PNI-NPN as hosting network:
3.	Only UEs equipped with a USIM configured with PLMN credentials can access a hosting network which is a PNI-NPN. When the UE requests to access the hosting network, the home PLMN credential(s) are used during authentication procedure.
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