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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes resolutions for some editor’s notes in section 8.4 conclusion for KI#4 and 5.
1	Discussion
The discussion below describes and attempts to resolve some editor’s notes in section 8.4:
(1) – Editor’s Note in main section 8.4: 
Editor's note: Whether and how to address the charging offset issue of DL PDU set eligible dropping by the NG-RAN is FFS.
The option for RAN to drop packets when discard timers expire is not entirely new. The difference is only that dropping may use specific information of a (media) IP flow rather than a random packet in a flow. This does not require changing any charging related aspects.
Resolution: Remove EN. No update in conclusion is needed.

(2) – Editor’s Note in 8.4.1.1: 
Editor's note: It is FFS "Whether a PDU Set is still valid in case PSDB is exceeded" is needed. It should be discussed together with the definition of PSDB, specially about the boundary of PSDB.
In some cases, the PDU set should be forwarded even when it exceeds the PSDB, and this can correspond to the importance/priority of the PDU set. For example, an I-frame that subsequent P-frames depend on should be forwarded even if the PDB/PSDB is exceeded. If this is not done, the decoder may not be able to decode, or the feedback mechanism via RTCP will detect this loss and try to resend the I-frame incurring more delay. 
Resolution: Resolve EN using text in description below:
“In cases where other PDU sets depend on a PDU set (e.g., I-frame), the PDU set should be forwarded even after it exceeds the PSDB/PDB. This may be indicated by the importance/priority of the PDU set.”

(3) - Editor’s Note in 8.4.2.1: 
Editor's note: Which above PDU Set information parameters is optional is FFS.
PDU Set Identifier is not optional (and should be large enough to identify uniquely from neighbors; exact size can be handled in stage 3).
The discussion on start/end and PDU SN is related to providing burst size/PDU set size information so that RAN can optimize scheduling. However, start/end and PDU set sequence number are only able to provide that information by the end of the PDU set transmission and is not useful for scheduling at that point. 
On the other hand, PDU Set Size is useful for scheduling, but not available currently. It is not possible to configure the size values as they vary dynamically based on content and RTP/SRTP headers do not provide this information either. However, some future extension of RTP headers or other protocols may allow the application to include it.
PDU Set Size is useful but not easy to obtain in the Rel 18 timeframe, hence should be optional.
Resolution: Resolve EN. Our preference is to remove start/end PDU set SN as they do not provide additional information for RAN to act on.

(4) – Editor’s Note in 8.4.2.2: 
Editor's note: Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH).
The current conclusions are sufficient to handle media packets with encrypted headers such as fully encrypted RTP/SRTP. In such cases, PDU sets of different importance can be sent over different DSCP/flow label/port and simple inspection/DPI using interarrival time or other implementation specific aspects can be used to differentiate between subsequent PDU sets of the same importance. This provides an efficient method of classification.
Protocols such as HTTP/3 with multi-streaming may use different packetization techniques (e.g., more than one media stream segment carried in each packet). Further study is needed to determine how to classify in such cases and should be considered for future work.
Resolution: Remove EN. No update in conclusion is needed.

[bookmark: _Hlk117669361](5) - Editor’s Note in 8.4.2.3: 
Editor's note: Whether PDU Set importance is used for mapping different QoS Flows, sub-QoS Flows, or included in GTP-U header is FFS. (Potential SoH).
Option 1 (different QoS flows) and option 3 (importance in GTP-U) both of which had considerable support are compared below.
In both cases, UPF matches on IP filter (5-tuple) and additional filters that classify into PDU sets, importance of the packet and related parameters.
Option 1 separates packets of an IP (media) flow in UPF based on priority/importance into different QoS flows (QFI). While in option 3, one QFI is used, and importance is sent in the GTP-U header. RAN can use information in either case (set of QFI, or one QFI + importance) to segregate into corresponding DRB. Either method seems feasible.
The basic procedure to drop packets in cases of extreme congestion/growing queues in both options 1 and 3 are also similar. After the discard timer has expired (packet arrival timestamp + delay budget), RAN may discard packets to allow more recent packets to be processed in time. In extenuating conditions, Option 1 discard is based on QFI and timer expiry, and in Option 3 discard is based on importance and timer expiry.
However, option 3 provides a clean extension on top of the existing QoS model. For example, consider a UE PDU session with two media streaming applications, Netflix (QFI-1) and YouTube (QFI-2) which are segregated into DRB-1 in RAN. With Option 3 there is only the addition of importance (and PDU set QoS /information). With Option 1, there are different ways to map to QFIs, some of which are not as desirable. For example, all I-frames /high priority packets may be mapped to QFI-1 for both Netflix and YouTube, and other packets to QFI-2. In such cases packet drop during high congestion/poor radio conditions in QFI-2 may end up discarding unevenly between the PDU sets of Netflix and YouTube. Another option may be to add a QFI for each PDU set type and media stream (not ideal either). In our view, option 3 provides a simpler solution.
Resolution: Resolve editor’s note and select option 3. 

2	Proposal
It is proposed to adopt the following changes into TS23.700-60.
[bookmark: _Toc510607461]		* * * * 1st Change  * * * *
[bookmark: _Toc117496837]8.4	Conclusions for KI#4 and KI#5
The following aspects are concluded as principles for the normative work to support the following two key issues:
-	Key Issue #4: PDU Set integrated packet handling.
-	Key Issue #5: Differentiated PDU Set Handling.
NOTE:	Further PDU Set handling for Uplink will be studied and led by RAN WGs. SA WG2 can align with RAN's progress and decision for Uplink, if any.
Editor's note:	Whether and how to address the charging offset issue of DL PDU set eligible dropping by the NG-RAN is FFS.
[bookmark: _Toc117496838]8.4.1	Control plane enhancements for supporting PDU Set in downlink
[bookmark: _Toc117496839]8.4.1.1	PDU Set QoS Parameters
PDU Set QoS treatment is determined using dynamic or non-dynamic PCC.
The following PDU Set QoS parameters are defined to support PDU Set handling:
-	PDU Set Error Rate: The PSER defines an upper bound for the ratio between the number of PDU Sets not successfully received and the total number of PDU Sets sent towards a recipient measured over a measurement window.
Editor's note:	the criteria for determining whether a PDU Set is successfully delivered or not are FFS 
-	PDU Set Delay Budget.
Editor's note:	The definitions of PSER and PSDB are FFS. For PSDB, it needs further study the impact due to N6 jitter.
-	Whether all PDUs are needed for the usage of PDU Set by application layer (PDU Set Integrated Indication).
Editor's note:	It is FFS "Whether a PDU Set is still valid in case PSDB is exceeded" is needed. It should be discussed together with the definition of PSDB, specially about the boundary of PSDB.
In cases where other PDU sets depend on a PDU set (e.g., I-frame), the PDU set should be forwarded even after it exceeds the PSDB/PDB. This may be indicated by the importance/priority of the PDU set.
If PDU Set based QoS handling is used, PCF determines the above PDU Set QoS Parameters based on information provided by AF (described in 8.4.2) and/or local configuration. The PDU Set QoS parameters are sent to SMF as part of PCC rule, then SMF sends them to RAN.
[bookmark: _Toc117496840]8.4.1.2	AF Information Provisioning
PDU Set related assistance information provisioning by AF is supported for dynamic PCC. AF may provision one or more of the following PDU Set related assistance information to NEF/PCF during AF QoS request procedure:
-	PDU Set QoS parameters listed in clause 8.4.1.1.
-	Burst periodicity.
[bookmark: _Toc117496841]8.4.2	User plane enhancements for supporting PDU Set in downlink
[bookmark: _Toc117496842]8.4.2.1	PDU Set Information
The following PDU Set related information may be identified by UPF to support PDU Set based handling:
-	PDU Set Identifier.
NOTE 1:	Neighbor PDU Sets in sequence will use different PDU Set identifiers.
-	Optional, Start PDU and End PDU of the PDU Set.
-	PDU SN within a PDU Set.
-	Optional, PDU Set Size.
NOTE 2:	Either PDU Set Size expressed in bytes or PDU Set Size expressed as number of PDUs, needs further determined.
NOTE 3:	Either one among Start/End PDU of the PDU Set and Number of PDUs within a PDU Set needs to be supported.
-	PDU Set Importance.
Editor's note:	Which above PDU Set information parameters is optional is FFS.
[bookmark: _Toc117496843]8.4.2.2	PDU Set Information identification on UPF and supported N6 protocols
The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-	by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).
Editor's note:	Whether support PDU Set identification information in new RTP is pending to SA WG4 5G_RTP WI.
NOTE:	In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
-	by UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.
Editor's note:	Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH).
[bookmark: _Toc117496844]8.4.2.3	Delivering PDU Set Information to RAN
PDU Set Information (listed in clause 8.4.2.1) are informed by UPF to RAN via GTP-U header of user plane packet.
PDU set importance is included in GTP-U header to identify the priority of packets in a media stream.
Editor's note:	Whether PDU Set importance is used for mapping different QoS Flows, sub-QoS Flows, or included in GTP-U header is FFS. (Potential SoH).
[bookmark: _Toc117496845]8.4.3	PDU Set based QoS handling
RAN performs PDU Set based QoS handling based on received PDU Set QoS Parameters via control plane, and PDU Set Information received via user plane. The details of RAN behaviours are defined in RAN WGs.
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