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Abstract of the contribution: This paper proposes a conclusion update for Key Issue #4, to resolve Editor's notes.
Discussion
1.
Open issue:
Editor's note 3-1:	It is FFS the benefit of UE requesting desired localized service information.
Discussion:
Localized services are assumed to be provided in a limited/specific area and bounded in time. 
Not all the UEs entering the specific area are interested in localized services. So, it is not efficient to use only location as trigger to provide UE localized service information.
If providing the UE with the localized service information based on the UE's subscription data change, it implies tight cooperation between home network operator and localized service provider/hosting network operator. For example, once end user has bought ticket from localized service provider, there is a need to trigger home network to perform subscription data update with the UE, regardless whether the end user will actually use the localized services or not. As the localized service could be temporary, the corresponding subscription data for each individual UE might need to be deleted from the network and revoked from UE. From home network operator point of view, if it has business relationship with many localized service provider and hosting network operators, then there has to be a certain filtering function (e.g. end user's interest, UE location, etc.) before home network operator provides the information to the UE. Otherwise, there would be huge information being pushed to UE. Also, UE's subscription data change as trigger to provide UE localized service information is not suited for the business models where home network subscription/credential is not used for accessing hosting network (details see pCR S2-22xxxxa).
Proposal:
It is proposed to enable UE to request the information of desired localized service.
Changes with user name "Ericsson User AB".

2.
Open issue:
Editor's note 5-1:	It is FFS whether an extension of the Rel-17 onboarding mechanism is needed to support provisioning of credentials to use for localized services. Onboarding configuration information (which Includes PVS address(es) stored in UPF/AMF/PCF may need to be stored corresponding to different Localized services.
Discussion:
When end user intends to access localized services via SNPN hosting network, there are scenarios that UE does not use home network subscription/credential and needs to obtain a new set of subscription/credential to access the hosting network.
Rel-17 has specified onboarding mechanism for the UE to obtain SNPN credential in TS 23.501 clause 5.30.2.10, which can be used in case of SNPN hosting network.
The hosting network SNPN takes the role of SO-SNPN. SO-SNPN needs to exchange information with a PVS, so that the PVS will hold the subscription/credential data for provisioning the UE using user plane connectivity. 
In one case, after the UE onboarding registered in an ON-SNPN (can be any SNPN, including the hosting network SNPN), it needs to know which PVS to connect to download the subscription/credential to access the SO-SNPN for localized service. UE can obtain PVS address from either pre-configuration, or from the ON-SNPN. The PVS address provided by ON-SNPN can be either locally configured on SMF, or from DCS. The precedence of the PVS address is DCS data -> SMF local data -> UE pre-configuration.
To let the UE (which is interested in access the hosting network SNPN for localized service) to get the correct PVS address:
1).	UE needs to be provisioned with proper Default UE credential by DCS. So, the Default UE credential leads to the proper DCS that provide the correct PVS address for provisioning the credential to access the SO-SNPN for localized service.
2).	Or, if DCS does not hold any PVS information (or DSC does not differ Default UE credential in terms of PVS address), then the ON-SNPN needs to configure SMF with PVS address for the hosting network access purpose.
3).	Or, if DCS does not hold any PVS information, and the SMF in ON-SNPN has no locally configured PVS address, then UE needs to be pre-configured with the PVS address of the SO-SNPN.
To support flexible deployment considering the different possibilities above, and also considering that the ON-SNPN may provide generic onboarding services, in case that local configuration on ON-SNPN SMF is used for distributing the PVS to UE, there is a need for ON-SNPN to be able to distinguish what is the purpose of the onboarding registered UE, otherwise the ON-SNPN may not know to provide what PVS to UE, since the current spec has no support of ON-SNPN controlled PVS distribution to UE.
So, in the scenario where DCS is not involved in providing PVS address (or DSC does not differ Default UE credential), ON-SNPN should have logic to control how/what PVS to be provided to UE, depends on UE input. For example, in the figure below SMF has local configuration that for localized service onboarding registered UE is provided with PVS X if it intends to access a specific SO-SNPN for localized service.


Another case is that when using PLMN as ON-PLMN for provisioning SO-SNPN subscription/credential, UE can make general request of PVS address to the ON-PLMN, and the ON-PLMN responds with PVS addresses without additional information to distinguish among the PVSs. 
Proposal:
It is proposed to enhance the Rel-17 SNPN onboarding function, mainly on the user plane remote provisioning part. The UE can indicate the intention of the onboarding (i.e. which localized service, or which hosting network it is interested to use) to the ONN during PDU session establishment, then the ONN (including ON-SNPN and ON-PLMN) respond the corresponding PVS based on local configuration.
Changes with user name "Ericsson User AB 02".

3.
Issue:
Currently, the conclusion on the storing of UE localized service information is only in the home network and hosting network as below:
1.	The localized service information is formulated as application data that can be stored in the home network, or hosting network.
But, conclusion has also stated that AMF from serving network can provide localized service information to UE:
3.	The localized service information can be preconfigured in the UE or dynamically provisioned via signalling. For dynamic provisioning, the AMF could provide the UE request the desired application data (e.g. by specifying the identifier or name of the localized service) from either home network, hosting network or serving network e.g. via new UE policy.
So, there is inconsistence from the above conclusions.
Discussion:
Based on the analysis in pCR (S2-2210310), there are different business models where home network may not have the information of localized service. The network operators that are local to where the localized service is to be provided most likely have closer relationship with localized service provider and hosting network operators. It is more beneficial that if the function within this local network can be utilized/generalized to provide localized service information to both its own subscribers (when its role is a home network) and the visiting subscribers (when its role is a serving network). Then, as long as the UE is interested in access the localized service, it will be able to retrieve the information, regardless if the UE is a local subscriber or if the UE is a visiting subscriber.
Proposal:
It is proposed to add serving network as the data source for provisioning the UE localized service information, as the network selection related information provisioning can be done separately and controlled by home network if home network credential is used for accessing hosting network.
With this proposal, both benefit of home network control of network selection and information provisioning from local serving network can be fulfilled. 
Changes with user name "Ericsson User AB 03".

4.
Open issue:
Editor's note 2-1b:	It is FFS whether Validity condition is to be possible to be set per localized service, hosting network or both.
Discussion:
The localized service information in Alt 1is meant to inform UE with a mapping between the localized service and hosting network(s) can provide access to the localized service. The validity condition associated with the localized service can be used as indication for the UE to determine whether such mapping information is valid, depends on the time and location. So, the basic is to have such validity condition associated with the localized service 
But to enable flexible deployment, e.g. different hosting networks may support the same localized service in different location or time, then there is also a need to have different validity conditions associated with hosting networks. But the validity conditions associated with hosting network should be consistent with the localized service associated with localized service.
Proposal:
It is proposed to remove the editor's note, as the validity conditions associated with hosting network is optional and add a NOTE to clarify the consistence between the validity conditions.
Changes with user name "Ericsson User AB 04"

5.
Open issue:
Editor's note 2-5:	It is FFS whether necessary to associate validity conditions with the list in a and b above, and what are the conditions, e.g. time and/or location.
Discussion:
As discussed in pCR S2-2210311, network selection related information provisioning is separated from the localized service information (i.e. mapping between localized service and hosting networks). The priority lists controlled by home network reflects a business relationship between the home network and hosting network. While the validity conditions in the localized service information can be used as criteria for UE to determine when/where to utilize such network business relationship. But home network can as well associate validity conditions with the priority lists provided to UE.
To enable automatic hosting network selection for a localized service, it requires the end user interaction to determine which localized service is to be used. UE needs to take the validity conditions into consideration to determine when/where to use the priority lists for hosting network selection to access desired localized service. The home network provided validity conditions take precedence over the validity conditions in the localized service information.
Proposal:
It is proposed that home network can optionally associate validity conditions with the network selection list to UE, and home network provided validity conditions take precedence over validity conditions in localized service information.
Changes with user name "Ericsson User AB 05".

6.
Open issue:
Editor's note 2-1 a:	It is FFS whether a PVS address / captive portal information need to be provided as an optional information to the UE. In the Localized service information. If not How will UE be provided this address is FFS.
Editor's note 2-3:	It is FFS whether more hosting network related information can be sent as to better enable a user selection of hosting network, e.g. balance/service rate information to access the hosting network for the localized service, quality of the service.
Discussion:
As discussed in pCR S2-2210311, the localized service information is mainly meant to provide mapping information between localized service and the hosting network(s).
It is beneficial to model other hosting network related information as free text, so that it can include useful information to, e.g. assist end user to perform user selection of hosting network, assist the UE to determine where and how to retrieve credentials for accessing hosting network.
Proposal:
It is proposed to remove these two editor's notes, and add one optional element with free text format in the hosting network related information.
Changes with user name "Ericsson User AB 06".

7.
Open issue:
Editor's note:	It is FFS whether home network, may broadcast in a SIB an indication that localised service(s) are available in the geographic locality of the cell that is broadcasting.
Discussion:
When two networks' coverage are collocated, the SIB broadcast in one network (e.g. home network) to indicate a service is available in another network (e.g. hosting network) is not necessary. Basically, it requires business relationship between the two networks. In that case, similar information (regarding service in another network) can be conveyed to UE using NAS layer message without SIB extensions. There is no clear benefit to use SIB to convey this information.
Proposal:
It is proposed to remove the editor's note without further action.
Changes with user name "Ericsson User AB 07".

8.
Open issue:
Editor's note:	Whether SIB can include localized service information for hosting network selection is FFS and it shall be evaluated by SA3 on if it is feasible from security aspect.
Editor's note:	It is FFS whether, in the case of SNPN as hosting network, the hosting network may broadcast the supported localized service information (e.g. service identifiers and/or human readable service information) to help UEs discover the service and the hosting network. The localized service identifier may be pre-configured in the UE as per clause 8.4.2. The human readable service information is used for manual hosting network selection. UE may acquire this information from hosting network also via on-demand SIB while UE is RRC_IDLE or RRC_INACTIVE state in serving network.
Editor's note: It is FFS whether the UE can query for further information on the localized service information hosted by the hosting network during the initial registration.
Discussion:
As discussed in evaluation clause 7.4.3, one of the scenarios is that the localized service provider/hosting network operator has no business relationship with neither home network operator, nor the serving network operator. The UE then need to obtain localized service information and the associated hosting networking information via either OTT type solution, or via hosting network directly.
This scenario applies only for SNPN as hosting network, as PNI-NPN is always assumed to have relationship with HPLMN.
The UE in this scenario does not use home network credential to access hosting network.
The localized service use case can be enabled following below steps:
1).	The UE is assumed to be configured with Default UE credential, using mechanisms outside of 3GPP.
2).	Hosting network SNPN supports SNPN onboarding procedure.
3).	Hosting network SNPN can make use of existing HRNN (free text) in SIB to include the indication of support for localized service. Other information regarding hosting network, localized service is not broadcasted, as to protect privacy.
The UE presents HRNN to end user and lets end user to decide whether to proceed with onboarding.
NOTE:	In case of automatic SNPN selection, home network credential is used to access the hosting network SNPN, there is no need for onboarding.
4).	The UE performs onboarding registration with hosting network SNPN, authenticated with Default UE credential.
5).	The UE requests for PVS and is provisioned with PVS of the hosting network SNPN. Then the UE performs user plane remote provisioning to download subscription/credential to access this hosting network SNPN.
6).	The UE deregisters from hosting network SNPN after the onboarding procedure is finished, and performs initial registration to the hosting network using the new subscription/credential.
7).	The UE queries detailed information of localized service with hosting network SNPN using NAS procedure.
8).	The UE presents the detailed information of localized service to end user, for end user to decide if proceed with the access or abort.
Based on the discussion above, there is no need to have SIB extension for supporting hosting network to provide localized service information to UE. The query of localized service information with hosting network via NAS layer can utilize the same function for provisioning UE in home network, serving network.
Proposal:
It is proposed to remove these ENs , and clarify existing onboarding procedure can be used (with the earlier proposed enhancement that UE can indicate the intention of the onboarding).
Changes with user name "Ericsson User AB 08".
9.
Open issue:
Editor's note 4-1:	It is FFS whether the home network authorization is needed before the UE performs manual selection of a hosting network.
This is related to an LS sent to SA1. If SA1 replies that there is no need for such home network authorization, there is no addiitonal work for SA2. If SA1 states that there is a need for home network authorization, SA2 can address this during normative phase. It is proposed to turn this into a note.
Changes with user name "Ericsson User AB 09".

Proposal
Update the conclusion to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc117258466]8.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
Editor's note:	The following are interim conclusions for KI#4, and to be taken as basis for further work i.e. also what has been agreed as to be included as a conclusion is candidate for being changed.
[bookmark: _Toc113020901][bookmark: _Toc117258467]8.4.1	General
The conclusion for KI #4 is made for each component that is evaluated in clause 7.4.
When UE accesses the Hosting network using the subscription/credentials of its Home network, only two cases are considered:
-	If Home network is PLMN, the Hosting network can be PNI-NPN or SNPN.
-	If Home network is SNPN, the Hosting network can be only SNPN
If the UE accesses the Hosting network using the other credentials rather than the subscription/credentials from the UE Home network, the determination of the subscription used to access the Hosting network is by implementation specific prior to automatic network selection as described in NOTE 1 of clause 5.30.2.4.2 of TS 23.501 [3].
[bookmark: _Toc113020902][bookmark: _Toc117258468]8.4.2	Conclusion for the content of the localized service information
The following interim conclusions are reached. Final conclusions for normative work are expected for SA2#154 i.e. whether to proceed with Alt.1 and/or Alt.2.
Alt.1.	The localized service information is provided to UE for UE to discover and select hosting network to receive desired localized service. The content of the localized service information can include the following elements:
a.	Identifier/name of the localized service.
b.	Validity conditions for the localized service, e.g. duration of remaining service operation ,time and location.
Editor's note 2-1 a:	It is FFS whether a PVS address / captive portal information need to be provided as an optional information to the UE. In the Localized service information. If not How will UE be provided this address is FFS.
d.	Hosting network related information, per hosting network in the case of SNPN as hosting network:
i.	hosting network identifier, e.g. SNPN ID, GIN;
ii.	Validity condition, e.g. time and/or location (optional)
Editor's note 2-1b:	It is FFS whether Validity condition is to be possible to be set per localized service, hosting network or both.
NOTE:	The validity conditions associated with hosting network needs to be consistent with the validity conditions associated with localized service.
iv.	Optionally, other hosting network related information in free text format (information can be e.g. PVS address for UE to obtain credentials to access hosting network, captive portal, balance/service rate, quality of service, etc).
e.	Hosting network related information, per hosting network in the case of PNI-NPN as hosting network:
i.	PLMN ID of the PNI-NPN.
ii.	Optionally, if hosting network is associated with CAG IDs, a list of CAG IDs corresponding to the localized service.
iii.	Optionally, other hosting network related information in free text format (information can be e.g. PVS address for UE to obtain credential to access hosting network, captive portal, balance/service rate, quality of service, etc).
Editor's note 2-2:	It is FFS whether it is beneficial to provide CAG information within the localized service information, given that there is existing procedure to update UE with CAG information, and whether CAG ID is used to identify hosting network. It is also FFS whether CAG IDs needs to be associated with localized service when sent to the UE.
Editor's note 2-3:	It is FFS whether more hosting network related information can be sent as to better enable a user selection of hosting network, e.g. balance/service rate information to access the hosting network for the localized service, quality of the service.
Alt.2.	The UE is provided with the following lists, which can be associated with validity conditions (e.g. time/location). The validity conditions within these lists take precedence over validity conditions received in localized service information. The UE takes the validity conditions (either the one associated with the lists provided by home network, or the one within the localized service information) as consideration to determine when/where to use these lists for hosting network selection.:
a.	a list of prioritized hosting networks (i.e. SNPN ID or GIN) for localized services, in the case of SNPN as hosting network.
b.	allowed CAG ID list, in the case of PNI-NPN as hosting network and the PNI-NPN is associated with CAG ID.
NOTE:	The home network / hosting network map localized services to hosting network ID (e.g. SNPN ID, GIN, CAG ID).
Editor's note 2-4:	It is FFS whether the UE receives list a/list b per localized service ID, or the lists are used for localized services in general.
Editor's note 2-5:	It is FFS whether necessary to associate validity conditions with the list in a and b above, and what are the conditions, e.g. time and/or location.
Editor's note 2-6:	It is FFS what localized service information needs to be provided to UE in b above, in the case PNI-NPN as hosting network does not support CAG.
Editor's note 2-7:	Alt. 1 provides UE with necessary information as a first step, and then the UE based on the received information derives how to perform other activities in later steps, e.g. network selection, credential determination and provisioning, etc. Alt.2 provides UE with information directly used for network selection, but requires that UE/network knows beforehand whether the desired localized service is provided by the hosting networks in the lists.
[bookmark: _Toc117258469]8.4.3	Conclusion for from where and how UE obtains the localized service information
The information for localized service and hosting network discovery, selection and access can also be obtained by UE at the application layer from the home network or the localized service provider via means that are outside of 3GPP scope.
The following interim conclusions are reached. Final conclusions for normative work are expected for SA2#154 i.e. whether to proceed with Alt.1 and/or Alt.2.
Alt.1 (complementary to Alt.1 in clause 8.4.2):
1.	The localized service information is formulated as application data that can be stored in the home network, serving network, or hosting network.
2.	The external parameter provisioning procedure in clause 4.15.6 of TS 23.502 [4] is extended to support the provisioning of localized service information to home, or hosting network, or the OAM method is used to provision the data to home network.
3.	The localized service information can be preconfigured in the UE or dynamically provisioned via signalling. For dynamic provisioning, the AMF could provide the localized service information to the UE, based on the UE requests of the desired application data (e.g. by specifying the identifier or name of the localized service) from either home network, hosting network or serving network e.g. via new UE policy.
NOTE:	How UE obtains localized service identifier or name to make the request for dynamic provisioning is out of 3GPP scope.
Editor's note 3-1:	It is FFS the benefit of UE requesting desired localized service information.
4.	If PNI-NPN as hosting network is associated with CAG ID, separated from other localized service information, the UE obtains the Allowed CAG ID list from the home network according to clause 5.30.3.3 TS 23.501 [3].
a.	The home network may send the updated Allowed CAG ID list to the UE
Editor's note 3-2b:	It is FFS how UE can associate the Allowed CAG IDs to the localized service if sent without any association to the localized service.
Editor's note 3-2c:	The trigger for the home network to send the updated Allowed CAG ID list to the UE is FFS.
Alt.2 (complementary to Alt.2 in clause 8.4.2):
5.	The information for localized service and hosting network discovery, selection and access can be preconfigured in the UE or dynamically provisioned by the hosting network or home network (via the VPLMN when roaming).
6.	In the case of SNPN as hosting network, the dynamic provisioning of prioritized list of hosting network information can be done via SoR.
NOTE:	How SOR-AF and/or UDM acquires hosting network information is outside the scope for 3GPP.
i.	The home network UDM may determine to update UE with prioritized list of hosting network information using SoR procedure. Following triggers may apply:
-	UE location as part of Registration procedure.
-	UE subscription data change, e.g. via external parameter provisioning.
Editor's note:	It is FFS whether home network, may broadcast in a SIB an indication that localised service(s) are available in the geographic locality of the cell that is broadcasting.
Editor's note:	Whether SIB can include localized service information for hosting network selection is FFS and it shall be evaluated by SA3 on if it is feasible from security aspect.
NOTE:	Given the potential large content of SIB information for manual selection, on demand SIB solution as already defined in TS 38.331 [14] can be used. Details of this option are to be determined by RAN WG2.
Editor's note:	It is FFS whether, in the case of SNPN as hosting network, the hosting network may broadcast the supported localized service information (e.g. service identifiers and/or human readable service information) to help UEs discover the service and the hosting network. The localized service identifier may be pre-configured in the UE as per clause 8.4.2. The human readable service information is used for manual hosting network selection. UE may acquire this information from hosting network also via on-demand SIB while UE is RRC_IDLE or RRC_INACTIVE state in serving network.
7.	 In case of SNPN as hosting network, existing SNPN onboarding procedure can be reused for UE to establish temporary/secured connection with hosting network SNPN. When UE has accessed with the hosting network, the AMF can provide the latest localized service information to UE as part of Registration procedure (Mobility Update) or UE Configuration Update procedure.
Editor's note: It is FFS whether the UE can query for further information on the localized service information hosted by the hosting network during the initial registration.
8.	In the case of PNI-NPN as hosting network, the dynamic provisioning of allowed CAG ID list reuses existing procedure in clause 5.30.3.3 of TS 23.501 [3].
[bookmark: _Toc117258470]8.4.4	Conclusion for how the localized service information is used by UE
The following principles based on the evaluation in clause 7.4.4 are recommended for the normative work:
1.	If UE uses home network credential to access a hosting network:
a.	When the end user intends to access localized service and the validity conditions of localized service are met, the UE initiates hosting network selection using the hosting network related information received as part of the localized service information as in principle 1 in clause 8.4.2, or using the lists as in principle 2 in clause 8.4.2.
i.	For SNPN as hosting network, the UE can switch between PLMN selection and hosting network selection following Rel-17 specification for SNPN selection. How the UE switches among the network selections is up to UE implementation.
ii.	For PNI-NPN as hosting network associated with CAG ID, the UE only considers an entry in the Allowed CAG list valid if and while all conditions (if there is any) for that entry are met. This may potentially initiate a new registration procedure to a PLMN.
NOTE 1:	Whether a new network selection mode is required for UE to initiate hosting network selection is to be determined by CT WG1.
NOTE 2:	Details regarding priority list for hosting network selection, including if a new selection mode is required, is up to CT WG1 to decide.
b.	Hosting network selection needs to be authorized by the home network, via UE initiated SoR procedure with SoR information including certain authorized criteria e.g. time. After the home network authorization, the UE is allowed to initiate hosting network selection, applicable for both automatic and manual hosting network selection.
i.	For manual hosting network selection, the UE presents available localized service information it has received in clause 8.4.3 to the end user.
NOTE 3:	If SA1 requires that Editor's note 4-1:	It is FFS whether the home network authorization is needed before the UE performs manual selection of a hosting network, such authorization can be added during normative work.
c.	When authorized criteria of the hosting network selection are no longer met, the UE stops hosting network selection.
2.	If the UE needs to obtain a new set of credentials/subscription to access the hosting network:
a.	It is up to UE implementation to decide how to switch to the new subscription profile for accessing hosting network.
3.	The UE determines SNPN access mode is activated/de-activated using implementation specific means as specified in existing Release 17, or using received localized service/hosting network assistance information as input.
[bookmark: _Toc117258471]8.4.5	Conclusion for what credentials are used to access hosting network and how to obtain them
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of SNPN as hosting network:
1.	The UE checks whether it is possible to re-use home network credentials to access the hosting network:
a.	If the hosting network related information indicates support of CH credentials, the UE determines that home network credential can be used if the SNPN ID of the hosting network is included in the SNPN priority lists associated with home network subscription.
b.	If the UE obtains hosting network selection information from the home network, the UE uses the credentials provided by the home network to access the hosting network.
2.	If new credentials for accessing hosting network are needed, the UE may use the existing credential onboarding mechanism as per Rel-17. With enhancements enabling UE to request PVS by specifying either localized service ID, or hosting network ID, or a single bit to indicate the access of localized services to the onboarding network (i.e. ON-SNPN, ON-PLMN) during PDU session establishment, and the onboarding network responds with the corresponding PVS(s) based on local configuration to the UE (i.e. DCS provided PVS address is not used if UE has explicit specify the purpose of onboarding).
Editor's note 5-1:	It is FFS whether an extension of the Rel-17 onboarding mechanism is needed to support provisioning of credentials to use for localized services. Onboarding configuration information (which Includes PVS address(es) stored in UPF/AMF/PCF may need to be stored corresponding to different Localized services.
NOTE:	The method of delivering credentials needs to be evaluated by SA WG3.
The following principles based on the evaluation in clause 7.4.5 are recommended for the normative work in the case of PNI-NPN as hosting network:
3.	Only UEs equipped with a USIM configured with PLMN credentials can access a hosting network which is a PNI-NPN. When the UE requests to access the hosting network, the home PLMN credential(s) are used during authentication procedure.
[bookmark: _Toc117258472]8.4.6	Conclusion for how localized service is accessed in hosting network per agreed conditions
The following principles based on the evaluation in clause 7.4.6 are recommended for the normative work:
1.	Validity conditions provided to the UE as part of the localized service information can be used to restrict the UE's access of the hosting network.
2.	Existing methods, such as network slicing, forbidden area restriction, service area restriction, CAG, LADN, URSP rules can also be utilized to restrict UE's access, i.e. no need for additional normative work for access control in hosting network.
3.	In order to restrict access to a hosting network to a specific area, a hosting network operator may deploy and broadcast multiple hosting network IDs, i.e. SNPN IDs for SNPN case and CAG IDs in the case of PNI-NPN, in different areas depending on localized service area validity. Each localized service is mapped to a specific hosting network ID. Multiple localized service areas can be mapped to the same hosting network ID if their allowed service areas are the same. Validity conditions are also used by hosting network to restrict access.

[bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc50559367][bookmark: _Toc54940734][bookmark: _Toc54952449][bookmark: _Toc57233901][bookmark: _Toc68069211][bookmark: _Toc101340469]*** END CHANGES ***
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