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	Reason for change:
	1. For local switch on satellite, it is also agreed that the N19 forwarding rules maybe based on IP addess(es) in the UPF address pool. It is believed that current 5GVN user plane forwarding mechinasin already supports IP address ranges based forwarding. This can be clarified to remove the following EN:

Editor’s NOTE: The difference of the group-level N4 session rules utilizing IP address(s) in UPF address pool in this clause and the group-level N4 session rules in clause 5.8.2.13.1 is for further discussion.

2. The UPF selection and URSP configuration for local configuration communicaions via GEO on-board local switch should also reuse the enhancement described in clause 5.43.2.

3. Remove EN1 as following, as 5GVN based group management approach is reused:
Editor’s Note: UE list or collection provision will reuse a NEF API name defined by the Edge_Ph2 topic.

4. To perfrom local switch on statellite, SMF needs to determiners wtherther UEs are under same GEO satellite (or multiple connectable GEO satellites).

5. Editorial change to remove EN2 as following:
Editor's note:	It is for further discussion whether or not the configurations are different and needs additional description, if the UL-CL/BP and L-PSA are combined.
The configurations on the local PSA has no relevance to whether the UL CL/BP and L-PSA are combined or not. This contribution proposes to remove the EN.
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3. Clarify when performing Local swithing via ULCL and L-PSA SMF determines that the UEs are under same GEO satellite (or multiple connectable GEO satellites) based on GEO Satellite ID(s) reported by AMF
4. Remving ENs
5. Clarify N6-based forwarding can also be used for inter-UPF traffica forwarding.
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20149872][bookmark: _Toc27846671][bookmark: _Toc36187801][bookmark: _Toc45183705][bookmark: _Toc47342547][bookmark: _Toc51769248][bookmark: _Toc122440353][bookmark: _Toc122440768][bookmark: _Toc122440769]5.8.2.13.1	Support for unicast traffic forwarding of a 5G VN
To enable unicast traffic forwarding in a UPF, the following applies:
-	The SMF provides for each 5G VN group member's N4 Session (i.e. N4 Session corresponding to PDU Session) the following N4 rules that enable the processing of packets received from this UE.
-	in order to detect the traffic, a PDR containing Source Interface set to "access side", and CN Tunnel Information set to PDU Session tunnel header (i.e. N3 or N9 GTP-U F-TEID); and
-	in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal".
-	The SMF provides for each 5G VN group member's N4 Session (i.e. N4 session corresponding to PDU Session) the following N4 rules that enable the processing of packets towards this UE.
-	in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", and Destination Address set to the IP/MAC address (es) of this 5G VN group member; and
-	in order to forward the traffic, a FAR containing Outer Header Creation indicating the N3/N9 tunnel information, and Destination Interface set "access side".
-	If N19-based forwarding is applied, the SMF configures the group-level N4 Session for processing packets received from a N19 tunnel with the following N4 rules for each N19 tunnel.
-	in order to detect the traffic, a PDR containing Source Interface set to "core side", and CN Tunnel Information set to N19 tunnel header (i.e. N19 GTP-U F-TEID); and
-	in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal".
-	If N19-based forwarding is applied, the SMF configures the group-level N4 Session for processing packets towards 5G VN group members anchored at other UPFs with the following N4 rules for each N19 tunnel.
-	in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", and Destination Address set to the IP/MAC address (es) of UEs anchored at the peer UPF of this N19 tunnel (e.g. based on the IP address range supported by the peer UPF); and
-	in order to forward the traffic to a 5G VN group member anchored at another UPF via the N19 tunnel, a FAR containing Outer Header Creation indicating the N19 tunnel information, Destination Interface set to "core side".
-	The SMF configures the group-level N4 Session for processing packets received from a 5G VN group member connected via N6 with the following N4 rules.
-	in order to detect the traffic, a PDR containing Source Interface set to "core side", and Source Address set to the IP/MAC address (es) of this 5G VN group member; and
-	in order to forward the traffic, a FAR containing Destination Interface set to "5G VN internal".
-	The SMF configures the group-level N4 Session for processing packets towards a 5G VN group member connected via N6 or packets towards a device residing in DN with the following N4 rules.
-	in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", and Destination Address set to the IP/MAC address (es) of this 5G VN group member; and
-	in order to forward the traffic to the 5G VN group member or device via N6, a FAR containing Destination Interface set to "core side".
-	The SMF shall update N4 rules for group-level N4 Session to enable correct forwarding of packets towards UE who's PSA UPF has been reallocated and address is unchanged.
-	The SMF may also configure the following N4 rules for the group-level N4 Session to process packets with an unknown destination address:
-	in order to detect the traffic, a PDR containing Source Interface set to "5G VN internal", a match-all Packet Filter, and a Precedence set to the lowest precedence value; and
-	in order to process the traffic, a FAR containing Destination Interface set to "core side" to route the traffic via N6 by default, or in the case of local SMF configuration that N6-based forwarding is not applied a FAR instructing the UPF to drop the traffic.
* * * * Next change * * * *
5.43.3	Local switch for communication between UEs via UPF deployed on GEO satellite
5.43.3.1	General
The traffic between UEs may be locally routed by UPF(s) deployed on satellite (i.e., through local switch) to the target UE without traversing back to the satellite gateway on the ground.
Local switching via UPF(s) deployed on satellite in this clause only applies on GEO satellite backhaul case and considers only DNNs and slices for 5G VN.
N19 tunnel may be established between two UPFs deployed on different satellites for traffic between UEsto locally switch UE to UE traffic. Also, N6 may be used for carrying traffic between UPFs deployed on different satellites.
Only a single SMF is supported for local switching and N19 forwarding, i.e. both UEs are served by the same SMF.
NOTE:	The latency optimisation that can be gained by inter-satellite N19 link between UPFs on different GEO satellites depends on the distance between the satellites that can be substantial, depending on the number of deployed satellites.
Clause 5.43.3.2 describes the case of PSA UPF deployed on satellite, clause 5.43.3.3 describes the case of ULCL and local PSA deployed on satellite (PSA UPF is on the ground). Selection of PSA UPF or UL CL/BP/local PSA on satellite is described in clause 6.3.3 and determination of DNAI to select the UPF deployed on the corresponding GEO satellite reuses the mechanism described in clasuse 5.43.2.
A combination of DNN/S-NSSAI is assigned by the operator for the communications between UEs where backhaul with UPF is deployed on GEO satellite, the URSP is described in TS 23.503 [45] and its configuration to enable the selection PSA UPF on the GEO satellite reuses the mechanism described in clasuse 5.43.2.
* * * * Second changes * * * *
5.43.3.2	 Local switching with PSA UPF deployed on satellite
A combination of DNN/S-NSSAI is assigned by the operator to the services deployed on GEO satellite, the URSP configuration is described in TS 23.503 [45].
If SMF selects the UPF deployed on satellite as PSA of UE’s PDU Session, the SMF configures the UE’s N4 session to forward/detect packet to/from the internal interface same as specified for the configuration for the 5GVN group member's N4 Session in clause 5.8.2.13.1 (Support for unicast traffic forwarding of a 5G VN). 
SMF may reuse the mechanism described in clause 5.8.2.13.1 to configure group-level N4 session rules for each N19 tunnel. Based on pre-configuration, the SMF may establishes the N19 tunnel between PSA UPFs and set corresponding group-level N4 session rules utilizing IP address(s) in UPF address pool to forward/detect packet to/from the N19 tunnel interface.
Editor's note:	The difference of the group-level N4 session rules utilizing IP address(s) in UPF address pool in this clause and the group-level N4 session rules in clause 5.8.2.13.1 is for further discussion.
For establishing N19 tunnel between the UPFs onboard the satellite, the UPFs are controlled by the same SMF.
-	To process packets between UE and servers residing in DN, SMF configures rules to route traffic via N6 as described in clause 5.8.2.13.1.
[bookmark: _GoBack][bookmark: _Toc114665124]The group-level N4 session is per DNN and sliceS-NSSAI. The SMF can create, update or delete the group-level N4 Session, i.e., add or delete N4 rules, allocate or release the N19 tunnel resources based on operator deployment, e.g., based on GEO satellite’s planned obsolescence or new GEO satellite setup.
N6 may be used for carrying traffic between PSA UPFs deployed on different satellites. If N6 is used, SMF configures corresponding N4 rules for processing traffic to/from N6.
* * * * Third change * * * *
[bookmark: _Toc122440771]5.43.3.3	Local switching with UL CL/BP and local PSA UPF deployed on satellite
For UPF deployed on satellite acting as UL CL/BP/local PSA case, the PSA UPF anchored by UE PDU sessions is on the ground, if the UEs are served by the same SMF, the SMF may determines to activate local switching and N19 forwarding for the UEs using the GEO satellite backhaul, based on:
1)	AF request including IP addresses of UE identifiers which require UE-to-UE communication between UEs as described in clause 5.29.2;
Editor's note:	UE list or collection provision will reuse a NEF API name defined by the Edge_Ph2 topic.
2)	Target IPs reported by on-ground PSA UPF as current reporting mechanism in clause 5.8.2.11.7. SMF configures the on-ground PAS UPF to detect UL packets with destination IP addresses which belong to the current UPF address pool.
After SMF receiving IP addresses from AF or on-ground PAS UPF, iIf SMF determines that the UEs are under same GEO satellite (or multiple connectable GEO satellites) based on GEO Satellite ID(s) reported by AMF,in communications are using the GEO satellites backhaul and the UEs are allowed to access the DNAIs corresponding to the GEO satellite IDs, for each UE communicating with target UE(s) in the communication group, the SMF selects and inserts the UPF deployed on GEO satellite according to the DNAI as UL- CL/BP and L-PSA, and configures UL- CL/BP with the following rule:
-−	Route the data traffic received from the UE and destined to IP address(es) of the target UE(s) to the L-PSA.
-−	Route other data traffic received from the UE to the PSA UPF of the UE's PDU Session.
The SMF configures the Local PSA with local forwarding rules to forward the data traffic to the target UEs directly. If the selected L-PSAs are different for the UEs in the communication group, N19 tunnel is established between the L-PSAs. For establishing N19 tunnel between the UPFs onboard the satellite, the UPFs are controlled by the same SMF. The SMF regards the UEs in the communication group as members of a If UEs are members of the same 5G VN group, the SMF mayand configures the local data forwarding rules on L-PSA(s) based onusing 5GVN user plane handing mechanism in clause 5.8.2.13.1 (Support for unicast traffic forwarding of a 5G VN).
Editor's note:	It is for further discussion whether or not the configurations are different and needs additional description, if the UL-CL/BP and L-PSA are combined.
[bookmark: MCCTEMPBM_00000024]NOTE:	The selected UPF deployed on satellite can be inserted as UL CL/BP/L-PSA reusing existing UL CL/BP insertion procedures defined in TS 23.502 [3] or TS 23.548 [130].
N6 may be used for carrying traffic between L-PSA UPFs deployed on different satellites. If N6 is used, SMF configures corresponding N4 rules for processing traffic to/from N6.
* * * * End of changes * * * *
