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[bookmark: _Toc45193080][bookmark: _Toc47592712][bookmark: _Toc51834799][bookmark: _Toc114668181][bookmark: _Toc114668188]4.15.6.7	Service specific parameter provisioning
This clause describes the procedures for enabling the AF to provide service specific parameters to 5G system via NEF.
The AF may issue requests on behalf of applications not owned by the PLMN serving the UE.
NOTE 1:	In the case of architecture without CAPIF support, the AF is locally configured with the API termination points for the service. In the case of architecture with CAPIF support, the AF obtains the service API information from the CAPIF core function via the Availability of service APIs event notification or Service Discover Response as specified in TS 23.222 [54].
The AF request sent to the NEF contains the information as below:
1)-	Service Description.
[bookmark: _GoBack]	Service Description is the information to identify a service the Service Parameters are applied to. The Service Description in the AF request can be represented by the combination of DNN and S-NSSAI, an AF-Service-Identifier or an External Application Identifier.
2)	Service Parameters.
	Service Parameters are the service specific information which needs to be provisioned in the Network and delivered to the UE in order to support the service identified by the Service Description.
3)	Target UE(s) or a group of UEs.
	Target UE(s) or a group of UEs indicate the UE(s) who the Service Parameters shall be delivered to. Individual UEs can be identified by GPSI, or an IP address/Prefix or a MAC address. Groups of UEs can be identified by an External Group Identifiers as defined in TS 23.682 [23]. If identifiers of target UE(s) or a group of UEs are not provided, then the Service Parameters shall be delivered to any UEs using the service identified by the Service Description.
4)	PLMN ID(s): This may be provided by the AF when provisioning application guidance for URSP determination as described in clause 4.15.6.10.
54)	Subscription to events.
	The AF may subscribe to notifications about the outcome of the UE Policies delivery due to service specific parameter provisioning.
The NEF authorizes the AF request received from the AF and stores the information in the UDR as "Application Data". The Service Parameters are delivered to the targeted UE by the PCF when the UE is reachable.
Figure 4.15.6.7-1 shows procedure for service specific parameter provisioning. The AF uses Nnef_ServiceParameter service to provide the service specific parameters to the PLMN and the UE.


Figure 4.15.6.7-1: Service specific information provisioning
1.	To create a new request, the AF invokes an Nnef_ServiceParameter_Create service operation. The request may include subscription information to the report of the outcome of UE Policy delivery.
	To update or remove an existing request, the AF invokes an Nnef_ServiceParameter_Update or Nnef_ServiceParameter_Delete service operation together with the corresponding Transaction Reference ID which was provided to the AF in Nnef_ServiceParameter_Create response message.
	The content of this service operation (AF request) includes the information described in clause 5.2.6.11.
2.	The AF sends its request to the NEF. The NEF authorizes the AF request. The NEF performs the following mappings:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the External Application Identifier into the corresponding Application Identifier known in the core network.
2a.	The NEF may invoke Nudm_SDM_Get service operation to perform the following mappings:
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
	If the AF subscribed to the outcome of UE Policy delivery, the AF indicates where the AF receives the corresponding notifications.
	(in the case of Nnef_ServiceParameter_Create): The NEF assigns a Transaction Reference ID to the Nnef_ServiceParameter_Create request.
2b.		(in the case of Nnef_ServiceParameter_Create or Update): The NEF may need to authorize the service specific parameter provisioning request with the UDM by sending a Nudm_ServiceSpecificAuthorisation_Create service operation as defined in clause 4.15.6.7a.
NOTE 2:	The NEF skips the mapping of GPSI or External Group Identifier in step 2a if it needs to authorize the service specific parameter provisioning request with the UDM as the response of the authorization request from UDM includes the SUPI or Internal Group Identifier.
	(in the case of Nnef_ServiceParameter_delete): The NEF requests the UDM to remove the authorization of the service specific parameters provisioned by sending a Nudm_ServiceSpecificAuthorisation_Remove service operation.
3.	(in the case of Nnef_ServiceParameter_Create or Update): The NEF stores the AF request information in the UDR as the "Application Data" (Data Subset setting to "Service specific information") together with the assigned Transaction Reference ID.
	(in the case of Nnef_ServiceParameter_delete): The NEF deletes the AF request information from the UDR.
4.	The NEF responds to the AF. In the case of Nnef_ServiceParameter_Create response message, the response message includes the assigned Transaction Reference ID.
If the UE is registered to the network and the PCF performs the subscription to notification to the data modified in the UDR by invoking Nudr_DM_Subscribe (AF service parameter provisioning information, SUPI, Data Set setting to "Application Data", Data Subset setting to "Service specific information") at step 0, the following steps are performed:
5.	The PCF(s) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
NOTE 3:	PCF does not have to subscribe for each UE the application specific information, e.g. if PCF has already received the application specific information for a group of UE or for a DNN by a subscription of other UE. The same application specific information is delivered to every UE in a group or a DNN.
6.	The PCF initiates UE Policy delivery as specified in clause 4.2.4.3.
7.	If the AF subscribed to notifications about the outcome of UE Policies delivery due to Service specific parameter provisioning targeting a single UE and the PCF is notified of UE Policy Container from the AMF, the PCF notifies the UE Policy delivery result contained in the UE Policy container as the outcome of the procedure to NEF by sending Npcf_EventExposure_Notify.
	If PCF is notified about UE Policy delivery failure from the AMF due to UE not reachable, the PCF may determine to retry step 6 of this procedure when the UE becomes reachable. In such a case, the PCF may report the interim status i.e. UE is temporarily unreachable as the outcome of the procedure to NEF by sending Npcf_EventExposoure_Notify.
	If the PCF determines the failure of the UE Policies delivery procedure, the PCF notifies the failure with an appropriate cause such as UE is unreachable as the outcome of the procedure to NEF by sending Npcf_EventExposure_Notify.
	The content of event reporting in this step is described in clause 6.1.3.18 of TS 23.503 [20].
8.	When the NEF receives Npcf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) and triggers the appropriate Nnef_ServiceParameter_Notify message.


* * * * Start of Next Change * * * *
4.15.6.10	Application guidance for URSP determination
This clause describes the procedures to allow an AF to provide guidance for URSP determination to 5G system via NEF. The AF may belong to the operator or to an external party. The PCF considered in this clause is in the Home PLMN as it is the PCF that determines the URSP for the UE.
NOTE 1:	The operator can negotiate with external party (typically a Corporate represented by an AF) dedicated DNN(s) and/or S-NSSAI(s) for the traffic of UE(s) of this external party. UE(s) of the external party can be identified by a group identifier.
To generate URSP rules applicable in the VPLMN, H-PCF may take Service Parameters obtained from V-PCF or V-AF as below into account.
-	The Service Parameters are provided by the V-AF (i.e. AF in a VPLMN) to:
(a)	V-NEF and stored in V-UDR. Therefore, the V-PCF obtains the Service Parameters from V-UDR and provides the Service Parameters to the H-PCF as specified in clause 4.16.11.
(b)	H-NEF and stored in the H-UDR. Therefore, the H-PCF retrieves the Service Parameters directly from the H-UDR. In this case, it is up to the H-NEF to check whether the V-AF issuing Application guidance for URSP determination is entitled to provide guidance targeting that VPLMN.
The guidance for URSP determination may be used to provide 5GC with guidance for the URSPs depending on the UE location. This is further described in TS 23.548 [74].
For providing guidance for URSP determination, the procedure defined in clause 4.15.6.7 is performed with the following considerations:
1)	Service Description indicates an AF Identifier.
2)	Service Parameters.
	Information on the AF guidance for URSP determination which consists of a list of URSP rules that associate an application traffic descriptor with requested features for the candidate PDU sessions the application traffic may use:
-	An application traffic descriptor, whose definition corresponds to that of the URSP Traffic Descriptors (as defined for the URSP rule in TS 23.503 [4] Table 6.6.2.1-2).
-	one or more sets of Route selection parameters, each parameter may correspond to:
-	(DNN, S-NSSAI). This may be provided by the AF or determined by the NEF based on the AF Identifier when it is not provided by the AF and the AF provides only one instance of AF guidance for URSP determination
Editor's note:	It is FFS whether the AF can provide SSC mode.
-	a default Route selection precedence value to be used for the application traffic when Route selection precedence with a corresponding spatial validity condition is not provided.
-	Route selection precedence with a corresponding spatial validity condition that indicates where the Route selection parameters apply. This may correspond to a geographical area (e.g. a civic address or shapes).
NOTE 2:	The different sets of Route selection parameters indicate different sets of PDU Session information (DNN, S-NSSAI) that can be associated with applications matching the application traffic descriptor. Each set is meant to apply for a specific (set of) spatial validity condition. Each set is associated with a Route selection precedence to cope with the case where multiple spatial validity conditions overlap.
If the AF provides a geographical area as spatial validity condition, it is up to the NEF to transform this information into 3GPP identifiers (e.g. TAI(s)).
NEF may, based on local configuration, complement missing service parameters. Additionally, based on operator's local policy, NEF may request UDM for service specific authorization for the service parameters for an individual UE (e.g. to authorize the Corporate or MTC provider represented by the AF and the requested DNN, S-NSSAI for the related UE) before storing the service parameters into the UDR. If the request is targeting a group of UEs, NEF may also request UDM for service specific authorization for the group related data (see table 4.15.6.3b-1), i.e. the DNN, S-NSSAI associated to the group. If the request is targeting any UE (all UEs), NEF authorizes the request based on local policy (e.g. based on AF Id) without requesting for any service specific authorization from UDM. NEF requests UDM for service specific authorization for the service parameters provisioned via the Nudm_ServiceSpecificAuthorisation_Create service operation as defined in clause 4.15.6.7a.
If a group of UEs or any UE is requested, each individual UE authorization is performed at a later stage by PCF.
NOTE 3:	The operator needs to ensure the consistency between the group related data and the UE group members subscription data, i.e. if a group is authorized for a given DNN/S-NSSAI as defined in the group related data, it needs to be ensured that all UE members of the group are provisioned with such DNN/S-NSSAI, since no individual UE check is required to be done by NEF against UDM.
NOTE 4:	AF guidance for application traffic is not related with 5G VN group.
3)	a specific UE, or a group of UE(s) or any UE that the AF request may be associated with.
4)	PLMN ID(s): This may be provided by the AF when provisioning application guidance for URSP determination as below:
-	for case (a) above (i.e. V-AF to V-NEF and stored in V-UDR), for all HPLMNs whose subscribers may roam into the VPLMN, in order to indicate that the service parameters are for roamers from that PLMN ID(s).
-	for case (b) above (i.e. V-AF to H-NEF and stored in the H-UDR), in order to indicate the VPLMN where the service parameters shall be applied, so the Application guidance for URSP determination is meant to apply to a single UE or any UE authorized by the HPLMN (e.g. to roam into that VPLMN). The AF provides HPLMN values for S-NSSAI and DNN. 
Editor' note:	It is FFS whether a V-AF can provide Application guidance for URSP determination for a group of UE as the group Identifier is not known to the VPLMN.
54)	Subscription to events.
	The AF may subscribe to notifications about the outcome of the UE Policies delivery due to application guidance for URSP determination.
The usage of the AF guidance for application traffic is described in clause 6.2.4 in TS 23.548 [74].


* * * * Start of Next Change * * * *
[bookmark: _Toc20204254][bookmark: _Toc27894946][bookmark: _Toc36192027][bookmark: _Toc45193117][bookmark: _Toc47592749][bookmark: _Toc51834836][bookmark: _Toc114668237]4.16.11	UE Policy Association Establishment
This procedure concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF relocation with PCF change in handover procedure and registration procedure.
3.	UE registration with 5GS when the UE moves from EPS to 5GS and there is no existing UE Policy Association between AMF and PCF for this UE.


Figure 4.16.11-1: UE Policy Association Establishment
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:
1.	The AMF establishes UE Policy Association with the (V-)PCF when a UE Policy Container is received from the UE. If a UE Policy Container is not received from the UE, the AMF may establish UE Policy Association with the (V-)PCF based on AMF local configuration.
NOTE 1:	In roaming scenario, the AMF local configuration can indicate whether UE Policy delivery is needed based on the roaming agreement with home PLMN of the UE.
2.	The AMF sends a Npcf_UEPolicyControl Create Request with the following information: SUPI, may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), the Internal-Group-ID-list and UE Policy Container (the list of stored PSIs, operating system identifier, Indication of UE support for ANDSP). In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF. In roaming case, steps 3 and 4 are executed, otherwise step 5 follows.
	If the AMF, based on configuration, is aware that the UE is accessing over a gNB using GEO satellite backhaul, the AMF includes the Satellite Backhaul Category as described in clause 5.43.2 of TS 23.501 [2].
3.	The V-PCF forwards the information received from AMF in step 2 to the H-PCF. When a UE Policy Container is received at initial registration, the H-PCF may store the PEI, the OSId or the indication of UE support for ANDSP in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data".
	The V-PCF may provide the Service Parameters stored in V-UDR and notified as specified in clause 4.15.6.10, if available and applicable to inbound roamers from the HPLMN of the UE, to the H-PCF.
4.	The H-PCF sends a Npcf_UEPolicyControl Create Response to the V-PCF. The H-PCF may provide the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response.
	The (H-)PCF in roaming and the PCF in non-roaming may register to the BSF as the PCF serving this UE, if not already registered at the AM Policy Association establishment. This is performed by using the Nbsf_Management_Register operation, providing as inputs the UE SUPI/GPSI and the PCF identity.
5.	The (V-) PCF sends a Npcf_UEPolicyControl Create Response to the AMF. The (V-)PCF relays the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response.
	The (V-)PCF also subscribes to notification of N1 message delivery of policy information to the UE using Namf_Communication_N1N2MessageSubscribe service which is not shown in this figure.
6.	The (H-)PCF gets policy subscription related information and the latest list of PSIs from the UDR using Nudr_DM_Query service operation (SUPI, Policy Data, UE context policy control data, Policy Set Entry) if either or both are not available and makes a policy decision. The (H-)PCF may get the PEI, the OSId or the indication of UE support for ANDSP in the UDR using Nudr_DM_Query including DataSet "Policy Data" and Data Subset "UE context policy control data" if the AMF relocates and the PCF changes. In the roaming scenario, the H-PCF may provide the indication of UE support for ANDSP to the V-PCF, if the indication was not present in the Npcf_UEPolicyControl Create request from V-PCF and the H-PCF gets this information from the H-UDR. The (H-)PCF may get the 5G VN group data and 5G VN group membership for each Internal-Group-ID received from the AMF using Nudr_DM_Query (Internal-Group-Id, Subscription Data, 5G VN Group Configuration). The (H-)PCF may store the 5G VN group data and 5G VN group membership for later use for other SUPIs that belong to the same Internal-Group-ID. The (H-)PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DM_Subscribe (Policy Data, SUPI, DNN, S-NSSAI, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), UE context policy control data) service. The (H-)PCF may request notifications from the UDR on changes in the 5G VN group data or 5G VN group membership associated to each of the Internal-Group-Id provided to the PCF by invoking Nudr_DM_Subscribe (Subscription Data, 5G VN Group Configuration, Internal Group ID, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting)) service. The (H-)PCF creates the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20] and in the case of roaming H-PCF provides the UE policy container in the Npcf_UEPolicyControl UpdateNotify Request. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
7.	The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response.
NOTE 2:	Step 6 (and step 7) can be omitted. Then the (H-)PCF creates the UE policy container including UE polices in step 2 (in the case of non-roaming) or step 3 (in the case of roaming). This means that the potential interactions with UDR as in step 6 will have to be executed in step 2 (non-roaming) or step 3 (roaming).
8.	The (V-)PCF triggers UE Configuration Update Procedure in clause 4.2.4.3 to sends the UE policy container including UE policy information to the UE. The (V-)PCF checks the size limit as described in clause 6.1.2.2.2 of TS 23.503 [20].
9.	If the V-PCF received notification of the reception of the UE Policy container then the V-PCF forwards the notification response of the UE to the H-PCF using Npcf_UEPolicyControl_Update Request.
	If the V-PCF is notified by the V-UDR about the Service Parameters applicable to inbound roamers from the HPLMN of the UE as specified in clause 4.15.6.10, the V-PCF provides the Service Parameters to the H-PCF.
10.	The H-PCF sends a response to the V-PCF.


* * * * Start of Next Change * * * *
[bookmark: _Toc20204674][bookmark: _Toc27895388][bookmark: _Toc36192491][bookmark: _Toc45193593][bookmark: _Toc47593225][bookmark: _Toc51835312][bookmark: _Toc114668811]5.2.12.2	Nudr_DataManagement (DM) service
[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492][bookmark: _Toc45193594][bookmark: _Toc47593226][bookmark: _Toc51835313][bookmark: _Toc114668812]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
(NOTE 5)
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID, MTC Provider Information, AF Identifier

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	
	User consent
	SUPI
	Purpose

	
	ECS Address Configuration Information (See Table 4.15.6.3d-1)
	SUPI, Internal group identifier or external group identifier or any UE
	DNN, S-NSSAI

	
	MBS Subscription data
	SUPI
	-

	
	Shared data
	Shared Data ID
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4) and/or "PLMN ID" (NOTE 6)
	

	
	EAS Deployment Information
(See clause 7.1 of TS 23.548 [74])
	DNN and/or S-NSSAI
	Application Identifier and/or Internal Group Identifier

	
	AM influence information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or "any UE" indication (NOTE 4)
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 of TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 of TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	
	Network Slice Specific Control Data
(See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI
	

	
	Operator Specific Data
	SUPI or GPSI
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP Identifier that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4 of TS 23.503 [20].
NOTE 4:	When the Data Key targets "any UE", then the request to UDR applies on Application data that applies on all subscribers of the PLMN. For encoding, see TS 29.519 [82].
NOTE 5:	Group Data includes 5G VN group configuration and any other data related to a group stored in the UDR.
NOTE 6:	For case (a) described in clause 4.15.6.10, when the Data Key targets "PLMN ID", then the request to UDR applies on Application data that applies on all subscribers of that PLMN ID. In this case, the AF provides a PLMN ID if the request applies for all subscribers of that PLMN that can be roaming to the VPLMN the AF provides the request to. For case (b) described in clause 4.15.6.10, when the Data Key targets "PLMN ID", then the request to UDR applies on Application data for that PLMN ID for a single UE or any UE.



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in clause 5.6.7, Table 5.6.7-1 of TS 23.501 [2]. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.


* * * * End of Changes * * * *
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