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[bookmark: _Toc122440064][bookmark: _Toc36187548][bookmark: _Toc45183452][bookmark: _Toc47342294][bookmark: _Toc51768992][bookmark: _Toc114664956]4.2.3	Non-roaming reference architecture
Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.


Figure 4.2.3-1: Non-Roaming 5G System Architecture
NOTE:	If an SCP is deployed it can be used for indirect communication between NFs and NF services as described in Annex E. SCP does not expose services itself.
Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.


Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation
NOTE 1:	N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.
NOTE 2:	For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.
NOTE 3:	The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to clause 4.2.5).
NOTE 4:	For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to clause 4.2.5.
NOTE 5:	For clarity, the NWDAF(s), DCCF, MFAF and ADRF and their connections with other NFs, are not depicted in the point-to-point and service-based architecture diagrams. For more information on network data analytics architecture refer to TS 23.288 [86].
NOTE 6:	For clarity, the 5G DDNMF and its connections with other NFs, e.g. UDM, PCF are not depicted in the point-to-point and service-based architecture diagrams. For more information on ProSe architecture refer to TS 23.304 [128].
NOTE 7:	For clarity, the TSCTSF and its connections with other NFs, e.g. PCF, NEF, UDR are not depicted in the point-to-point and service-based architecture diagrams. For more information on TSC architecture refer to clause 4.4.8.
NOTE 8:	For exposure of QoS monitoring information, direct interaction between UPF (L-PSA UPF) and Local NEF/Local AF can be supported via the Nupf interface, as described in clause 5.8.2.XTS 23.548 [130].
NOTE 9:	For clarity, the EASDF and its connections with SMF is not depicted in the point-to-point and service-based architecture diagrams. For more information on edge computing architecture refer to TS 23.548 [130].
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU Sessions where two SMFs are selected for the two different PDU Sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU Session.


Figure 4.2.3-3: Applying Non-Roaming 5G System Architecture for multiple PDU Session in reference point representation
Figure 4.2.3-4 depicts the non-roaming architecture in the case of concurrent access to two (e.g. local and central) data networks is provided within a single PDU Session, using the reference point representation.


Figure 4.2.3-4: Applying Non-Roaming 5G System Architecture for concurrent access to two (e.g. local and central) data networks (single PDU Session option) in reference point representation
Figure 4.2.3-5 depicts the non-roaming architecture for Network Exposure Function, using reference point representation.


Figure 4.2.3-5: Non-Roaming Architecture for Network Exposure Function in reference point representation
NOTE 1:	In Figure 4.2.3-5, Trust domain for NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].
NOTE 2:	In Figure 4.2.3-5, 3GPP Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.
* * * * Second change * * * *
[bookmark: _Toc122440340][bookmark: _Toc36187791][bookmark: _Toc45183695][bookmark: _Toc47342537][bookmark: _Toc51769237][bookmark: _Toc114665231]5.8.2.11.6	Forwarding Action Rule
The following table describes the Forwarding Action Rule (FAR) that defines how a packet shall be buffered, dropped or forwarded, including packet encapsulation/decapsulation and forwarding destination.
Table 5.8.2.11.6-1: Attributes within Forwarding Action Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this FAR.
	NOTE 9.

	Rule ID
	Unique identifier to identify this information.
	

	Action
	Identifies the action to apply to the packet
	Indicates whether the packet is to be forwarded, duplicated, dropped or buffered.
When action indicates forwarding or duplicating, a number of additional attributes are included in the FAR.
For buffering action, a Buffer Action Rule is also included and the action can also indicate that a notification of the first buffered and/or a notification of first discarded packet is requested (see clause 5.8.3.2).
For drop action, a notification of the discarded packet may be requested (see clause 5.8.3.2).

	Network instance
(NOTE 2)
	Identifies the Network instance associated with the outgoing packet (NOTE 1).
	NOTE 8.

	Destination interface
(NOTE 3)
(NOTE 7)
	Contains the values "access side", "core side", "SMF", "N6-LAN", "5G VN internal".
	Identifies the interface for outgoing packets towards the access side (i.e. down-link), the core side (i.e. up-link), the SMF, the N6-LAN (i.e. the DN), or to 5G VN internal (i.e. local switch).

	Outer header creation
(NOTE 3)
	Instructs the UP function to add an outer header (e.g. IP+UDP+GTP, VLAN tag), IP + possibly UDP to the outgoing packet.
	Contains the CN tunnel info, N6 tunnel info or AN tunnel info of peer entity (e.g. NG-RAN, another UPF, SMF, local access to a DN represented by a DNAI) (NOTE 8).
Any extension header stored for this packet shall be added.
The time stamps should be added in the GTP-U header if QoS Monitoring for packet delay is enabled for the traffic corresponding to the PDR(s).

	Send end marker packet(s)
(NOTE 2)
	Instructs the UPF to construct end marker packet(s) and send them out as described in clause 5.8.1.
	This parameter should be sent together with the "outer header creation" parameter of the new CN tunnel info.

	Transport level marking
(NOTE 3)
	Transport level packet marking in the uplink and downlink, e.g. setting the DiffServ Code Point.
	NOTE 8.

	Forwarding policy
(NOTE 3)
	Reference to a preconfigured traffic steering policy or http redirection (NOTE 4).
	Contains one of the following policies identified by a TSP ID:
-	an N6-LAN steering policy to steer the subscriber's traffic to the appropriate N6 service functions deployed by the operator, or
-	a local N6 steering policy to enable traffic steering in the local access to the DN according to the routing information provided by an AF as described in clause 5.6.7.
or a Redirect Destination and values for the forwarding behaviour (always, after measurement report (for termination action "redirect")).

	Request for Proxying in UPF
	Indicates that the UPF shall perform ARP proxying and / or IPv6 Neighbour Solicitation Proxying as specified in clause 5.6.10.2.
	Applies to the Ethernet PDU Session type.

	Container for header enrichment
(NOTE 2)
	Contains information to be used by the UPF for header enrichment.
	Only relevant for the uplink direction.

	Buffering Action Rule
(NOTE 5)
	Reference to a Buffering Action Rule ID defining the buffering instructions to be applied by the UPF
(NOTE 6)
	

	NOTE 1:	Needed e.g. if:
	-	UPF supports multiple DNN with overlapping IP addresses;
	-	UPF is connected to other UPF or NG-RAN node in different IP domains;
	-	UPF "local switch" and N19 forwarding is used for different 5G LAN groups.
NOTE 2:	These attributes are required for FAR action set to forwarding.
NOTE 3:	These attributes are required for FAR action set to forwarding or duplicating.
NOTE 4:	The TSP ID is preconfigured in the SMF, and included in the FAR according to the description in clauses 5.6.7 and 6.1.3.14 of 23.503 [45] for local N6 steering and 6.1.3.14 of 23.503 [45] for N6-LAN steering. The TSP ID action is enforced before the Outer header creation actions.
NOTE 5:	This attribute is present for FAR action set to buffering.
NOTE 6:	The buffering action rule is created by the SMF and associated with the FAR in order to apply a specific buffering behaviour for UL/DL packets requested to be buffered, as described in clause 5.8.3 and clause 5.2.4 of TS 29.244 [65].
NOTE 7:	The use of "5G VN internal" instructs the UPF to send the packet back for another round of ingress processing using the active PDRs pertaining to another N4 session of the same 5G VN group.
NOTE 8:	When in architectures defined in clause 5.34, a FAR is sent over N16a from SMF to I-SMF, the FAR sent by the SMF may indicate that the I-SMF is to locally determine the value of this attribute in order to build the N4 FAR rule sent to the actual UPF controlled by the I-SMF. This is further defined in clause 5.34.6.
NOTE 9:	In the architecture defined in clause 5.34, the rules exchanged between I-SMF and SMF are not associated with a N4 Session ID but are associated with a N16a association.



* * * * Third change * * * *
[bookmark: _Toc122440345][bookmark: _Toc36187796][bookmark: _Toc45183700][bookmark: _Toc47342542][bookmark: _Toc51769242][bookmark: _Toc114665236]5.8.2.11.11	Session Reporting Rule
The following table describes the Session Reporting Rule (SRR) that defines the detection and reporting events that the UPF shall report, that are not related to specific PDRs of the PDU Session, as follows:
-	Per QoS Flow per UE QoS Monitoring Report, as specified in clause clause 5.8.2.X5.33.3.2.
-	Change of 3GPP or non-3GPP access availability, for an MA PDU session.
Table 5.8.2.11.11-1: Attributes within Session Reporting Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this SRR.
	

	Rule ID
	Unique identifier to identify this information.
	Used by UPF when reporting.

	QoS Monitoring per QoS Flow Control Information
	Indicates the UPF to apply perform the QoS Monitoring report for one or more QoS Flows.
	The IE is defined in clause 7.5.2.9 of the TS 29.244 [65].
See NOTE 1.

	Access Availability Control Information
	Indicates the UPF to report when an access type becomes available or unavailable for an MA PDU Session.
	The IE is defined in clause 7.5.2.9 of TS 29.244 [65].

	NOTE 1:	The QoS Monitoring per QoS Flow Control Information may contain an Indication of directlocal event notification. The Indication of local event notification includes and a Notification Target Address (the details are described in clause 5.8.2.X)that identifies the recipient of the information being notified by the UPF (Local NEF/AF). The Indication of directlocal event notification also indicates that the UPF reports the information to the NF indicated by the Target of reporting via Nupf_EventExposure_Notify service operation.



[bookmark: _Toc122440346]* * * * Fourth change * * * *
5.8.2.11.12	Session Rreporting generated by UPF
The UPF sends the session report to inform the SMF the detected events for a PDU Session that are related to an SRR. The UPF may support notification to the AF possibly via local NEF as described in clause 6.4 of TS 23.548 [130].
Table 5.8.2.11.12-1: Attributes within Session Reporting
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to the SRR which triggered the report.
	

	Rule ID
	Unique identifier to identify the Session Reporting Rule within a session which triggered the report.
	Used by UPF when reporting.

	QoS Monitoring Report
	Indicates the QoS Monitoring result for one or more QoS Flows.
	The IE is defined in clause 7.5.8.6 of TS 29.244 [65].

	Access Availability Report
	Indicates the change of 3GPP or non-3GPP access availability, for an MA PDU session.
	The IE is defined in clause 7.5.8.6 of TS 29.244 [65].



* * * * Fifth change * * * *
5.8.2.X	QoS Flow related QoS monitoring and reporting 
The SMF may configure the UPF to perform QoS monitoring for a QoS Flow and to report the monitoring results with the help of the following parameters provided in the Session Reporting Rule (SRR) described in clause 5.8.2.11.11:
-	QoS parameter(s) to be measured indicating the subject of the QoS monitoring as defined in clause 5.X
-	Reporting period indicating the time interval in which a new measurement result and a potential report has to be available. If no measurement result is available to the UPF within the Reporting period, the UPF shall report a measurement failure;
-	Reporting frequency indicating the type of the reporting as "periodic" or "event triggered":
-	If the Reporting frequency indicates "periodic", the UPF shall send a report each time the reporting period is over.
-	If the Reporting frequency indicates "event triggered", a Reporting threshold for each parameter in the QoS parameter(s) to be measured and a Minimum waiting time are provided as well. The UPF shall send a report when the measurement result matches or exceeds the indicated Reporting threshold. Subsequent reports shall not be sent by the UPF during the Minimum waiting time. If measurement results are received during the Minimum waiting time, the UPF shall report the minimum and the maximum measurement result when the Minimum waiting time is over.   
-	(Optional) Target of the reporting and Indication of direct event notification indicating that the UPF shall send the reports to a different NF than the SMF (i.e. to the Local NEF or the AF). The NF is described by a Notification Target Address and a Notification Correlation ID. The SMF can also indicate that the UPF shall send the reports to both, the NF indicated by the Target of reporting and to the SMF. If so, the UPF shall send the reports to the SMF as well. If the Indication of direct event notification is not provided, the UPF shall send the reports to the SMF. 
The UPF sends reports to the SMF in the form of QoS Monitoring Report as described in clause 5.8.2.11.12 and reports to the Local NEF or the AF via the Nupf_EventExposure_Notify service operation described in clause 7.2.29.
* * * * Sixth change * * * *
[bookmark: _Toc122440703][bookmark: _Toc20150158][bookmark: _Toc27846960][bookmark: _Toc36188091][bookmark: _Toc45183996][bookmark: _Toc47342838][bookmark: _Toc51769540][bookmark: _Toc114665577]5.33.3	QoS Monitoring for packet delayto Assist URLLC Service
[bookmark: _Toc122440704]5.33.3.1	General
In this release, the QoS Monitoring is applied for packet delay measurementcan be applied based on 3rd party application request and/or PCF policy control, e.g. to assist URLLC services. The packet delay between UE and PSA UPF is a combination of the RAN part of UL/DL packet delay as defined in TS 38.314 [120] and UL/DL packet delay between NG-RAN and PSA UPF. The NG-RAN is required to provide the QoS Mmonitoring results on the RAN part of UL/DL packet delay measurement. The QoS Monitoring onmeasurement of the  UL/DL packet delay between NG-RAN and PSA UPF can be performed on different levels of granularities, i.e. per QoS Flow per UE level, or per GTP-U path level, subject to the operators' configuration, and/or 3rd party application request, and/or PCF policy control for the URLLC services.
The PCF generates the authorized QoS Monitoring policy for a service data flow based on the QoS Monitoring request if received from the AF (as described in clause 6.1.3.21 of TS 23.503 [45]). The PCF includes the authorized QoS Monitoring policy in the PCC rule and provides it to the SMF.
[bookmark: _Hlk114162079][bookmark: _Toc122440705]When SMF receives the authorized QoS Monitoring policy for packet delay, SMF configures the UPF(s) and NG-RAN to perform delay measurements according to the method selected: per QoS Flow per UE QoS measurement (as described in clause 5.33.3.2) or per GTP-U Path measurement (as described in clause 5.33.3.3). The SMF configure the UPF to report the QoS monitoring results for the QoS Flow as described in clause 5.8.2.X with parameters determined by the SMF based on the authorized QoS Monitoring policy received from the PCF and/or local configuration. 
The UPF reporting behaviour for QoS Monitoring for packet delay of a QoS Flow is the same when per QoS Flow per UE level measurement (described further in clause 5.33.3.2) or when per GTP-U path level measurement (described further in clause 5.33.3.3) is used.
5.33.3.2	Per QoS Flow per UE QoS MonitoringMeasurement
SMF may activate the end to end UL/DL packet delay measurement between UE and PSA UPF for a QoS Flow during the PDU Session Establishment or Modification procedure.
The SMF sends a QoS Monitoring request to the PSA UPF via N4 and NG-RAN via N2 signalling to request the QoS monitoring between PSA UPF and NG-RAN. The QoS Monitoring request may contain monitoring parameters determined by SMF based on the authorized QoS Monitoring policy received from the PCF and/or local configuration.
The NG-RAN initiates the RAN part of UL/DL packet delay measurement based on the QoS Monitoring request from SMF. NG-RAN reports the RAN part of UL/DL packet delay result to the PSA UPF in the UL data packet or dummy UL packet.
If the NG-RAN and PSA UPF are time synchronised, the one way packet delay monitoring between NG-RAN and PSA UPF is supported.
If the NG-RAN and PSA UPF are not time synchronised, it is assumed that the UL packet delay and the DL packet delay between NG-RAN and PSA UPF are the same.
For both time synchronised and not time synchronised between NG-RAN and PSA UPF, the PSA UPF creates and sends the monitoring packets to the RAN in a measurement frequency, decided by the PSA UPF, taking the Reporting frequency for QoS Monitoring received from the SMF into account:
-	The PSA UPF encapsulates in the GTP-U header with QFI, QoS Monitoring Packet (QMP) indicator (which indicates the packet is used for UL/DL packet delay measurement) and the local time T1 when the PSA UPF sends out the DL monitoring packets.
-	The NG-RAN records the local time T1 received in the GTP-U header and the local time T2 at the reception of the DL monitoring packets.
-	When receiving an UL packet from UE for that QFI or when the NG-RAN sends a dummy UL packet as monitoring response (in case there is no UL service packet for UL packet delay monitoring), the NG-RAN encapsulates QMP indicator, the RAN part of UL/DL packet delay result, the time T1 received in the GTP-U header, the local time T2 at the reception of the DL monitoring packet and the local time T3 when NG-RAN sends out this monitoring response packet to the UPF via N3 interface, in the GTP-U header of the monitoring response packet.
NOTE 1:	When the NG-RAN sends the dummy UL packet as monitoring response to PSA UPF depends on NG-RAN's implementation.
-	The PSA UPF records the local time T4 when receiving the monitoring response packets and calculates the round trip (if not time synchronized) or UL/DL packet delay (if time synchronized) between NG-RAN and anchor PSA UPF based on the time information contained in the GTP-U header of the received monitoring response packet. If the NG-RAN and PSA UPF are not time synchronised, the PSA UPF calculates the UL/DL packet delay between the NG-RAN and the PSA UPF based on the (T2-T1+T4-T3)/2. If the NG-RAN and PSA UPF are time synchronised, the PSA UPF calculates the UL packet delay and DL packet delay between the NG-RAN and the PSA UPF based on (T4-T3) and (T2-T1), respectively. The PSA UPF calculates the UL/DL packet delay between UE and PSA UPF based on the received RAN part of UL/DL packet delay result and the calculated UL/DL packet delay between RAN and PSA UPF. The PSA UPF reports the result to the SMF based on some specific condition, e.g. when threshold for reporting to SMF is reached.
NOTE 2:	If the NG-RAN and PSA UPF are not time synchronised, it can cause inaccurate result of UL/DL packet delay.
- 	The PSA UPF reports the QoS Monitoring results as described in clause 5.8.2.X.
If the redundant transmission on N3/N9 interfaces is activated, the UPF and NG-RAN performs QoS monitoring for both UP paths. The UPF reports the packet delays of the two UP paths respectively independently to the SMF.
[bookmark: _Toc122440706]5.33.3.3	GTP-U Path MonitoringMeasurement
The SMF can request to activate QoS monitoring for the GTP-U path(s) between all UPF(s) and the (R)AN based on locally configured policies. Alternatively, when a QoS monitoring policy is received in a PCC rule and the QoS monitoring is not yet active for the DSCP corresponding to the 5QI in the PCC rule, the SMF activates QoS Monitoring for all UPFs currently in use for this PDU Session and the (R)AN. In this case, the SMF performs the QoS Flow Binding without taking the QoS Monitoring Policy within the PCC rule into account. The SMF sends the QoS monitoring policy to each involved UPF and the (R)AN via N4 interface and via N2 interface respectively.
NOTE 1:	The PCC rule containing a QoS monitoring policy is just a trigger for the SMF to instruct the UPFs to initiate the GTP-U based QoS Monitoring.
A GTP-U sender performs an estimation of RTT to a GTP-U receiver on a GTP-U path by sending Echo messages and measuring time that elapses between the transmission of Request message and the reception of Response message. A GTP-U sender computes an accumulated packet delay by adding RTT/2, the processing time and, if available, an accumulated packet delay from an upstream GTP-U sender (i.e. an immediately preceding GTP-U sender in user plane path) thus the measured accumulated packet delay represents an estimated elapsed time since a user plane packet entered 3GPP domain.
It is expected that a GTP-U sender determines RTT periodically in order to detect changes in transport delays. QoS monitoring is performed by a GTP-U end-point (UP function) that receives, and stores and executes the QoS monitoring policy as described belowincluding a packet delay budget parameter for a QoS Flow. QoS monitoring is performed by comparing a measured accumulated packet delay with the stored QoS parameter, i.e. packet delay budget. If the GTP-U end-point (the PSA UPF, in the case of accumulated packet delay reporting) determines that the packet delay exceeds the requested packet delay budget, then the node triggers QoS monitoring alert signalling to the relevant SMF or to the OA&M function.
NOTE 2:	Echo Request message and Echo Response message are sent outside GTP-U tunnels (the messages are using TEID set to 0). If underlying transport is using QoS differentiation (e.g. IP DiffServ) then it is up to the implementation to ensure that the Echo messages are classified correctly and receive similar treatment by the underlaying transport as GTP-U GTP-PDUs carrying QoS Flows (user data).
When QoS Monitoring is used to measure the packet delay for a QoS Flow, the following applies:
-	Packet delay measurement is performed by using GTP-U Echo Request/Response as defined in the TS 28.552 [108], in the corresponding user plane transport path(s), independent of the corresponding PDU Session and the 5QI for a given QoS Flow, for a specific URLLC service.
-	RAN measures and provides the RAN part of UL/DL packet delay towards UPF (via N3).
-	The UPF calculates the UL/DL packet delay of N3/N9 interface (N9 is applicable when I-UPF exists).
-	The UPF reports the QoS Monitoring results as described in clause 5.8.2.X to the SMF based on some specific conditions, e.g. first time, periodic, event triggered, when thresholds for reporting towards SMF (via N4) are reached. The UPF may support notification to the AF possibly via local NEF as described in clause 6.4 of TS 23.548 [130].
QoS Monitoring can also be used to measure the packet delay for transport paths to influence the mapping of QoS Flows to appropriate network instances, DSCP values as follows:
-	SMF activates QoS monitoring for the GTP-U path(s) between all UPF(s) and all (R)AN nodes based on locally configured policies. 
-	UPF does measurement of network hop delay per transport resources that it will use towards a peer network node identified by an IP destination address (the hop between these two nodes) and port. The network hop measured delay is computed by sending an Echo Request over such transport resource (Ti) and measuring RTT/2 when Echo Response is received.
-	UPF maps {network instance, DSCP} into Transport Resource and measures delay per IP destination address and port. Thus, for each IP destination address, the measured delay per (network instance, DSCP) entry is determined.
-	The UPF performing the QoS monitoring can provide the corresponding {Network instance, DSCP} along with the measured accumulated packet delay for the corresponding transport path to the SMF. The UPF reports the measurement results to the SMF based on some specific conditions e.g. first time, periodic, event triggered, when thresholds for reporting towards SMF (via N4) are reached.
-	Based on this, SMF can determine QoS Flow mapping to the appropriate {Network instance, DSCP} considering {5QI, QoS characteristics, ARP} for the given QoS Flow.
* * * * Seventh change * * * *
5.X	QoS Monitoring 
5.X.1	General
QoS monitoring comprises of measurements of QoS parameters for a QoS Flow and can be enabled based on 3rd party application requests and/or operator policies configured in the PCF. 
The PCF may generate the authorized QoS Monitoring policy for a service data flow based on the QoS Monitoring request received from the AF (as described in clause 6.1.3.21 of TS 23.503 [45]). The PCF includes the authorized QoS Monitoring policy in the PCC rule and provides it to the SMF.
The SMF configures the UPF to perform QoS monitoring for the QoS Flow and to report the monitoring results as described in clause 5.8.2.X with parameters determined by the SMF based on the authorized QoS Monitoring policy received from the PCF and/or local configuration. 
The following clauses describe the QoS parameters which can be measured and any specific actions or constraints for their measurement.
[bookmark: _Toc122440268]NOTE:	The QoS parameter which can be measured are parameters which describe the QoS experienced in the 5GS by the application, i.e. they are not restricted to the 5G QoS Parameters defined in clause 5.7.2.
5.X.2	Packet delay monitoring 
QoS Monitoring for packet delay allows for the measurement of UL packet delay, DL packet delay or round trip packet delay between UE and PSA UPF. The details of the QoS Monitoring for packet delay are described in clause 5.33.3.
* * * * Eigths change * * * *
[bookmark: _Toc122440779]6.2.3	UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	Allocation of UE IP address/prefix (if supported) in response to SMF request.
-	External PDU Session point of interconnect to Data Network.
-	Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session, support of traffic forwarding within a 5G VN group (UPF local switching, via N6, via N19)).
-	Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition).
-	User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
-	Lawful intercept (UP collection).
-	Traffic usage reporting.
-	QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.
-	Uplink Traffic verification (SDF to QoS Flow mapping).
-	Transport level packet marking in the uplink and downlink.
-	Downlink packet buffering and downlink data notification triggering.
-	Sending and forwarding of one or more "end marker" to the source NG-RAN node.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Packet duplication in downlink direction and elimination in uplink direction in GTP-U layer.
-	NW-TT functionality.
-	High latency communication, see clause 5.31.8.
-	ATSSS Steering functionality to steer the MA PDU Session traffic, refer to clause 5.32.6.
NOTE:	Not all of the UPF functionalities are required to be supported in an instance of user plane function of a Network Slice.
-	Inter PLMN UP Security (IPUPS) functionality, specified in clause 5.8.2.14.
-	event exposure, including exposure of network information, i.e. the QoS monitoring information, as specified in clause clause 5.8.2.X6.4 of TS 23.548 [130] and events as specified in clause 5.2.26.2 of TS 23.502 [3], and exposure of data collected for analytics, as specified in clause 5.2.26.2 of TS 23.502 [3].
* * * * End of changes * * * *
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