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Abstract of the contribution: update conclusion for KI#3. 
1. Introduction
[bookmark: _Toc352077766]This paper introduces some updates to the conclusions for KI#3
2. Discussion
There 1 ENs under the conclusions for KI#3

Editor's note:	It is FFS how to support of validity duration and time validity for a PIN.
For this EN, it’s mainly related to the authorization of a UE acting as PEGC/PEMC from 5GC point of view. Our view is that AF can just remove or adding such information to UE subscription data and no specific handling is needed in 5GC.  

Based on above, it’s proposed to support the conclusion updates below for KI#3.

3. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following conclusion points to TR 23.700-88 clause 8.1.  

* Start of change * 
[bookmark: _Toc117243198]8.3	Conclusion on Key Issue #3
The following interim principles are agreed for Key Issue #3 "Management of PIN and PIN Elements":
1)	PEMC is responsible for PIN Element management (e.g. add/remove the PINE/PEGCs, etc.), which is out of SA2 scope.
2)	NEF/UDM supports AF provisioning parameters for managing PIN policy and 5GC resources activation/deactivation of a PIN with parameter of PIN ID.
3)	AF may access the PIN Profile invoking a NEF API.
4)	In case of multiple PEMCs in a PIN, how to assure that only one PEMC is controlling the PIN at any point of time is implementation specific (e.g. via Application specific mechanism carried by application layer) and therefore it is not specified.
5)  The 5GC is not responsible for managing the PIN validity duration. 
Editor's note:	It is FFS how to support of validity duration and time validity for a PIN.

* End of changes * 




