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3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1] or TS 23.501 [2].
Area Airspace Manager (AAM): A ground-based entity that is responsible for managing the airspace for a specific area/arena so that correspondingly residing UAVs are prevented to collide with each other and with other physical objects. For this purpose, AAM is able to detect UAVs residing in the specific airspace and to determine  policies for collision avoidance that for enforcement is provisioned to the corresponding UASes. 
3GPP UAV ID: Identifier assigned by the 3GPP system and used by external AF (e.g. USS) to identify the UAV. GPSI is used as the 3GPP UAV ID.
Broadcast Remote ID: The capability of providing Remote Identification and Tracking over broadcast radio links.
NOTE 1:	In the scope of this release, the radio link for Broadcast Remote ID is assumed to utilize radio technologies outside the scope of 3GPP.
CAA (Civil Aviation Administration)-Level UAV Identity: a UAV identity assigned by USS/UTM, and uniquely identifies a UAV at least within the scope of a USS.
Command and Control (C2) Communication: the user plane link to deliver messages with information of command and control for UAV operation from a UAV controller or a UTM to a UAV or to report telemetry data from a UAV to its UAV controller or a UTM.
C2 Aviation Payload: Contains application layer information sent by the UAS to the USS containing UAV pairing information and/or flight authorization information that is transparent to the 3GPP System.
C2 Authorization Payload: Contains application layer information sent by the USS to the UAV containing e.g. C2 pairing information and/or C2 security information that is transparent to the 3GPP System.
C2 Pairing Information: Contains UAV-C Addressing Information which may e.g. include the UAV-C IP Address.
Networked UAV Controller: a UAV Controller connected to the 3GPP network and connected to the UAV via a 3GPP network.
Non-Networked UAV Controller: a UAV Controller not connected to the 3GPP network and connected to UAV via a transport outside the scope of 3GPP, e.g. internet connectivity or direct wireless communication over a technology outside the scope of 3GPP.
Networked Remote ID: The capability of providing Remote Identification and Tracking to a USS over 3GPP network.
Remote Identification (Remote ID) of UAS: The ability of a UAS in flight to provide identification and tracking information that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not allowed to fly. The Remote ID information payload may include Serial Number or Session ID assigned to the UAV, location of the ground-station controller, emergency status indication, etc.
Third Party Authorized Entity: is either a privileged Networked UAV Controller, or a privileged Non-Networked UAV Controller, or another entity which gets information on sets of UAV controllers and UAVs from the 3GPP network, and may be connected to the UAV via the Internet; it may be authorized by the UTM to interface with sets of UAV(s).
UAS NF: a 3GPP UAS Network Function for support of aerial functionality related to UAV identification, authentication/authorization and tracking, and to support Remote Identification.
UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by providing services to the operator / pilot of a UAS in meeting UTM operational requirements. A USS can provide any subset of functionality to meet the provider's business objectives (e.g. UTM, Remote Identification). In the scope of this specification, the term USS refers to both USS and USS/UTM.
UAS Traffic Management (UTM): a system that can safely and efficiently integrate the flying UAV along with other airspace users. It provides a set of functions and services for managing a range of autonomous vehicle operations (e.g. authenticating UAV, authorizing UAS services, managing UAS policies, and controlling UAV traffics in the airspace).
UAV controller: The UAV controller of a UAS enables a drone pilot to control an UAV.
UAV operator: the entity owning and operating a UAV.
UAS Container: A container to the 3GPP system that includes UUAA Aviation/Authorization Payload and/or C2 Aviation/Authorization Payload. The internal content of the individual payloads is transparent to the 3GPP system.
UAS Services: refers to establishment of connectivity for a UAS for communication with USS, for C2, for remote identification, and for UAV location and tracking.
USS communication: A communication between a UAV and a USS other than C2 communication, by means of user plane data transmission for some UAS Services.
NOTE 2:	The PDU session/PDN connection for C2 communication and the PDU session/PDN connection for USS communication can be common or separate.
UUAA Authorization Payload: Contains application layer information optionally including UUAA result for UAV consumption provided by the USS to the UAS which is transparent to the 3GPP System.
UUAA Aviation Payload: Contains application layer information provided by the UAS to USS and is transparent to the 3GPP System
Uncrewed Aerial System (UAS): Composed of Uncrewed Aerial Vehicle (UAV) and related functionality, including command and control (C2) links between the UAV and the control station, the UAV and the network, and for remote identification. An UAS may comprise of a UAV and a UAV controller.
Unknown UAVs: A list of the UAVs to be identified in the target area and served by the PLMN as the result of the UAV tracking requested by USS/UTM.
UUAA: UAV USS authentication and authorization procedure of the UAV to ensure that the UAV has successfully registered with a USS and has therefore been authorized for operations by the USS. An UAV is authenticated and authorized by USS via a UUAA procedure with the support of the 3GPP system before connectivity for UAS services is enabled.
UUAA-MM: the UUAA procedure optionally performed during registration to a 5GS.
UUAA-SM: the UUAA procedure performed during the establishment of a PDU session and performed during the establishment of a PDN connection.
[bookmark: _Toc122416961]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AAM	Area Airspace Manager
BRID	Broadcast Remote Identification
BVLOS	Beyond Visual Line of Sight
C2	Command and Control
NRID	Networked Remote Identification
RID	Remote Identification
TPAE	Third Party Authorized Entity
UAS	Uncrewed Aerial System
UAV	Uncrewed Aerial Vehicle
USS	UAS Service Supplier
UTM	Uncrewed Aerial System Traffic Management
UUAA	USS UAV Authorization/Authentication
UUID	Universal Unique Identifier
[bookmark: _Toc122507201][bookmark: _Toc500949101]
* * * Next Change  All New* * * 
5.x	Ground-based DAA for an Area
Editor’s Note: This clause is work in progress, based on updates to other KI solutions, needs to be further aligned.
[bookmark: _Toc122507202][bookmark: _Toc500949099]5.x.1	Introduction
This clause solution provides a network-assisted (ground based) DAA mechanism. It is applicable for a specific area, such as a stadium or arena where drones are used e.g. for filming an event. It is based on that a ground-based entity detects UAVs in areas such as stadiums/arenas and provides local steering policies to the individual UASes in order  to avoid the UAVs crashing into each other,  or different structures etc. The policy may e.g. include allowed flying  zones and positions allowed for the specific UAV.  The policy may also apply to a specific outdoor area, e.g. an event, where specific measures to avoid collision between drones are established locally.
[bookmark: _Toc122507203]5.x.2	Functional Description
The high-level principles of the network-assisted (ground based) DAA are:
-	The arena/area has a ground-based entity Area Airspace Manager (AAM). The AAM includes one or more UEs enabled for use of PC5. The AAM may also have a direct connection to the Data Network. It acts as a TPAE having specific abilities for direct communication with UAVs relevant for the applicable airspace.
-	For the applicable airspace of the area/arena the AAM defines individually adapted local collision avoidance rules for correspondingly located UAVs. The local collision avoidance rules may e.g.be based on detailed information on the facilities in and maps of the area/arena together with an awareness of the current usage need for the airspace.
-	The AAM local collision avoidance rules must comply with the policies for PC5 operations received from the 5GC or being preconfigured in the UE.
-	The AAM by e.g. making use of upward pointing radars and cameras able to scan the airspace of the area/arena for UAVs and to correspondingly determine their coordinates.
-	Detected UAVs are identified by their coordinates and by the Remote ID as retrieved by Broadcast Remote ID (BRID) or Network Remote ID (NRID) mechanisms dependent on the method used by the UAV. The solution is not dependent on what method that is used for transmitting the Remote ID from the UAV as long as it is supported for retrieval by the AAM.
-	Based on the retrieved Remote ID, the AAM establishes PC5 communication with each detected UAV. A UAV does not have to know the AAM address in advance.
-	To establish the PC5 unicast direct communication link with the detected UAV the AAM uses the "UE-oriented layer 2 link establishment procedure" described as option A)  in chapter 6.4.3.1 of TS 23.304 providing the received  Remote-ID as Application-Layer-ID in the Direct communication request. solicitation message. 
	For Direct Communication over PC5 the UAV and AAM shall comply with the authorization and provisioning principles described in clause 5.1.3 of TS 23.304 [8] including the following considerations:
-	PLMNs in which the UE is authorized to perform 5G ProSe Direct Communication over PC5 reference point
- 	The service for "AAM-UAS-influence" shall be specified in the list of ProSe services.
-	The default destination Layer-2 ID to be used for initial signalling to establish a unicast connection for the "AAM-UAS-control" service.
-	Parameters for Groupcast are not applicable.
-	The AAM uses PC5 to provide each UAS present in the arena/area with local DAA policies. As an example, this might be used to prevent newly detected drones from running into each other or facility details.
-	A UAV that receives local collision avoidance  related policies from an the AAM over PC5 is expected to forward the policies to its UAV-C.
NOTE:	The policies may be provided as a transparent container to the UAV with the UAV-C as final receiver.
-	A UAV-C that receives local policies for DAA from an AAM, is expected to steer the UAV accordingly by use of C2 communication (e.g. over Uu, PC5, or other means) in order to enforce the local policies and avoid collisions.
-	A UAV-C that receives local collision avoidance policies rom an AAM, may inform the AAM about its network address (e.g. IP address or URL) in order to enable direct AAM to UAV-C communication via Data Network.
-	UAVs using different PLMNs shall be supported.
-	Both LTE PC5 and NR PC5 are supported.
-	The UAS, i.e. the UAV and its UAV-C, may use any means for C2 communication. Direct communication over PC5 or Uu communication via the 3GPP system may e.g. be used for this but also other communication methods not specified by 3GPP such as WiFi or Bluetooth. For a case where the UAV have the control function (UAV-C) or parts of it collocated, e.g. to  act autonomously, UAV internal communication may be used.
-	The AAM is responsible for reception of Broadcast Remote ID directly from the deteted UAVs.
-	When Network Remote ID (NRID) is used the AAM fetches the Remote ID information from the UTM (e.g. RID-USS etc.) based on the positioning information retrieved by the AAM. Subscription from the UTM on notification of NRID information for UAVs in the applicable area/airspace might be an additional mechanism to use, if needed. 
-	The individual local policies for collision avoidance is intended to avoid collisions with other UAVs and also preventing them from wandering into obstructions or off-limits areas. It may for example be the owner of the arena that provides these local policies. However, the existence of local policies does not relieve the UAVs from also following any general policies provided by authorities.
-	The same or different local policies may be provided to the UAVs in the arena. UAVs may for example, be given different fly zones in the arena just like people have different seating in an arena.
-	The typical use case is that one company or organization is in control of the arena or the event area. As such one AAM may be sufficient in the arena/area. If there are multiple AAMs in the same arena/area, they are assumed to be configured to provide the same policies. This solution does not require any online coordination between potential multiple AAMs.


Figure 6.7.2-1: Logical architecture for ground based DAA

[bookmark: _Toc101268289][bookmark: _Toc122507204]5.x.3	Procedures

Editor's note:	This clause describes high-level procedures and information flows for the procedure.


Figure 6.7.3-1: High-level procedure for Ground-based DAA for Arena
Prerequisits: The AAM/UE and the UAVs/UEs are configured to use the ProSe service AAM-UAS-Influence.
1. The UAVs/UEs listens for signals on the correspondingly configured destination Layer-2 ID in accordance with 3GPP TS 23.304 Fig 6.4.3.1-1 step 1.
2. TheAAM scans by e.g. making use of ward pointing radars and cameras etc. the airspace over the area/arena for UAVs, For each detected UAV it determines the coordinates. 
How this is done is out of the 3GPP scope.
3. The AAM retrieves for each detected UAV the corresponding Remote-ID using the method applicable for the specific UAV. Methods which may be used includes remote-ID broadcast of Remote-ID via PC5, WiFi and Bluetooth, and also Network Remote ID.  
How this is done is out of the 3GPP scope. 
4. For each detected UAV/UE the AAM establishes a PC5 direct communication link with the discovered UAV for AAM to UAS interaction by invoking the "UE-oriented Layer-2 link establishment procedure" as described for option A in clause 6.4.3.1 of 3GPP TS 23.304 (Fig 6.4.3.1-1 step 2, 3 4a, 5a and 6). The AAM application layer provides ProSE Service Information specifiying the AAM-UAS-influence service to
 be used and the retrieved Remote-ID as target UE’s Application Layer ID. As a result of this procedure a PC5 unicast direct communication link enabling bidirection data exchange is set up between the application layer in the AAM and the UAV application layer of the UAV/UE having the specified Remote-ID. in accordance with 3GPP TS 23.
5. When the PC5 unicast direct communication link has been set up the UAV/UE activates a bidirectional tunnel function from the UAV endpoint of the link to the UAV-C (which maybe separate from or collocated with the UAV) . This enables packets received on the link (i.e. from the AAM) to be forwarded to the UAV-C and packets received from the UAV-C to be forwarded on the link (i.e. towards the AAM). Implementation aspects for this tunneling function are out of 3GPP scope.
6. Using the PC5 unicast direct communication link and the bidirectional tunnel the AAM and the UAV-C establishes a bidirectional communication channel for exchange of messages. The protocol and implementation aspects for this are out of 3GPP scope.
7. The UAV-C may optionally and out of scope for 3GPP use the communication channel to provide application specific information to the AAM. 
8. Based on awareness of the current UAV traffic situation, local info and plans for the area/arena, the AAM determines locations and flight paths appropriate for the specific UAV such that collisions can be avoided and creates a corresponding application specific steering policy being out of scope of 3GPP.
9. The UAM provides the determined steering policy to the specific UAV-C using the activated communication channel. Protocols, semantics and syntax for handling this are application specific and out of 3GPP scope.
10. Based on the received policy the UAV-C, using C2 functions (which are out of scope for 3GPP), then steers the UAV to approved locations while avoiding collisions.
NOTE ; 	A UAV-C that receives local policies for DAA from an AAM, may inform the AAM of its address (e.g. IP address or URL) to enable direct AAM to UAV-C communication via Data Network.
* * * End of Changes * * * 
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