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* * * * 1st change * * * *
[bookmark: _Toc114571983]5B	Analytics Data Repository Functional Description
[bookmark: _Toc114571984]5B.1	General
The ADRF offers services that enable a consumer to store and retrieve data and analytics. The analytics are produced by the NWDAF as described in clause 6.1 and data are collected as described in clause 6.2.
Data may be stored in the ADRF by:
-	a consumer sending the ADRF an Nadrf_DataManagement_StorageRequest containing the data or analytics to be stored. The ADRF response provides a result indication.
-	a consumer sending the ADRF an Nadrf_DataManagement_StorageSubscriptionRequest requesting that the ADRF subscribes to receive data or analytics for storage. The ADRF then subscribes to the NWDAF or DCCF for data or analytics, providing ADRF Notification Address (+Notification Correlation ID). Analytics or Data are subsequently provided as notifications using DCCF, NWDAF or MFAF services (Ndccf_DataManagement Nnwdaf_DataManagement or Nmfaf_3caDataManagement service).
Data may be retrieved from the ADRF by:
-	a consumer sending an Nadrf_DataManagement_RetrievalRequest request to the ADRF to retrieve data or analytics for a Storage Transaction Identifier or a Fetch Instructions received from the ADRF in an Nadrf_DataManagement_RetrievalNotify. The ADRF determines the availability of the data or analytics in its repository and sends in the response to the consumer either the data or analytics.
-	a consumer sending an Nadrf_DataManagement_RetrievalSubscribe request to the ADRF to retrieve data or analytics for a specified data or analytics collection time window. If the time window includes the future and the ADRF has subscribed to receive the data or analytics, subsequent notifications received by the ADRF are sent by the ADRF to the notification endpoint.
	The ADRF determines the availability of the data or analytics and sends a success/failure indication in the response to the consumer. The ADRF then sends one or more notifications using an Nadrf_DataManagement_RetrievalNotify to the Notification Address (+Notification Correlation ID) specified by the consumer. The notification(s) either provide the data or analytics or provide instructions to the endpoint to fetch the data or analytics using an Nadrf_DataManagement_RetrievalRequest.
Data may be deleted from the ADRF by:
-	a consumer sending an Nadrf_DataManagement_Delete request.
An ADRF may be configured to register the data it is collecting with a DCCF. The registration uses the Ndccf_ContextManagement service specified in clause 8.3.2. The registration may subsequently be used by the DCCF to obtain data from the ADRF as described in clause 6.2.6.3.6.
When a consumer requests data or analytics be stored in an ADRF, it may specify Storage Handling information requesting:
·  a lifetime for how long the data or analytics should be stored and
· that a notification alerting the consumer be sent prior to data deletion from the ADRF
The ADRF, DCCF or NWDAF may be configured with default operator storage policies for how long data or analytics are to be stored and conditions when the default policy supersedes Storage Handling Information provided in a request from the Data or Analytics Consumer. Based on the default operator policy and the Storage Handling information, the ADRF, DCCF or NWDAF determines the Storage Approach that will be applied for the data and analytics. The Storage Approach comprises the lifetime that will be applied for storage of the data and whether alerts will be sent to the Consumer prior to data deletion. The response to the consumer request for data or analytics includes the Storage Approach.
NOTE: the default operator policy for how long data or analytics are to be stored may be longer or shorter than the life-time requested by the consumer. A default operator policy may for example accept only consumer requested life-times that are shorter or longer than the default policy.
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The ADRF, DCCF or NWDAF determines when the data or analytics life-time has expired, When data or analytics is to be removed from the ADRF, an alert is sent to the Consumer that the data is about to be deleted. The alert contains a Storage Transaction Identifier that can be used by the consumer to retrieve the data or analytics



[bookmark: _Toc44882267][bookmark: _Toc106909195][bookmark: _Toc533204495][bookmark: _Toc44882073][bookmark: _Toc517082226]* * * * 2st change * * * *
[bookmark: _Toc114572064][bookmark: _Toc36187585][bookmark: _Toc47342331][bookmark: _Toc51769029][bookmark: _Toc20149670][bookmark: _Toc27846461][bookmark: _Toc106187719][bookmark: _Toc45183489]6.2B	Analytics Data Repository procedures
[bookmark: _Toc114572065]6.2B.1	General
Collected data and analytics may be stored in ADRF, using procedure as specified in clause 6.2B.2 and clause 6.2B.3. Collected data and analytics may be deleted from ADRF, using procedure as specified in clause 6.2B.4.
[bookmark: _Toc114572066]6.2B.2	Historical Data and Analytics storage
The procedure depicted in figure 6.2B.2-1 is used by consumers (e.g. NWDAF, DCCF or MFAF) to store historical data and/or analytics, i.e. data and/or analytics related to past time period that has been obtained by the consumer. After the consumer obtains data and/or analytics, consumer may store historical data and/or analytics in an ADRF. Whether the consumer directly contacts the ADRF or goes via the DCCF or via the Messaging Framework is based on configuration.





Figure 6.2B.2-1: Historical Data and Analytics storage
0a-c	NWDAF, DCCF or ADRF are configured with default operator storage policies as described in clause 5B.1.
1. 1.	The consumer sends data and/or analytics to the ADRF by invoking the Nadrf_DataManagement_StorageRequest (collected data with timestamp, analytics with timestamp, Service Operation, Analytics Specification or Data Specification, Storage Handling information) service operation. The NWDAF or DCCF may provide notification endpoint information to the ADRF for use by the ADRF to send notifications (implicit subscription) alerting the DCCF or NWDAF that data are about to be deleted (see step 6).
2.a-c	Based on Storage Handling information (if available) and Storage Policy, the ADRF, DCCF or NWDAF determines the Storage Approach (life-time for storing data and whether consumer is notified prior to data deletion).
32.	The ADRF stores the data and/or analytics sent by the consumer. The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored based on the information sent in step 1 by the consumer NF and, if the data and/or analytics is already stored or being stored in the ADRF, the ADRF decides to not store again the data and/or analytics sent by the consumer.
43.	The ADRF sends Nadrf_DataManagement_StorageRequest Response message to the consumer indicating that data and/or analytics is stored, including when whether the ADRF  may have determined at step 32 that data or analytics is already stored and the Storage Approach.
Conditional on ADRF Managing the Storage Approach
5	The ADRF determines that the life-time of the stored data or analytics has expired (according to the Storage Approach).
6	If indicated by the Storage Approach, the ADRF sends a notification alerting the DCCF or NWDAF that data are about to be deleted. 
Note: This is an implicit subscription.
7.	The DCCF or NWDAF indicate in the response to the ADRF whether they will retrieve the Data or Analytics 
8	The DCCF or NWDAF may retrieve the Data or Analytics from the ADRF
Conditional on the DCCF or NWDAF Managing the Storage Approach
9	The NWDAF or DCCF determine that the life-time of the stored data or analytics has expired (according to the Storage Approach).
10. The NWDAF or DCCF optionally retrieve the data or analytics from the ADRF 
11.	 The NWDAF or DCCF request that the data or analytics be deleted from the ADRF 
12.	The ADRF deletes the data or analytics if: 
- 	the Storage Approach in the ADRF indicates alerting the consumer is not required prior to data or analytics deletion;
-	in Step 7 the DCCF or NWDAF indicated data or analytics will not be retrieved prior to deletion;
 -	 data or analytics retrieval in step 8 has completed or
-	A request to delete data or analytics was received in step 11.
If the ADRF received a response from the NWDAF or DCCF in step 7 indicating data or analytics will be reteived but retrieval is not initiated before an adequate fixed time has elapsed, the ADRF may autonomously delete the data or analytics.

[bookmark: _Toc114572067]6.2B.3	Historical Data and Analytics Storage via Notifications
The procedure depicted in figure 6.2B.3-1 is used by consumers (NWDAF, DCCF) to store received notifications in the ADRF. The consumer requests the ADRF to initiate a subscription for data and/or analytics. Data and/or analytics provided in notifications as a result of the subsequent subscription by the ADRF are stored in the ADRF.




Figure 6.2B.3-1: Historical Data and Analytics Storage via Notifications
0a-c	NWDAF, DCCF or ADRF are configured with default operator storage policies as described in clause 5B.1.
1a-d.	Based on provisioning or based on reception of a DataManagement subscription request (e.g. see clause 6.2.6.3.2), the DCCF or the NWDAF determines that notifications are to be stored in an ADRF. The subscription request may contain Storage Handling information with a requested ADRF storage lifetime and a request to be notified before data are deleted from the ADRF.
2a-b.	The DCCF or the NWDAF determines the ADRF where data and/or analytics needs to be stored and requests that the ADRF subscribes to receive notifications. The determination may be made based on configuration or information supplied by the data consumer as described in clauses 6.1.4 and 6.2.6.3. The request to the ADRF specifies the data and/or analytics to which the ADRF will subscribe by invoking the Nadrf_DataManagement_StorageSubscriptionRequest service operation. If the Storage Policy is not configured on the NWDAF or DCCF, the NWDAF or DCCF sends the Storage Handling Request to the ADRF. The NWDAF or DCCF may provide notification endpoint information to the ADRF for use by the ADRF to send notifications (implicit subscription) alerting the DCCF or NWDAF that data are about to be deleted (see step 12).
3.	[Optional] The ADRF may, based on implementation, determines whether the same data and/or analytics is already stored or being stored, based on the information sent in step 2 by the consumer.
3a-c [Optional] Based on Storage Handling information and Storage Policy, the ADRF, DCCF or NWDAF determines the Storage Approach (life-time for storing data and whether consumer is notified prior to data deletion).
4.	[Optional] If the data and/or analytics is already stored and/or being stored in the ADRF, the ADRF sends Nadrf_DataManagement_StorageSubscriptionRequest Response message to the consumer indicating that data and/or analytics is stored. The ADRF includes the Storage Approach if determined in step 3c. 
5a-b The DCCF or NWDAF sends a subscription response to the Data or Analytics Consumer. The response may contain the Storage Approach determined by the ADRF, NWDAF or DCCF.
65a-b.	ADRF subscribes to the DCCF or the NWDAF to receive notifications, providing its notification endpoint address and a notification correlation ID.
76.	The DCCF, the MFAF or the NWDAF sends Analytics or Data notifications containing the notification correlation ID provided by the ADRF to ADRF notification endpoint address. The Analytics or Data notifications shall contain timestamp. The ADRF stores the notifications.
Conditional on DCCF or NWDAF determining to stop storing data or analytics
87a-b.	The DCCF or the NWDAF determines that to stop storing notifications no longer need to be stored in the ADRF.
98a-b.	The DCCF or the NWDAF requests that the ADRF unsubscribes to receive notifications.
109a-b.	The ADRF sends a request to the DCCF or the NWDAF to unsubscribe to data notifications.
	The NWDAF may interact with the Data Source and the DCCF may interact with the Data Source and/or MFAF. Delivery of notifications from the DCCF/MFAF or NWDAF to the ADRF are subsequently halted.
Conditional on ADRF Managing the Storage Approach
11.	The ADRF determines that the life-time of the stored data or analytics has expired (according to the Storage Approach).
12.	If indicated by the Storage Approach, the ADRF sends a notification alerting the DCCF or NWDAF that data are about to be deleted. 
Note: This is an implicit subscription.
Conditional if the Storage Appoach is based on Default Operator Policies provisioned on the NWDAF or DCCF (see step 3a-c and clause 5B.1) 
	13.	The DCCF or NWDAF indicate in the response to the ADRF whether they will retrieve the Data or Analytics 
	14.	The DCCF or NWDAF may retrieve the Data or Analytics from the ADRF
Conditional if the Storage Appoach is based on a Storage Handling Request received from the Data or Analytics Consumer (see step 3a-c and clause 5B.1) 
15a-b. The NWDAF or DCCF sends a notification to the Data or Analytics Consumer alerting it that the data or analytics are about to be deleted.
16a-b. The Data or Analytics Consumer indicates in the response to the NWDAF or DCCF whether it will retrieve the Data or Analytics
17. The DCCF or NWDAF indicate in the response to the ADRF whether the consumer will retrieve the Data or Analytics
18.	The Data or Analytics Consumer retrieves the stored data or analytics
Conditional on DCCF or NWDAF Managing the Storage Approach
19a-b.	The NWDAF or DCCF determines that the life-time of the stored data has expired (according to the Storage Approach).
Conditional if the Storage Appoach is based on Default Operator Policies provisioned on the NWDAF or DCCF (see step 3a-c and clause 5B.1) 
20.	The NWDAF or DCCF optionally retrieve the data or analytics from the ADRF
21.	The NWDAF or DCCF request that the data or analytics be deleted from the ADRF
Conditional if the Storage Appoach is based on a Storage Handling Request received from the Data or Analytics Consumer (see step 3a-c and clause 5B.1) 
22a-b. The NWDAF or DCCF sends a notification to the Data or Analytics Consumer alerting it that the data or analytics are about to be deleted.
23a-b. The Data or Analytics Consumer indicates in the response to the NWDAF or DCCF whether it will retrieve the Data or Analytics
24.	The Data or Analytics Consumer retrieves the stored data or analytics
25.	The NWDAF or DCCF request that the data or analytics be deleted from the ADRF
26.	The ADRF deletes the data or analytics if: 
- 	the Storage Approach in the ADRF indicates alerting the consumer is not required prior to data or analytics deletion;
-	in Steps 13 or 17 the DCCF or NWDAF indicated data or analytics will not be retrieved prior to deletion;
 -	 data or analytics retrieval in steps 14 or 18 has completed or
-	A request to delete data or analytics was received in steps 21 or 25.
If the ADRF received a response from the NWDAF or DCCF in steps 14 or 17 indicating data or analytics will be reteived but retrieval is not initiated before an adequate fixed time has elapsed, the ADRF may autonomously delete the data or analytics.

.
[bookmark: _Toc114572068]6.2B.4	Data removal from an ADRF
The procedure depicted in figure 6.2B.4-1 is used by consumers (DCCF, NWDAF) to remove data previously stored in an ADRF.


Figure 6.2B.4-1: Data Removal from an ADRF
1.	A consumer requests that specified data be deleted from the ADRF using Nadrf_DataManagement_Delete request service operations.
2.	The ADRF deletes all copies of the stored data.
3.	The ADRF indicates the result (i.e. data deleted, data not found, data found but not deleted) using Nadrf_DataManagement_Delete response service operations.

* * * * End of change * * * *
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