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FIRST CHANGE
[bookmark: _Toc122419272]6.4.1	General
This clause specifies how NWDAF can provide Observed Service Experience (i.e. average of observed Service MoS and/or variance of observed Service MoS indicating service MOS distribution for services such as audio-visual streaming as well as services that are not audio-visual streaming such as V2X and Web Browsing services) analytics, in the form of statistics or predictions, to a service consumer.
The Observed Service Experience analytics may provide one or more of the following outputs:
-	Service Experience for a Network Slice: Service Experience for a UE or a group of UEs or any UE in a Network Slice;
-	Service Experience for an Application: Service Experience for a UE or a group of UEs or any UE in an Application or a set of Applications;
-	Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server);
-	Service Experience for an Application over a RAT Type or Frequency or both: Service experience for a UE or a group of UEs in an Application or a set of Applications over a RAT Type or over a Frequency or both as defined in Table 6.4.1-1.
-	Service Experience for an Application applying an RSC (e.g. S-NSSAI, DNN, PDU Session type, SSC Mode, Access Type) or a combination of RSCs in URSP rules: Service experience for a UE or a group of UEs or any UEs in an Application or a set of Applications applying an RSC or a combination of RSC in URSP rules.
Therefore, Observed Service experience may be provided as defined in clause 6.4.3. For example, individually per UE or group of UEs, or globally, averaged per Application or averaged across a set of Applications on a Network Slice.
The service consumer may be an NF (e.g. PCF, NSSF, AMF), AF, or the OAM.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics ID = "Service Experience";
-	Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information as defined in Table 6.4.1-1;
-	optionally, maximum number of objects and maximum number of SUPIs;
-	optionally, preferred level of accuracy of the analytics;
-	optionally, a list of analytics subsets that are requested (see clause 6.4.3)
-	optionally, preferred level of accuracy per analytics subset;
-	optionally, preferred order of results for the list of Application Service Experiences and/or Slice instance service experiences: "ascending" or "descending"; and
-	optionally, preferred granularity of location information: TA level or cell level.
Table 6.4.1-1: Analytics Filter Information related to the observed service experience
	Information
	Description
	Mandatory

	
	
	Application
	Network Slice
	Edge Applications over a UP path
	Application over RAT Type and frequency
	Application applying RSC(s)

	Application ID (0...max)
	The identification of the application(s) for which the analytics information is subscribed or requested.
	Y
	N
	Y
	Y
	Y

	S-NSSAI
(NOTE 3)
	When requesting Service Experience for a Network Slice: identifies the Network Slice for which analytics information is subscribed or requested.
When requesting Service Experience for an Application: identifies the S-NSSAI used to access the application together with the DNN listed below.
	N
	Y
	N
	N
	Y

	NSI ID(s)
	Identifies the Network Slice instance(s) for which analytics information is subscribed or requested.
	N
	N
	N
	N
	N

	Area of Interest
	Identifies the Area (i.e. set of TAIs), as defined in TS 23.501 [2] for which the analytics information is subscribed or requested.
	N
	N
	N
	N
	N

	DNN
(NOTE 3)
	When requesting Service Experience for an Application, this is the DNN to access the application.
	N
	N
	N
	N
	Y

	DNAI
(NOTE 1)
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].
	N
	N
	Y
	N
	N

	RAT Type
(NOTE 2)
	Identifies the RAT type.
	N
	N
	N
	Y
	N

	Frequency
(NOTE 2)
	Identifies the Frequency value(s) (e.g. high, low).
	N
	N
	N
	Y
	N

	Application Server Address(es) (NOTE 1)
	List of IP address(s)/FQDN(s) of the Application Server(s) that a UE, group of UEs, or 'any UE' has a communication session for which Service Experience Analytic information is requested.
	N
	N
	Y
	N
	N

	UPF anchor ID (NOTE 1) (NOTE 4)
	Identifies the UPF where a UE has an associated PDU session
	N
	N
	N
	N
	N

	PDU Session type (NOTE 3)
	Identifies the type of the associated PDU Session
	N
	N
	N
	N
	Y

	SSC Mode (NOTE 3)
	Identifies the SSC Mode selected for the associated PDU Session
	N
	N
	N
	N
	Y

	Access Type (NOTE 3)
	Identifies the Access type the UE camps on
	N
	N
	N
	N
	Y

	NOTE 1:	These parameters can be provided when a consumer requires analytics for an edge application over a UP path.
NOTE 2:	A service consumer can provide either a RAT Type or a Frequency or a specific combination of RAT Type and Frequency. A service consumer can also provide multiple instances of RAT Type or multiple instances of Frequency or multiple combinations of RAT type and Frequency. A service consumer can also provide "any" RAT type indication "any" Frequency value indication or "any" indication for all the RAT type and Frequency value the NWDAF has received for the application.
NOTE 3:	A service consumer can provide either an RSC (e.g. S-NSSAI, DNN, PDU Session type, SSC Mode, Access Type) or a combination of RSCs. A consumer can also provide multiple instances of each RSC or multiple combinations of RSCs.
NOTE 4:   As specified in TS 23. 501 clause 5.8.2.17 [2] and in TS 23.502 [3] clause 4.15.11, the NWADF does not need to know the PSA UPF for a PDU session but subscribes via the SMF



NOTE 1:	A service consumer can use the Area of Interest in order to reduce the amount of signalling that the analytics subscription or request generates.
-	An Analytics target period that indicates the time window for which the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address;
-	Optionally, Reporting Thresholds, which apply only for subscriptions and indicate conditions on the Service Experience to be reached in order to be notified by the NWDAF (see Table 6.4.3-1 and Table 6.4.3-2).
The NWDAF shall notify the result of the analytics to the consumer as specified in clause 6.4.3.
NWDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provide statistics and predictions on the observed service experience to a consumer NF or to OAM. When the AF provides Service Experience Information and the Target of Analytics Reporting is one or more UE ID(s), the AF may also provide a Service Experience Contribution Weight with each UE's Service Experience value. The Service Experience Contribution Weight is determined by the AF and indicates the relative importance of each UE's Service Experience. The NWDAF may use the Service Experience Contribution Weight(s) to calculate and provide statistics, confidence values, and predictions on the observed service experience to a consumer NF or to OAM.
NOTE 2:	The relative importance of that is conveyed in the Service Experience Contribution Weights is used to indicate the relative importance of the Service Experience value (i.e. MOS). For example, it might be that one the Service Experience of one UE is not very important because the UE is an infrequent user of the service, or the UE does not use all features that are associated with the service. Whereas another UE might be considered important because the UE is a frequent user of the service or a user who uses many features that are associated with the service.
Based on the Analytics Filter information in Table 6.4.1-1 and the Target of Analytics Reporting provided by the service consumer in the analytics subscription or request, NWDAF determines whether service experience analytics should be delivered for:
i)	Application(s);
ii)	Network Slice;
iii)	both Application(s) and Network Slice;
iv)	Edge Applications over a UP path;
v)	Application(s) over RAT Type(s) and/or Frequency value(s);
vi)	Application(s) applying RSC(s) (e.g. S-NSSAI, DNN, PDU Session type, SSC Mode, Access Type) or a combination of RSCs.
If NWDAF is unable to differentiate based on the analytics subscription or request, it provides service experience analytics for both Application(s) and Network Slice.
If service experience for both Application(s) and Network Slice is desired but the Target of Analytics Reporting or Analytics Filter information values (e.g. Area of Interest) need to be different, separate subscriptions/requests may be provided by the service consumer.


NEXT CHANGE (3)
[bookmark: _Toc122419325]6.10.2	Input Data
The NWDAF shall be able to collect UE dispersion information from NF(s) and AFs. The information collected by the NWDAF is network data from 5GC NFs and service data from AFs:
-	Data related to UE transactions dispersion and bound by location collected from AMF and SMF are defined in the tables 6.10.2-1 and 6.10.2-2. This may include individual transactions or SMF/AMF state transition information stored as UE behaviour trends, which provides aggregated transaction information.
Table 6.10.2-1: Location based UE transactions dispersion information collected from serving AMF
	Information
	Source
	Description

	UE ID
	AMF
	SUPI.

	Type Allocation Code
	AMF
	Terminal model and vendor information of the UE.

	UE locations (1..max)
	AMF
	UE locations.

	   > UE location
	AMF
	Area of Interest (TA or cells that the UE had entered).

	   > Timestamp
	AMF
	Time stamp when the AMF detected that the UE had entered this location.

	   > Transactions
	AMF
	Either all transactions for this UE in this location or, optionally, if subscription with periodic notification is requested, the amount of UE transactions exchanged at the location in the notified time period.

	UE access behaviour trends
	AMF
	Metrics on UE state transitions (e.g. access, RM and CM states, handover).

	UE location trends
	AMF
	Metrics on UE locations.

	NOTE:	UE location provides one location per instance while UE location trend provides multiple locations at once. One or both of them may be used.



Table 6.10.2-2: UE transactions dispersion information collected from serving SMF
	Information
	Source
	Description

	UE IP address
	SMF
	UE IP address.

	UE ID
	SMF
	SUPI.

	   > Timestamp
	SMF
	Time stamp of the collected information.

	   > Transactions
	SMF
	Either all transaction for this UE or, optionally, if subscription with periodic notification is requested, the amount of UE transactions exchanged in the notified time period.

	   > UE session behaviour trends
	SMF
	Metrics on UE state transitions (e.g. PDU Session Establishment, PDU Session Release).



Data volume can be collected from the AF per UE across all the UE applications provided by a particular AF or per UE per application when application IDs are requested.
Data related to UE data volume dispersion, bound by a location or slice, collected from the AF and UPF are defined in tables 6.10.2-3 through 6.10.2-6.
If the Target of Analytics Reporting is set to an Internal Group ID and the AF is located in the untrusted domain, NEF translates it into an External Group ID.
NOTE 1:	It is assumed that the AF is provisioned with the list of UE IDs (GPSIs or SUPIs) belonging to an External or Internal Group ID.
-	In table 6.10.2-3, the data volume is collected per UE from the AF. The collected UE information is applicable across all the applications used by the UE during the period.
Table 6.10.2-3: UE Data volume dispersion information collected from the AF
	Information
	Source
	Description

	UE ID
	AF
	Internal or External UE ID (i.e. SUPI or GPSI, respectively).

	Timestamp
	AF
	Time stamp of the collected information.

	> Data Volume UL/DL
	AF
	Sum of UE data volume exchanged at the AF during the period of observation. 



-	In table 6.10.2-4, the AF reports data volume per UE per application in relation to the start and stop of the application as indicated by the application duration.
Table 6.10.2-4: UE data volume dispersion collected from the AF
	Information
	Source
	Description

	UE IP address
	AF
	UE IP address.

	IP 5-tuple
	AF
	IP address 5-tuple.

	Timestamp
	AF
	Timestamp of the collected information. 

	Application ID
	AF
	Identifier of the application at the AF.

	Location of Application
	AF/NEF
	Location of application represented by a list of DNAI(s). The NEF may map the AF-Service identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Data Volume UL/DL
	AF
	Sum of UE data volume exchanged per application during the period.

	Application duration
	AF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the AF when multiple applications are running at the AF for the same UE and time period.



Data volume can also be collected from the UPF per UE IP address across all applications or per UE for specific application(s).
-	In table 6.10.2-5, the data volume is collected per UE from the UPF. The collected UE information is applicable across all applications used by the UE between start and stop of the PDU session. The UPF reports volume per UE IP address across all applications.
Table 6.10.2-5: UE data volume dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	Time stamp of the collected information.

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per UE across all applications.

	NOTE:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



-	In table 6.10.2-6, the UPF reports data volume per UE for specific application(s) in relation to the start and stop of the application as indicated by the application duration.
There are two modes of data collection:
-	Non periodical: A mode where the data volume is requested and consequently provided for the total volume of a PDU session.
-	Periodical: A mode where data volume is provided periodically between the start and stop of a PDU session. The period can be specified in the requested analytic target period or configured as a default value in the UPF.
For both modes of data collection, if there are multiple application sessions for the UE PDU session, the NWDAF aggregates (i.e. sums up) the data volume across all applications to obtain per UE information.
Table 6.10.2-6: UE data volume dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	A timestamp of the collected information.

	Application ID
	UPF
	Identify the application at the UPF 

	IP 5-tuple
	UPF
	IP 5-tuple.

	Location of Application
	UPF
	List of Internet applications represented by DNAI(s).

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per application during the period. 

	Application duration
	UPF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the UPF when multiple applications are running at the UPF for the same UE and time period.
NOTE 3:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



The task of the NWDAF is to calculate the volume of data and amount of transactions dispersed by the UE at each visited location during a period of interest. The entry time and exit time to a location is provided by the AMF.
Collecting volume per UE and per specific application is optional and such information can be provided by the UPF or AF.
The Correlation Information as defined in table 6.2.4-1 is used to correlate the input data from AMF and SMF, the input data from SMF and UPF and the input data from UPF and AF.
-	Slice information related to UE transactions dispersion from NF(s) are defined in tables 6.10.2-7 and 6.10.2-8. This may include individual transactions or SMF/AMF state transition information stored as UE behaviour trends, which provides aggregated transaction information.
-	The Slice data volume collection is the same as listed in tables 6.10.2-3 to 6.10.2-6.
Table 6.10.2-7: Slice based UE transactions dispersion information collected from serving AMF
	Information
	Source
	Description

	UE ID
	AMF
	SUPI.

	Type Allocation Code
	AMF
	Terminal model and vendor information of the UE.

	Slice (1..max)
	AMF
	UE assigned slice.

	   >S-NSSAI
	AMF
	Identifier of the slice.

	   >Timestamp
	AMF
	Time stamp when the slice was assigned.

	   >Transactions (NOTE)
	AMF
	Either all transactions for this UE or, optionally, if subscription with periodic notification is requested, an amount of UE transactions exchanged at the slice in the notified time period.

	UE access behaviour trends
	AMF
	Metrics on UE state transitions (e.g. access, RM and CM states, handover).

	NOTE:	When a UE moves to a new AMF during Analytics target period, timestamps for assigned slices of the UE are set to the date and time of the new AMF. The NWDAF shall aggregate (sum up) the amount of slice transactions, for the requested Analytics target period, across the AMFs traversed by the UE.



Table 6.10.2-8: Slice based UE transactions dispersion information collected from serving SMF
	Information
	Source
	Description

	UE IP
	SMF
	UE IP address.

	UE ID
	SMF
	SUPI.

	Slice (1..max)
	SMF
	UE assigned slice.

	   >S-NSSAI
	SMF
	Identifier of the slice.

	   >Timestamp
	SMF
	Time stamp associated with the collected information.

	   >Application ID
	SMF
	Identifier of the application for the UE in the slice.

	   >Transactions
	SMF
	Either all transactions for this UE or, optionally, if subscription with periodic notification is requested, an amount of UE transactions exchanged at the slice in the notified time period.

	UE session behaviour trends
	SMF
	Metrics on UE state transitions (e.g. PDU Session Establishment, PDU Session Release).



The task of the NWDAF is to calculate the volume of data and amount of transactions dispersed by the UE at each slice during a period of interest. A time stamp of a slice assignment is provided by the AMF.
The Correlation Information as defined in table 6.2.4-1 is used to correlate the input data from AMF and SMF, the input data from SMF and UPF and the input data from UPF and AF.
Data collection may be provided on samples (e.g. spatial subsets of UEs or UE group, temporal subsets of UE location information).
NOTE 2:	How the data from UPF is retrieved (subscribed to on UPF and notified then by UPF) is defined in TS 23.501 clause 5.8.2.17 [2] and in TS 23.502 [3] clause 4.15.11.
NOTE 3: The list of monitored transactions (MM and SM messages) is a subset of the messages listed in clauses 8.2 and 8.3 of TS 24.501 [23].
NOTE 4:	The Namf_EventExposure and Nsmf_EventExposure services in clauses 5.2.2.3 and 5.2.8.3 of TS 23.502 [3] provide the required transactions information.


NEXT CHANGE (3)

[bookmark: _Toc122419299]6.7.3.4	Procedures
The NWDAF can provide UE communication related analytics, in the form of statistics or predictions or both, to a 5GC NF.


[bookmark: _MON_1715677651][bookmark: _MON_1734805252]
SMF subscribes to UPF on behalf of NWDAF

Figure 6.7.3.4-1: Procedure for UE communication analytics	Comment by LTHBM0: The figure seems to be not editable
1.	5GC NF to NWDAF: Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID = UE communication, Target of Analytics Reporting=SUPI, Analytics Filter Information = (Application ID, Area of Interest, etc.)).
	5GC NF sends a request to the NWDAF for analytics on a specific UE(s), using either Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription_Subscribe service. The analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.
2a-b.	NWDAF to AF (Optional): Naf_EventExposure_Subscribe (Event ID, external UE ID, Application ID, Area of Interest).
	In order to provide the requested analytics, the NWDAF may subscribe per application communication information, which is identified by Application ID, from AFs for the UE. The Event ID "UE Communication information" as defined in TS 23.502 [3] is used, which indicates communication report for the UE which is requested by the 5GC NF in the step 1. The external UE ID is obtained by the NWDAF based on UE internal ID, i.e. SUPI. In the case of external AF, the NEF translates the requested Area of Interest into a list of geographic zone identifier(s) as described in clause 5.6.7.1 of TS 23.501 [2].
	This step is skipped if the NWDAF already has the requested analytics available or has subscribed to the AF.
2c.	NWDAF to SMF: Nsmf_EventExposure_Subscribe (Event ID, SUPI, Application ID).
	In order to provide the requested analytics, the NWDAF subscribes via SMF to information of on  SUPI, Application ID, Area of Interest the UE and may subscribe to N4 Session related input data from SMFs as defined in Table 6.7.3.2-1.
2d-e.	How the data from UPF is retrieved (subscribed to on UPF and notified then by UPF) is defined in TS 23.501 clause 5.8.2.17 [2] and in TS 23.502 [3] clause 4.15.11.N4 related input data is provided by UPF to SMF.
NOTE:	The NWDAF request does not trigger any N4 session Establishment/Modification procedure. N4 session related input is only retrieved if UPF has already been triggered to send reports. UPF sends N4 session level reports, including PDU session Inactivity to SMF, according to clause 4.4.2.2 of TS 23.502 [3].
2f.	SMF provides the requested input data to NWDAF.
2g-h.	NWDAF to AMF: Namf_EventExposure_Subscribe (Event ID, SUPI, Area of Interest).
	In order to provide the requested analytics, the NWDAF retrieves one or more of Type Allocation code, UE connection management state, UE access behaviour trends and UE location trends from AMF.
NOTE:	The NWDAF determines the SMF serving the UE as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics, in the form of UE communication statistics or predictions or both.
4.	NWDAF to 5GC NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested UE communication analytics to the NF, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
5-7.	If the NF subscribed UE communication analytics at step 1, when the NWDAF generates new analytics, it notifies the new generated analytics to the 5GC NF.




NEXT CHANGE (4)

[bookmark: _Toc122419330]6.10.4	Dispersion Analytic Procedure
The NWDAF can provide Dispersion analytics, in the form of statistics or predictions, to an NF or AF.


Figure 6.10.4-1: UE Dispersion Analytics provided to an NF or AF
1.	The NF sends a request or subscription to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The Analytics ID is set to "UE Dispersion Analytics", the Dispersion Analytic (DA) type is set to "Data Volume Dispersion Analytics" (DVDA) or "Transactions Dispersion Analytics" (TDA) and Analytic Filter Information = (Area of Interest, slice, target period, optional UE class: Top-Heavy, Fixed, or Camper UEs). The NF or AF provides the UE ID or Internal Group ID in the Target of Analytics Reporting.
2.	If the request is authorized and in order to provide the requested analytics, the NWDAF may subscribe to events with all the serving AMFs, SMFs of the requested UE(s) for notification of location changes or a slice change (a slice change can be an additional slice or a deletion), or to obtain UE location trends, UE access behaviour trends and UE session behaviour trends. This step may be skipped when, e.g. the NWDAF already has the requested analytics available.
	The NWDAF subscribes to application service data from AF(s) by invoking Naf_EventExposure_Subscribe service or Nnef_EventExposure_Subscribe (via NEF).
	The NWDAF can collect data volume information from the UPF, as listed in tables 6.10.2-5 and 6.10.2-6 and clause 6.2.2.1, however, how information is collected from UPFs is not defined in this Release of the specification. How the data from UPF is retrieved (subscribed to on UPF and notified then by UPF) is defined in TS 23.501 clause 5.8.2.17 [2] and in TS 23.502 [3] clause 4.15.11
NOTE:	The NWDAF determines the AMF serving the UE, any UE, or the group of UEs as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics.
4.	The NWDAF provides requested or subscribed UE dispersion analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Request Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1. The details for UE dispersion analytics provided by NWDAF are described in clause 6.10.3. The provided analytics enables the consumer to predict changing network conditions such as data volume change at a location or a slice, excessive signalling conditions at a location or a slice, etc.
5-6. If at step 1, the NF has subscribed to receive notifications for UE dispersion analytics, after receiving event notification from the AMFs (e.g. location change) or SMFs (e.g. slice change add/delete) subscribed by NWDAF in step 2, the NWDAF may generate new dispersion analytics.
7.	The NWDAF provides the newly generated dispersion analytics to the NF. The details for UE dispersion analytics provided by NWDAF are described in clause 6.10.3.




NEXT CHANGE (5)
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