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Abstract of the contribution: This contribution proposes Conclusions to KI#2.
Discussion 
Considering the agreed conclusions for KI#4 in bullet h, clause 8.4, TR23.700-85 regarding the support of standardized and operator-specific traffic categories in the Connection Capabilities of the Traffic Descriptor, UE reporting unsupported TD(s) can be applied along with KI#4 conclusion targeting at the support of standardized and operator-specific traffic categories in TD of Connection Capabilities. There are advantages to focus on this specific alignment across KI#2 and KI#4 since not all UEs are expected to support all the standardized and operator-specific categories to be defined: 
· allow the network operator to provision compact URSP rules with relevant standardized and operator-specific traffic categories to the UE and enable the UE to evaluate enforceable URSP rules for determining URSP rule to be enforced without wasting unnecessary resources. 
· allow the network operator to facilitate its policy and perform resource management for network slices based on a specific traffic category of interest which can be associated to multiple applications. The applications within the same traffic category normally would be of similar traffic characteristics thus the similar resource requirements. 
It is proposed to agree on above observation and conclude KI#2 accordingly. The proposed conclusion is based on Conclusion clause in noted contribution in S2-2209957 with modification addressing the following principles:
· UE can report unsupported standardized and operator-specific traffic categories indicated in TD component type of Connection Capability to assist PCF for generating enforceable URSP rules
· The existing mechanism for the 5GC to detect traffic of the enforced URSP rules is sufficed and can be applied, which does not require enhancement and additional normative work in R18.
Proposal
[bookmark: _Hlk109827575]It is proposed to updated TR 23.700-85 as follows: 

**** First Change (all new text) ****
[bookmark: _Toc113453618]8.2	Conclusion on KI#2
If the PCF generates a URSP rule including standardized and operator-specific Traffic Categories in Connection Capabilities TD and an indication to report unrecognized URSP rules, the UE reports unrecognized standardized and operator-specific Traffic Categories to the PCF in UL NAS Transport message. With this information, the PCF need not include unrecognized Traffic Categories in Connection Capability TD in subsequent provisioning of URSP Rules to the UE. 
The process to generate URSP Rules to the UE and corresponding PCC rules for the traffic matching the Traffic Description in the URSP Rule does not require the UE to send the URSP ID or the App ID. The PCF for the UE can derive the candidate RSD components using the PDU Session parameters sent by the UE, if no URSP Rule ID or App ID is sent as defined in Sol#9.
If the UE URSP rule includes an Application descriptor in the TD (see TS 23.503, clause 6.6.2.1) and the URSP rule is matched based on the Application Descriptor, the UE reports the Application descriptor, which will be included in the PDU Session Establishment or Modification (i.e. when the URSP rule is matched), then to the PCF for the PDU Session and to PCF for the UE. The UE does not report information to the 5GC when a "match-all" URSP rule is enforced. No service degradation for legacy UEs shall result from this functionality in Rel-18.
NOTE 1: 	Based on CT1 feedback, SA2 will determine if a URSP Rule ID identifier can be incorporated into URSP rules so as no backwards-compatibility issues arise. In that case, the URSP Rule ID can be used for the report.   
NOTE 2:	UE reporting the enforced URSP rule information in PDU Session Establishment/Modification can significantly increase the amount of signalling in the network. Limiting the signaling impact of usage of using PDU Session Modification while keeping functionality is a matter of operational tradeoff, e.g. UE reporting can be limited to specific application traffic on specific UEs. Whether this requires an indication to report will be considered in the normative phase. The mentioned aspects in this NOTE requiring normative work will be limited to minor modifications of existing solutions.
NOTE X:	PDU Session Modification Accept/Reject, PDU Session Establishment Accept/Reject messages will not be impacted.
NOTE 4:	If SA3 feedbacks that it sees an issue with privacy and that it cannot be solved, work on UE assistance won’t proceed. Feedback has been asked from SA3 and will be included regarding the following aspects:
· Whether SA3 sees an issue with privacy regarding the UE sending information to the 5GC via NAS to identify an enforced URSP rule
· Whether SA3 see an issue with user consent regarding the UE sending information to the 5GC via NAS to identify an enforced URSP rule that SA2 would need to consider and if yes, whether SA2 is correct to assume that details regarding user consent would fall under the scope of SA3 (e.g. FS_UC3S_Ph2) 
The PCF for the UE knows the list of preconfigured URSP Rules in the UE and its RSDs, this allows the PCF for the UE to perform verification of the PDU Session parameters and request the PCF for the PDU Session to generate PCC Rules to apply policies for a PDU Session established with preconfigured URSP Rules. This is defined in Sol#32. 
The PCF for the PDU Session provisions PCC rules to the SMF that includes in the SDF template the Application identifier, or the IP/non-IP Flow descriptions as defined in the TD of the URSP Rule. The mapping of other TD such as DNN, Connection Capabilities and Domain Descriptors can be done for certain cases such as specific DNNs using local configuration in the SMF, and the Connection Capability that contains a traffic category can be mapped in some cases into the Application Identifier (e.g. Connection Capability=IMS assumes IMS application identifier).
NOTE 15: How to do this mapping requires further work during normative phase.
Already existing mechanisms can be used and are not precluded, e.g. so that the PCF can provide SDF Templates in PCC rules which correspond to traffic that is not expected to occur in a PDU session, so that if the UPF detects such traffic, the PCF for a PDU Session gets notified from the SMF and can then notify the PCF for a UE about the detected traffic and the relevant parameters of the PDU Session. Based on this information, the PCF for a UE can adjust the URSP rules. This existing mechanism is sufficient, which does not require enhancement and additional normative work in R18.
NOTE 26: Exposure of UPF events towards NWDAF is part of UPEAS.
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