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Abstract: this paper proposes to update the conclusions on all KIs related to open ENs 
1. Introduction
This paper proposes to solve the open EN
1.1	KI #4: whether more parameters are needed in non-3GPP QoS assistance information.

Current conclusion proposes:
2)	Non-3GPP QoS assistance information (including QoS characteristics, GFBR/MFBR UL/DL, MPLR UL/DL) that contains the same parameters as the Additional QoS Information specified in table 9.3.1.1-2 of TS 24.502 [9] may be sent to PEGC from SMF to assist the deriving of N3GPP QoS parameters for PIN.
a)	Whether and how PEGC performs the deriving of QoS parameters and mapping procedure to be applied between the PINE and the PEGC is implementation specific and therefore it is not specified by 3GPP.

The “Additional QoS Information" specified in clause 9.3.1.1 of TS 24.502, are related to parameters send in IKEv2 5G_QOS_INFO and they are related to the QoS to be applied in the N3GPP from the UE to the TNAP and NOT from the UE to the network behind.
· The 5G_QOS_INFO payload is used to indicate:
· a)	the PDU session identity;
· b)	zero or more QFIs;
· c)	optionally a DSCP value associated with the child SA;
· d)	whether the child SA is the default child SA; and
· e)	if trusted non-3GPP access, Additional QoS Information or if untrusted non-3GPP access, optionally Additional QoS Information.
The PIN conclusion states that 
· Additional QoS Information specified in table 9.3.1.1-2 of TS 24.502 [9] may be sent to PEGC from SMF to assist the deriving of N3GPP QoS parameters for PIN 
· Whether and how PEGC performs the deriving of QoS parameters and mapping procedure to be applied between the PINE and the PEGC is implementation specific and therefore it is not specified by 3GPP
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Figure 1: PIN network

The PINE to PEGC is N3GPP connection and it can be WLAN, BT or any other N3GPP access technologies. 
Now the table 1 below indicates whether the current specified as “Addition QoS Information" specified in clause 9.3.1.1 of TS 24.502 are applicable to the PIN scenario for devices connected behind the PEGC

	Additional QoS Information
	Applicable to PIN, i.e. between PINE and PEGC?
	Consideration

	A) the PDU session identity;
	Applicable
	It is the PDU session terminated to PEGC 

	b) zero or more QFIs
	Applicable, but not useful
	In this scenario refers to the QFI used in PDU session from PEGC to 5GS. The PEGC gets the QoS to be applied in PDU session, and since it map the QOS in PDU with the N3GPP access in a proprietary manner, this is a duplication of information and not needed 

	c) optionally a DSCP value associated with the child SA;

	Not applicable
	 The child SA applies only to Untrusted/Trusted N3GPP

	d) whether the child SA is the default child SA; and

	Not applicable
	There is not IKEv2 between PINE and PEGC. 
If the PINE support IKEv2 it means that it is a UE and it is connected directly to 3GPP via N3IWF, hence it is not a PINE   

	e)if trusted non-3GPP access, Additional QoS Information or if untrusted non-3GPP access, optionally Additional QoS Information
	Not applicable
	This is not a PIN scenario



The mechanism to map the QoS related to the traffic in the PDU session with the QoS in the “transport layer” from the PEGC to the PINE is media specific and the PEGC can use specific implementation mechanism or procedure defined by the Specific N3GPP media to be applied for the mapping of traffic. The PCF is not aware of the specific N3GPP transport layer used between the PINE and the PEGC, hence it cannot provide any reasonable N3GPP QoS assistance information.
For pursuing the analysis consider which are the current parameters available in the UE are pre-defined or signaled QoS rule containing:
· a QoS flow identifier (QFI);
· optionally, a set of packet filter for UL and/or DL 
The network can also provide the UE with one or more QoS flow descriptions associated with a PDU session at the PDU session establishment or at the PDU session modification, where each QoS flow description contains:
a)	a QoS flow identifier (QFI);
b)	if the flow is a GBR QoS flow:
1)	Guaranteed flow bit rate (GFBR) for UL;
2)	Guaranteed flow bit rate (GFBR) for DL;
3)	Maximum flow bit rate (MFBR) for UL;
4)	Maximum flow bit rate (MFBR) for DL; and
5)	optionally averaging window, applicable for both UL and DL;
c)	5QI, if the QFI is not the same as the 5QI of the QoS flow identified by the QFI; 
The network provides also the Session-AMBR parameter.
The packet filters defined are :
· IP filters
· IPv4 remote address type, IPv4 local address type 
· IPv6 remote address/prefix length type , IPv6 local address/prefix length type
· Protocol identifier/Next header type
· Ports - Single local port type, Local port range type, Single remote port type, Remote port range type
· IKEv2 SPI Security parameter index type
· Type of service/Traffic class type  (DSCP)
· Ethertype type filter
· Destination MAC address range type
· Source MAC address range type
· VLAN Tag ( 802.1Q C-TAG VID type, 802.1Q S-TAG VID type)
· Ethernet Priority marking (802.1Q C-TAG PCP/DEI type, 802.1Q S-TAG PCP/DEI type)
· Flow label type

The UE/PEGC has the following information
· For each PINEs which is the associated PIN and the traffic that is received from/send to
· The PDU session and the QoS flow associated to the traffic map to/from PDU session
· Which is the actual Non-3GPP access that it is used and therefore which is the QoS capability for such Non-3GPP access supported by PEGC/UE and PINE, for example in case of WLAN whether WFA QoS profile is supported or not
Therefore the PEGC/UE based on its supported features can perform the mapping and translation between the DPU session Qos flow and the Non-3GPP access specific flow.


Proposal #2: Considering that:
· None of the current “Additional QoS Information" specified in clause 9.3.1.1 of TS 24.502 is applicable to PIN scenario
· Whether and how PEGC performs the deriving of QoS parameters and mapping procedure to be applied between the PINE and the PEGC is implementation specific and therefore it is not specified by 3GPP
· The UE has all information available for the generation of QoS flow in PDU session and so depending by the N3GPP access and UE capabilities supported each of the N3GP access which are outside 3GPP scope
It is concluded that:
· There is not need to add parameters in Additional QoS parameters
· The usage of Additional QoS parameters is technically not correct , hence it shall to be removed from the conclusion.
1.4	KI #4 and KI#5:	whether PEMC UE needs a specific 5G subscription for providing PIN service
Current conclusion proposes:
9)	A PEGC may establish a single or multiple PDU Sessions used for PIN communication. One PEGC may serve more than one PINs but one PIN will be served by one PDU session. (See PIN Session models as described in Annex A).
Editor's note:	It is FFS whether one PDU session can serve more than one PIN.
The PIN is designed for the personal IoT network, which means the different PIN may have different QoS requirement as concluded in subclause 8.4 bullet 4) for KI#4. Additionally, except the different QoS requirement, the different PIN may also have the different security level. For example, the user may configure one PIN for entertainment, the other PIN for the work which may have higher level security than the entertainment PIN. So considering the different QoS and security requirement for the different PIN, it is proposed to establish the different PDU session. 
13)	PIN is a service that needs user subscribing from operator, the user's PIN service subscription is used by operator for policy configuration to PEGCs/PEMCs.
Editor's note:	It is FFS whether PEMC UE needs a specific 5G subscription for providing PIN service.
As concluded that the PIN is a service that needs user subscription from operator, PEMC as a member of PIN takes responsibility to manage the PIN, so it should be authorized by the operator. In order to authorize the PIN service, the normal solution is to extend the UE subscription data, such as the PIN ID added to the PEMC subscription data to indicate this PEMC belongs to this PIN. Additionally, PEMC will communication with PEGC via PIN related PDU session to transport PIN configuration policy, such as which PINE belongs to this PIN. Therefore the PIN subscription data is needed to authorize the PEMC to establish the PIN related PDU session.
11)	If AF for PIN is used, the AF may provide necessary parameters to 5GC which may be considered by PCF to generate the PIN Route Selection Policy for PDU Session selection by PEGC(s) and to generate the URSP accordingly for PEMC(s).
It is proposed to apply URSP for PEGC, because firstly the PEGC is also a UE as the PEMC, secondly the policy is to select the PDU session as the same policy as URSP. Therefore, no need to define another new policy, the URSP can be reused by the PEGC.
2)	PIN ID is uniquely identifiable within the 5G network,
NOTE 2:	It will be determined during the normative phase whether the PIN ID is defined as an external PIN identifier in similar way of the External Group Identifier and GPSI, and an 5G internal PIN identifier similar as Internal Group Identifier.
Editor's note:	It is FFS whether 5GC knows PINE ID.
As the PINE is managed by the PEMC and the PINE may not be the 5GC equipment, so there is no need for the 5GC to know the PINE ID.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-88.
[bookmark: _Toc519004414]* * * * First change * * * *
[bookmark: _Toc112761984]8	Conclusions

[bookmark: _Toc117243196]8.1	Conclusion on Key Issue #1
The following interim conclusions are agreed for principles of Personal IoT Networks Key Issue #1 "5GC architecture enhancements to support PIN":
1)	The functionality of PINE is not defined by 3GPP and therefore are not specified by SA WG2.
2)	Application Functions may be used to control PIN network via user plane of 5G network and this interaction is implementation specific.
3)	The reference point among PINE, PEGC, and PEMC, no matter whether non-3GPP access or sidelink or via 5GC is used, is transparent to the 5GS and not specified by SA WG2.
4)	Legacy UE acting as PEMC needs to be considered.
5)	Multi-hop P2P (i.e. communication between a chain of PINEs) and P2N relay (i.e. communication from a PINE to another PINE or to the network via an intermediate PINE) are not studied in this release.
6)	In this Release, data traffic of PINE over control plane is not studied.

* * * * second change * * * *

[bookmark: _Toc117243199]8.4	Conclusion on Key Issue #4
The normative work is based on the following principles
1)	When the communication between a PEMC and a PINE behind a PEGC takes place via 5GC, or when the communication between PINEs requires multiple PEGCs and 5GC, the existing traffic forwarding functionalities in 5GS via UPF(s) or N6 can be applied if available.
2)	Non-3GPP QoS assistance information (including QoS characteristics, GFBR/MFBR UL/DL, MPLR UL/DL) that contains the same parameters as the Additional QoS Information specified in table 9.3.1.1-2 of TS 24.502 [9] may be sent to PEGC from SMF to assist the deriving of N3GPP QoS parameters for PIN.
Editor's note:	It is FFS whether more parameters are needed in non-3GPP QoS assistance information.
a3)	Whether and how PEGC performs the deriving of QoS parameters and mapping procedure from 3GPP QoS rule(s) and QoS flow(s) to be applied to Non-3GPP access(es) between the PINE and the PEGC is implementation specific and therefore it is not specified by 3GPP.
3)	Differentiated traffic routing and QoS control may be required by a PEGC.
4)	If AF for PIN is used, the AF can request the 5GC to exposes capabilities in order for the AF to provision parameters for resources configuration/deconfiguration for a PIN, QoS authorization for a PIN, QoS control for the PIN traffic, and routing control for the PIN traffic. The mechanism and criteria used by the AF to determine the need for a QoS modification for the PIN traffic are out of 3GPP scope.
5)	PDU session management functionality can be used by the PEGC.
a)	When the PEGC detects new packets (PIN signalling or PIN traffic or creation of PIN) from a device in the PIN, it may map the PIN or PIN packets to an existing PDU session or establish a new PDU session. The criteria for taking the decision can be based on existing mechanism or implementation.
NOTE 1:	The procedure is the same used when application generating the traffic resides directly on the UE.
b)	The PEGC initiates PDU Session Establishment/Modification Request with necessary information:
i)	To enable 5GC to manage system resources related to a PIN, which includes one or more PEGCs.
ii)	To differentiate QoS control on PIN traffic.
NOTE 2:	The AF relies on PIN signalling between the PINE/PEGC/PEMC and the PIN AF, which is transferred via UP transparently to the 5G system, to determine the need for a QoS modification.
6)	The procedure for supporting one PINE connected to multiple PEGCs in the same PIN and PINE to move between PEGCs is outside the 3GPP scope.
7)	PIN direct communication is not specified since it is implementation specific.
8)	PIN indirect communication via PEGC is managed within the PIN, which may be supported by 5GS.
9)	A PEGC may establish a single or multiple PDU Sessions used for PIN communication. One PEGC may serve more than one PINs but one PIN will be served by one PDU session, and the different PIN is served by the different PDU session. (See PIN Session models as described in Annex A).
Editor's note:	It is FFS whether one PDU session can serve more than one PIN.
10)	IPv6 Prefix Delegation as described in clause 4.6.2.3 of TS 23.316 [5], or DHCP proxy by PEGC, or Framed Routing as described in clause 5.6.14 of TS 23.501 [2] are applied for IP address allocation of PINEs connected to PEGC.
NOTE 3:	Framed Route support will be further considered during normative work.
11)	If AF for PIN is used, the AF may provide necessary parameters to 5GC which may be considered by PCF to generate the URSP PIN Route Selection Policy for PDU Session selection by PEGC(s) and to generate the URSP accordingly for PEMC(s).
12)	Routing of traffic from/to PDU session and the PIN elements is left to implementation
13)	PIN is a service that needs user subscribing from operator, the user's PIN service subscription is used by operator for policy configuration to PEGCs/PEMCs.
Editor's note:	It is FFS whether PEMC UE needs a specific 5G subscription for providing PIN service.
14)	UDR is enhanced to support the storage and retrieval of PIN related policy and QoS parameters.
15)	The N3GPP network delay between PINE and PEGC may be signalled from PEGC to PCF, and be taken into account when PCF derives the PDB value of QoS flow for PEGC.
16)	The 5G system support for anchoring PDU Sessions of PEGCs and PEMCs at same SMF based on a combination of DNN, S-NSSAI.
NOTE 4:	Other possibility without anchoring at same SMF may be determined in normative phase.
17)	If AF for PIN is used, the 5GC authorizes the number of PIN that the AF requests to create, which results in the number of PDU Sessions per PEGC/PEMC for PIN, according to user's PIN service subscription, which reflect the agreement between user and operator for using PIN service.
[bookmark: _Toc117243200]8.5	Conclusion on Key Issue #5
The following conclusions are agreed for Authorization for PIN:
1)	PIN application-level Authentication and Authorization of PIN and PIN Elements are not specified by SA WG2.
2)	PEMC and PEGC are authorized by 5GC to provides PIN service via subscription in the UDM.
3)	PEGC is subject to operator policies for any PIN services that operate over 5GC.
Editor's note:	It is FFS whether PEMC UE needs a specific 5G subscription for providing PIN service.
4)	A PINE is authorized by PEMC to join a PIN.
5)	A PINE is allowed or disallowed to connect to a PEGC by the PEGC based on the provisioned information.
[bookmark: _Toc117243201]8.6	Conclusion on Key Issue #6
The following principles are concluded for Key Issue #6 "Policy and parameters provisioning for PIN":
1)	The PIN policy and parameter(s) are configured in the PEGC via application layer and it is implementation specific, therefore it is not specified by 3GPP.
2)	The policy and parameters provisioned to PEGC by 5GC, with the support of AF, for PIN communication include the following information:
a)	The QoS flow mapping for PINE's traffic relay is received via PDU Session Modification procedure from PCF.
b)	Non-3GPP QoS assistance information.
NOTE:	Existing procedures are used to deliver the parameters to PEGC.
3)	The existing procedure used by the SMF to provide the UPF with, PDR, FAR, etc are applicable without modification.
[bookmark: _Toc117243202]8.7	Conclusion on Key Issue #7
The following principles are concluded for Key Issue #7 "Identification of PIN and PIN Elements":
1)	NEF/UDM supports storing PIN ID in UDR, which may be received from AF.
NOTE 1:	Whether external and internal PIN ID are needed, and who allocates the PIN ID, are determined in normative phase.
2)	PIN ID is uniquely identifiable within the 5G network,
NOTE 2:	It will be determined during the normative phase whether the PIN ID is defined as an external PIN identifier in similar way of the External Group Identifier and GPSI, and an 5G internal PIN identifier similar as Internal Group Identifier.
Editor's note:	It is FFS whether 5GC knows PINE ID.


* * * * End of changes * * * *
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