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	Reason for change:
	Based on KI#7 conclusion in TR23.700-80 to add member selection assistance functionality and KI#3 network capability exposure enhancement, the event exposure and analytics exposure requested as part of UE filtering criteria may include UE privacy-related information. However, the exisiting user consent checking mechanism is only for UE-related analytics collection or ML model training, as indicated in clause 6.2.9 in TS23.288. Therefore, it is proposed to create user consent checking in a new subsclause and allow further coordination with SA3. 


	
	

	Summary of change:
	Add a subsclause to enable user consent checking at 5GC for UE privacy related assistance information exposure to AF. The continueous coordination with SA3 is needed for privacy-related assistance information exposure and the 5GC mechanism to protect these privacy-related assistance information.
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	Lack of the user consent and protection for UE privacy-related assistance information exposure to AF.
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Depending on local policy or regulations, to protect the user privacy of user data, the AF requesting assistance information via service operation of UE-related Event exposure, Analytics exposure, and member selection assistance exposure may be privacy related that needs user consent before exposuring to the AF.
If user consent for privacy-related assistance information exposure to AF is needed, the network performs user consent checking based on the following principles:
· The UDM stores subscription information of required user consent for privacy-related assistance information that may bound to a particular purpose, e.g. member selection assistance. 
· For AF in untrusted domain requesting event exposure, analytics information exposure, or member selection assistance exposure via NEF, the NEF performs user consent checking with the UDM before proceeding to request NWDAF for Analytics information or to request NF(s) for Event information. The NEF can also subscribe to the UDM with user consent change notification. If user consent changes for the UE, the NEF notifies the AF indicating the UE ID with proper cause value.
NOTE: The exisiting mechanism for user consent checking for UE-related analytics is indicated in clause 6.2.9 in TS23.288 [x]. 
Editor’s Note: Coordination with SA3 WG is needed for privacy-related assistance information and the 5GC mechanism to protect these privacy-related assistance information. 
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