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[bookmark: _Toc122440231]5.6.5	Support for Local Area Data Network
5.6.5.0	General
The access to a DN via a PDU Session for a LADN is only available in a specific LADN service area. A LADN service area is a set of Tracking Areas. LADN is a service provided by the serving PLMN. It includes:
-	LADN service applies only to 3GPP accesses and does not apply in Home Routed case.
-	The usage of LADN DNN requires an explicit subscription to this DNN or subscription to a wildcard DNN.
-	Whether a DNN corresponds to a LADN service is an attribute of a DNN and is per PLMN.
The UE is configured to know whether a DNN is a LADN DNN on a per-PLMN basis, and an association between application and LADN DNN. The configured association is considered to be a UE local configuration defined in TS 23.503 [45]. Alternatively, the UE gets the information whether a DNN is a LADN DNN from LADN Information during (re‑)registration procedure as described in this clause.
NOTE 1:	No other procedure for configuring the UE to know whether a DNN is a LADN DNN is defined in this release of the specifications.
NOTE 2:	The procedure for configuring the UE to know an association between application and LADN DNN is not defined in this release of the specifications.
LADN service area and LADN DNN are configured in the AMF on a per DN basis, i.e. for different UEs accessing the same LADN, the configured LADN service area is the same regardless of other factors (e.g. UE's Registration Area or UE subscription).
NOTE 3:	If a LADN is not available in any TA of an AMF's service area, the AMF is not required to be configured with any LADN related information for that DNN.
LADN Information (i.e. LADN Service Area Information and LADN DNN) is provided by AMF to the UE during the Registration procedure or UE Configuration Update procedure. For each LADN DNN configured in the AMF, the corresponding LADN Service Area Information includes a set of Tracking Areas that belong to the Registration Area that the AMF assigns to the UE (i.e. the intersection of the LADN service area and the assigned Registration Area). The AMF shall not create Registration Area based on the availability of LADNs.
NOTE 4:	It is thus possible that the LADN Service Area Information sent by the AMF to the UE contains only a sub-set of the full LADN service area as the LADN service area can contain TA(s) outside of the registration area of the UE or outside of the area served by the AMF.
When the UE performs a successful (re-)registration procedure, the AMF may provide to the UE, based on local configuration (e.g. via OAM) about LADN, on UE location, and on UE subscription information received from the UDM about subscribed DNN(s), the LADN Information for the list of LADN available to the UE in that Registration Area in the Registration Accept message.
The UE may provide either the LADN DNN(s) to retrieve the LADN Information for the indicated LADN DNN(s) or an indication of Requesting LADN Information to retrieve the LADN Information for all LADN(s) available in the current Registration Area.
The list of LADN is determined as follows:
-	If neither LADN DNN nor an indication of requesting LADN Information is provided in the Registration Request message, the list of LADN is the LADN DNN(s) in subscribed DNN list except for wildcard DNN.
-	If the UE provides LADN DNN(s) in the Registration Request message, the list of LADN is LADN DNN(s) the UE requested if the UE subscribed DNN(s) includes the requested LADN DNN or if a wildcard DNN is included in the UE's subscription data.
NOTE 5:	It is assumed that an application can use only one LADN DNN at a time.
-	If the UE provides an indication of requesting LADN Information in the Registration Request message, the list of LADN is all the LADN DNN(s) configured in the AMF if the wildcard DNN is subscribed, or the LADN DNN(s) which is in subscribed DNN list and no wildcard DNN is subscribed.
The UE considers the retrieved LADN Information valid only for the registered PLMN and the E-PLMN(s) if the LADN Service Area Information includes Tracking Areas that belong to E-PLMN(s). Additionally, an LADN DNN discovered by the UE via the retrieved LADN Information is considered an LADN DNN also in the E-PLMNs of the Registered PLMN, i.e. the UE can request LADN Information for the discovered LADN DNN in the E-PLMNs.
During the subsequent Registration procedure, if the network does not provide LADN Information for a DNN, the UE deletes any LADN Information for that DNN.
When the LADN Information for the UE in the 5GC is changed, the AMF shall update LADN Information to the UE through UE Configuration Update/Registration procedure as described in clauses 4.2.4 / 4.2.2.2.2 of TS 23.502 [3].
When receiving PDU Session Establishment with LADN DNN or Service Request for the established PDU Session corresponding to LADN, the AMF determines UE presence in LADN service area and forwards it to the SMF if the requested DNN is configured at the AMF as a LADN DNN.
Based on the LADN Service Area Information in the UE, the UE determines whether it is in or out of a LADN service area. If the UE does not have the LADN Service Area Information for a LADN DNN, the UE shall consider it is out of the LADN service area.
The UE takes actions as follows:
a)	When the UE is out of a LADN service area, the UE:
-	shall not request to activate UP connection of a PDU Session for this LADN DNN;
-	shall not establish/modify a PDU Session for this LADN DNN (except for PS Data Off status change reporting for an established PDU Session);
-	need not release any existing PDU Session for this LADN DNN unless UE receives explicit SM PDU Session Release Request message from the network.
b)	When the UE is in a LADN service area, the UE:
-	may request a PDU Session Establishment/Modification for this LADN DNN;
-	may request to activate UP connection of the existing PDU Session for this LADN DNN.
NOTE 6:	The evaluation of Service Area Restrictions will be performed before the evaluation of LADN service area, if the UE has overlapping areas between Service Area Restrictions and LADN service area.
The SMF supporting a DNN is configured with information about whether this DNN is a LADN DNN or not.
When receiving SM request corresponding an LADN from the AMF, the SMF determines whether the UE is inside LADN service area based on the indication (i.e. UE Presence in LADN service area) received from the AMF. If the SMF does not receive the indication, the SMF considers that the UE is outside of the LADN service area. The SMF shall reject the request if the UE is outside of the LADN service area.
When the SMF receives a request for PDU Session Establishment with the LADN DNN, it shall subscribe to "UE mobility event notification" for reporting UE presence in Area of Interest by providing LADN DNN to the AMF as described in clauses 5.6.11 and 5.3.4.4.
Based on the notification about the UE presence in LADN service area notified by AMF (i.e. IN, OUT, or UNKNOWN), the SMF takes actions as follows based on operator's policy:
a)	When SMF is informed that the UE presence in a LADN service area is OUT, the SMF shall:
-	release the PDU Session immediately; or
-	deactivate the user plane connection for the PDU Session with maintaining the PDU Session and ensure the Data Notification is disabled and the SMF may release the PDU Session if the SMF is not informed that the UE moves into the LADN service area after a period.
b)	When SMF is informed that the UE presence a LADN service area is IN, the SMF shall:
-	ensure that Data Notification is enabled.
-	trigger the Network triggered Service Request procedure for a LADN PDU Session to active the UP connection when the SMF receives downlink data or Data Notification from UPF.
c)	When the SMF is informed that the UE presence in a LADN service area is UNKNOWN, the SMF may:
-	ensure that Data Notification is enabled.
-	trigger the Network triggered Service Request procedure for a LADN PDU Session to active the UP connection when the SMF receives downlink data or Data Notification from UPF.
SMF may make use of UE mobility analytics provided by NWDAF, as described in clause 6.7.2 of TS 23.288 [86], to determine UE presence pattern in LADN service area and take a decision how to handle LADN PDN Session (e.g. release the PDU Session immediately, or deactivate the user plane connection for the PDU Session with maintaining the PDU Session).
[bookmark: _Toc20149783][bookmark: _Toc27846575][bookmark: _Toc36187700][bookmark: _Toc45183604][bookmark: _Toc47342446][bookmark: _Toc51769146][bookmark: _Toc114665136]5.6.5.x	Support of DNN and S-NSSAI based LADN
DNN and S-NSSAI based LADN enables the support of LADN service as defined in clause 5.6.5.0 further on a per S-NSSAI basis: 
-	The network configuration restricts that a LADN DNN is uniquely linked to an S-NSSAI.
-	UE indicates its support of DNN and S-NSSAI based LADN in the UE MM Core Network Capability of the Registration Request message. Based on UE indication for support of DNN and S-NSSAI based LADN,
-	The AMF additionally provides an S-NSSAI as part of the LADN Information when sending the LADN Information to UE during the Registration procedure or UE Configuration Update procedure. The S-NSSAI in LADN Information is set to the S-NSSAI of S-NSSAI level subscription data (e.g. SMF Selection Subscription data) received from UDM if the LADN DNN in the LADN Information is present in the subscribed DNN list of the S-NSSAI level subscription data.
-	If the UE has received the LADN information with an S-NSSAI included, the UE determines whether it is in or out of a LADN service area and takes actions for the PDU Session associated with the S-NSSAI and LADN DNN.
-	During the subsequent Registration procedure, if the network does not provide LADN Information for a DNN and S-NSSAI, the UE deletes any LADN Information for that DNN and S-NSSAI.

* * * * Second change * * * *
5.29a	Support for generic group management and exposure
5.29a.1	Group attribute management
A group may be a 5G VN group managed as defined in clause 5.29.2, as well as a group configured by OA&M. The attributes for a group include: 
-	Service area, the service area is consisted of Tracking Area identities or geographical information, it is applicable to each UE member within the group.
-	QoS, the QoS refers to 5QI, ARP and 5QI Priority Level as defined in clause 5.7.2.7 and it is applicable to each UE member within the group.
-	Group-MBR, the Group-MBR limits the total bit rate that is expected to be provided across all PDU Sessions targeting for the group.
-	An indication that the group is associated with 5G VN group communication as defined in clauses 5.29.3 and 5.29.4. This indication is only applicable for the 5G VN group. See more details in clause 5.29.2.

[bookmark: _Toc51769463][bookmark: _Toc114665484]5.29a.1.1	Provisioning and enforcement for service area of a group
The 5G VN group management as defined in clause 5.29.2 and procedure as defined in clause 4.15.6.2 of TS 23.502 [3] are applicable for provisioning of service area for a group with the following clarifications and enhancements:
-	The 5G VN group data additionally contains the service area, thus the service area is stored in UDR and delivered to AMF as well as SMF as part of the 5G VN group data. 
-	If the AF provides the service area in the form of geographical information, the NEF maps the geographical information to a list of TAs before sending the service area as part of 5G VN group data to the UDM. 
-	If the 5G VN group data contains the service area, the UDM configures the DNN within the 5G VN group data as LADN DNN and updates S-NSSAI level subscription data (e.g. SMF Selection Subscription data or Session Management Subscription data) for each UE within the group to contain the DNN and S-NSSAI for the group.
DNN and S-NSSAI based LADN as defined in clause 5.6.5.1 is applicable for enforcement of service area for a group with the following clarifications and enhancements:
-	If the 5G VN group data contains the service area, the AMF configures the DNN within the 5G VN group data as LADN DNN and determines the LADN service area based on local configured LADN service area corresponding to the DNN (if any) and the service area within the 5G VN group data. 
-	If the 5G VN group data contains the service area, the SMF configures the DNN within the 5G VN group data as LADN DNN.
[bookmark: _Hlk122460987]5.29a.1.2	Provisioning and enforcement for QoS of a group
The 5G VN group management as defined in clause 5.29.2 and procedure as defined in clause 4.15.6.2 of TS 23.502 [3] are applicable for provisioning of QoS for a group with the following clarifications and enhancements:
-	The 5G VN group data additionally contains the QoS for the group, thus the UDM stores such QoS in the UDR as part of the 5G VN group data and uses such QoS to set 5GS Subscribed QoS profile in Session Management Subscription data for each UE within the group. 
Mechanisms as defined in clause 5.7.2.7 and TS 23.503 [45] are used to enforce the 5GS Subscribed QoS profile for each UE within a group thus to support enforcement of QoS for a group. 
5.29a.1.3	Provisioning and enforcement for Group-MBR of a group
The 5G VN group management as defined in clause 5.29.2 and procedure as defined in clause 4.15.6.2 of TS 23.502 [3] are applicable for provisioning of Group-MBR for a group with the following clarifications and enhancements:
-	The 5G VN group data additionally contains the Group-MBR, thus the Group-MBR is stored in UDR as part of the 5G VN group data. 
The realization of limitation of the data rate per network slice as defined in clause 6.1.4.3 of TS 23.503 [45] is applicable to enforce the Group-MBR for a group with the following clarifications and enhancements:
-	If the 5G VN group data contains the Group-MBR, the UDR configures such Group-MBR as the Maximum Group Data Rate for the S-NSSAI and DNN within the 5G VN group data.
-	Instead of handling Maximum Slice Data Rate per S-NSSAI, the UDR and PCF handles the Maximum Group Data Rate per group identified by DNN and S-NSSAI. 
-	Instead of deducting the value of the authorized Session-AMBR and the MBR of every GBR SDF for every PDU Session of a slice, the PCF deducts such value for every PDU Session accessing to the group.

* * * * Third change * * * *
[bookmark: _Toc20150079][bookmark: _Toc27846878][bookmark: _Toc36188009][bookmark: _Toc45183914][bookmark: _Toc47342756][bookmark: _Toc51769457][bookmark: _Toc122440600]5.29.2	5G VN group management
5G System supports management of 5G VN Group identification and membership (i.e. definition of 5G VN group identifiers and membership) and 5G VN Group data (i.e. definition of 5G VN group data). The 5G VN Group management can be configured by a network administrator or can be managed dynamically by AF.
A 5G VN group is characterized by the following:
-	5G VN group identities: External Group ID and Internal Group ID are used to identify the 5G VN group.
-	5G VN group membership: The 5G VN group members are uniquely identified by GPSI. The group as described in clause 5.2.3.3.1 of TS 23.502 [3] is applicable to 5G LAN-type services.
-	5G VN group data. The 5G VN group data may include the following parameters: PDU session type, DNN, S-NSSAI and Application descriptor, the indication that the 5G VN group is associated with 5G VN group communication, Information related with secondary authentication / authorization (e.g. to enable IP address assignment by the DN-AAA).
	The Information related with secondary authentication / authorization corresponds to the procedures described in clause 5.6.6; it allows e.g. the AF to provide DN-AAA server addressing information and possibly to request the SMF to get the UE IP address from the DN-AAA server.
In order to support dynamic management of 5G VN Group identification and membership, the NEF exposes a set of services to manage (e.g. add/delete/modify) 5G VN groups and 5G VN members. The NEF also exposes services to dynamically manage 5G VN group data.
A 5G VN group is identified by the AF using External Group ID. The NEF provides the External Group ID to UDM. The UDM maps the External Group ID to Internal Group ID. For a newly created 5G VN Group, an Internal Group ID is allocated by the UDM.
The NEF can retrieve the Internal Group ID from UDM via Nudm_SDM_Get service operation (External Group ID, Group Identifier translation).
An External Group ID for a 5G VN group corresponds to a unique set of 5G VN group data parameters.
The 5G VN group configuration is either provided by OA&M or provided by an AF to the NEF.
When configuration is provided by an AF, the procedures described in clause 4.15.6.2 of TS 23.502 [3] apply for storing the 5G VN group identifiers, group membership information and group data in the UDR, as follows:
-	The NEF provides the External Group ID, 5G VN group membership information and 5G VN group data to the UDM.
-	The UDM updates the Internal Group ID-list of the corresponding UE's subscription data in UDR, if needed.
-	The UDM updates the Group Identifier translation in the Group Subscription data with the Internal Group ID, External Group ID and list of group members, if needed.
-	The UDM stores/updates the 5G VN group data (PDU session type, DNN and S-NSSAI, Application descriptor, the indication that the 5G VN group is associated with 5G VN group communication, Information related with secondary authentication / authorization) in UDR.
NOTE 1:	It is assumed that all members of a 5G VN group belong to the same UDM Group ID. The NEF can select a UDM instance supporting the UDM Group ID of any of the member GPSIs of the 5G VN group.
NOTE 2:	Shared data mechanisms as defined in TS 29.503 [122] can be used to support large 5G VN groups.
An AF may also configure and update the service area, QoS or Group-MBR for the 5G VN group as described in clause 5.29a.
If a UE is member of a 5G VN Group, UDM retrieves UE subscription data and corresponding 5G VN group data from UDR, and provides the AMF and SMF with UE subscription data with 5G VN group data included. If the 5G VN group data contains the indication that the 5G VN group is associated with 5G VN group communication, the SMF applies the 5G VN group communication as defined in clauses 5.29.3 and 5.29.4 for the PDU Sessions accessing to the 5G VN group.
The PCF generates URSP rules based on 5G VN group data. The PCF retrieves 5G VN group data from UDR. The PCF(s) that have subscribed to modifications of 5G VN group data receive(s) a Nudr_DM_Notify notification of 5G VN group data change from the UDR as defined in TS 29.505 [145]. The PCF receives from the AMF at the UE Policy association establishment the Internal Group ID(s) corresponding to a UE, so that PCF identifies the 5G VN group data that needs to be used to generate URSP rules to the UE. If the PCF is made aware of a change of UE Internal Group Identifier(s) as defined in TS 29.525 [144] or change of 5G VN group membership as defined in TS 29.505 [145], or both, the PCF then may update the URSP rules for the impacted 5G VN group members.
NOTE 3:	The proper way to obtain the 5G VN group membership changes of a specific UE, e.g. if the UE is added to a new 5G VN group, is via the notification of change of UE Internal Group Identifier(s) from the AMF as specified in TS 29.525 [144]. The subscription in the UDR is for being notified about changes in the 5G VN group data and in the 5G VN group membership of a specific 5G VN group.
An AF may update the UE Identities of the 5G VN group at any time after the initial provisioning.
An AF may subscribe to notification of the group status changes for the 5G VN group as described in clause 5.20.
The PDU session type, DNN, S-NSSAI provided within 5G VN group data cannot be modified after the initial provisioning.
In this Release of the specification, the home network of the 5G VN group members is same.
In this Release of the specification, only a 1:1 mapping between (DNN, S-NSSAI) combination and 5G VN group is supported.
The PCF delivers 5G VN group configuration information (DNN, S-NSSAI, PDU session type) to the UE for each GPSI that belongs to a 5G VN group. The 5G VN group configuration information is delivered in the URSP from the PCF to the UE using the UE Configuration Update procedure for transparent UE Policy delivery as described in clause 4.2.4.3 of TS 23.502 [3] and clause 6.1.2.2 of TS 23.503 [45].

* * * * End of changes * * * *
